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Act on the Protection of Personal Information
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(Act No. 57 of May 30, 2003)
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Chapter I General Provisions
(BHY)
(Purpose)
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Article 1 The purpose of this Act is to protect the rights and interests of
individuals while taking consideration of the usefulness of personal
information, in view of a remarkable increase in the utilization of personal
information due to development of the advanced information and
communications society, by clarifying the responsibilities of the State and local
governments, etc. with laying down basic principle, establishment of a basic
policy by the Government and the matters to serve as a basis for other
measures on the protection of personal information, and by prescribing the
duties to be observed by entities handling personal information, etc., regarding
the proper handling of personal information.
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(Definitions)
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Article 2 (1) The term "personal information" as used in this Act shall mean
information about a living individual which can identify the specific individual
by name, date of birth or other description contained in such information
(including such information as will allow easy reference to other information

and will thereby enable the identification of the specific individual).
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(2) The term "a personal information database, etc." as used in this Act shall
mean an assembly of information including personal information as set forth
below:
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(i) an assembly of information systematically arranged in such a way that
specific personal information can be retrieved by a computer; or
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(i1) in addition to what is listed in the preceding item, an assembly of
information designated by a Cabinet Order as being systematically arranged
in such a way that specific personal information can be easily retrieved.
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(3) The term "a business operator handling personal information" as used in this
Act shall mean a business operator using a personal information database, etc.
for its business; however, the following entities shall be excluded;

—  HEHoHE

(i) The State organs
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(i1) Local governments
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(ii1) Incorporated administrative agencies, etc. (which means independent
administrative agencies as provided in paragraph (1) of Article 2 of the Act
on the Protection of Personal Information Held by Incorporated
Administrative Agencies, etc. (Act No. 59 of 2003); the same shall apply
hereinafter)

MU MG MNZATEE N (MOGMNZATBOE NIE CERCEIAREERR E I\ ) 5558
—IEICHUE T MG MNATEIENZ WD, LFFEC, )

(iv) Local independent administrative institutions (which means local
incorporated administrative agencies as provided in paragraph (1) of Article
2 of the Local Incorporated Administrative Agencies Law (Act No. 118 of
2003); the same shall apply hereinafter)
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(v) Entities specified by a Cabinet Order as having a little likelihood to harm
the rights and interests of individuals considering the volume and the
manner of utilization of personal information they handle.
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(4) The term "personal data" as used in this Act shall mean personal information
constituting a personal information database, etc.
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(5) The term "retained personal data" as used in this Act shall mean such
personal data over which a business operator handling personal information
has the authority to disclose, to correct, add or delete the content, to
discontinue its utilization, to erase, and to discontinue its provision to a third
party, excluding the data which is specified by a Cabinet Order as harming
public or other interests if its presence or absence is known and the data which
will be erased within a period of no longer than one year that is specified by a
Cabinet Order.
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(6) The term "person" as to personal information as used in this Act shall mean a

specific individual identified by personal information.

(A ZR)
(Basic Principle)
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Article 3 In view of the fact that personal information should be handled
cautiously under the philosophy of respecting the personalities of individuals,

proper handling of personal information shall be promoted.
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Chapter IT Responsibilities of the State and Local governments, etc.
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(Responsibilities of the State)
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Article 4 The State shall be responsible for comprehensively formulating and
implementing measures necessary for ensuring the proper handling of personal

information in conformity with the purport of this Act.
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(Responsibilities of Local governments)
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Article 5 Local governments shall be responsible for formulating and
implementing the measures necessary for ensuring the proper handling of
personal information according to the characteristics of their area in

conformity with the purport of this Act.
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(Legislative Measures, etc.)
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Article 6 The Government shall take necessary legislative and other measures to
ensure that special measures will be taken for the protection of the personal
information which especially needs to be ensured the strict implementation of
its proprer handling for the further protection of the rights and interests of
individuals in view of the nature and the method of utilization of the personal

information.
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Chapter IIT Measures for the Protection of Personal Information, etc.
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Section 1 Basic Policy on the Protection of Personal Information
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Article 7 (1) The Government shall establish a basic policy on the protection of
personal information (hereinafter referred to as "Basic Policy") in order to
ensure the comprehensive and integrated promotion of measures for the
protection of personal information.
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(2) The Basic Policy shall cover the following matters:
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(1) The basic direction concerning the promotion of measures for the protection

of personal information
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(ii) Matters concerning the measures for the protection of personal information
to be taken by the State
= MG ANEFEDFET RS E NG IRORE DT O ORTEICEE T 2 AR 225510
(iii) Basic matters concerning the measures for the protection of personal
information to be taken by local governments
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(iv) Basic matters concerning the measures for the protection of personal
information to be taken by incorporated administrative agencies, etc.
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(v) Basic matters concerning the measures for the protection of personal
information to be taken by local incorporated administrative agencies.
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(vi) Basic matters concerning the measures for the protection of personal
information to be taken by entities handling personal information and
authorized personal information protection organizations provided in
paragraph (1) of Article 40
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(vii) Matters concerning the smooth processing of complaints about the
handling of personal information
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(viii) Other important matters concerning the promotion of measures for the
protection of personal information
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(3) The Prime Minister shall prepare a draft of the Basic Policy, consulting the
Quality of Life Council, and seek a cabinet decision.
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(4) When a cabinet decision is made under the preceding paragraph, the Prime
Minister shall publicly announce the Basic Policy without delay.
5 HI_HOBUEIL, EARTHOEFIZOWTHERT L,
(5) The provisions of the preceding two paragraphs shall apply mutatis mutandis
to amendments to the Basic Policy.
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Section 2 Measures of the State
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(Support to Local Governments and Others)
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Article 8 In order to support the measures for the protection of personal
information formulated or implemented by local governments and the activities
performed by citizens, entities, and others to ensure the proper handling of
personal information, the State shall provide information, formulate guidelines
to ensure the appropriate and effective implementation of measures to be taken

by entities and others, and take any other necessary measures.
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(Measures for the Processing of Complaints)
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Article 9 The State shall take necessary measures to ensure the appropriate,
prompt processing of complaints arising between a business operator and a
person about the handling of personal information concerning the person.
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(Measures to Ensure Proper Handling of Personal Information)

Fac BT, #5AEER L 0GR &E S A2 U IREISHIE T 2 M8 E # ek
FEFEIZIDMAEROBEELRBR N MRS DO EBRIFEZHT 526D LT
Do

Article 10 Through the appropriate division of roles between the State and local
governments, the State shall take necessary measures to ensure the proper
handling of personal information by entities handling personal information

provided in the next chapter.
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Section 3 Measures of Local Governments
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(Protection of Personal Information Held by Local Governments and Others)
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Article 11 (1) A local government shall endeavor to take necessary measures in
order to ensure the proper handling of the personal information it holds in
consideration of the nature of the personal information, the purpose of holding

the personal information concerned, and other factors.
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(2) A local government shall endeavor to take necessary measures for local
incorporated administrative agencies established by it in order to ensure the
proper handling of the personal information they hold in accordance with the

nature and affairs of them..
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(Support to Entities and Others in the Area)
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Article 12 In order to ensure the proper handling of personal information, a local
government shall endeavor to take necessary measures for supporting entities

and residents in its area.
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(Mediation for the Processing of Complaints, etc.)
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Article 13 In order to ensure that any complaint arising between a business
operator and a person about the handling of personal information will be
handled appropriately and promptly, a local government shall endeavor to

mediate the processing of complaints and take other necessary measures.
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Section 4 Cooperation between the State and Local governments
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Article 14 The State and local governments shall cooperate in taking measures

for the protection of personal information.
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Chapter IV Duties of Entities Handling Personal Information, etc.
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Section 1 Duties of Entities Handling Personal Information

(FIH B B D FFE)
(Specification of the Purpose of Utilization)
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Article 15 (1) When handling personal information, a business operator handling
personal information shall specify the purpose of utilization of personal
information (hereinafter referred to as "Purpose of Utilization") as much as
possible.
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(2) A business operator handling personal information shall not change the
Purpose of Utilization beyond the scope which is reasonably considered that
the Purpose of Utilization after the change is duly related to that before the
change.

(R A B 8912 L 2 HIFR)
(Restriction by the Purpose of Utilization)
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Article 16 (1) A business operator handling personal information shall not
handle personal information about a person, without obtaining the prior
consent of the person, beyond the scope necessary for the achievement of the
Purpose of Utilization specified pursuant to the provision of the preceding
article.
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(2) When a business operator handling personal information has acquired
personal information as a result of taking over the business of another
business operator handling personal information in a merger or otherwise, the
acquiring business operator shall not handle the personal information
concerned, without obtaining the prior consent of the persons, beyond the scope
necessary for the achievement of the Purpose of Utilization of the personal
information concerned before the succession.
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(3) The provisions of the preceding two paragraphs shall not apply to the
following cases:

— ETIZESLIGE

(i) Cases in which the handling of personal information is based on laws and
regulations
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(i1) Cases in which the handling of personal information is necessary for the
protection of the life, body, or property of an individual and in which it is
difficult to obtain the consent of the person
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(ii1) Cases in which the handling of personal information is specially necessary
for improving public health or promoting the sound growth of children and in
which it is difficult to obtain the consent of the person

W EOBBER L I AKRFIRITIZDRFLEZIT2EDESTOED b HE &= E
TT5ZELICHLTHITORERDLIGA ThHho T, RANODRIELZ/HLZ LITX
DU EBEOFTICKEE RETTBENLRH D & &,

(iv) Cases in which the handling of personal information is necessary for
cooperating with a state organ, a local government, or an individual or a
business operator entrusted by either of the former two in executing the
affairs prescribed by laws and regulations and in which obtaining the
consent of the person is likely to impede the execution of the affairs
concerned

(it 1F 72 B 45)
(Proper Acquisition)
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Article 17 A business operator handling personal information shall not acquire

personal information by a deception or other wrongful means.

(BASIZBR L C oMM B o@ )
(Notice of the Purpose of Utilization at the Time of Acquisition, etc.)
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Article 18 (1) When having acquired personal information, a business operator
handling personal information shall, except in cases in which the Purpose of
Utilization has already been publicly announced, promptly notify the person of
the Purpose of Utilization or publicly announce the Purpose of Utilization.
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(2) Notwithstanding the provision of the preceding paragraph, when a business
operator handling personal information acquires such personal information on
a person as is written in a contract or other document (including a record made
by an electronic method, a magnetic method, or any other method not
recognizable to human senses. hereinafter the same shall apply in this
paragraph.) as a result of concluding a contract with the person or acquires
such personal information on a person as is written in a document directly
from the person, the business operator shall expressly show the Purpose of
Utilization in advance. However, this provision shall not apply in cases in
which the acquisition of personal information is urgently required for the
protection of the life, body, or property of an individual.
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(3) When a business operator handling personal information has changed the
Purpose of Utilization, the business operator shall notify the person of the
changed Purpose of Utilization or publicly announce it.

4 FIZHEHOBET, RICHIT5HEIC O 0 TIE, @A LRV,

(4) The provisions of the preceding three paragraphs shall not apply to the
following cases:
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(i) Cases in which notifying the person of the Purpose of Utilization or publicly
announcing it are likely to harm the life, body, property, or other rights or
interests of the person or a third party
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(i1) Cases in which notifying the person of the Purpose of Utilization or publicly
announcing it are likely to harm the rights or legitimate interests of the
business operator handling personal information
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(ii1) Cases in which it is necessary to cooperate with a state organ or a local
government in executing the affairs prescribed by laws and regulations and
in which notifying the person of the Purpose of Utilization or publicly
announcing it are likely to impede the execution of the affairs
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(iv) Cases in which it is considered that the Purpose of Utilization is clear in

consideration of the circumstances of the acquisition
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(Maintenance of the Accuracy of Data)
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Article 19 A business operator handling personal information shall endeavor to
maintain personal data accurate and up to date within the scope necessary for
the achievement of the Purpose of Utilization.

(28 PR TE)
(Security Control Measures)
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Article 20 A business operator handling personal information shall take
necessary and proper measures for the prevention of leakage, loss, or damage,
and for other security control of the personal data.

(EEH DOER)
(Supervision of Employees)
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Article 21 When a business operator handling personal information has an
employee handle personal data, it shall exercise necessary and appropriate
supervision over the employee to ensure the security control of the personal
data.

(ZRESEDEEED)
(Supervision of Trustees)
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Article 22 When a business operator handling personal information entrusts an
individual or a business operator with the handling of personal data in whole
or in part, it shall exercise necessary and appropriate supervision over the
trustee to ensure the security control of the entrusted personal data.

(5 =& AL OFIFR)
(Restriction of Provision to A Third Party)
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Article 23 (1) A business operator handling personal information shall not,
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except in the following cases, provide personal data to a third party without

obtaining the prior consent of the person:

— EHICESCES

(1) Cases in which the provision of personal data is based on laws and
regulations
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(i1) Cases in which the provision of personal data is necessary for the protection
of the life, body, or property of an individual and in which it is difficult to
obtain the consent of the person
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(iii) Cases in which the provision of personal data is specially necessary for
improving public health or promoting the sound growth of children and in
which it is difficult to obtain the consent of the person
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(iv) Cases in which the provision of personal data is necessary for cooperating
with a state organ, a local government, or an individual or a business
operator entrusted by one in executing the affairs prescribed by laws and
regulations and in which obtaining the consent of the person are likely to
impede the execution of the affairs
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(2) With respect to personal data intended to be provided to a third party, where
a business operator handling personal information agrees to discontinue, at the
request of a person, the provision of such personal data as will lead to the
1dentification of the person, and where the business operator, in advance,
notifies the person of the matters listed in the following items or put those
matters in a readily accessible condition for the person, the business operator
may, notwithstanding the provision of the preceding paragraph, provide such
personal data to a third party:

— B_FH~ORMEEZFHBENET L L,

(i) The fact that the provision to a third party is the Purpose of Utilization

=B EHICRME S A EAT — X DIEE

(i1) The items of the personal data to be provided to a third party

= B EHSOREOFEUITHIE
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(iii)) The means or method of provision to a third party
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(iv) The fact that the provision of such personal data as will lead to the
identification of the person to a third party will be discontinued at the
request of the person

3 EAFWMERFEER L, ATESE S XIFE =7 2 FHE LT T 25815, &
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(3) When a business operator handling personal information changes the matter
listed in item (ii) or (iii) of the preceding paragraph, the business operator
shall, in advance, notify the person of the content of the change or put it in a
readily accessible condition for the person.
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(4) In following the cases, the individual or business operator receiving such
personal data shall not be deemed a third party for the purpose of application
of the provisions of the preceding three paragraphs:
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(1) Cases in which a business operator handling personal information entrust
the handling of personal data in whole or in part within the scope necessary
for the achievement of the Purpose of Utilization
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(ii) Cases in which personal data is provided as a result of the succession of
business in a merger or otherwise

= EATF—Z&FEOHE L OMTRELTHHT S EA’C“E@!)“( Sa2)=RIAONeE:"
FLCHHESNLGBEAT—20mEEB, EF L THHATL2E0HM., FIHT 5EH0F]
MR LY EZEMANT — 4 @%f@ib:ow(%ﬁ%ﬁ?é%@ﬁ%@l IZAFRIZDOWN T,
HHENTD, RNTHH L, UTEANESITH FREICENTVD L&,

(iii) Cases in which personal data is used jointly between specific individuals or
entities and in which this fact, the items of the personal data used jointly,
the scope of the joint users, the purpose for which the personal data is used
by them, and the name of the individual or business operator responsible for
the management of the personal data is, in advance, notified to the person or
put in a readily accessible condition for the person

5 EAFWMIRFEER L, AEE =S ICHET 28T 5F OF M B SUIMEAN T —
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(5) When a business operator handling personal information changes the purpose
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for which the personal data is used or the name of the individual or business
operator responsible for the management of the personal data as are provided
in item (iii) of the preceding paragraph, the business operator shall, in advance,
notify the person of the content of the change or put it in a readily accessible
condition for the person.

(REBANT —Z 2T 2 FHHOAEKE)
(Public Announcement of Matters Concerning Retained Personal Data, etc.)

BHNS EABRIREES T, RAEAT —ZIZE L, RICHBIT2FEHIZOWT,
ANDOHY1FHREE (RADOKRDIZIEC TR RS BIZET 256431, ) IZENR
TR 5720,

Article 24 (1) With respect to the retained personal data, a business operator
handling personal information shall put the matters listed in the following
items in an accessible condition for the person (such condition includes cases in
which a response is made without delay at the request of the person):

—  CUEZMENE R S E O KA T4 R

(1) The name of the business operator handling personal information

= RN TORAMAT =2 OFHBER (FEHARBNEE — 50 b =5 % TIZ
ENEEE o A

(ii) The Purpose of Utilization of all retained personal data (except in cases
falling under any of items (i) to (iii) of paragraph (4) of Article 18)

= I, WEFH -, B PARERE-SOIE S ERE A LIE ZHOB
EIC X DRDITITC L Fife (B=1FB _HOBEIZ LY FEROBMZ EDT L &
X, TOFERI O E G, )

(iii) Procedures to meet requests made pursuant to the provisions of the next
paragraph, paragraph (1) of the next article, paragraph (1) of Article 26, or
paragraph (1) or paragraph (2) of Article 27 (including the amount of charges
if set pursuant to the provision of paragraph (2) of Article 30)

W mI=58T 2 b0D1E0, RABEANT —Z OREEZRBF OO ELRIZE L2
FHLLTETTEDD HD

(iv) In addition to what is listed in the preceding three items, such matters,
specified by a Cabinet Order, as being necessary for ensuring the proper
handling of retained personal data

2 AR EEE 1T, AANND BREAADR B S D RATHANT — 2 OFIH A
RO\ Z KD bz & i, AANIT L, Bk, Zhx@am LR idnidzsk
W, 2L ROBZDOWNTANITHEY T LHE1E. ZORD TR,

(2) When a business operator handling personal information is requested by a
person to notify him or her of the Purpose of Utilization of such retained
personal data as may lead to the identification of the person concerned, the
business operator shall meet the request without delay. However, this
provision shall not apply to cases falling under either of the following items:
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(i) Cases in which the Purpose of Utilization of such retained personal data as
may lead to the identification of the person concerned is clear pursuant to
the provision of the preceding paragraph

= BN \RENEE-ENPLE S ETICEYT LS

(i1) Cases falling under any of items (i) to (iii) of paragraph (4) of Article 18

3 EAFHRIEEEE L, ATHEOHEICEK ST RO ONTRABAT —Z OFH B/
ZBHLRWEOREL L L EiE, RANICK L, B, ZOEZ@EMLRITN
72 5720,

(3) When a business operator handling personal information has decided not to
notify the Purpose of Utilization of such retained personal data as is requested
under the preceding paragraph, the business operator shall notify the person of
that effect without delay.

(BH7R)
(Disclosure)

B RSG EAEHRBEREER L. AADND, BEARAARHE SO REEANT —
DR (HEARANDE SN ORABANT —FZDFE LRV EZICZOFEZMLED
ZeEEL, LTRIL, ) ZRObn e EiE, RATKHL, BB TED D HIEIZ K
0. EBERS, YERARBAT —Z 2R LRTER 6w, 72720, BRT 52
EICEVROFZEZOVTNNCHELT HHEE. CORBIT—HEZRARLARN &
MTED,

Article 25 (1) When a business operator handling personal information is
requested by a person to disclose such retained personal data as may lead to
the identification of the person (such disclosure includes notifying the person
that the business operator has no such retained personal data as may lead to
the identification of the person concerned. The same shall apply hereinafter.),
the business operator shall disclose the retained personal data without delay
by a method prescribed by a Cabinet Order. However, in falling under any of
the following items, the business operator may keep all or part of the retained
personal data undisclosed:

— KRANXITHE=FDAMm., FK, MEZOMOERFIEEZETLIBENANGL5E

(i) Cases in which disclosure is likely to harm the life, body, property, or other
rights or interests of the person or a third party

S EEANE R EEEOEGOM ERERMICE LWKEE RFTRBENRH D
Be

(i1) Cases in which disclosure is likely to seriously impede the proper execution
of the business of the business operator handling personal information

= MOEFICERT I L LRSS

(ii1) Cases in which disclosure violates other laws and regulations
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2 ENEBRERFEE T, ATEOBEICESE RO SNTREMEAT —F O X ix
—HIUZOWTHARLRWEDOWRELZ L& ik, AANICK L, B, ZO0F%@E
HMLRTHIE R 6720,

(2) When a business operator handling personal information has decided not to
disclose all or part of such retained personal data as is requested pursuant to
the provision of the preceding paragraph, the business operator shall notify the
person of that effect without delay.

3 MOEFTOREICLY . RANITH LH—HASUTHIET 2 HIEITHYE T 2 HIEIC L
DL ARANDBINSNDRETANT —Z ORI —MEfrTs2 LN TWD
e, ¥ T —MoRAEAT —Z I o0k, FBEOHEIL, @A LR
[

(3) If the provisions of any other laws and regulations require that all or part of
such retained personal data as may lead to the identification of a person be
disclosed to the person by a method equivalent to the method prescribed in the
main part of paragraph (1), the provision of the paragraph shall not apply to

such all or part of the retained personal data concerned.

(FT1E%%)
(Correction, etc.)

BONE EAGHMBRFEES L. AADLDL, YEARADB SN HRABAT —4
DODRAEBEETRNE W HEBIZ L > TYERAEBEAT —F ONEDOFTIE, BINUL
HIER (LT ZORIZENT [FTES] WD, ) ZROLNEEIZIE, TONED
FTIEZEICEA L THLDES OBEIC XL VRO FHNED b TW DA ZRE, FIH
HH) DAL E R FHANIC BV T, Bl S BERRE LTV, TORRICESE,
BHERABNT —FZ ONEDOFTIEELZITORITIIT R 5720,

Article 26 (1) When a business operator handling personal information is
requested by a person to correct, add, or delete such retained personal data as
may lead to the identification of the person on the ground that the retained
personal data is contrary to the fact, the business operator shall, except in
cases in which special procedures are prescribed by any other laws and
regulations for such correction, addition, or deletion, make a necessary
investigation without delay within the scope necessary for the achievement of
the Purpose of Utilization and, on the basis of the results, correct, add, or
delete the retained personal data.

2 EAEHIEFEEE L, ATEOBEICESEZ RO ONTHRABEANT —F ONEDOE
EHAE L IFZ—H I OWTETEE A Tolc &t &, NI EFEZITORWEDOREE LT
EEIF. AANTH L, Bk, 20F GIESZTo L &L, ZONEEH
e, ) ZBEALRTNIER L0,

(2) When a business operator handling personal information has corrected, added,
or deleted all or part of the retained personal data as requested or has decided
not to make such correction, addition, or deletion, the business operator shall
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notify the person of that effect (including the content of the correction, addition,

or deletion if performed) without delay.

(R 1R 55)
(Discontinuance of the Utilization, etc.)

Bt s EAERIREEER L. AADNDL, BEARADNE S NDREENT —
N AREOHEITERK L TR #bh T\ &0 ) Bl UTE L5 OBEICEK
LTHREESNZLDOTHDL EVIHBICL > T, YKEAEBEAT — & OF|H O 1 X
FHE UTFZORICENT HAEILSE] L), ) ZROLNTZHETH- T,
ZORDICEHANH D Z ENHA LI L X, EREZZIET H7CDICHERRE T,
E R < URRAEAT =2 ORI AFEILFELITORTIER bRV, 2721, 4
RAEEANT — 2 OFAEILFICZEOBE R 2 ES 256 OMORAUSE IEFEZ1T 5 Z
EDBRWEERIGE ThH > T, RANOHEFFRS 2 RiET 27D MER NI L N &
BEaLdEEid, ZOMRH TR,

Article 27 (1) Where a business operator handling personal information is
requested by a person to discontinue using or to erase such retained personal
data as may lead to the identification of the person on the ground that the
retained personal data is being handled in violation of Article 16 or has been
acquired in violation of Article 17, and where it is found that the request has a
reason, the business operator shall discontinue using or erase the retained
personal data concerned without delay to the extent necessary for redressing
the violation. However, this provision shall not apply to cases in which it costs
large amount or otherwise difficult to discontinue using or to erase the
retained personal data and in which the business operator takes necessary
alternative measures to protect the rights and interests of the person.

2 EANFBIREERIL. BRALDL, BEARADHEH SN DRABEANT —Z 0358 _+
SERECHOBEICER L TH =FICRESNL TS W EIBIC LT, YERA
EANT — 2 OFE=ZFE~DRBEDELEEZRDONTZHETH-> T, ZORDIZHBNH
LN LI L Eik, Bl SERAEAT — 2 O = ~DRft A {F1E L
TR DR, 72720, YBRRAEAT — & OF =F ~ORMEDOEF I L O
MEET 255 DMOE —F~DRMELIEILT 52 ERRERGHTH- T, KA
DHEFFIIE Z RET DO MBER IR NE/HEEL LD L &1L, ZORY Th
AN

(2) Where a business operator handling personal information is requested by a
person to discontinue providing to a third party such retained personal data as
may lead to the identification of the person on the ground that the retained
personal data is being provided to a third party in violation of paragraph (1) of
Article 23, and where it is found that the request has a reason, the business
operator shall discontinue providing the retained personal data to a third party
without delay. However, this provision shall not apply to cases in which it costs
large amount or otherwise difficult to discontinue providing the retained
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personal data concerned to a third party and in which the business operator
takes necessary alternative measures to protect the rights and interests of the
person.

3 EAEHREMFEEEIL, FH-HOHEICESERDONTRAEBAT —F OLHE
L<IZ—8IZ oW TR AEIREZIT o2 & 8 L ITHAEIEEZITD RV E OWRIE
L& X, IREOBEICHESERD ONTRAETEANT — X OLEHE L < 13—
IZONWTE =F~ORMEEIFILE LT EF LT F~ORMEEIEIE LRV E DR
Exa Lol Eid, RANTR L, B, ZOFZ@EAMLRITIER 6720,

(3) When a business operator handling personal information has discontinued
using or has erased all or part of the retained personal data as requested under
paragraph (1) or has decided not to discontinue using or not to erase the
retained personal data or when a business operator handling personal
information has discontinued providing all or part of the retained personal
data to a third party as requested under the provision of the preceding
paragraph or has decided not to discontinue providing the retained personal
data to a third party, the business operator shall notify the person of that
effect without delay.

(BRI DFA)
(Explanation of Reasons)

NS EAIE B EEE I B PURE =, B PR H, B A
R THOUTRIRSE —HOBEIZ LD . AN LRD HITZHTE O UL I
WT, ZOHEZ L ORVEEZEMT O5A XITTOHELRRDEEL L 52
T 55613, ANTK L, ZOHBZHPIT 5 X280 RTER 520,

Article 28 When a business operator handling personal information notifies a
person requesting the business operator to take certain measures pursuant to
the provisions of paragraph (3) of Article 24, paragraph (2) of Article 25,
paragraph (2) of Article 26, or paragraph (3) of the preceding article that the
business operator will not take all or part of the measures or that the business
operator will take different measures, the business operator shall endeavor to
explain the reasons.

(BARZE DR DIZ)IE L D Ffe)
(Procedures to Meet Requests for Disclosure and Others)

BoPLS MARBREBIREEE T, B PSS _Hm o REEEH B
FHE-HEIHE T ELRFEHE L BIFE HOREICL DKk (LLFZokicBW
T BAREDORD ] L), ) ICHAL, I TEDDLEZAILEY . £TDRDEZT
MFDFHEEZEDDZENTED, ZOHEITBWT, KANT, HEFTIEILIES T,
BIREDRD ZITORTIILR B,

Article 29 (1) A business operator handling personal information may, as
prescribed by a Cabinet Order, determine procedures for receiving requests
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that may be made pursuant to the provisions of paragraph (2) of Article 24,
paragraph (1) of Article 25, paragraph (1) of Article 26 or paragraph (1) or
paragraph (2) of Article 27 (hereinafter referred to as "a request for disclosure
and others" in this article). In such a case, any person making a request for
disclosure and others shall comply with the procedures.

2 EAERIEEEE T, AN L, BRFEORDICEA L, £OX4 L7 2 5hA 1
ANT —HERETHIZRY DFHEDOIRREZRDDH LN TED, ZOLEITEBNT,
TE AN RIR RS 1T, KRADES D OMEICHTREDOROEZTHZENRTEDL LD,
YEMAAENANT — X ORFEICE T D EROEMZE OMAR N OFIEZ B [E L -8 v 7
B L HRITNER B RN,

(2) A business operator handling personal information may request a person
making a request for disclosure and others to show sufficient items to identify
the retained personal data in question. In this case, the business operator shall
provide the information contributing to the identification of the retained
personal data in question or take any other appropriate measures in
consideration of the person's convenience so that the person can easily and
accurately make a request for disclosure and others.

3 BTREORDIL, BB TEDDLEIAICELY, REACL-STTHIENTEX S,

(3) A person may, as prescribed by a Cabinet Order, make a request for
disclosure and others through a representative.

4 fAAEHRBEREEE L. I CHEORTICESEBRTREORDITNT D TRar €D D
[CH 7o T, ANCHEBERAHEEZRTIH0L LRV IRE LR ThIX R bk
[

(4) When a business operator determine the procedures for meeting requests for
disclosure and others under the provisions of the preceding three paragraphs,
the business operator shall take into consideration that the procedures will not
impose excessively heavy burden on the persons making requests for disclosure

and others.

(FHckH)
(Charges)

Btk EAFBRIMREER T, B HUERE _HOBEIC K D5 BB 0@ x
BT HESEFEHOBBIZL AR ZRD N & X3, YRBEEOEBIZEAL, F
BRI EZBINT 52 LN TE D,

Article 30 (1) When a business operator handling personal information is
requested to notify the Purpose of Utilization under the provision of paragraph
(2) of Article 24 or to make a disclosure under the provision of paragraph (1) of
Article 25, the business operator may collect charges for taking the measure.

2 EATHRERFEEE L, ATEOBEIC LY FEEZ BN T 25615, REEZBEL
THHANTH D RO LN LFHNICBNWT, ZOFEEOHZEDRITILR R
VY,
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(2) When a business operator handling personal information collects charges
pursuant to the provision of the preceding paragraph, the business operator
shall determine the amounts of charges within the scope considered reasonable
in consideration of actual costs.

CEPNI - UE e == AN I XY U5 Y
(Processing of Complaints by Entities Handling Personal Information)

F=t—5% EAERBEREERIL BEAFHROBBICES 2 E1F 0wt )0 iE /e
BIZE DR T 7R B 720,

Article 31 (1) A business operator handling personal information shall endeavor
to appropriately and promptly process complaints about the handling of
personal information.

2 EANEBIBRFEERIL, ATEO B ZERT D 72 OSBRI OB IZ 5 D72 T
TR 6700,

(2) A business operator handling personal information shall endeavor to
establish a system necessary for achieving the purpose set forth in the
preceding paragraph.

(s D)
(Collection of Reports)
ot T8 EBREER. ZOHOBEOKATICKNERIREIZBN T, EAGRIEE
EHI L. EAEROBBNCEHLREZSELZENTE D,
Article 32 The competent minister may have a business operator handling
personal information make a report on the handle of personal information to

the extent necessary for implementation of the provisions of this section.

BE)
(Advice)
Tt =% FBHEREIZ., ZOHOBEORITICNEZRIREIZHSW T, EAEHRIERE
FEHEIR L, HAFROBBNCEALKLEREZT 52 LN TE 5,
Article 33 The competent minister may advise a business operator handling
personal information on the handle of personal information to the extent

necessary for implementation of the provisions of this section.

(Bh & K OV 4y)
(Recommendations and Orders)
oL EBEREX., EAFREBRFEEEDNEHAENOEFNEFET, F o5
MHH A EERE T =58 T HOMEIZTER LIESA 1280 TE A OFEFRIF]
WERETHTOMNEND L EROD & XX, YEEAE R FEE IR L, Y%
EATADHFIEZE OMER ZBIET D00 E i@ e TG T52 &
MTE D,
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Article 34 (1) When a business operator handling personal information has
violated any of the provisions of Article 16 to Article 18, Article 20 to Article 27,
or paragraph (2) of Article 30, the competent Minister may recommend that the
business operator handling personal information cease the violation and take
other necessary measures to correct the violation when a competent Minister
finds it necessary for protecting the rights and interests of individuals.

2 EBREIL. APEOBUEIC X D8E &5 7ol NGB E 03 2 2R B R 23 72
TCEDOBE IR LB L & B> T2 5E 2B W TE A O E RZZHEFIFIZE DR EF N
TELTWD LR D & &R, YEENERIBEFER I L. £ ORISR L HE
HLDHRNEZLEMTHILENTED,

(2) Where a business operator handling personal information having received a
recommendation under the provision of the preceding paragraph does not take
the recommended measures without justifiable ground, and when the
competent minister finds that the serious infringement on the rights and
interests of individuals is imminent, the competent minister may order the
business operator handling personal information to take the recommended
measures.

3 EHKEIX, I ZHOHEICh»D 6T, EAFRIBRFEEELFE K F+tL
R B TRDLE T TRETNIE A EAE - HOMEICER LIESAICEY
TEANDOERBHENFNIR L ETDHDEENO L ORI EL L DVLERDH D LD
D& EE, HREENE R FER T L, HRERIT A O UL E OMIEN & BT
DO ERFELZ L DIREZ LM THIENTE D,

(3) Notwithstanding the provisions of the preceding two paragraphs, where a
business operator handling personal information has violated any of the
provisions of Article 16, Article 17, Articles 20 to 22, or paragraph (1) of Article
23, and when the competent minister finds it necessary to take measures
urgently as there is the fact of serious infringement of the rights and interests
of individuals, the competent minister may order the business operator
handling personal information to cease the violation and take other necessary
measures to rectify the violation.

(B KB DR DITAE D il IR)

(Restrictions of the Exercise of Authority by the Competent Minister)
otk FEBREZ. AT=ROBUEIC K0 E NG RBEREEEE 1 LS OB,
BE. #EXIMm e eIt oIl ieoTid, RBEOBEH, FHoBAH, FEHOAHBLD
BURTEEIO B B 2 851 TR 5720,

Article 35 (1) In collecting a report from, or giving an advice, a recommendation
or an order to a business operator handling personal information pursuant to
the provisions of the preceding three articles, the competent Minister shall not
disturb freedom of expression, academic freedom, freedom of religion, or
freedom of political activity.
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2 AHHOBREOBEFICES L, FHEREZ., BEAERIEER D H L+ 55 —HA
FIZBIT 5E (ENENYEAFTICED DL B TEAFTREZBO LS GEITRD, )
WZxt LT AR 2RI T 217812 oW\ TE, TOHEREZITHE LRV D LT 5,

(2) In light of the purport of the provision of the preceding paragraph, with
respect to the act of a business operator handling personal information to
provide an individual or business operator mentioned in each item of
paragraph (1) of Article 50 (limited to cases in which the personal information
is handled for a purpose as respectively provided in each of such items) with
personal information, the competent Minister shall not exercise its authority.

(EHKE)

(Competent Ministers)

FoFRE ZOHOBREIZBITIEBREIX, ROLBY &35, 2720, NEREE
KEIZ, ZOHOHEDOMERFEMOT-OMLENH H RO HGAETT. A BRI
FHEBEDTOEANIEFROBND 5 BEFED S DIZHONT, FFEDKEIIEFRAL
ZH& (LT TRE%E] LW, ) 2EBREIHEETLIZLNTED,

Article 36 (1) The competent ministers under the provisions of this section shall
be as specified below. However, for specific handling of personal information by
a business operator handling personal information, the Prime Minister may
designate a specific minister or the National Public Safety Commission
(hereinafter referred to as "minister, etc ") as a competent minister when he or
she considers it necessary for smooth implementation of the provisions of this
section.

— A ATEREERFEE DT O EAE ORI\ O bREAFHRICET S L0z on
TiX, EABBHRE WEORERERICEAT L bDIZ o0 TE, B EZEBKRE) &
OYRLE NG IR FEE DMT O FELTE T2 KRES

(1) For such handling of personal information by a business operator handling
personal information as is related to employment management, Minister of
Health, Labor and Welfare (for such handling of personal information as is
related to the employment management of mariners, the Minister of Land,
Infrastructure, Transport and Tourism) and the minister, etc. concerned with
jurisdiction over the business of the business operator handling personal
information

= EATEREREEE DT O EMAEHROBBND ) BHEIFIZET 5 OLSAD L O
(ZOWTIE, BN R R 0T O FETE T 5 KEE

(i1) For such handling of personal information by a business operator handling
personal information as is not falling under the preceding item, the minister,
etc. concerned with jurisdiction over the business of the business operator
handling personal information

2 WHBREKEIL ATEZELEOHREICLY EBERELZRELLLEIL. TOE%L
N LRI IE 7R B 7R,
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(2) When the Prime Minister has designated a competent minister under the
provision of the proviso to the preceding paragraph, he or she shall publicly
notice that effect.

3 BEBEKREIZ., ZOHOBEOHATICY 2o TlE, FHAICEREITHEE L, KO
L2 nE e 5720,

(3) Competent ministers shall maintain close liaison and cooperate with each
other in implementing the provisions of this section.

B REHG&IC X 2 EANERORE DOHE
Section 2 Promotion of the Protection of Personal Information by Private
Organizations

(FE)
(Authorization)

FHo LR AR O A RO IER B WOk 2 B9 & L TRICHE
FTOEFEZTBI ETDHEN GEATRVWHKTREZEXITIEHANDOEDDH D D
aie, WEF =FlZBWTHL, ) X, FHEREOREELZ T LI LNTED,

Article 37 (1) A juridical person (which includes an association or foundation
that is not a juridical person with a specified representative or manager; the
same applies in (b) of item (iii) of the next article) that intends to conduct any
of the businesses enumerated in the following items for the purpose of ensuring
the proper handling of personal information by a business operator handling
personal information, may be authorized as such by the competent minister:

— EBORMG LR LMAERIBEESE (LT RRFEEE] Lo, ) OEAE
OB MBS 2 BN+ R DOFBEIC X 55 oL

(i) The processing under the provision of Article 42 of complaints about the
handling of personal information of such business operations handling
personal information as are the targets of the business (hereinafter referred
to as "target entities")

= EAIEHONE E R B D ORERICTF ST 5 HEIZOW T O RHEER TG H1F
WO

(i1) The provision of information for target entities about the matters
contributing to ensuring the proper handling of personal information

= =BT 00EN, MREEROMEANFROBEERIEVOMRIZE L
VBT

(ii1) In addition to what is listed in the preceding two items, any business
necessary for ensuring the proper handling of personal information by target
entities

2 AHHORBEZZIT LI ETLHIL, BB TEDDELEIAIZEY, EHBREICHFEL
IRT LR B IR,

(2) A business operator intending to receive authorization set forth in the
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preceding paragraph shall apply to the competent minister as prescribed by a
Cabinet Order.
3 FHBREIX H—HORBELXLELLEEIX, ZOFEZARLRTIUIRLR,
(3) When having granted authorization under paragraph (1), the competent
minister shall publicly notice that effect.

(K k& S1H)

(Clause of Disqualification)

FEotHNE ROBZEONTRNCELYT HHIL, AiEE - HOBELZITHZ LNT
ERANAN
Article 38 A business operator falling under any of the following items may not

receive authorization set forth in paragraph (1) of the preceding article:

— ZOFEEOBEICZVHICAE LN, ZOFITERPY . FHTER T H 2 L
WL o= A D ARG LR nE

(1) A business operator having received a sentence pursuant to the provisions of
this Act with not exceeding two years after the business operator served out
the sentence or was exempted from the execution of the sentence

= OBMANAERE-HOBEICLVRBEEZMVHE I, TOBIELOAND FEER
LA

(i1) A business operator whose authorization was rescinded pursuant to the
provision of paragraph (1) of Article 48 with not exceeding two years after
the rescission

= ZOEFEATOKA GEANTROEIETREE ULE @A@m@@%é%@@ﬁ
REXNTEHANEZ G, UTFTZORIZBWTHL, ) ®95 BT, ROWTHUNITEL
BT HERHDLHD

(iii) A business operator with an officer (including the representative or
manager of an association or foundation which is not a juridical person with
a specified representative or manager. Hereinafter the same shall apply in
this article.) conducting the business who falls under any of the following
categories:

A B EOFNTAE B, XTI OEROBEIC XV HICLE S, £ OBIT
ERDY . TPITEZ T2 N holt B D ZFEKE Lgng
(a) An individual sentenced to imprisonment or a heavier punishment, or
having received a sentence pursuant to the provision of this Act, with not
exceeding two years after the individual served out the sentence or was

exempted from the execution of the sentence

7 BN RE-HOBEICLVBELZRVHEINTENTBNT, ZOBIHL
DODHAT=F+HUNIZZDOEE THT-ETEORIHL DO H M D ZFEZREE L e
H

(b) In the case of a juridical person whose authorization was rescinded
pursuant to the provision of paragraph (1) of Article 48, an individual who
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was an officer of the juridical person within at least 30 days before the

rescission, with not exceeding two years after the rescission

(RRTE D F: )

(Authorization Standard)

=+ EHBRER, FEHEREHOBEDHFENROEFONT I

LTS ERDHDH EETRITNIE, ZOREL LTI R B2,

Article 39 The competent minister shall not grant authorization unless he or she
considers that an application for authorization filed under paragraph (1) of
Article 37 conforms every requirement enumerated in the following items:

— =P ERE AT DR A B OMERITAT O I B R D E D
FHEPREDLNTWAHIHEDTHDLH I L&,

(1) The applicant shall have established a business execution method necessary
for properly and soundly conducting the business mentioned in any of the
items of paragraph (1) of Article 37.

= R ERE A GBI 5 EB AW IEOMEFEITAT O IR Y D A& UV
W EEEZF T 56D THDL Z L,

(i1) The applicant shall have sufficient knowledge, abilities, and financial base
for properly and soundly conducting the business mentioned in any of the
items of paragraph (1) of Article 37.

= BT EREHA SIS %Té%ku%@¥ ZAT> TV DGHEITIE, Z0¥ER
ZTO ZLIZ o TRIEA ST/ 2 XK G P RAEICRDBENRRNEDTH D
&,

(iii) When the applicant conducts any business other than the businesses
mentioned in the items of paragraph (1) of Article 37, by conducting the
business, the applicant shall not be likely to impede the fair execution of the

businesses mentioned in the same items of the same paragraph.

(B 1k J )
(Notification of Abolition)

AU o S s R S EI% HOBEZZTEH (LT REERAFREERE] L
Do ) IE. TORE Mé%ﬁ(quwm%&Jkwao)%%mbiékﬁék
X, R TEDDLEIAICEDY, HELH, TOELE EBREI®ITH R TUE
IRBTRUN,

Article 40 (1) When a business operator authorized under paragraph (1) of
Article 37 (hereinafter referred to as " authorized personal information
protection organization") intends to abolish the business pertaining to the
authorization (hereinafter referred to as " authorized business"), it shall notify
the competent minister of that effect in advance as prescribed by a Cabinet
Order.

2 EBKREIZ., AIEORATCICEA )RR XX, TOEEARLRTNIERD
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AN
(2) When having received a notification under the provision of the preceding
paragraph, the competent minister shall publicly notice to that effect.

(R GFHE)
(Target Entities)

FU+—5 REBAEFREERET, YR ERNTRIREREOERE TH LA
TR F L TR EEFORNR LD 2 LI OV TRE 21378 NIk F2E
FreRGEEEL L2TIX 76720,

Article 41 (1) Each target business operator of an authorized personal
information protection organization shall be a business operator handling
personal information that is a member of the authorized personal information
protection organization or a business operator handling personal information
that has agreed to become a target of the authorized businesses.

2 REMANERAEFIRIT. HEFEEEORS ILFRE ALK LRTIUTR LR,

(2) Each authorized personal information protection organization shall publicly

announce the names of its target entities.

(51 D)
(Handling of Complaints)

B4 REMEAEREERERIL, KNEDDSREZEE OFEANEFHBRO BRI
TOHERBIZOWTHROBEDN D o7 & & id, ZOHRITIE T, HIHACKERBE
L, ZOEFIBRLIFELZRHET DL L HIT, BEARFEEL L, ZOEKED
WA ZEE L TE OMIR R IR 2 RO T b g,

Article 42 (1) When an authorized personal information protection organization
1s requested by a person, etc. to solve a complaint about the handling of
personal information by a target business operator, corresponding to the
request, the organization shall give the person, etc. necessary advice,
investigate the circumstances pertaining to the complaint and request the
target business operator to solve the complaint promptly by notifying the
target business operator of the content of the complaint.

2 FREMEANEWMAERIAIL, ATEO B IR D EE OIS OWTRERH D LR
ék%i WVHAMRFEEICH L, LEAELALRBEIC L 23 % Rk, TEE O
RHZRDODLZENTE D,

(2) When an authorized personal information protection organization finds it
necessary for settling complaints offered under the preceding paragraph, the
organization may request the target business operator to explain in writing or
orally, or request it to submit relevant materials.

3 XGEFEEET, REMAFEREFEMELSHIEOHEICL D RO H -T2 & EiX
ERREENLRNDOIC, ZREHFEATIERLR,

(3) When a target business operator has received a request under the provision of
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the preceding paragraph from an authorized personal information protection
organization, the target business operator shall not reject the request without
justifiable ground.

CEPNEREACS 2=Fay)
(Personal Information Protection Guidelines)

U+ =25 FREMANERGERIRIT, G338 O A IE H o E 72 Bl WO O ik D
iz, FIAENORE, ZREEOT-OOHEE., RAORDIZE LD Tt oo
FIHIZBE L, ZOEBEOHREOBEICH - 7=fE (BLF MEAEREERERH v
9. ) BAER L, AKTDLIFORITIUTR BN,

Article 43 (1) In order to ensure the proper handling of personal information by
its target entities, each authorized personal information protection
organization shall endeavor to draw up and publicly announce guidelines
(hereinafter referred to as "personal information protection guidelines") in
conformity with the purport of the provisions of this Act, concerning the
specification of the Purpose of Utilization, security control measures,
procedures for complying with individuals' requests, and other matters.

2 WEMANEREERKT, ATEOREIC LV BENEMAERE 2 AFK Lz & X3,
RIRFEF T L, U ANERRERRE 28T SO NER RS #E5% ofth
DOIELE L DX OFDRITIXR B RR0,

(2) When an authorized personal information protection organization has
publicly announced its personal information protection guidelines pursuant to
the provision of the preceding paragraph, the organization shall endeavor to
provide guidance, give recommendations, and take other measures necessary in
order to have its target entities observe the personal information protection
guidelines.

(B BRI D EEIR)
(Prohibition of Utilization Other Than for Intended Purposes)
FHHUS FREMAERAERMRIL, REEBOEMICER L THY S EHREREE
BoOMIZAT 2 BRLSMIFIA L Tt 570,
Article 44 An authorized personal information protection organization shall not
utilize any information acquired in the course of conducting its authorized
businesses for purposes other than that for the authorized business.

(4 PR D FH I FR)
(Restriction on Use of the Name)
FU+Td FREMANERRERIK TROWEIL, FREMEMNEMARERIL & v 5 A PR UL
I bbb LA E VTR 57220,
Article 45 A business operator that is not an authorized personal information
protection organization shall not use the name " authorized personal
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information protection organization" or any other name that might be mistaken
for it.

(i A5 D)
(Collection of Reports)
FUA-RE FBREZ, ZOHOBEOATICNEZRIREIZIBW T, FBE AR
EMRICR L, BEXBICHLMELIELZ LN TED,
Article 46 The competent minister may have an authorized personal information
protection organization make a report on the authorized businesses to the

extent necessary for implementation of the provisions of this section.

(i 43)
(Orders)

FU+ta FBREIX, ZOHOBEDRITICLNER RSN T, FREME NG S
FEMMRICRT L, REFEBOEMOGIEOYE, A RIRERS OE T Z Ofho V3
RIEBEE L LOREFEMTHIENTE D,

Article 47 The competent minister may order an authorized personal
information protection organization to improve the method of conducting its
authorized businesses, to amend its personal information protection guidelines,
or to take any other necessary measures to the extent necessary for
implementation of the provisions of this section.

GREDOHHE L)
(Rescission of Authorization)

FEHHANS EBREIE. RBEMANGTRGERELDROZ SONTNNITEET 5L &
X, TOREZWMVIHETZ LN TE D,

Article 48 (1) If an authorized personal information protection organization falls
under any of the following items, the competent minister may rescind its
authorization:

— BEPNRE - BEXIE ST T HICE L &,

(i) Cases of falling under item (i) or (iii) of Article 38

= BRSOV TANIHEE LR ol L,

(i1) Cases of falling not to conform with any of the items of Article 39

= HENUHNEOBEITER L & &,

(iii) Cases of violating the provisions of Article 44

W HISROMAICHEDRNE &,

(iv) Cases of not complying with orders in the preceding article

i AR EOFERIZLIVE="TEEE HOREELZ T L X,

(v) Cases of having received the authorization in paragraph (1) of Article 37 by
a dishonest means

2 EHREIX AEOBREICIVRBELZRVBELLL ZIX, TOEZLARLRTAR
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(2) When having rescinded authorization pursuant to the provision of the

preceding paragraph, the competent minister shall publicly notice that effect.

(EBKE)
(Competent Ministers)

FEWHILSE ZOHIOBEICRB T2 EHREIX. ROLBY L35, 2L, AlHKE

KREIX, ZOEOREDOHMERIROT=OLENH D LBD D5E X, kk*#“b%%
*IE@W/E%§D‘J: VETDHEDIBEEDLDIZHONT, FEDOKESEZ EHKE
IZHET D ENTE D,

Article 49 (1) The competent ministers under the provisions of this section shall

2

be as specified below. However, when the Prime Minister considers it necessary

for smooth implementation of the provisions of this section, he or she may

designate a specific minister, etc. as a competent minister for specific entities

that intend to apply for authorization under paragraph (1) of Article 37.

—  BRALIZOWTHFFA TR AT 252 1T TV 238 EE N IEHIRERIE G =+t&F—
HOBEEZT LD LT D2EZEL, WEITBWTHL, ) (ZOWTIE, £DORIL
DOFF A TR 2 LT RE %%

(1) For authorized personal information protection organization (including
entities that intend to be authorized under paragraph (1) of Article 37. This
applies in the next item.) established under permission or approval, the
competent minister shall be the minister, etc. that has granted the
permission or approval.

A5 1288 2 b D LIS OFRE M NIFMARERAIZ W T, Y a%EEE 8 A 1F # b
RO RREEEDT O FELHET 5 KREF

(ii) For authorized personal information protection organization other than
those mentioned in the preceding item, the competent minister shall be the
minister, etc. having jurisdiction over the business conducted by the target
entities of the authorized personal information protection organizations
concerned.

WEREEKE X, ATEZZE LEOREICL YV EBKEZBEEL- XX, Z0F%

NR LR UEIR B 72wy,

(2) When the Prime Minister has designated a competent minister pursuant to

the provision of the proviso to the preceding paragraph, he or she shall publicly
notice that effect.

HRE MR

Chapter V Miscellaneous Provisions

(Gl 1T B4

(Exclusion from Application)
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FHILASR FEAFRBERFEEED D BROKZITHIT 5E 2OV TE, TOAFRZ
BO#S BROEMUTI—EHNEN TN LEZEFIIHRET 2N TH D & E1E, A/ilE
OFUEZ, WA L2V,

Article 50 (1) With respect to entities handling personal information, being the
entities enumerated in each of the items below, if all or part of the purpose of
handling personal information is a purpose respectively prescribed in each of
the items, the provisions of the preceding chapter shall not be applied.

—  FGEEBRE. BTt WEEOMOBEKE HuEEZEE L TITOBAERSE
o, ) HWEOHIHETLIHD

(i) Broadcasting institutions, newspaper publishers, communication agencies
and the other press (including individuals engaged in news report as their
business); the purpose for news report

— FREERELLTUTOE FEROMIIMT L5 HM

(i1) A business operator who conduct literary work as their business; the
purpose for literary work

= RFPEZOMOEMZEEZ AR E T 5B L IXHE ST TN BICRT 28 %
firpFsE D M9 2 By

(ii1) Colleges, universities, other institutions or organizations engaged in
academic studies, or entities belonging to them: The purpose for academic
studies

M REEE REGEE) (ISR 2EE 2G5, ) OIS 2889

(iv) Religious organizations: The purpose for religious activities (including
activities incidental thereto)

I BORHMA BOREE) (ZHISHBET 2EE 23T, ) OMICHd 5 BRY

(v) Political organizations: The purpose for political activities (including
activities incidental thereto)

2 AHHEE—ZICHET D [l L1, RRENOZEROFITKH L CEBINEELE
FLLTHLEDLZ E (ZHICESWTERIIRME RN Z 25T, ) 29,

(2) "News report" as mentioned in item (i) of the preceding paragraph shall mean
informing many and unspecified individuals or entities of objective facts as the
facts (including to state opinions or views based on such facts).

3 HHATICET HMEANERIREER L. BAT — 2 OZREDIZOIZLED
O PR E G D BT B D A o0 AL ER - oD At o> {815 R 0D 3 IE 7 Bk
WETERT DT ERIEE L H DiE L, o, HEBEONRERET L X%
DIRT LR B IR,

(3) Entities handling personal information enumerated in the items of paragraph
(1) shall endeavor to take by themselves the necessary and appropriate
measures for controlling the security of personal data, and the necessary
measures for the processing of complaints about the handling of personal
information and the other necessary measures for ensuring the proper
handling of personal information, and shall also endeavor to publicly announce
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the content of those measures concerned.

(Mo 5 8 LR S LB - 2 F55)
(Affairs Handled by Local Governments)
FhHY—5% ZOBEFEICHET 2 EBREOHERICET 2 FEILX. A TEDDLIEZA
(Z&0 . T AERMEORZDOMOBITHEEN T ) 2L &TH2 LN TE D,
Article 51 The affairs belonging to the authority of a competent minister
provided by this Act may be handled by the heads of local governments or by
other executive agencies as prescribed by a Cabinet Order.

(MEFR SIS D ZAT)
(Delegation of Authority or Affairs)

FH % ZOERICEY EBREOHERIIFEBICERT 2FHEIT, BT TEDDL L
IAIZKY, ZOEOBBICZET LI ENTE D,

Article 52 The matters belonging to the authority or the affairs of a competent

minister may be delegated to his or her staffs as prescribed by a Cabinet Order.

(Bt AT DIRPLD 2 FR)
(Public Announcement of the Status of Enforcement)

B =4 NRKRBEREIL, BRI DITERER (GEROHEICESETAHMICE N D
RS (NBRF2BR<, ) ROWNBEOFTEED TICE N DR, NEF. BN, NE
ek CER—FERF /N HILE) BUHILARE —H L O ZHICHUE T %
W N EZFATEBGRAR S (BB - =EREE 1+ 5) H=40 _HIIRET 2KE
2N, MERICBWTHL, ) ORI L, ZOEFROKEATORIUZ DWW TRE 23K
WHZENTE D,

Article 53 (1) The Prime Minister may collect reports on the status of
enforcement of this Act from the heads of relevant administrative organs (the
organs established in the Cabinet under the provisions of laws (except the
Cabinet Office), organs under the supervision of the Cabinet, the Cabinet
Office, the Imperial Household Agency, the institutions prescribed in
paragraphs (1) and (2) of Article 49 of the Act for Establishment of the Cabinet
Office (Act No. 89 of 1999), and the institutions prescribed in paragraph (2) of
Article 3 of the National Government Organization Law (Act No. 120 of 1948);
this applies in the next article).

2 WHBREKEIL BEE, iBHOMEZID £, ZOMELZALXRTLIEDET
Al

(2) Each year the Prime Minister shall compile the reports set forth in the
preceding paragraph and publicly announce their outline.

(e M OHih 77)

(Liaison and Cooperation)
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FHAUSE ANEBRERKE RN OEFROITICEAT 21TBHERE ORI, FHAIZERE
[ZEAE L. RO LT nuidZe 720,

Article 54 The Prime Minister and the heads of the administrative organs
involved in the enforcement of this Act shall maintain close liaison and

cooperate with each other.

(B ~DFEAE)
(Delegation to Cabinet Orders)
BT ZOERISED D bODIEN, ZOEROFERO 2O LB T, BS
TED D,
Article 55 The matters necessary for implementation of this Act, in addition to
those prescribed in this Act, shall be prescribed by Cabinet Orders.

BANE EHI
Chapter VI Penal Provisions

BHARNE BoFUEE HUIE —HOREIC L 5mBIE L2EIX, NALUT
DR SNT =+ MU T OEI@IZLT 5,

Article 56 A business operator who violates orders issued under paragraph (2) or
(3) of Article 34 shall be sentenced to imprisonment with work of not more than

six months or to a fine of not more than 300,000 yen.

Fhttsk Bt K EIEEHAZOREICL2HELE T, UIEBOREZ L
2R, = U T ORI 5,

Article 57 A business operator who does not make a report required by Article 32
or 46 or who has made a false report shall be sentenced to a fine of not more
than 300,000 yen.

FHHNE EN GBEATROWHETREE UIEBRADEDDH Db DO EEFL, LT
COHICBWTH L, ) OREEXITIEAT L IZADOREEAN, EHATO/MDOUESE
FR, TOENNIANDEFICEL T, B _ROERITRA Z LIz L &3, 1785 28
T H1E0, EOEAIIANCH L TH, EARSGOESHZRT 5,

Article 58 (1) If any representative of a juridical person (which includes an
association or foundation which is not a juridical person with a specified
representative or manager; hereinafter the same shall apply in this paragraph),
or any agent, employee or other workers of a juridical person or of an
individual commits any of the violations prescribed in the preceding two
articles concerning the business of the juridical person or individual, then not
only shall the performer be punished but also the juridical person or individual

shall be sentenced to the fine prescribed in the corresponding article.
2 BEATROWHIKICOWTHIEOBIE DB 2 & 255121, £ ORERE UTEHA
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N, EOFBITAHIZOZENTROEIERZRET 2130, EANTHEE N ITHRES &
T 55 E OMFEFRIZET HEROBELERT 5,

(2) When the provision of the preceding paragraph applies to an association or
foundation which is not a juridical person, its representative or manager shall
represent the associaion or foundation which is not a juridical person in its
procedural action, and the provisions of the acts concerning criminal suits in
which a juridical person is the accused or suspect shall be apply mutatis
mutandis.

LIS ROBZOWNWTNNIZET L8, HAHUTO@EHILT 2,
Article 59 A business operator who falls under any of the following items shall
be sentenced to a civil fine of not more than 100,000 yen:
— BUFERB-HOBECLDBHZET, ITRBOmHE L7z
(1) A business operator who does not make a notification required by paragraph
(1) of Article 40 or who has made a false notification
= BN EEOBEICER L2

(i1) A business operator who violates the provision of Article 45

MR ()

Supplementary Provisions [Extract]

(AT 51 7 )
(Effective Date)

2k ZOERIT. AMOBPLHITT S, 72720, BHENGENEE TROMHA]
B ENPOLEARFETCOHEILX, AMOHNGER LT FEf 2 2WEHENIZE N
THEHTEDDHNLHITT 5,

Article 1 This Act shall come into force as from the day of promulgation.
However, the provisions of Chapter IV to Chapter VI and Article 2 to Article 6
of the supplementary Provisions shall become effective as of the date specified
by a Cabinet Order within a period not exceeding two years from the day of
promulgation.

(ANDFREIZEET D s E)
(Transitional Measures Concerning a Consent of a Person)

4 ZOERORATANC 2 SNEANOENEROBB AT 2 RENH D556
IZBWT, ZORENEHIRE - HOBEIC LV FFESN DRI BRSO KT
EABREROE S ZLEBOLEORBICHYT 26O THD & &1, HHAEKS
—HIHE HORERD T2 b D & BT,

Article 2 Where a person has given consent to the handling of his or her personal
information prior to enforcement of this Act, and where the consent is
equivalent to the consent that allows the personal information to be handled
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for a purpose other than the Purpose of Utilization specified under paragraph
(1) of Article 15, then it shall be deemed that there is such consent as is
prescribed in paragraph (1) or (2) of Article 16.

F=k ZOEFROHATANC R SNTEARNOEANEHROBENCEAT HRELH 555
IZBWT, ZORIBENE -+ =FE—HOBEICLDEAT — % OE = ~DORM%
HOLEORBIZHYT 26O THDH L ET, REORERDSTHLD L RRT,

Article 3 Where a person has given consent to the handling of his or her personal
information prior to enforcement of this Act, and where the consent is
equivalent to the consent that allows the personal data to be provided to a
third party under paragraph (1) of Article 23, then it shall be deemed that
there is such consent as is prescribed in the same paragraph.

CEENUZEE T D Rt E)
(Trans1t1onal Measures Concerning Notices)
FIUER B =R HOBEICIOARANTHEI L, UIRABEG I 155 K8
ﬁ%ﬁﬁiﬂi&%ﬁm$@ TR T 2 FHIZHOWT, ZOERORAITANC, AN
HHSNTWD & XX, Yizdmamix, REOHREICIVIThbhvbo L %Ufﬁﬁ—o
Article 4 If an individual has been notified, prior to enforcement of this Act, of
the matters that shall be notified to the individual or be put in a readily
accessible condition for the individual under paragraph (2) of Article 23, then it
shall be deemed that the notice concerned has been given under the provision

of the same paragraph.

FHE B+ FENEE - FOHEICI O ARNCEI L, ITRADRESIZH 15
HIRRBIZE DR TR B 2N HIHITH Y T 5 FIHICHOWT, Z OIEFEOREATRTIC
ANICHA SN TWD & XL, Y@k, RAsofEicivitonicbol 7%@?‘0
Article 5 If an individual has been notified, prior to enforcement of this Act, of
the matters that shall be notified to the individual or be put in a readily
accessible condition for the individual under item (iii) of paragraph (4) of
Article 23, then it shall be deemed that the notice concerned has been given

under the provision of the same paragraph.

(4 PR oD 1l R A B89~ 2 R it 4 1)
(Transitional Measures Concerning the Restriction on Use of the Name)

FRNE  ZOERORATOBRBEICEREM NG RORGERE L WO AL I NITH S L
WAREZHNTNDFICONTEL, B EEOHEZ, FEOHEDHATE AN H M
XL @A LR,

Article 6 The provisions of Article 45 shall not apply, for six months after the
provision of the same article is enforced, to any business operator actually
using the name " authorized personal information protection organization" or a
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name that might be mistaken for it at the time when this Act is enforced.
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