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F—E A
Chapter I General Provisions
(H )
(Purpose)

F—k ZOERIL. TR OERIZHEWVEAEHROFHANE L ILRKLTWD
LT, BB HR OB IERBERWCE L, BEARBEES K OBUFIZ X 2 AT #EfF
B O OENEROREICEET DR OER L 2 FHAZED, [E L O T AL
EOBEHFEZHONT L, EABREZID H O FEEH KL OITEEEFICONTIND
DRSS L THESF T REBBEELZEDL L & HIC, FAFRRELZESEZHRET D
LR, TBREEOFE K OFEOEEN OB RERE 2 MY | W ONTE A
OO 1E 2> DN R 72 1E 38T T2 72 PEZE D RN ONTTE 1 & 2 ikt K OB 2 E
RAFEDOEBIZET LD THDH Z L2 DOMOMENIEFEHROAHMEICEE L>D, fHA
OWEFIFIE 2 REST 22 L2 B E T2,

Article 1 The purpose of this Act is to protect the rights and interests of
individuals while ensuring the smooth and proper management of the
processes or services of administrative entities as well as ensuring due
consideration of the value of personal information and the fact that the proper
and effective application of personal information contributes to the creation of
new industries and the realization of a vibrant economic society and an
enriched quality life of the Japanese public; by setting forth the basic
principles for the proper handling of personal information, creating a
governmental basic policy with regard to this, establishing other matters to
serve as a basis for measures to protect personal information, and clarifying
the responsibilities of the national and local governments and establishing
obligations that businesses and administrative entities that handle personal
information are required to fulfill in accordance with their circumstances, as



well as establishing the Personal Information Protection Commission, in light
of the significantly expanding utilization of personal information as digital

society evolves.

(€ #%

(Definitions)

ok ZOERICBNT MEAFR LiE. AFETLEANCETLERTHL- T, K
DEFDNTINITHELETDHHDE NI,

Article 2 (1) "Personal information" in this Act means information relating to a
living individual which falls under any of the following items:

— YEERICEENDIRA, EFABEOMOFRSE O, HEAE L < IXER
aigx (B ARX (BErrh, KX EDOMADHTIZ L > TEFE#T 2 2
EMTERVWHTAZ W), WEF _FIZBWTHLE, ) TESALREZ VD, L
TRIUT, ) IZftdk sS4, A LIFReksn, XEHEA, BfEE oo iiEE HvwT
KaIhlz—PofEE (EAFRINFSEZR<, ) 205, UTRLC, ) IZX0RED
EANZHNTDZENTEDL LD (MOBREFZHICRET L2 LN TE, £hiZ
KXVREDBANETFTHNTHZENTELILERDLDEET, )

(i) information containing a name, date of birth, or other identifier or the
equivalent (meaning all items (excluding individual identification codes)
made by writing, recording, sound or motion, or other means, in a document,
drawing, or electronic or magnetic record (this includes a record created in
electronic or magnetic form (meaning electronic form, magnetic form, or any
other form that cannot be perceived with the human senses; the same applies
in item (ii) of the following paragraph); hereinafter the same); hereinafter
the same) which can be used to identify a specific individual (this includes
any information that can be easily collated with other information and
thereby used to identify that specific individual);

= EANRRBIF SR EEAD B D

(ii) those containing an individual identification code.

2 ZOEFEIZBNT MEAFENG ] Lid, KOBFZOWTINICHEYT HXF, &
TR EOMDEED I L, BT TEDDLHDE I,

(2) "Individual identification code" in this Act means one prescribed by Cabinet
Order which consists of any character, letter, number, symbol or other codes
falling under any of the following items:

— FREDCMEANDH KD O Rz B St O NI BES 2 72D IS8 L 72307,
T, T OMOFSTThHh-> T, U EOEANEZH TN TELHD

(1) characters, letters, numbers, symbols or other codes converted in order to be
provided for use by computers, used to identify a specific individual by a
distinguishing physical feature of theirs;

Z EANCRES AL EFEOFAE L ITEANTIRTE SN DM OMAICE LEID Y
ToHiv, UIENIZEITSND I — FZOMOERHRICFLE 4, £ L ATERH



RIC L VRS SI N LT, FE. RETOMOFETH- T, TOFAEE LT
AL ITHITEZTHE IR b0 25 X 9IZHIV Y THIL, XILFLHE
S, HLLFRESINDZ LIZEY, FrEORMMAER L ITEAE ITFHITEL X
FOFEEWMNTHZENTEDHHD

(ii) characters, letters, numbers, symbols or other codes used to identify a
specific user, purchaser, or recipient, which are assigned differently for each
of them regarding the use of services for an individual or the purchase of
goods for an individual, or which are stated or recorded in an electronic or
magnetic means differently for each of them in a card or other document
issued to an individual.

3 ZOEEICBEWT TEEEMAGHR] &%k, RADOANFE, F5&. 2T, W,
LIROREME, LRICK D FE2P o o FHEL OMA NI T D RG220, fFLE Ofth
DAFIZERE T2 NI D ITZE OB DITHFFICEELET 56D & LTEHAT TED DL
WENTENDBANERE VD,

(3) "Sensitive personal information" in this Act means personal information as to
an identifiable person's race, creed, social status, medical history, criminal
record, the fact of having suffered damage by a crime, or other identifiers or
their equivalent prescribed by Cabinet Order as those of requiring special care
so as not to cause unjust discrimination, prejudice or other disadvantages to
that person.

4 ZOEBEICBWTEAFRICOWT RN &id BAFRIC K-> TR S D Fr
EDMENZ 9,

(4) "Identifiable person" in relation to personal information in this Act means a
specific individual identifiable by personal information.

5 ZOEMRIZEWNT HRAMIER] LiE, ROBZITEIT 2 AEHRO K532 T

THUSFTICEDLHEZHE L THOFREBE LRWIRD FrEOME AN 2R+ 5 2

EMTEROVEIITFEAERZM LT L TELNDMEANIETAE®RZ VI,

(5) "Pseudonymized personal information" in this Act means information relating
to an individual that can be prepared in a way that makes it not possible to
identify a specific individual unless collated with other information by taking
any of the measures prescribed in each following item in accordance with the
divisions of personal information set forth in those items:

— HHEE SIS T A SR AERICE £ 5 RN E O —E & BBk
T5HZE (M HORBREEZE LT LI EOTELHAMEEZA LARWHIEIZLDY
flDOFLRFICEZMZ DL L 2T, ) o

(1) personal information falling under paragraph (1), item (i): deleting a part of
the identifiers or their equivalent contained in the personal information
(including replacing the part of the identifiers or their equivalent with other
identifiers or their equivalent without following patterns that enable its

restoration)'

—IEEE OSICRE ST O AE e R S IS E D M AGRBITT S O A



6

ZHIERT 22 & (BN T 2EICT 22O TEHRAMELZ A LWk

LRV ORRFICEESMADL 28T, ) .

(ii) personal information falling under paragraph (1), item (ii): deleting all
individual identification codes contained in the personal information
(including replacing the individual identification codes with other identifiers
or their equivalent without following patterns that enable restoration of the
individual identification codes).

ZOEEITBNT TEXAIMTE®R] &3, ROEFSIZHEHT S AFROX IR T
THHSFICEDDHEZHE L TREDOBEAZHENT 2 Z LN TERWVE DI A
WEMLTLTHONDEANCETA2ERTH > T, YHEMAEREEICTDHIENT
ERVESICLEbDEV D,

(6) "Anonymized personal information" in this Act means information relating to

7

an individual that can be prepared in a way that makes it not possible to

1dentify a specific individual by taking any of the measures prescribed in each

following item in accordance with the divisions of personal information set
forth in those items; and also make it not possible to restore that personal
information:

— FBoHE SIS T OMEAER  UEENERICE Eh DR E O —H# A H bR
T5HZE (M —HMORBREEZE LT LI LEOTELHAMEEZA LARWHIEIZLDY
fOFRFICEE WX D52 L2ET, ) .

(1) personal information falling under paragraph (1), item (i): deleting a part of
the identifiers or their equivalent contained in the personal information
(including replacing the part of the identifiers or their equivalent with other
identifiers or their equivalent without following patterns that enable its
restoration);

=B HE CSICEY T AEAER HEEEAE RIS £ AR S DA
ZHIBRT 5 Z & (UM S AE T 52 LD TEOHHMEEZR LIk
LV MORLRFICESBRZDL 2T, )

(i1) personal information falling under paragraph (1), item (ii): deleting all
individual identification codes contained in the personal information
(including replacing the individual identification codes with other identifiers
or their equivalent without following patterns that enable restoration of the
individual identification codes).

ZOERIZBWT MEAREEH X, EFETLHEANCEAT ERTH- T,

NEH. AN TAFHR L OEA M THEROWNTIIC L LRV DE N ),

(7) "Information related to personal information" in this Act means information

8

relating to a living individual which doesn't fall under personal information,
pseudonymized personal information and anonymized personal information.

ZOERIZBWT MTERERT ) &iE, RICHEIT 2820 9,

(8) "Administrative organ" in this Act means the following:

— FEOBEICESTHEICENN LR (WRNZER<, ) KOHREOPTED T



(I D D 1Y
(i) organs within the Cabinet (excluding the Cabinet Office) or under the

jurisdiction of the Cabinet which are established pursuant to the provisions

of laws;

= B, BT NSRBI EE CERCE AR\ ILE) I ILERE
—IEKOE “IHICHET 5B (26 ORI 9 BN DO B TE O 2RI
BN DB H - Tk, YRS TED LA ZRL<, )

(ii) the Cabinet Office, the Imperial Household Agency, and organs prescribed
in Article 49, paragraphs (1) and (2) of the Act for Establishment of the
Cabinet Office (Act No. 89 of 1999) (if, under these organs, an organ
designated by Cabinet Order as prescribed in item (iv) is established, that
organ designated by Cabinet Order is excluded);

= HEZFATEGRE (B SRR E ) R HICHE T SRR

(FEI 5 OBT TED DN ENN DB H > TIE, UKET TED D%

Br<, )

(iii) organs prescribed in Article 3, paragraph (2) of the National Government
Organization Act (Act No. 120 of 1948) (if, under these organs, an organ
designated by Cabinet Order as prescribed in item (v) is established, that
organ designated by Cabinet Order is excluded);

U NEEREES IR ROE L+ RIS ENTE (I 4 EERE
+5) HHRERE ZHOEBENE NN R EES N R OB AL (BRNT
EEFNEE-HICBWTHERNT 2564251, ) OFHIOKET, BT TED D
H D

(iv) organs referred to in Articles 39 and 55 of the Act for Establishment of the
Cabinet Office and in Article 16, paragraph (2) of the Imperial Household
Agency Act (Act No. 70 of 1947), and extraordinary organs referred to in
Articles 40 and 56 of the Act for Establishment of the Cabinet Office
(including as applied mutatis mutandis pursuant to Article 18, paragraph (1)
of the Imperial Household Agency Act), that are designated by Cabinet
Order;

T EFATBRRE T\ S O O ek F B K O RHES )\ Sk D = O 55l OFEBE T, B
BTTEDDLHD

(v) facilities and other organs referred to in Article 8-2 of the National
Government Organization Act, and extraordinary organs referred to in
Article 8-3 of that Act, that are designated by Cabinet Order;

N =EHR AR

(vi) the Board of Audit.

ZOIEHIZRBWT NIATEE NS ) Lid, N TBOE NEHIE CERR-— S5
FE=) B KB HICHET DMATEIE AN KL OBIRE BT HIENEZ N D,
(9) "Incorporated administrative agency or other prescribed corporation" in this
Act means an incorporated administrative agency as prescribed in Article 2,



paragraph (1) of the Act on General Rules for Incorporated Administrative

Agency (Act No. 103 of 1999) and the corporation listed in the Appended Table

1.

10 ZOERIZEWT THFTMNATBOGEN ] &1d, HOGMNATERE NG CERCH A4
EREE /) RS HICHRET D MNATBIE AN Z WV D,

(10) "Local incorporated administrative agency" in this Act means a local
incorporated administrative agency as prescribed in Article 2, paragraph (1) of
the Local Incorporated Administrative Agency Act (Act No. 118 of 2003).

11 ZOEBEICRENT UTERE% ) &3, RICEIT 8B Z V5,

(11) "Administrative entity" in this Act means the following organs:

—  ATBUERE

(1) administrative organs;

= MG AIEUAOKE GERZR<, RE, B_BEROEANATEE _HE=5%
frE. LFRIC, )

(i1) local government organs (excluding assemblies; the same applies
hereinafter except the following Chapter, Chapter III and Article 69,
paragraph (2), item (iii));

= MSIATBUENTE (IERE BT 2ENEERS, BHAKHE _HE =5, FA-+
=k, BEHFARE-HELSAA LU, FENHAKFEUENSHEASHET, HH
FHREFEHEPLHELHE TIHNICHEE Z+HEE HIZBWTH T, )

(ii1) incorporated administrative agencies or other prescribed corporations
(excluding corporations listed in the Appended Table 2; the same applies in
Article 16, paragraph (2), item (iii), Article 63, Article 78, paragraph (1), item
(vid), (a) and (b), Article 89, paragraphs (4) through (6), Article 119,
paragraphs (5) through (7), and Article 125, paragraph (2));

MU HOGMSZATEE N (MOGMNIATBUE NIES —+—RE - BB 2282+ 5
HEOE T2 DXITREH S5 H LITE =" (FIRLEDICRD, ) (28T 5
(B AMETDb0ER<, BHARE _HENS, BATF=5% BEFAZKE
—HFETA KO e, FENTFARELENPOHFEILHEE T, FEHLEHE/NENLE
FTHEECWRNCHEE ~+HEFE HIZTBWTHRLE, )

(iv) local incorporated administrative agencies (excluding those whose main
purpose is providing the service listed in Article 21, item (i) of the Local
Incorporated Administrative Agency Act, or those whose purpose is providing
the service listed in item (ii) or (iii) of that Article (limited to the part
relating to (h)); the same applies in Article 16, paragraph (2), item (iv),
Article 63, Article 78, paragraph (1), item (vii), (a) and (b), Article 89,
paragraphs (7) through (9), Article 119, paragraphs (8) through (10), and
Article 125, paragraph (2)).

(FEAPE)

(Basic Principles)



%i% EATEHRIZ, FHAONESEEOHEZO FICHEBEIZIRY b2 X2 D TH D
(ZHE A, Z OWIERBER VAR S 0721 iE e 5720,
Artlcle 3 The proper handling of personal information must be pursued in view
of the fact that it should be handled prudently in line with the philosophy of
respecting the autonomy of the individual.

FEE ERUOHFAKXFEOETEES
Chapter II Responsibilities of the National and the Local Governments

(HDEHEH)
(Responsibilities of the National Government)

FIUZK EHIZ, ZOEROBEIZO- L0 EOKRE, 5RO, M7 E
FAPNE N i&ﬁéﬁﬂ?ﬁﬁ%)\&@%%ﬁ# K D ENE WO ER W2 iR T 57

(Z LB R % f WREL, KON a2 EMT 2B8B A7 5,

Article 4 The nat1onal government is responsible for comprehensively developing
and implementing the necessary measures to ensure the proper handling of
personal information by national government organs, local government organs,
incorporated administrative agencies or other prescribed corporations, local
incorporated administrative agencies, and businesses in conformity with the
purport of this Act.

(M7 N EFUR D FEH)
(Responsibilities of the Local Governments)

FHA HMEHFAKMKIT, ZOEFEOBREIZO- &V, EHOMK & OBEAMEICEE L
D, FOMFG AR D KIZ D FeEIZ IS U T, MG AILHROREE], HFMSI AT BUE
AN KB OV LN D S 2678 1 K 2 8 A5 003 1E 722 Bl W & iR 9 5 72 9D I b BE 7R
HRAEREL, KOZNEEMTHESEHT D,

Article 5 Local governments are responsible for developing and implementing
necessary measures to ensure the proper handling of personal information by
local government organs, local incorporated administrative agencies, and
businesses within their territory based on its characteristics in conformity with
the purport of this Act while considering the consistency with the measures

taken by the national government.

(EH E O R E%)
(Legislative Measures)

FRE BUMIE., EAEROME R OFIHFIEICES . HANOHEFFIEO—EOREL
[ % 7= 9O IZ Z# D 1F 72 B O Jik b 70 320t 2 W PR3- D B DS & 2 A TF ISV T
RIED T D DIEFIOIHED L B D L O LERES EORFEZOMOEELZHET S
&l bz, EEEMEEE O o [E BRI ki A~ D ) % 8 E“C\ K E BT & eFE LT
= ERAYL LED@&Mﬁ-ﬂE]\TH%& IR DRI EZELT DO BELRFEAHTH2HD



LT 5,

Article 6 The government is to take necessary legislative and other measures to
ensure that there are special measures in place to protect personal information
whose strict proper handling it is necessary to ensure in order to further
protect the rights and interests of individuals, and also take necessary
measures in collaboration with the governments of other countries to establish
an internationally harmonized system for personal information through
cooperation with international organizations and other international
frameworks, in view of the nature of the personal information and the way in

which it is used.

FoE EABRORBICETIHERSE
Chapter IIT Measures to Protect Personal Information
E—E EAFROREICETLIERGH

Section 1 Basic Policy on the Protection of Personal Information

FL BUFIL, BAEFROREIZET 2R OBRERIN O — (KR HEEL XD 720,
TENEHRORGEIZET 2 AT # (LUT THERARTE) Lo, ) ZEDRITNIETRD
TRV,

Article 7 (1) The government must establish a basic policy on the protection of
personal information (hereinafter referred to as a "basic policy") in order to
further comprehensive and integrated measures to protect personal
information.

2 FEEARFENI. RITBITLFHITOWTEDDLI D LT D,

(2) The basic policy is to provide for the following details:

— EAEHOREIZEIT 25RO HEE T 2 AR 72 F

(1) the basic course of action for furthering measures to protect personal
information;

— EIBETREEABROREOTDOHEICEAT 5 FHE

(i1) the details of the measures to protect personal information that are to be
taken by the national government;

= MG AEFUADRFET R EEANFRORED 20 OREIZET 5 AR 2 FH

(ii1) the basic details of the measures to protect personal information that are
to be taken by local governments;

PO JRSZATEE NED T NS EAFRORED T2 OREE I T 5 B e IH

(iv) the basic details of the measures to protect personal information that are
to be taken by incorporated administrative agencies or other prescribed
corporations;

T #TMSEATEORE NS TE T N E NG MO IRE D T2 OFFE I T 5 AR 2 48 H

(v) the basic details of the measures to protect personal information that are to
be taken by local incorporated administrative agencies;

10



NOBTARE ZHICHET A ERIEF RS, FSRELHEICRES 24 ML
15 T Bl 2 K ORISR SIS HLE T 2 BEAA N LA s 2 it NS S i+ —
KB —HITHUE T 28 E 8 NG RORGERR DT R E EATFRORED T2 OFFE
(ZBET % HARRY I S IH

(vi) the basic details of the measures to protect personal information to be
taken by businesses handling personal information prescribed in Article 16,
paragraph (2), businesses handling pseudonymized personal information
prescribed in paragraph (5) of that Article, businesses handling anonymized
personal information prescribed in paragraph (6) of that Article, and certified
personal information protection organizations prescribed in Article 51,
paragraph (1);

£ EANFEHROBENCEET 5 EE O MR LB T 2 5

(vii) information about the smooth processing of complaints about the handling
of personal information;

I\ Z OE AN TE RO RTE BT 2 iR OHEMEIC B3 5 B HIE

(viii) other material information for furthering measures to protect personal
information.

3 WERHRELREIL, MABRRELZBSDER LT EART#H ORI OV THEEORE

ZRORITNITR B0,

(3) The Prime Minister must call for a cabinet decision on the basic policy
developed by the Personal Information Protection Commission.
4 WREBRBEKEZ, ATEOHEICLDMEORENH 7o & &1, B, BT

HaenRLR2THLTRGR,

(4) Following a cabinet decision made under the preceding paragraph, the Prime

Minister must disclose the basic policy to the public without delay.

5 HI_HOBUEIL, EARTEHOEFIZHOWTHERT L,

(5) The provisions of the preceding two paragraphs apply mutatis mutandis to

amendments to the basic policy.

FEH EoOREK

Section 2 Measures Taken by the National Government

(E OB RE & DS ORAT S 2 I8 N 1F D Pk
(Protection of Personal Information Held by a National Government Organ)
FNE EHIZ., TORENRA T2 MAFROEERBBRO IR IND X O LERHE
BT HbDET D,
Article 8 (1) The national government is to take necessary measures so as to
ensure the proper handling of personal information held by its organs.
2 EiZ. MZATBHENFIZOWT, £ OG5 AF RO E R TRV IR S
LROMBEREELZET DD LT D,

(2) The national government is to take necessary measures so as to ensure the

11



proper handling of personal information held by incorporated administrative

agencies or other prescribed corporations.

(M1 5 A LIRS~ D 3 4%)
(Support for Local Governments)

FLg B, MG AIREARSRE L, XTI T 2 A G HRORGEIZ B 2 5k & O
B R AT F A DMENAE O IE 22 Bl D ORECRICEI L CTAT S B 2 SR 35 728,
TEROTEHE, G ARSI FEEED R T NS HE OB N O>HA L 72 FE iz X 5
O DI DORELDOMOMLELREELHT DD LT D,

Article 9 The national government is to take the necessary measures, such as
providing information and formulating guidelines to ensure that local
governments and businesses properly and effectively implement the measures
that they are required to take, in order to support measures to protect personal
information which local governments formulate and implement, and in order to
support actions that the people or businesses take to ensure the proper

handling of personal information.

(HFALER D 7260 DI 1)
(Complaint Processing Measures)
Fg EZ. EAFROBIEICE LFEE & AN L ORITA U & E O gl 7ol
WM 2K D T2 DIChBEBRIEELZH#T 2D ET D,
Article 10 The national government is to take the necessary measures to ensure
the appropriate and prompt processing of complaints arising between
businesses and identifiable persons regarding the handling of personal

information.

(fIE AN 0D 30 1E 72 Bl 2 PR 5 72 8D D HE )
(Measures to Ensure the Proper Handling of Personal Information)

F—a EIR. MO AIENA & OB e EI A0 U, IREICHIE S 2 8
WHEEL L DM AFHROBEER TN Z MR T DO E R EAZHT b D &
T 5,

Article 11 (1) The national government is to take the necessary measures to
ensure that businesses handling personal information as prescribed in the
following Chapter properly do so, by effecting an appropriate division of roles
between the national and local governments.

2 [EE, BHEEICHET D M7 AR K O T IS AT BOE NI K D8 Ao 1E
RPN ZERT DIZOICMEREELRBT 2D LT 5,

(2) The national government is to take the necessary measures to ensure the
proper handling of personal information by local governments and local

incorporated administrative agencies prescribed in Chapter V.

12



F=E HOTAIEFH RO R R

Section 3 Measures Taken by the Local Government

(M7 AR OBEBIE A T 2 N 1E R ORH#)

(Protection of Personal Information Held by Local Government Organs)

F Tk HUOTAILHIRIE. £ OB D A E O E L B W SR S D
FOMEREELHT DD LT D,

Article 12 (1) Local governments are to take the necessary measures in order to
ensure the proper handling of personal information their organs hold.

2 MG AEFURIX, ZORBNLTER D H-GISIATEIE NIZOWT, EDORAT SN
WMOBEERBRP DRI ND L O MERBELZHET 2D LT 5,

(2) Local governments are to take the necessary measures in order to ensure the
proper handling of personal information held by local incorporated

administrative agencies they establish.

(I DFEZEH F A~ DS R)
(Support for Local Businesses)
B =4 MG AEFERIE, EABROBEERBHRWEHERT 5720, ZOXIENOE
EH K MERISHT 2 XRICHBEREEZHET 5 L5 DR ER 520,
Article 13 Local governments must endeavor to take the necessary measures to
support businesses and residents within their territory so as to ensure the

proper handling of personal information.

(FENE DALER D & > A %)
(Mediation for Complaint Processing)

FHIUE MO AIEERIEL, EABROBERVICE LFEE & AN E OMICA U EE
ML OIRHIZLIR SN D KT D720, FIEORID & > A DML E 7 i
BEAHET DL IFORITNITR SR,

Article 14 Local governments must endeavor to provide mediation for complaint
processing and take other necessary measures to ensure that any complaint
arising between a business and an identifiable person regarding the handling

of personal information is processed appropriately and promptly.

FHE EROHGAFHAEOHS

Section 4 Cooperation between the National and the Local Governments

FHEE EROHGAEERT, EAFROREICET MR LHET 22O, 1
NT5bDET 5,
Article 15 The national and the local governments are to cooperate with one

another in taking measures to protect personal information.
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FHE FAFBROIREEEFTORLS
Chapter IV Obligations of Businesses Handling Personal Information
S T Y]

Section 1 General Provisions

(EF)
(Definitions)

FHHAL ZOEKLCHENEZBWNT MEAFHRT —2~—2%] Lid, EAFRZS
DHEROEEM TH-> T, WIZWBIT 2D (FIHFIEDN S HTENDHEFIFILE 2 T
DEENBVLRNEDL LTEGTTEDLbOZRS, ) 219,

Article 16 (1) "Personal information database or the equivalent" in this Chapter
and Chapter VIII means a collective body of information comprised of personal
information, as set forth in the following (excluding those prescribed by
Cabinet Order as having little possibility of harming individual rights and
interests in consideration of how the information is used):

— FEOEANEHRLTEFHEEREHVTHRET 52 LR TE D LD ITERRAIITHERK
L7Zb D

(1) those systematically organized so as to be searchable for particular personal
information using a computer;

Z HIEIET 5 b 00EN, FEOEAEREZESHIIMETHI LN TELHLOI
BRIIZHER LTZDE LTEHSTEDDLH D

(ii) beyond what is set forth in the preceding item, those prescribed by Cabinet
Order as having been systematically organized so as to be easily searchable
for particular personal information.

2 ZOBEFOEASRENLENEE TICBWT MEABBRBELEEE ] L, WAKE®R
TN FELREDOPIIHE L TWELELZ NI, L, RIETLEZRL,

(2) "Business handling personal information" in this Chapter and Chapters VI
through VIII means a person that uses a personal information database or the
equivalent for business; provided, however, that this excludes persons set forth
as follows:

—  HEHoHKE

(i) national government organs;

= M RER

(i) local governments;

= MSIATBUENGE

(ii1) incorporated administrative agencies or other prescribed corporations;
WU 5 ASZATEOE N

(iv) local incorporated administrative agencies.

3 ZOEZIRWT MEANT—F] &iE. BAEHRT — & X—2F 2T 2 M A
ZUN 9,

(3) "Personal data" in this Chapter means personal information compiled in a
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personal information database or the equivalent.

4 ZOEZIBWT MREBEAT—%] i, EAERBERFEEE®, R, NEOFT
1E. GBISOIHIBR, FIHOEIE, HEROFH =F~OREOIF 2T 2 LDTED
HRZBTHEANT —Z ThoT, TOHFEEPHALMNIRDZ EITLYARZEOMD
FEREINDHEDE L TEETEDD bDLUNDEDEN S,

(4) "Personal data the business holds" in this Chapter means personal data which
a business handling personal information has the authority to disclose; to
correct, add or delete content from; to cease to use; to erase; or to cease to
provide to a third party, other than what Cabinet Order provides for as data
which is likely to harm the public interest or other interests if its existence or
non-existence is made clear.

5 IO, HAELVHELEICENT HRAMITERBEFEES ) L3, KA INTHE
WMEBUDHEROEGW TH > T, FEORLMLIER L E FIHHEEEZ AW THERT S
TENTED LD ITRRINTHER LTz b D F OMUFREE ORA I LG a2 55 (TR T
HZEMTEDLEIITKRRITHER LD L LTHSTEDDL LD (FH+—5K%H
—HIZBWT ERAMLERT — 2 _X—=2%] L), ) ZFEEORICHLTVDIE
WD, L, B HEASICET 2E 2R,

(5) "Business handling pseudonymized personal information" in this Chapter and
Chapters VI and VII means a person that uses a collective body of information
consisting of pseudonymized personal information for business, which has been
systematically organized to be searchable using a computer or is the equivalent
as prescribed by Cabinet Order as systematically organized in order to be
easily searchable for particular pseudonymized personal information (referred
to as a "pseudonymized personal information database or the equivalent" in
Article 41, paragraph (1)); provided, however, that this excludes persons set
forth in each item of paragraph (2).

6 ZOE, HFARELVHELEIZEBHNT EAMNMTHERIERERES ] L3 BEAINTE
WMEBGUDEROEGYW ThH > T, FECEAMLIERZ EFIEELZ WV THEKT S
TENTED LD ITRRINTHER L7z b D F OMUAEFE O FEA I TG a 55 TR T
HZENTEDLLDITERRIITHER L2 D E L TEASTEDDL LD GEN+ =45
—HEIZBWT TEANTHE®RT =2 _N—=2%] L), ) ZHEEOMIHELTWDLH
VWD, L, B _HEA ST 2 2R,

(6) "Business handling anonymized personal information" in this Chapter and
Chapters VI and VII means a person that uses collective body of information
consisting of anonymized personal information for business, which has been
systematically organized to be searchable using a computer or is the equivalent
prescribed by Cabinet Order as systematically organized in order to be easily
searchable for particular anonymized personal information (referred to as an
"anonymized personal information database or the equivalent" in Article 43,
paragraph (1)); provided, however, that this excludes persons set forth in each
item of paragraph (2).
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7 O ZOE, HFARAELOHEEEICEONT MEABEFRREFZES ] LT, FEAREERE
WEEURHEROESM TH > T, FFEOEABREEREE I EEEHOTRET D
ZENTED L ITRRINCHERR L T2 b O OMERE O ABIEE 2 B2 ITRHET
HIENTEDLLDITKRARMITHERLTZHDE L TESTEDDL LD (F=+—55H
—IHIZBWT MEARBREFRT — 2 X—2%F] Lo, ) zFEOMMLTWDLHE
BN, L, BHIHEAFICET 2F &R,

(7) "Business handling information related to personal information" in this
Chapter and Chapters VI and VII means a person that uses collective body of
information consisting of information related to personal information for
business, which has been systematically organized to be searchable using a
computer or is the equivalent as prescribed by Cabinet Order as systematically
organized in order to be easily searchable for particular information related to
personal information (referred to as an "database or the equivalent of
information related to personal information" in Article 31, paragraph (1));
provided, however, that this excludes persons set forth in each item of
paragraph (2).

8 ZOEIZBWT IETAFZEHEI%E] LiX. KFPZOMOFIFIE A B & T 5B
HLLSIBEHEIIENDIZRT H2H 2V,

(8) "Academic research institution or the equivalent" in this Chapter means a
university or other organization or group associated with academic studies, or

a person belonging to it.

B EAFBRRREEEROEAREERIREEEORE
Section 2 Obligations of Businesses Handling Personal Information and
Businesses handling Information Related to Personal Information

(FIH B D FFiE)

(Specifying the Purpose of Use)

Btk EABRIBREES T, EAFREZROE I ICYT->TEI, ZOFHORBY
(LT TRIRBER] &no, ) Z2TELHMRYFELRITIER B0,

Article 17 (1) In handling personal information, the business handling personal
information must specify as much as possible the purpose for which it uses that
information (hereinafter referred to as the "purpose of use").

2 EAFWMIREERIZ. AIAENEZZE T 256121, ZHEATOF M B8 & B
AT L EAHMICROONDFHZE A TIT-> TI R B R0,

(2) When altering the purpose of use, businesses handling personal information
must not alter it beyond the extent that can be appreciably linked to what it
was before the alteration.

(R H A K D HlER)

(Restriction Due to Purpose of use)
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FHNAS FEABERBERFEE L. B CORANDOREEZHLRVT, BIZOREICE
D RE S VT FIH B R ORI L E R fH 2B A T EAEHRE R H-o T b
VY,

Article 18 (1) A business handling personal information must not handle
personal information beyond the scope necessary for achieving the purpose of
use specified pursuant to the provisions of the preceding Article without
obtaining the identifiable person's consent to do so in advance.

2 EAHRERFEEFIL. GO0FFOMOFERIZ LV o AR FEE )b FE
BT D Z Lo TRAEREZ G LeHE1E, SO0 UORANDORE ZEH220
T, AT 3T 2 4% AN EHROFI A BB ORI LB R fPH 28 2 T, Si%EA
A > TIR B R,

(2) If, due to a merger or other such circumstances, a business handling personal
information acquires personal information when succeeding to the business of
another business handling personal information, it must not handle that
personal information beyond the scope necessary for achieving the pre-
succession purpose of use for that personal information without obtaining the
identifiable person's consent to do so in advance.

3 AT HOBEZ., WIZEIT 258120 TR, @H LRV,

(3) The provisions of the preceding two paragraphs do not apply in the following
cases:

— ES (EHlEED, UTZOFEICBWCHL, ) ITESGE
(i) cases based on laws and regulations (including local ordinances; hereinafter
the same applies in this Chapter);

= ANOEM, FEXIIMEOREDOT-DIILERN D 255 Th-> T, KANDOREZ
/L EDRNETHD &,

(ii) cases in which there is a need to protect the life, wellbeing, or property of
an individual, and it is difficult to obtain the consent of the identifiable
person;

= ARBEAOR EXIIREORELRBEROMEDIZDITFFIILERN S H5GH Th o
T, RANDOREZHBDLZENRNETHD L =,

(iii) cases in which there is a special need to improve public wellbeing or
promote healthy child development, and it is difficult to obtain the consent of
the identifiable person;

M EOKBF L I3 AR XIZZDOEFLEEZZ T mENEDTDOED D EE %2
T2 LI LT NITOMERHLIGETH-> T, RANDREELHDLZ LITEX
DUEEBOATIC K EE RFTBENLRH D & X,

(iv) cases in which there is a need to cooperate with a national government
organ, local government, or person entrusted thereby with performing the
functions prescribed by laws and regulations, and obtaining the consent of
the identifiable person is likely to interfere with the performance of those
functions;
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T HZENEWREAREEE D IR EREASE TH 256 ThHh > T, A% AFHE
RO MICHT 2 HEY (LT ZOEICBWT HEIRHIFEAR] &vo, ) TH
@ WOMENDD EE (HZBEANEHREZID O BRIO—EHAFINFIEETH S

Grasr. EAOHERFIRZAYIIRETLOIBENRH55G2R<, ) .

(V) cases in which the business handling personal information is an academic
research institution or the equivalent, and needs to handle the personal
information for the purpose of using it in academic research (hereinafter
referred to as "academic research purposes" in this Chapter) (including cases
in which a part of the purpose of handling the personal information is for
academic research purposes, and excluding cases in which there is a risk of
unjustly infringing on individual rights and interests);

NIRRT B AN T — # 2R 256 Th o T, YR B
ZENT — & PR B T 5 LERH L & & (UEEAT —Z 2 D ?&
O BN PR R TH L5682 E . BEAOHERFIRZ AYITRET D
BENWRHLHE R ) o

(vi) cases in which personal data is provided to an academic research
institution or the equivalent, and they need to handle the personal data for
academic research purposes (including cases in which a part of the purpose of
handling the personal data is for academic research purposes, and excluding
cases in which there is a risk of unjustly infringing on individual rights and

interests).

(3@ E 72 R o)
(Prohibition of Inappropriate Use)
FHILE EABRIREES 1T, BEXIAYRITRAEZIR L, NIFET L BEN
WD ITIET X0 EANIFREZFIT LTI R B 7220,
Article 19 A business handling personal information must not utilize personal
information in a way that there is a possibility of fomenting or inducing

unlawful or unjust act.

(i 1F 72 BuAs)

(Proper Acquisition)

B4R EABRIIREES L. B TOMAEDFEIC X EAERZ G LT
RBHIR,

Article 20 (1) A business handling personal information must not acquire
personal information by deception or other wrongful means.

2 AAERIHEFEES T, RICBIT 258 2R<EIN LN TCORANDORE 2G4
WT, SRR A S LT B,

(2) A business handling personal information must not acquire sensitive personal
information without obtaining the identifiable person's consent in advance,
except cases set forth in the following:
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— ERIZESLIGE

(i) cases based on laws and regulations;

= NOAMm, BRI PEOREDT- DIV BN D H5ETh-> T, KAANDFRER
JFHZERNETHD &,

(ii) cases in which there is a need to protect the life, wellbeing, or property of
an individual, and it is difficult to obtain the consent of the identifiable
person;

= AREEOR EXTREOEEREROHEED DIV ENH L HETH -
T, RANOREXHLZEPRETHD & &,

(iii) cases in which there is a special need to improve public wellbeing or
promote healthy child development, and it is difficult to obtain the consent of
the identifiable person;

M EORBFR L I3 ARFERXIZZDOEFLEEZZ T ENETDOED D HE &2
TT5ZELICHLTHAITOIRERNHLLGATH- T, RAORIEEZHDLZ LITX
DUEREBOXATIC K EE RETBEARH D & &,

(iv) cases in which there is a need to cooperate with a national government
organ, local government, or person entrusted thereby with performing the
functions prescribed by laws and regulations, and the consent of the
1identifiable person is likely to interfere with the performance of those
functions;

T HREE N E A S E DI R E T H D56 Th - T Bz B AR IE A
a2 P E R CID | O LERH D L& CYZEREFANGTREZID S B
HID—HE R FIFE R TH D256 2 & . EAOHEFFIZEZ AL ITRET HBZ
NG ER< ) .

(v) cases in which the business handling personal information is an academic
research institution or the equivalent, and needs to handle the sensitive
personal information for academic research purposes (including cases in
which a part of the purpose of handling the sensitive personal information is
for academic research purposes, and excluding cases in which there is a risk
of unjustly infringing on individual rights and interests);

NIRRT ZERE RS b ML E R E A E M ST 556 Th o T, ML ERLE
NIHEHRZ PR CRET 20 ENH H & & (YR EREMEAFH®E ST 5
B O—ERAFE A CThH 2562 &7, EADOHEFFIRZ R L ITRET 2B
TN LA xR<, ) CARRME NG REERFHEE & 3% A I FERE B 55 3 2[R
L TR 21T 2 5 aIc RS, ) &

(vi) cases of acquiring the sensitive personal information from an academic
research institution or the equivalent and it is necessary to acquire that
information for academic research purpose (including cases in which a part of
the purpose of acquiring the sensitive personal information is for academic
research purposes, excluding cases in which there is a risk of unjustly
infringing on individual rights and interests) (limited to cases in which the
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business handling personal information and the academic research
institution or the equivalent jointly conduct academic research);

t UEEREMEAE RS, AN, EHOMES, H5ASEFR, AT 7ERSES %
+ERE—HETITBIT 2 FH L OMEAFRIGEZESFAITED H& 12X DA%
ERTWHEE

(vii) cases in which the sensitive personal information is open to the public by a
person identifiable by that information, a national government organ, a local
government, an academic research institution or the equivalent, a person set
forth in each item of Article 57, paragraph (1), or other person prescribed by
Order of the Personal Information Protection Commission;

N ZOMAIEFITHHITHEICET L0 L LTHS TED 2%E

(viii) other cases prescribed by Cabinet Order as equivalent to the cases set

forth in each preceding item.

(BRI BR L TR B @ En %)
(Notification of a Purpose of Use when Acquiring Personal Information)

B BABRBIRFEEE T, MABREZERGLESEIE. 60 COTOFM
HAZ AR L TWOLHEELRE, B0, ZOFHANZ, AKANIZ@EHm L, UIA
KLRTNT R B0,

Article 21 (1) Unless the purpose of use has already been disclosed to the public,
a business handling personal information must promptly notify the identifiable
person of that purpose of use or disclose this to the public once it has acquired
personal information.

2 EAFEHRIREES L, ATEOHEIC» DL T, AANL OB TR EZRIET 5 Z

(2> TRFZOMOEFR (BEMMEEREL ST, LT ZOHIIBWTHLE, ) IZ
R ST YA N OB NG WA G T 256 OMARAN b EEERIZFE S L
BEANOENGRE TG T 2581, HH0 0O KNI L, %®3FIJﬁH H E’J%Eﬁ
ARLRTNE RS, 722 L, ANDEfm, FIRSUIMEDRED T2 O IZ B AT LB
Wb DEEIE. ZTORD T,

(2) Notw1thstanding the provisions of the preceding paragraph, a business
handling personal information must explicitly specify the purpose of use to the
1dentifiable person, before acquiring their personal information which appears
in a written agreement or other document (this includes an electronic or
magnetic record; hereinafter the same applies in this paragraph) as a result of
concluding an agreement with that person; or acquiring their personal
information which appears in a document, directly from the person in question;
provided, however, that this does not apply if there is an urgent necessity to
dispense with this requirement in order to protect the life, wellbeing, or
property of an individual.

3 EAEHBHmELEEIL. AHBNEZEZE LGSR, ZEINAFHEMICONT,
ANZHEAEL, IFAR L2 THUT R 5720,
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(3) If a business handling personal information alters the purpose of use, it must
notify identifiable persons of the altered purpose of use or disclose this to the
public.

4 FIZHEHOBET, RICHIT 525G 0 TE, @A LR,

(4) The provisions of the preceding three paragraphs do not apply in the
following cases:

— FHBEBOZARNCEM L, IIAKRT DI LKV RANITIH =FOEm, TR,
WPEZ OMOWEFIFIIE 2 ET 2B ENDNH 556

(i) notifying the identifiable person of the purpose of use or disclosing this to
the public is likely to harm the life, wellbeing, property, or other rights or
interests of the identifiable person or a third party;

= O FHEBEBEARNIEIL, UIART D Z LI L0 Y% E NGB FER O
FIXITEL RS 2 ET L2800 H 556

(i1) notifying the identifiable person of the purpose of use or disclosing this to
the public is likely to harm the rights or legitimate interests of the business
handling personal information;

= EOBEIIH G ALK ETDOED LD FEEFITTHZ I LTHAIT 5
VENDDLHETH- T, FIHBRNZARNZEI L, XIAKRT D LITLD 4%
FHEOZATICXEZ R TBENLRH D & &,

(iii) it is necessary for the business to cooperate with a national government
organ or a local government in performing the functions prescribed by laws
and regulations, and notifying the identifiable person of the purpose of use or
disclosing this to the public is likely to interfere with the performance of
those functions;

W BSFOREPLATHHBBBHLNTHD ERDLNLGE

(iv) the purpose of use is considered to be clear, in light of the circumstances in

which the personal information is acquired.

(7 — & N O IEREME DO RERSE)
(Maintaining the Accuracy of Data)

B EAEHRBEREER L. FIHBOZRICLERFEHNICEWN T, BAT
— 2 B IEMENPORFTONFIRDE LI, FIAT2RER R otz & &, 4
AT —2 2B W2 <HEET DL 2BDRITIUIR L7200,

Article 22 Businesses handling personal information must endeavor to keep the
content of personal data accurate and up to date, within the scope necessary
for achieving the purpose of use, and delete the personal data without delay if

they no longer require it.

(22 2 PRAE E)
(Measures for Managing the Security of Personal Data)

B =% EAFRBERFEEE L. TOROF O AT —Z DA, R ITBA
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OS2 DM OENT — &% OREEBO T2 DI E)- O e 5 E 258 U2 T uid 7
572U,

Article 23 Businesses handling personal information must take the necessary
and appropriate measures for managing the security of personal data including
preventing the leaking, loss or damage of the personal data they handle.

(WEEH D)
(Supervision of Employees)

B AE EANEHRBEREER L. ZFORERIEAT —F 2 FbE D128z -
T, YA T —Z OREEHDPKOND L), YUHIEEE T HME)O1 Y]
REBZITDRITER LR,

Article 24 In having an employee handle personal data, businesses handling
personal information must exercise the necessary and adequate supervision
over that employee to ensure the secure management of the personal data.

(FRERDER)
(Supervision of an Entrusted Person)

B TIA EAEHRBEREER L. AT —Z OBRWORM XTI —H A2 ZitT 2%
B, ZORFWERFLESINTZEANT —ZOLZEEFENKoND LD, BitexT7-
FITKRT 2 BN OB REE 2TD R TR 57220,

Article 25 If a business handling personal information entrusts another person
with all or part of the handling of personal data, it must exercise the necessary
and adequate supervision over the person it entrusts, so as to ensure the
secure management of the personal data with whose handling it entrusts that

person.

(I 2V D %)
(Reporting Leaks)

NG EABHMIRFEESIL. TOWMOWHOMEAT—F DRz, Bk, BEZ
D DOENT — & OLEDRERIIR D R TH > TRHADHEFFIRZET 58200
REWHLDOE L TEAFRREZESHUNTED L2 ONAE T & &1, FAFHRRE
HELEESBHITEDD L ZAICLY ., YEFRPAELLLELEANGTRINELZBESITH
HLRTNE RG220, 2720, HZMAIGHMEEREEE 25 ol A IF R Bk 92
FHXANIATEHRERE DO U BN T —Z OBV OEE XTI —H DO EFTELZ T I5E T
HoT, MABERREZESHAUTED L L ZAICKLY, BHFENELT-EE2 YK
il O E AT R F 26 ST BB @ m L7z & Z i3, ZORD TRV,

Article 26 (1) Pursuant to Order of the Personal Information Protection
Commission, businesses handling personal information must report leaks, loss
or damage and other situations concerning the security of the personal data
they handle, which are prescribed by Order of the Personal Information
Protection Commaission as those likely to harm individual rights and interests,
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to the Personal Information Protection Commission; provided, however, that
this does not apply to cases in which another business handling personal
information or administrative entity has entrusted the business in question
with all or part of the handling of the personal data, and it has notified that
other business handling personal information or administrative entity of the
situation as prescribed by Order of the Personal Information Protection
Commission.

2 FIEICHET 2B, FAGFHRIEFRE (REZZELEOREICLD@EME
L7cBEzR<, ) 1E. AN L, AFRREZESHNTED D E ZAIZED,
VHFENECLEEEZEML2TNER LR, 7272 L, RA~O@EMN KRGS
ThoT, RADHEAFIEZRET DTOMLERINIIRDLINEHEL & D L I,
ZDRY T72au,

(2) In cases prescribed in the preceding paragraph, businesses handling personal
information (excluding those that have given a notice under the proviso of that
paragraph) must notify the identifiable person of the occurrence of the
situation, pursuant to Order of the Personal Information Protection
Commission; provided, however, that this does not apply if it is difficult to
notify the identifiable person of that occurrence, and the necessary alternative
measures are taken to protect that person's rights and interests.

(%6 =F 12k O HIFR)

(Restrictions on Provision of Personal Data to Third Parties)

BotESR EABEHRBEREERIL RKICBT L2568 2R<1E0, 50 CDOERADIRE
BafRRnT, MAT7T—F 2B R/ L IR L 20,

Article 27 (1) Businesses handling personal information must not provide
personal data to a third party without obtaining the identifiable person's
consent in advance, except cases set forth below:

— ETIZESLIGE

(i) cases based on laws and regulations;

= ANOEM, FEXIIMEOREDT-DIILER D 255 Th-> T, KANDOREZ
/L EDRHNETHD &,

(ii) cases in which there is a need to protect the life, wellbeing, or property of
an individual, and it is difficult to obtain the consent of the identifiable
person;

= AREEOR EXFREORERBFROHEEDIZDITFFHIBLENH L HETH -
T, RANDOREZHBDLIZENRRETHD L X,

(iii) cases in which there is a special need to improve public wellbeing or
promote healthy child development, and it is difficult to obtain the consent of
the identifiable person;

W EHoBREA L TG ALK IEZORRE2Z T EEDETOED D FH 2%
ITT5Z LI LTHITHORERDLIGAETH-o T, RANORIEEZHEDLZ LITX
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D UMEFEFOZATICH G ZE METBZEARH D & &,

(iv) cases in which there is a need to cooperate with a national government
organ, local government, or person entrusted thereby with performing the
functions prescribed by laws and regulations, and obtaining the consent of
the identifiable person is likely to interfere with the performance of those
functions.

T U NGRS EE DN FINT RS TH L 5HA Tho> T, HEBAT—4
DIRHER FITIE DO R D AR NIBIFR DO T2 O 213720 & & (H A OHEFIFI4E
EARBIRETL2BZENDLD L5655, ) .

(v) cases in which the business handling personal information is an academic
research institution or the equivalent, and providing the personal data for
the purpose of publication of academic research results or teaching is
unavoidable (excluding cases in which there is a risk of unjustly infringing
on individual rights and interests);

N OYREE NG RIS AT S CTH LA Th > T, HEEAT —4
e B TR T 2B H 5 L & CUEANT — 2 2325 BRI —E
DA TH D HG a2 E . EAOHEFFIEZ AL ITRETLIB8ELLH D
e abr<, ) (CHZMEAGERRERSEES & La%5H = R L THRINE 21T 5
BallliR5, ) o

(vi) cases in which the business handling personal information is an academic
research institution or the equivalent, and needs to provide the personal data
for the academic research purpose (including cases in which a part of the
purpose of handling the personal data is for academic research purposes, and
excluding cases in which there is a risk of unjustly infringing on individual
rights and interests) (limited to cases in which the business handling
personal information and the third party jointly conduct academic research);

t UBEEDNFMIEREASE CH L LA Th-> T, BEFE =EANAEBEAT —4
AR TR O WERH DH & & (SHBEAT —Z 20 H 5> BRI
WEMAIER I TH LG 2 E . HADHEFFIRZ ARG ICRET2BENRH D
ez, ) .

(vii) cases in which the third party is an academic research institution or the
equivalent, and the third party needs to handle the personal data for
academic research purposes (including cases in which a part of the purpose of
handling the personal data is for academic research purposes, and excluding
cases in which there is a risk of unjustly infringing on individual rights and
interests).

EAF R FEEE T, FFICREISNDEAT —ZIZHO0N T, RADRDIZIS
UCTCTHUBRARAND R S NAMAT —F O =F~ORMEEEIETHZ L LTNDY
B TH- T, WITHEHITHHFEIZHOWT, HAFHRKREZESHATED D L ZAHICK
D, HOPLOH, RAIZEI L, IIARADBESIMY G LREICES & &b,
NERREZESITRITHZ L X, fIEOHEIC» 2O LT, YEEAT —2 %25
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“HICERMIET A ENTE D, AL, BRSNS EAT — & DS EELEE A
fEH TS R E—HOHEITEK L TERE SN2 b O L < 3o fE A G HIEk
FHEHENPO ZOHEALOHEC LIRS0 (ORI —Ha2E L, X
T Leb0azEt, ) THLHEEIER, TORYD TR,

(2) Notwithstanding the provisions of the preceding paragraph, if a business
handling personal information agrees to cease to provide a third party with any
personal data which can be used to identify the identifiable person, at the
request of that person; the business notifies that person of the following
information in advance or makes that information readily accessible to that
person in advance, as provided for by Order of the Personal Information
Protection Commission; and the business files a notification of this to the
Commission, the business may provide that personal data to a third party;
provided, however, that this does not apply to cases in which personal data
which is to be provided to a third party is sensitive personal information, has
been acquired in violation of the provisions of Article 21, paragraph (1), or has
been provided by another business handing personal information pursuant to
the provisions of the main clause of this paragraph (including personal data all
or part of which has been reproduced or processed):

— =0T O EAE Rk EE O K4 T4 PR L OMERTIE T E NS
bHoTIEL, TDOREH EATRVWHETREF UIEBRANDOEDOHLHHDITH
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(i) the name and address of a business handling personal information that
provides personal information to a third party and, if it is a corporation, the
name of its representative (or for an organization without legal personality
that has made provisions for a representative or manager, the name of the
representative or administrator; hereinafter the same applies in this Article,
Article 30, paragraph (1), item (i), and Article 32, paragraph (1), item (1));

=B EOREERAENE T L,

(i1) the fact that providing the data to the third party constitutes the purpose of
use;

= BRI OEAT —Z DIEE

(ii1) the details of the personal data it will provide to the third party;

W E=FRtIn2EAT —% OG0 ik

(iv) the means or manner in which it will acquire the data it provides to the
third party;

. FHEFH 0RO FIE

(v) the means or manner in which it will provide the data to the third party;

RNOARANDORDITIE U TYEARANDEHRN SN T — & OF =FH ~Of U245 123
52 &,

(vi) the fact that it will cease to provide personal data that can be used to
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identify the identifiable person to a third party at the request of the
identifiable person;

t RANOKRDEZZTAT D FHE

(vii) the means of receiving the identifiable person's request;

N ZOMENDOHERFIEZR#ET D700 E R0 & L TEAEHRE#EZE S
HICE®D 541

(viii) other matters prescribed by Order of the Personal Information Protection
Commission as those necessary to protect individual rights and interests.

3 EAFHBRFEERIL AEE -SRI 2 FHIIEEN D -7 & & UIFHEOH
EIWZLDEANT —Z DR 2O & S ITEH R, FEE -FNPOHEAEFET, B
LENEFENFICBTL2FEHEZER L LD LT THLN LD, TDOFEIZOWNT,
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DIFDRIEICES L &b, EAFBREREZERITMITHERTUIR L0,

(3) If there has been an alteration to the details set forth in item (i) of the
preceding paragraph, or businesses handling personal information have ceased
to provide personal data pursuant to the provisions of the preceding paragraph,
the businesses must notify the identifiable person of this or make this readily
accessible to the person, and notify the Personal Information Protection
Commission of this, pursuant to Order of the Personal Information Protection
Commission, without delay; and if the businesses seek to alter the details set
forth in items (iii) through (v), item (vii), or item (viii) of that paragraph, the
businesses must do so beforehand.

4 FEAFRRELZEST, F_HOBEICL2BHNH o7 & &1, BAERRAES
BEBAITED D L ZAICED, UEEHIRLIFHALAR LRITIT R 7220, Hi
HOBEICLDEHRHoTz L&, FfkE T 5,

(4) If a notification under paragraph (2) has been given, the Personal Information
Protection Commission must disclose the details relating to the notification
pursuant to Order of the Personal Information Protection Commission. The
same applies to cases in which a notification under the preceding paragraph
has been given.

5 WITHITHLEITHENT, UkEAT — % OREEEZ T 2 FIE, AT HOBE O
HIZHOWTIE, BEFICZEA LRV DET 5,

(5) In the following cases, a person receiving personal data is not to fall under a
third party regarding applying the provisions of each preceding paragraph:

—  EANEHIRFEEE T B RO ERIZ LB RN W TEAT — 2 Ok
WO XIE—H A2 RFET D Z Lo THRBAT —F Bt S 256

(i) the businesses handling personal information entrusts a person with all or
part of the handling of personal data within the scope necessary for
achieving the purpose of use;

— A ooFEHIZ LD FEEOKMI o TRAT —F Rt En s 586

(ii) the personal data is provided when a person succeeds to the business due to
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a merger or other such circumstances;

= REOHELOMTERLTHHAINDBAT —F BN YEHEDOE IRt SN DS
HThHoT, ZOFWWIIR L THHSNDEAT —% 0HEE, HELTHHET
L% O, FIHT2F7OFMH BT RIS EANT —Z OEHIZONWTELEEZA
T 5 H D RA IAF R OMEFTIE ITIEANITH > T, £DOREEDORAIZHOWNT,
HOHNPUD, AANZHEH L, NIEARAREZIZ HEHREICENTND L X,

(iii) the personal data is provided to specific persons who have joint use of that
data, and the business notifies the person identifiable by that data of this in
advance as well as the details of that data, the extent of the joint users, the
users' purpose of use, and the name and address of the person responsible for
managing the personal data, and, if the user is corporation, the name of its
representative; or the business makes the foregoing information readily
accessible to the person identifiable by that data in advance.

6 EAFRIBFES L, ATEE =S ICHETL2EAT —Z DEFEBRICOWTHEZ A
TLOEORLA, LWa LATMEFRXITENIH > T, ZORKXEORLIZELR H
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(6) If there has been an alteration to the name and address of the person
responsible for managing the personal data or, in cases of a corporation, to the
name of the representative, as provided for in item (iii) of the preceding
paragraph, the business handling personal information must notify the person
1dentifiable by that data of this or make this readily accessible to the person
identifiable by that data, without delay; and if the business intends to alter a
user's purpose of use or the person responsible for the management as provided
for in that item, the business must do so beforehand.

(SMENZ & % 55 =F ~ DR HE D HIFR)
(Restrictions on the Provision of Personal Data to Third Parties in Foreign
Countries)

BRNAS EABREIREEE T, SE (REOBIMNCH 5 E SOOI Z v 5, LT
COEKOE = —FEHE SICBWCRE, ) (HAOHEFFIZSE2H#ES S5
THENEERFEOKEICDH D LD LN LMEAFERORECEHTLHELZAHLTWND
SEE L THEAERREZESHAITED D b OERLS, LT ZOLEKWNEFIZHBW
THILC, ) ZoDHE =2 (HAT—ZDOEPNZONTZOHIOHIEIZ LV EAIEHR
B EE DT NS L E SN TV LHEITHY T 54E GE=HIZBW\WT Y
HE] 2o, ) ZRICHET 50T nE R b O L UTEAERRGEZRZ BSHH]
TEDLIEEIZHEAE T HERE 2 L TV DE LR, LLF Z O K OWKIEN QN [F
FICBWTHL, ) IEAT—F 2R 2551003, &S —HE 7 ICBIT 258
ZBR<IED, HONCOINEICH 2 H =F~DRMEZRD 5 FDOARNDRE 2T
NEZR B0, ZORGICE N TE, FAEOBEIX, WA LRV,
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Article 28 (1) Except cases set forth in the items of paragraph (1) of the
preceding Article, before businesses handling personal information provide
personal data to a third party (excluding a person that establishes a system
that conforms to standards prescribed by Order of the Personal Information
Protection Commission as necessary for continuously taking measures
equivalent to those that a business handling personal information must take
concerning the handling of personal data pursuant to the provisions of this
Section (referred to as "equivalent measures" in paragraph (3)); hereinafter the
same applies in this paragraph, the following paragraph and Article 31,
paragraph (1), item(ii)) in a foreign country (meaning a country or region
located outside the territory of Japan; hereinafter the same applies in this
Article and Article 31, paragraph (1), item (ii)) (excluding those prescribed by
Order of the Personal Information Protection Commission as a foreign country
that has established a personal information protection system recognized to
have equivalent standards to that in Japan regarding the protection of
individual rights and interests; hereinafter the same applies in this Article and
Article 31, paragraph (1), item (ii)), the businesses must obtain an identifiable
person's consent to the effect that the person approves the provision to a third
party in a foreign country. In this case, the provisions of the preceding Article
do not apply.

EANE MR FEES L, ATEHOHAEICLVARANDORIELZE LY T 5568121, #

NERRELZBESBAITED D L ZAIZEY, 6L, YZAEITHE T HEAE
WMOLRGEICET DML, MZHE =0 E T 2 EANEFRORE DT O EZ DM Y%
KNICBZ LD NEIEWME LEANITRAE L2 TR b,

(2) Before intending to obtain the identifiable person's consent pursuant to the
provisions of the preceding paragraph, businesses handling personal
information must provide that person with information on the personal
information protection system of the foreign country, on the measures the third
party takes for the protection of personal information, and other information
that is to serve as a reference to that person, pursuant to Order of the Personal
Information Protection Commission.

EANE SRR FZEE T, AT —F 20 EICHLH =8 GE—HITHIET DI %
B L TWHEICRS, ) ICRELZGEICE., BAFHRRELZESHAITED S &
TAHIZED | R = K DM E OM R 72 S A RS D To O IS LR E
T DL EHIT, RADORDIZIE U TYEMLEREEICET 2 HRE 9% ARNICHE
it L2y hid e 6720,

(3) When having provided personal data to a third party (limited to a person
establishing a system prescribed in paragraph (1)) in a foreign country,
businesses handling personal information must take necessary measures to
ensure continuous implementation of the equivalent measures by the third
party, and provide information on the necessary measures to the identifiable
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person at the request of that person, pursuant to Order of the Personal

Information Protection Commission.

(55 =& IR D RLER D IEALE)
(Preparing of Records on Provision of Personal Data to Third Parties)

B us EAEHRBEREER L. AT 22 =8 GBHAEKE HA 5B
LF RS, UTFTZOREUOKRE (Bt —REZHIIBW THARZTHENT L5
BEEL, ) ITBWTHLE, ) Lz s =ik, EABRREZESHAITED S
ETAILEY HEEAT—Z 2R LA B, YEE = ORA I FRZE Ol
OE NG HIREZ BSHHITED 2 FHIZET 2Rek A F L 20T 6w, 72
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) ST DG EIE. DR TR,

Article 29 (1) When having provided personal data to a third party (excluding a
person set forth in each item of Article 16, paragraph (2); hereinafter the same
applies in this Article and the following Article (including as applied mutatis
mutandis pursuant to Article 31, paragraph (3) following the deemed
replacement of terms)), businesses handling personal information must
prepare a record pursuant to Order of the Personal Information Protection
Commission on the date of the provision of the personal data, the name of the
third party, and other matters prescribed by Order of the Personal Information
Protection Commission; provided, however, that this does not apply to cases in
which the provision of personal data falls under any of the items of Article 27,
paragraph (1) or paragraph (5) (or any of the items of Article 27, paragraph (1),
in cases of a provision of personal data under paragraph (1) of the preceding
Article).

2 R ATFEERFEREEIL, AIEORE A, YLk /B L7z B 2 b A G Sk Z
BEBAITED 2R LRITHIE R 570,

(2) A business handling personal information must keep a record under the
preceding paragraph for a period of time prescribed by Order of the Personal
Information Protection Commission from the date when it prepared the record.

(3B = F R 2= T DB O il %)
(Confirmation on Receiving Personal Data from a Third Party)

Bt AR FEEEIT. FF00lAT —Z ORMEZZ 1T 51T LTI,
ENERIEERBLHATED DL E ALY, RICE T AEFHOMREZ{TbRTh
22620, 722U, SEAT — 2 ORI - ERE —HA B UIFE LES 5
DWFNNITHEY T HHEE. ZORD Th,

Article 30 (1) When receiving personal data from a third party, businesses
handling personal information must confirm matters set forth in the following
pursuant to Order of the Personal Information Protection Commission;
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provided, however, that this does not apply to cases in which the provision of

personal data falls under any of the items of Article 27, paragraph (1) or

paragraph (5):

— Y = ORA TP KL OMEFTE IZTIENITH - TX, £ OREEH D KA

(i) the name and address of the third party and, if the third party is a
corporation, the name of its representative;

O HEB=FIC KD UBEANT — 2 OHUG O R

(i1) background of the acquisition of the personal data by the third party.

2 RIEOE =FIL, EAERIURFEET DL RIHEOBEIC L DR EIT I HAICBWVT,
YRLE AN MR FEEE 1T LT, YRR ISR D FHE (A > TTR B R,

(2) If a business handling personal information conducts confirmation under the
preceding paragraph, a third party referred to in the preceding paragraph
must not deceive the business handling personal information on a matter
relating to the confirmation.

3 EAEREREEEIL. B HOBHEIC L AMREITo7- & &1, FAERRESE
BEFBAITEDD L ZAICLY, UEEANT —Z ORMEEZITHEH B, HaLHERIC
2 FHZ OMOMENERIGEZ B SHAITED 2 FHIZHET D2 ERl LT h
T2 57220,

(3) When having given confirmation under paragraph (1), a business handling
personal information must prepare a record pursuant to Order of the Personal
Information Protection Commission on the date when it received the personal
data, matters concerning the confirmation, and other matters prescribed by
Order of the Personal Information Protection Commission.

4 E AR EFES L. ATEOGELY . SZesk A ER L7z B 2 S8 A 1B R IciESR
BEHITE® 2 MR L 2T TR 67220,

(4) Businesses handling personal information must keep a record referred to in
the preceding paragraph for a period of time prescribed by Order of the
Personal Information Protection Commission from the date when it prepared
the record.

(fiE N BE BT it D 8 = F ik oD 1| BR4%)
(Restrictions on the Provision of Information Related to Personal Information
to Third Parties)

Fo b MABERSRBELFER L. E=F0MEABEEGHR (8 ABEEE®RT — ¥
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Article 31 (1) Except cases set forth in each item of Article 27, paragraph (1), if

it is assumed that a third party acquires information related to personal
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information (limited to those compiled in a database or the equivalent of

information related to personal information; hereinafter the same applies in

this Chapter and Chapter VI) as personal data, businesses handling
information related to personal information must not provide the information
related to personal information to the third party without confirming the
matters set forth as follows pursuant to Order of the Personal Information

Protection Commission:

—  CYEREE = DME N B AR A 0 O 8 AN B S O SRt 2 S 1 TR A DR
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HZ kb,

(1) the identifiable person's consent to the effect that the person approves of the
third party acquiring information related to personal information as personal
data that can identify the person from the business handling information
related to personal information, has been obtained;

=OAEIEHD 55 =~ ORMEICH o> T, BIBOARANDORIEEZRL S LT 25612
BWT, BEAFBRREZESHAITED DL ZAICEY, HENLD, HZsEIC
BUFDEANEROREICET HHIEE, MLE =FLHET 2BEANEFROREDIZOHD
HEZOMYEANIISE LR DINEHERPLAEANCREI LTS Z L,

(i1) for provision to a third party in a foreign country, before the businesses
obtain the identifiable person's consent referred to in the preceding item,
information on the personal information protection system of the foreign
country, information on the measures the third party takes for the protection
of personal information, and other information that serves as a reference to
the person, has been provided in advance to the person pursuant to Order of
the Personal Information Protection Commission.

2 B HNEEHOBEIL, BTEOBEIT K0 {E A B E Bk S 3 0 E A B
HRERMETL2H5EGICOVWTHENT L, ZoHRAICBNT, FEFE=HD HETD L
EBIZ, ANDOKRDIZIE U TYHEMLELRIEICHT O ERE Y% ANCREEL] &5
L01F, TFEL] ERHABEALbDET D,

(2) The provisions of Article 28, paragraph (3) apply mutatis mutandis to cases in
which a business handling information related to personal information
provides information related to personal information pursuant to the
provisions of the preceding paragraph. In this case, the phrase ", and provide
information on the necessary measures to the identifiable person at the request
of that person," in Article 28, paragraph (3) is deemed to be replaced with ",".

3 HIRE _HNOLEMNEE TOREIT., F—HOBEIZ LV E A BHESE HR IR EE
WHERT D, B HOWTHMNT 5, ZO5EICR T, REE=H TRtz
2] LdHDHDIF, T#RHELEL) LHABRZDLIBDET D,

(3) The provisions of paragraphs (2) through (4) of the preceding Article apply
mutatis mutandis to cases in which a business handling information related to
personal information conducts confirmation pursuant to the provisions of
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paragraph (1). In this case, the phrase "received" in paragraph (3) of the
preceding Article is deemed to be replaced with "provided."

(REBANT —Z 2T 2 FHHOAEKE)

(Disclosure of Information about the Personal Data a Business Holds)

ot 5 MABRIUREES T, RABAT —ZIZE L, RICHBIT2FHIZOWT,

ANDOHY1FREE (RADOKRDIZIE L TR RS BEIZET 25643, ) IZENR

TR B0,

Article 32 (1) Businesses handling personal information must make the

following information about the personal data they hold accessible to

identifiable persons (making that information accessible includes providing
answers without delay as requested by identifiable persons):

—  URZENE B ER O KA ATA R OMEFTIE NTEANCH - TR, £ oK
FKEDKA

(1) the name and address of the business handling personal information, and if
1t 1s a corporation, the name of its representative;

= 2TORAEAT =2 OFA R (F +—RBWMEK — 50 bH =5 % TIZiX
LB o,maaR, )

(i1) the purpose of use of all personal data the business holds (excluding cases
falling under Article 21, paragraph (4), items (i) through (iii));

= WHOBREIZIZ2ROIIRGFE —H (FAEFELHEIIBWTERNT 5645
o, ) BEFUEE-EHAELIIE =T HEE —H, HF oA LUIELEOH
I X DFERITICC D Fhe Bt \KHE _HOREIZL Y FEBOBAEED &
I, TOFEBOEE T, )

(iii) the procedures for responding to a request under the following paragraph,
or to a request under paragraph (1) of the following Article (including as
applied mutatis mutandis pursuant to paragraph (5) of that Article); Article
34, paragraph (1); or Article 35, paragraph (1), paragraph (3), or paragraph
(5) (including the amount of the fee, if one is set pursuant to the provisions of
Article 38, paragraph (2));

W mI=58T 2 b0D1E0, RABEANT —Z OREEZREF OO ELRIZE LS E7R
FHHELTHATTEDDHD

(iv) beyond what is set forth in the preceding three items, those prescribed by
Cabinet Order as matters necessary to ensure the proper handling of
personal data the business holds.

2 EAHFRIEREEEZ L. AN, AP S D RAEBEANT— 2 OFI H

OB ZRD bl & &3, AANICH L, B, Thzdm L 2dnidie s
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(2) If an identifiable person requests that a business handling personal

information notify that person of the purpose of use of the personal data the

business holds that can be used to identify that person, the business must
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notify the person of this without delay; provided, however, that this does not

apply in a case falling under one of the following items:

—  AIAOBEIC L BEARADNH SN DRABEAT — % ORI BB L0708
=

(1) the purpose of use of the personal data the business holds that can be used
to identify the identifiable person has been made clear pursuant to the
provisions of the preceding paragraph;

=B RENEE S b S E TS T A% E

(i1) cases falling under Article 21, paragraph (4), items (i) through (ii).

3 EANFEHIEFEE L, ATEOBEICESE RO bNTREGEANT — % OFH HBY
ZBEALBRWEOREL Lo L Eid, RANICK L, Bk, ZoFZ@EMLRITH
X 6720,

(3) If a business handling personal information decides not to notify the
1identifiable person of the purpose of use of the personal data the business holds
as requested pursuant to the preceding paragraph, the business must notify
the identifiable person of this without delay.

(BHR)
(Disclosure)

Bt =5 AN, BEAERBERFEET I L, YEARADNEH SN D REEANT —
2 DEREHIFLEROTEHEC X 5 T7EZ OO NEFRIREZBESFATED 2 HIEIC X
LEREHERT LN TED,

Article 33 (1) An identifiable person may request that a business handling
personal information disclose personal data the business holds that can
1dentify that person through electronic or magnetic records or other means as
prescribed by Order of the Personal Information Protection Commission.

2 ANERIERFEE L, ATEOBREICLDFEREZ T & &, RN L, [FHE
OBEI XD BEARANDGER L2 TE (A TIEC L DBRICZHEOEN 2 EHT 55
BEOMDYFEFIEZ L DARBRETH L5512 H > T, FEFEROLTITEDH
E) 2L, Bl YERARAEMAT -2 2B L e o2y, 2720, M
AT DHZEICEVROBEGZONTNNTEET 2561, ORI AR L
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(2) When having received a request under the preceding paragraph, a business
handling personal information must disclose personal data the business holds
to an identifiable person without delay by means that person requests
pursuant to the provisions of that paragraph (or by paper-based document, in
cases in which disclosing the data by that means would require a costly
expenditure or prove otherwise difficult); provided, however, that in cases in
which disclosing that data falls under any of each following, all or a part of it
may not be disclosed:

— ARAXTB=FHoAMm. HK MEZOMOHEFFREZES2BENWNH55G
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(1) if disclosure is likely to harm the life, wellbeing, property, or other rights or
interests of the identifiable person or a third party;

T UEEANTE R FEE OEBOEIERFEICE LW EE KT TRBENLRH D
e

(ii) if disclosure is likely to seriously interfere with the proper implementation
of the business of the business handling personal information;

= MOETISERT LI L LR IGE

(iii) if disclosure would violate any other law or regulation.

3 AR EEEIL. B HOBEEIC L DHRIURDIEATNT — % DR L
HE—EIZOWTHR LARAWEDORELZ LTz & &, YERABAT —Z BIFE{EL R
EE, NEFFEOBEICL O RADFER LI FIECELHRDPRNETH D & EiF, K
ANZxF L, B, ZOFEZ@EM LR TIER L0,

(3) If a business handling personal information decides not to disclose all or part
of the personal data the business holds as requested pursuant to the provisions
of paragraph (1), if that data does not exist, or if it is difficult to disclose that
data by the means the identifiable person requests pursuant to the provisions
of that paragraph, the business must notify that person of this without delay.

4 MOETOHEIC LY . RNTK U ZHASCHIE S 2 HIEITHEE T 5 HIEICX
D YEURANDFB SNDREBANT —ZOEH T —MHElRTLHZEEENTND
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EL A L2,

(4) If, pursuant to the provisions of any other law or regulation, all or part of the
personal data an business holds that can be used to identify an identifiable
person is to be disclosed to the identifiable person by a means equivalent to
what is prescribed in the main clause of paragraph (2), the provisions of
paragraphs (1) and (2) do not apply to either the whole or the relevant part of
the personal data the business holds.

5 H—HEMNLE_HETOREIL YEAADPFENINOMBEAT —ZI1TBDE _+L
FHE-HEROHE = TRB_HORLE (ZOFERHLNIRLD 2 LITR ) B’EZ O
DFENEFEINDLHDE LTHEHATEDDLbOZRS, H -+L5HE _HIZBWT
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(5) The provisions of paragraphs (1) through (3) apply mutatis mutandis to
records referred to in Article 29, paragraph (1) and Article 30, paragraph (3)
that is related to personal data that can be used to identify the identifiable
person (excluding those prescribed by Cabinet Order as likely to harm the
public or other interests if its existence or non-existence is made clear; referred

to as a "record of provision to a third party" in Article 37, paragraph (2)).

(FTIE%E)
(Corrections)

Bk ANE FEAEREREEE IS L. SRAANDSEN S 2 RAEAT —
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Article 34 (1) If the content of personal data a business holds that can be used to
identify the identifiable person is not factual, the person may request that the
business handling personal information make a correction, addition, or deletion
(hereinafter referred to as a "correction" in this Article) on the content of the
personal data the business holds.

2 EAEHRBRFEER T, AEOBEIC X 5i5REZ T ZGAICIE. TONEDRTIE
FICHA L TOE T OBEIZ L VRO FHRBED b TV LG ZkRE . FIHEK
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(2) Except in cases in which special procedures concerning correction of the
content is prescribed by the provisions of other laws or regulations, when a
business handling personal information has been requested to make a
correction pursuant to the provisions of the preceding paragraph, the business
must conduct necessary investigation without delay to the extent necessary to
achieve the purpose of use, and based on its result, make corrections to the
contents of the personal data the business holds.

3 EAFHIREFEE L, F-HOBREIZLDHERIBRLIRABAT —FZ ONEOA
A L <IE—ICOWTCETEEZToT & &, XIFFT EEEZIThbRVWEOWREEZ LT
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(3) If a business handling personal information has made a correction to all or
part of the contents of the personal data the business holds in connection with
a request under paragraph (1), or has made a decision not to make a correction,
the business must notify the identifiable person to that effect without delay
(including the content of a correction, if the business has made it).

(R 1R 55)
(Ceasing to Use or Deleting Personal Data)
oA ARNE FEABHRIREEE TG L, YA S ORAEANT —
ARFEHNEFE L IEEFNEFOREITEKL L TR b Tnd & &, IE -+
FOHEITER L THEINTELDOTH D & &1L, YRAGHEAT —F% OFHOEIE
XiFHE CLFZORIZBNT TFAHFIEE] LW, ) ZFERTLHIENTE D,
Article 35 (1) Identifiable persons may request that a business handling
personal information cease to use or delete the personal data the business
holds that can be used to identify that person (hereinafter referred to as a
"ceasing to use or deleting personal data" in this Article), if the personal data
the business holds is being handled in violation of the provisions of Article 18
or 19, or has been obtained in violation of the provisions of Article 20.

2 AR FEEE T, ATHOBEIC L DR EeZ T 256 Th > T, TORHEKIC
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(2) If a business handling personal information has received a request under the
preceding paragraph, and there are found to be grounds for that request, the
business must cease to use or delete the personal data the business holds to
the extent necessary to redress the violation without delay; provided, however,
that this does not apply if ceasing to use or deleting the personal data the
business holds would require a costly expenditure or prove otherwise difficult,
and the businesses take the necessary alternative measures to protect the
rights and interests of the identifiable person.
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(3) Identifiable persons may request that a business handling personal
information cease to provide a third party with the personal data the business
holds that can be used to identify the person, if the personal data the business
holds is being provided to a third party in violation of the provisions of Article
27, paragraph (1) or Article 28.

4 EANFHRRRFEE L. AHOREIZ L D5EREZIT 56 Th > T, TDOFEKRIT
HEAHDLZENHBA L &id, Bk, YRAEAT —F OF =F ~O4ft
ZFIE LT b0, 2L, YERAEAT —F OF =F ~DR{MEDIF1EIC
ZHEOBEM 2 BT D55 OMOE = F~0RMLE21EI1LT 25 2 ERRERGATH-
T, RANOHFFEZRET - ONERINICRDOLIREHELZ L E1E, 20
RO T2,

(4) If a business handling personal information has received a request under the
preceding paragraph, and there are found to be grounds for that request, the
business must cease to provide a third party with the personal data the
business holds without delay; provided, however, that this does not apply if
ceasing to provide a third party with the personal data the business holds
would require a costly expenditure or prove otherwise difficult, and the
businesses take the necessary alternative measures to protect an identifiable
person's rights and interests.

5 ANFE., BMAERBERFEFICH L, YEARADEN I NLHRAWANT —& % 4i%
NG RBRBFEEE DT T 2RLEN 2L o256, YA NG S i 5 A1
NT = 2R DHE _HAERE —HAUIHET 2 FENAE LT GE £ DM S %AND
A SN DRABEAT —Z OB L0 GHEARNOHEF T EL RSN EIND
BENWRHDGEITIE. YERAENT — % OFE % T H =& ~ Ok ik
EiERTHZ LM TE D,

36



(5) An identifiable person may request that a business handling personal
information cease to use or delete the personal data the business holds that
can be used to identify the person, or cease to provide a third party with the
personal data the business holds, if it has ceased to be necessary for the
business to use that personal data, if the situation concerning that personal
data as prescribed in the main text of Article 26, paragraph (1) has occurred, or
if handling that personal data is likely to harm the identifiable person's rights
and interests.
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(6) If a business handling personal information has received a request under the
preceding paragraph, and there are found to be grounds for that request, the
business must cease to use or delete the personal data the business holds, or
cease to provide a third party with the data the business holds to the extent
necessary to prevent an infringement of the identifiable person's rights and
interests without delay; provided, however, that this does not apply if ceasing
to use or deleting the personal data the business holds or ceasing to provide a
third-party with that personal data would require a costly expenditure or prove
otherwise difficult, and the businesses take the necessary alternative measures
to protect the identifiable person's rights and interests.
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(7) If a business handling personal information have ceased to use or deleted, or
decided not to cease to use or delete all or part of personal data the business
holds in connection with a request under paragraph (1) or (5), or the business
has ceased to provide a third party or decided not to cease to provide a third
party with all or part of personal data the business holds in connection with a
request under paragraph (3) or (5), the business must notify the identifiable
person to that effect without delay.

(B H DFA)

(Explanation of Reasons)
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Article 36 If, pursuant to the provisions of Article 32, paragraph (3), Article 33,
paragraph (3) (including as applied mutatis mutandis pursuant to paragraph
(5) of that Article); Article 34, paragraph (3) or paragraph (7) of the preceding
Article, a business handling personal information notifies an identifiable
person that it will not take all or part of the measures which the person has
requested the business take, or that it will take different measures, the

business must endeavor to explain its reasons for this to the person.

(BR % DFE RIS C D Fe)
(Procedures for Dealing with Requests for Disclosure and Other Handling)
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Article 37 (1) As regards a request under Article 32, paragraph (2), or a request
under Article 33, paragraph (1) (including as applied mutatis mutandis
pursuant to paragraph (5) of that Article; the same applies in paragraph (1) of
the following Article and Article 39), Article 34, paragraph (1), Article 35,
paragraph (1), (3), or (5) (hereinafter referred to as a "request for disclosure or
other handling" in this Article and Article 54, paragraph (1)), a business
handling personal information may decide on a method of receiving a request
as prescribed by Cabinet Order. In such a case, an identifiable person must
request disclosure or other handling in that way.
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(2) A business handling information may request an identifiable person
requesting disclosure or other handling to present sufficient information to
identify the personal data the business holds or the record of provision to a
third party that would be subject to the disclosure or other handling. In such a
case, the business handling personal information must provide information to
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help the person identify the relevant personal data the business holds or the
relevant record of provision to a third party, or take other appropriate
measures in consideration of the identifiable person's convenience, so as to
allow the person to easily and accurately request disclosure or other handling.
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(3) A person may request disclosure or other handling through an agent, as
prescribed by Cabinet Order.
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(4) In establishing procedures for dealing with requests for disclosure and other
handling pursuant to the preceding three paragraphs, a business handling
personal information must take care to ensure that the procedures do not

Impose an excessive burden on identifiable persons.

(FECkR
(Fees)
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Article 38 (1) If a business handling personal information receives a request for
a notification of the purpose of use under Article 32, paragraph (2) or a request
for disclosure under Article 33, paragraph (1), it may collect a fee for taking
the relevant measures.
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(2) If a business handling personal information collects a fee pursuant to the
provisions of the preceding paragraph, it must fix the amount of that fee within

a scope that can be considered reasonable in consideration of actual costs.

(FHRTOFER)
(Requests in Advance)
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Article 39 (1) When seeking to file a lawsuit in connection with a request under
Article 33, paragraph (1), Article 34, paragraph (1), or Article 35, paragraph (1),
(3), or (5), the identifiable person may not file the lawsuit unless the

39



identifiable person had previously issued a request against a person who
should become a defendant in the lawsuit and two weeks have elapsed since
the arrival day of the issued request; provided, however, that this does not
apply if the person who should become a defendant in the lawsuit has rejected
the request.
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(2) A request under the preceding paragraph is deemed as having been arrived at
the time when it should have normally been arrived.
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(3) The provisions of the preceding two paragraphs apply mutatis mutandis to a
petition for a provisional disposition order in connection with a request under
Article 33, paragraph (1), Article 34, paragraph (1), or Article 35, paragraph (1),
(3), or (5).

(fIE A Bl B 236 81 K 2 g o /L)
(Complaint Processing by Businesses Handling Personal Information)
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Article 40 (1) A business handling personal information must endeavor to
process complaints about the handling of personal information appropriately
and promptly.
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(2) A business handling personal information must endeavor to establish the
necessary systems for achieving the purpose referred to in the preceding
paragraph.

F=H RENMLEBRDBRFEEZORS
Section 3 Obligations of Businesses Handling Pseudonymized Personal
Information

(R4 NI A R D AR )
(Preparation of Pseudonymized Personal Information)
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Article 41 (1) When preparing pseudonymized personal information (limited to
those compiled in a pseudonymized personal information database or the
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equivalent; hereinafter the same applies in this Chapter and Chapter VI),
businesses handling personal information must process personal information in
accordance with standards prescribed by Order of the Personal Information
Protection Commission as those necessary to make it impossible to identify a
specific individual unless collated with other information.
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(2) When having prepared pseudonymized personal information or having
acquired pseudonymized personal information and deleted or other related
information (meaning information related to identifiers or their equivalent and
individual identification codes that were deleted from personal information
used to prepare the pseudonymized personal information, and the means of
processing carried out pursuant to the provisions of the preceding paragraph;
hereinafter the same applies in this Article and paragraph (7) as applied
mutatis mutandis pursuant to paragraph (3) of the following Article following
the deemed replacement of terms) related to the pseudonymized information,
businesses handling personal information must take measures for the
management of the security of deleted or other related information in
accordance with standards prescribed by Order of the Personal Information
Protection Commission as those necessary to prevent the leaking of deleted or
other related information.
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(3) Notwithstanding the provision of Article 18 and except cases based on laws
and regulations, a business handling pseudonymized personal information
(limited to a business handling personal information; hereinafter the same
applies in this Article) must not handle pseudonymized personal information
(limited to personal information; hereinafter the same applies in this Article)
beyond the necessary scope to achieve the purpose of use specified pursuant to
the provisions of Article 17, paragraph (1).
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Do

(4) With regard to applying the provisions of Article 21 related to pseudonymized
personal information, the phrase "notify the identifiable person of that purpose
of use or disclose this to the public" in paragraphs (1) and (3) of that Article is
deemed to be replaced with "disclose that purpose of use"; the phrase "notifying
the identifiable person of the purpose of use or disclosing this to the public" in
the provisions of items (i) through (iii) of paragraph (4) of that Article is
deemed to be replaced with "disclosing the purpose of use".
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(5) Businesses handling pseudonymized personal information must endeavor to
erase personal data that constitutes pseudonymized personal information and
deleted or other related information without delay when utilization of the
personal data and the deleted or other related information has become
unnecessary. In this case, the provisions of Article 22 do not apply.

6 ARAMLERIMEFERIL, F _FERE-HAOE HIEONTH _+\RE—H
DODREIZH D LT, IEFICESKHEZRIED, RANMTEHRTHLIBAT —F
EH_HICRELTERL RN, ZOBEIZBWT, B EREIET THi&H)
EHDHOT THENF—KEARH] L FEFE =T [ KA@ML, IIKRADE
DTG HIRIBIZENT) DO TAKRLT) &, REFAREF [ RANTHE
AL, XUIARAREG MG 5REIZENRTNL) EHL0IE AR LRITH
3 s B AEEEEELES B ERE - ES S IE LES 5OV
Ny (FiRE—HOMEIZLDEMAT — 2 DR H > T, B+ ERE—HE S
DODWF) | £, ROFE=FRE-HZLED T FERE -HA T XT
FHESZOWTIN] D0 NEFIZESKGEXIE -+ ERELESAFO
W] &5,

(6) Notwithstanding the provisions of Article 27, paragraphs (1) and (2), and
Article 28, paragraph (1), and except cases based on laws and regulations,
businesses handling pseudonymized personal information must not provide a
third party with personal data that constitutes pseudonymized personal
information. In this case, the term "each preceding paragraph" in Article 27,
paragraph (5) is deemed to be replaced with "Article 41, paragraph (6)"; the
phrase "notifies the person identifiable by that data of this in advance as well
as the details of that data, the extent of the joint users, the users' purpose of
use, and the name and address of the person responsible for managing the
personal data, and, if the user is corporation, the name of its representative; or
the business makes the foregoing information readily accessible to the person
identifiable by that data in advance" in item (iii) of that paragraph is deemed
to be replaced with "disclose this in advance as well as the details of that data,
the extent of the joint users, the users' purpose of use, and the name and
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address of the person responsible for managing the personal data, and, if the
user is corporation, the name of its representative"; the phrase "notify the
person identifiable by that data of this or make this readily accessible to the
person identifiable by that data, without delay" in Article 27, paragraph (6) is
deemed to be replaced with "disclose this without delay"; the phrase "any of the
items of Article 27, paragraph (1) or paragraph (5) (or any of the items of
Article 27, paragraph (1), in cases of a provision of personal data under
paragraph (1) of the preceding Article)" in the proviso of Article 29, paragraph
(1), and the term "any of the items of Article 27, paragraph (1) or paragraph
(5)" in the proviso of Article 30, paragraph (1) are deemed to be replaced with
"cases based on laws and regulations or any of the items of Article 27,
paragraph (5)".
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(7) Businesses handling pseudonymized personal information, in handling that
information, must not collate the pseudonymized personal information with
other information in order to identify a person identifiable by personal
information that was used to prepare the pseudonymized personal information.
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(8) Businesses handling pseudonymized personal information, in handling that
information, must not use contact addresses and other information contained
in the pseudonymized personal information for telephoning, for sending by
mail or by correspondence delivery prescribed in Article 2, paragraph (2) of the
Act on Correspondence Delivery by Private Business Operators (Act No. 99 of
2002) conducted by a general correspondence delivery operator prescribed in
Article 2, paragraph (6) or a specified correspondence delivery operator
prescribed in Article 2, paragraph (9), for delivering a telegram, for
transmitting information using a facsimile machine or electronic or magnetic
means (meaning means that use electronic data processing system or means
that utilize other information communication technology as prescribed by
Order of the Personal Information Protection Commission), or for visiting a
residence.
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(9) The provisions of Article 17, paragraph (2), Article 26 and Articles 32 through
39 do not apply regarding pseudonymized personal information, personal data
that constitutes pseudonymized personal information, and personal data the

business holds that constitutes pseudonymized personal information.

(546 N AR R D 55 = F 4k o i R %)
(Restrictions on Provision of Pseudonymized Personal Information to Third
Parties)
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Article 42 (1) Except in cases based on laws and regulations, businesses
handling pseudonymized personal information must not provide
pseudonymized personal information (excluding those that constitute personal
information; the same applies in the following paragraph and paragraph (3)) to
a third party.
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(2) The provisions of Article 27, paragraphs (5) and (6) apply mutatis mutandis to
a person receiving pseudonymized personal information. In this case, the term
"each preceding paragraph" in Article 27, paragraph (5) is deemed to be
replaced with "Article 42, paragraph (1)"; the term "business handling personal
information" in item (i) of the paragraph is deemed to be replaced with
"business handling pseudonymized personal information"; the phrase "notifies
the person identifiable by that data of this in advance as well as the details of
that data, the extent of the joint users, the users' purpose of use, and the name
and address of the person responsible for managing the personal data, and, if
the user is corporation, the name of its representative; or the business makes
the foregoing information readily accessible to the person identifiable by that
data in advance" in item (iii) of the paragraph is deemed to be replaced with
"disclose this in advance as well as the details of that data, the extent of the
joint users, the users' purpose of use, and the name and address of the person
responsible for managing the personal data, and, if the user is corporation, the
name of its representative"; the term "business handling personal information"
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in Article 27, paragraph (6) is deemed to be replaced with "businesses handling
pseudonymized personal information", and the phrase " notify the person
1dentifiable by that data of this or make this readily accessible to the person
identifiable by that data, without delay" is deemed to be replaced with "disclose
this without delay" in Article 27, paragraph (6).
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(3) The provisions of Articles 23 through 25, Article 40, and paragraphs (7) and
(8) of the preceding Article apply mutatis mutandis to the handling of
pseudonymized personal information by a business handling pseudonymized
personal information. In this case, the phrase "leaking, loss or damage" in
Article 23 1s deemed to be replaced with "leaking"; and the term "not" in Article
41, paragraph (7) is replaced with "neither acquire deleted or other related
information, nor".
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Section 4 Obligations of Businesses Handling Anonymized Personal
Information

(4 I TAF S DA EE)
(Preparation of Anonymized Personal Information)

U+ =% EAFEHRBERFEER L. EANMLE®R (EANLTERT —F X— 2 E2i#E
T 2bDIZRD, UTFTZOBEKLDEREIZBWTHELU, ) Z2EKRT D &S, F1E
DN ZFTR T D Z & KOEDOERICHWDEAEREE T LI ENTERNED
(T DDt D& L TIEAE#IREZ BRI TED 2 T, Hi%H
NEHRZ T L2 F 72 720,

Article 43 (1) When preparing anonymized personal information (limited to
those compiled in an anonymized personal information database or the
equivalent; hereinafter the same applies in this Chapter and Chapter VI),
businesses handling personal information must process personal information in
accordance with standards prescribed by Order of the Personal Information
Protection Commission as those necessary to make it impossible to identify a
specific individual and restore the information to its original state.
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(2) When having prepared anonymized personal information, businesses
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handling personal information must take measures for the management of the
security of information relating to identifiers or their equivalent and individual
1identification codes that were deleted from personal information used to
prepare the anonymized personal information, and information on the means of
processing carried out pursuant to the provisions of the preceding paragraph,
in accordance with standards prescribed by Order of the Personal Information
Protection Commission as those necessary to prevent the leaking of that
information.
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(3) When having prepared anonymized personal information, businesses
handling personal information must disclose the categories of information on
an individual that is contained in the anonymized personal information,
pursuant to Order of the Personal Information Protection Commaission.

4 EANFERREREEE L. EAINTERE AR L YR ERA I TR 2 5 =4 2Rt
THEEIE, EAFRREZESHUNTED DL ZAIZEY, HHNLD, FH =4I
AL SN DEL M THERICE TN ACET 2 HEHOEE K OZ OO H ko
WTRARTDHE L BIT, YEE=FITH LT, AR ERPEL I TR T
b EEPHRLRITNER LR,

(4) Businesses handling personal information, before providing anonymized
personal information it prepared to a third party, must disclose the categories
of information on an individual that is contained in the anonymized personal
information the business will provide to the third party, and the means of
providing this, and state to the third party explicitly that the information the
business will provide is anonymized personal information, pursuant to Order of
the Personal Information Protection Commission.

5 EAFWMIHRFEERIL. ELMLTEHRZER L TH S S EL I TEREZ Y # 9
2872 o TR, SREEA I THEROESICH W B8 N E ISR 2 RN 2707 5
ToOIZ, UEEAIN TERAZ MR E BE L TER bR,

(5) Businesses handling personal information, when handling anonymized
personal information it prepared by itself, must not collate the anonymized
personal information with other information in order to identify a person
1identifiable by personal information that was used to prepare that anonymized
personal information.
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(6) When having prepared anonymized personal information, businesses
handling personal information must endeavor to take the necessary and
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appropriate measures for managing the security of the anonymized personal
information, and the necessary measures for processing complaints about the
preparation or other handling of the anonymized personal information, or for
otherwise ensuring the proper handling of the anonymized personal
information; and endeavor to disclose the content of those measures.

(FE4 N TAE o4 ik)
(Providing Anonymized Personal Information)

4N 4  EAM LSRR FEER L, EANLTER (B SBEAEHRZMLL THERL
L7ebD%BR<, UTZOHEICEWTRL, ) ZH=F1c& 42 & =ik, EAER
REZERBATEDD L ALY, SO, FEFITREES W D EL I T
WIZEENDMEANCET HHEHROEE L OZ DORMED FIEZONWTAERTDH L L BT,
UEEHE =T LT, YZREIRIERPEA M LER CTH L2 E2HR LT IE
IRBTRUN,

Article 44 Businesses handling anonymized personal information, before
providing anonymized personal information (excluding those into which they
have processed personal information themselves; hereinafter the same applies
in this Section) to a third party, must disclose the categories of information on
an individual that is contained in the anonymized personal information it will
provide to the third party, and the means of providing this, and state to the
third party explicitly that the information it will provide is anonymized
personal information, pursuant to Order of the Personal Information Protection
Commission.

(FBIAT 2 DEELR)
(Prohibition against Identifying Persons)

FUTS EAMTRRBERSEEE L, EANTHERERVE I G -- T, 4%
P4 N AR R OAVERUZ W B AT B ATE RITER D RN ZR T 27201z, Ykl A1
W B HIER SRRl U < HE G538 L <IEE N+ =48 — 88 L <135
BHAZRE—H (F&H _HIZBWTEMNTLHE62 T, ) OBEICIVIThbi:
IMLOFHIEIZET DB RA TG L, UTEHEAMM TEREZMOFERE BE L IR
SRR

Article 45 Businesses handling anonymized personal information, when
handling anonymized personal information, must neither acquire information
relating to identifiers or their equivalent or individual identification codes
deleted from the personal information and information relating to methods of
processing carried out pursuant to the provisions of Article 43, paragraph (1) or
Article 116, paragraph (1) (including cases in which it is applied mutatis
mutandis pursuant to Article 116, paragraph (2)), nor collate the anonymized
personal information with other information in order to identify a person
1dentifiable by personal information that was used to prepare that anonymized
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personal information.

(24 fE PR )
(Measures for Managing the Security of Anonymized Personal Information)

FIHARS EANMTERBEFEEE L ELINTIEROZEEHO T O LB )
DIZRHE B, AL N AR R D Bl M B9 2 5 1% o0 RLBR - oD i oD B 4% N T A% i 0D 3 1E. 72
BN Z R T 272 DICELREZH LHEL, O, YEHEONEEZART D X
DB IRT IR B0,

Article 46 Businesses handling anonymized personal information must endeavor
to take the necessary and appropriate measures for managing the security of
anonymized personal information and the necessary measures to ensure the
proper handling of anonymized personal information such as processing
complaints about the handling of anonymized personal information, and must
endeavor to disclose the content of those measures.

FEE BREEEICX2EANEBROREDOHLE
Section 5 Promoting the Protection of Personal Information in the
Private Sector

(FRE)
(Certification)

FUHEa EAN RIS R4 I LA R 2 3 ST AL N A Bk =
H (LT ZoRICENT MEAFRBBRFEESE] Lo, ) OfAFEHR. KA ML
B SUTEAMTER CLTZoEIZENT EAFRE] &0 o, ) OmEERIR
WORERZ B E L TIRICIBIT 2B 21769 LT 51N GEATRWEHKTRES
XFEHRNDEDDH D b D FHLe, WEH=FIZBWVTRHL, ) 1. HAFEHRMR
BEEROREEZ T DL ENTE D,

Article 47 (1) A corporation (or an organization without legal personality that
has made provisions for a representative or manager; the same applies in item
(iii), (b) of the following Article) seeking to perform services as set forth in one
of the following items with the aim of ensuring that a business handling
personal information, pseudonymized personal information, or anonymized
personal information (hereinafter referred to as "personal or other related
information" in this Chapter) (the business in question is hereinafter referred
to as a "business handling personal or other related information" in this
Chapter) handles the personal information properly may receive certification
from the Personal Information Protection Commission:

— EFORMZLRLMABRIBFEESE UUTZOHIZENT dRFEEE] &
W, ) OEANFREDOEHRWICET 2B L =R0OHEIC L L2 EF O

(i) complaint processing under Article 53 regarding the handling of personal or
other related information by businesses handling personal or other related
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information which are covered by the corporation's services (hereinafter each
such business is referred to as a "covered business");

= EAEBREOEERBBOOMRICHE ST 5 HHIZOWTOMBRERERITHT D
& O

(i1) providing covered businesses with information about things that contribute
to ensuring the proper handling of personal or other related information;

= HT ST 5 b ODIENN RREFEF OE NG BT O E 72 Bl O O R 12 B
[BUA JAE 37

(ii1) services beyond what is set forth in the preceding two items which are
necessary for ensuring the proper handling of personal or other related
information by covered businesses.

2 AHHORBEIZ. HRETLMEANGRBBFEEFOFEOHIEZL DM OZER OFIH
ZRE L TAT 5 ZENTE D,

(2) The certification set forth in the preceding paragraph may be limited in
respect of the type or scope of services of businesses handling personal or other
related information that are covered.

3 BHOWEEZZTII)LTLEIT, BT TEDD E ALY, FAFHRIREE
BRCHE LRITHIEZR B 720,

(3) A person seeking the certification referred to in the preceding paragraph
must apply to the Personal Information Protection Commission as prescribed
by Cabinet Order.

4 EAEHRKEZESIT W—ﬁ@wm%btk%ﬁ\%®§(wiﬁ@ﬁ i)
¥EBOHHLIRET 2EICH > TX, TOREIKRDLIEHORMHEZ G, ) AR
LR iE7 bau,

(4) After granting a certification under paragraph (1), the Personal Information
Protection Commission must make a public notice to that effect (including the
scope of services concerning the certification, in cases of the certification

limiting the scope of services pursuant to the provisions of paragraph (2)).

(KA SRH)
(Conditions for Ineligibility)
FUHNE KOBZONTININIEET 2EFE, AIEE-HORBREELZ T HZ LNT
ERANAN
Article 48 A person falling under one of the following items may not be certified
as referred to in paragraph (1) of the preceding Article:
— ZOEEOBEIC L VHICAE b, ZOFITERDY . FHITERZ T H 2 L
NI oo A D AEA R LR nE
(i) a person that has been sentenced pursuant to any provision of this Act, if
two years have not yet passed since the person finished serving the sentence
or ceased to be subject to its enforcement;

ZOBALTRER -HOBEICIVRBEZRYHS L, TOBIHLOAND FE
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i L2
(ii) a person whose certification has been revoked pursuant to the provisions of

Article 155, paragraph (1), if two years have not yet passed since the

revocation;

= ZO¥EBEITOKE (EANTRWHIETRES ITE ﬁk@m@@%é%@@ﬁ
FHEXTEEHANZ G, UFZOFRIZBWTRHL, ) ®9BIZ, WOWT NI
BIL2ERHDLHOD

(iii) a person with an executive officer (or with a representative or manager, in
an organization without legal personality that has made provisions for a
representative or manager; hereinafter the same applies in this Article) that
falls under one of the following categories:

A EHLL EOJHICRE S, UL Z OEFEOREIC LV IHICAE S, £ 08T
DD THATEZZ T D D<ol B D ZFEZ R LR

(a) a person that has been sentenced to imprisonment or a heavier
punishment or that has been sentenced pursuant to any provision of this
Act, if two years have not yet passed since the person finished serving the
sentence or ceased to be subject to its enforcement;

2 O FEHALTEEE-HOBEICLVREZRY EINTEANZBNT, £EOHUH
LOBRI=+HUNIZZDEE ThH 72 EHETEORIE L O A 26 4FE A #l L7
W

(b) a person that, during the 30 days before the revocation, was the officer of
a corporation whose certification has been revoked pursuant to the
provisions of Article 155, paragraph (1), if two years have not yet passed

since the revocation.

(FRIE D H:HE)

(Certification Standards)

B+ EAFEHREEZESIL. FUHLERE-HORBEDOHERRDOZ FDWNT

ZHEAE L TWHERDDL L %“Cfoi FUX, FOREEZ LTI BR0,

Article 49 The Personal Information Protection Commission must not grant a
certification unless it finds the application for certification referred to in
Article 47, paragraph (1) to conform to all of the following requirements:

—  FENHERE A SIS B A IEDOMEEITAT O IS ERER D ERO
FEREDLNTVWDLEHEDOTHD I L,

(i) the applicant has established the necessary methods of business
implementation to allow it to perform the services set forth in the items of
Article 47, paragraph (1) properly and reliably;

= ENAERE -HA ST 5 EE AW E N OMEITITO IRV DHEE &L VRN
WO EEL AT L0 THLZ &,

(ii) the applicant's knowledge, capabilities, and financial base are sufficient to
allow it to perform the services set forth in the items of Article 47, paragraph
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(1) properly and reliably;

= BUAERE EHA SR L EFUSNOEE 21T > TV L HEITIE. T0OXES
ZATH) Z LI Lo THEZF BT 2EEBRAREICRDIBENRR2NED TH D
&,

(iii) if the applicant engages in business other than the services set forth in the
items of Article 47, paragraph (1), its engagement in that business is
unlikely to give rise to unfairness in the services set forth in the items of
that paragraph.

(EEDOFES)
(Certification of Alterations)

BIHSR EUHERE-HORBE (FRE ZHOHIEID XY FER O 2 [RiET 258
Eradlr, WEH-HAOFEELTLERE -HELZICBWTRL, ) 2% 7EIE
ZORBENRLEFOFRHBALET L LS L35 & =k, BAFRREZESORELY
T RTNE R SR, 2L, EAEHREZ AP TE D 5 BMARETIZ DN
TiX, ZORD TRV,

Article 50 (1) If a person that has received certification under Article 47,
paragraph (1) (including that limiting the scope of services pursuant to the
provisions of paragraph (2) of that Article; the same applies in paragraph (1) of
the following Article and Article 155, paragraph (1), item (v)) seeks to alter the
scope of services concerning the certification, the person must receive
certification from the Personal Information Protection Commission; provided,
however, that this does not apply to a minor alteration as prescribed by Order
of the Personal Information Protection Commission.

2 HHNELRE KO MEN IR OB EITL, ATEOZEE O EIZ- OV THEH]
T 5,

(2) The provisions of Article 47, paragraphs (3) and (4) and the preceding Article
apply mutatis mutandis to the certification of alteration referred to in the
preceding paragraph.

(B 1k J )
(Notification of Discontinuation)

LA BUTLERE HORE HIRB -HOEHORELET, ) ZXITE
LT ZOHiI MR OCEARREICENT BREMAFBREERE] Lo, ) 13, TORE
IR D%EE UFZOBERUOHEAEICBNT REESE tWvo, ) ZREIELES &
THLET B TEDDEIAICLY, 1L, TOELEAFRREZES
(IR T H 722 T 7R B0,

Article 51 (1) Before intending to discontinue the services subject to certification
(hereinafter referred to as "certified services" in this Section and Chapter VI),

a person that has received certification under Article 47, paragraph (1)
(including the certification of alteration under paragraph (1) of the preceding
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Article) (the person in question is hereinafter referred to as a "certified
personal information protection organization" in this Section and Chapter VI)
must notify the Personal Information Protection Commission to that effect as
prescribed by Cabinet Order.

2 MAFHREEZES T, AMEOHAEICL MmN boT XX, TOEZATRLR
L7 5780,

(2) Upon receiving notification under the preceding paragraph, the Personal
Information Protection Commission must issue public notice indicating this.

(R GFHE)
(Covered Businesses)

FRA 4 REBAEBRRERERIL. REEBOXNRERD I LIZHOVWTRIEEZ S
(EPNEREE/ & = %ﬁ%%%ﬁ&bﬁfﬂi&%&%o:®%é_kwf\%£
FUEHENEOHEIZLAHEEE L S b LT, MG EEFENFRSH —HIZ
HET D NERGERS 28T L2 0 & XX, UG HET 2 REED OX LR
HERAANT HZ N TE D,

Article 52 (1) A certified personal information protection organization's covered
businesses must be comprised of businesses handling personal or other related
information that have agreed to be covered by its certified services. In this case,
if a covered business does not comply with the personal information protection
guidelines prescribed in Article 54, paragraph (1) even though measures
pursuant to Article 54, paragraph (4) were taken, the covered business may be
excluded from being covered by the certified services.

2 WEMANEMOGERKIT., JIRFEEORL UILTREZ AR LRITILR B 720,

(2) A certified personal information protection organization must disclose the
names of its covered businesses.

(i 7 DAL BE)

(Complaint Processing)

Fh =4 REMANEREERIEIT, AN OMOBAGRE D bt G338 O A 1F #
’%%ODE%XZU\ (BT 5 ERFICOWTHROBH N H 72 & Z 1T, %@*H‘ T,

CHEREEZ L, TOWBITRLIFFLZRET DL LT, HEARFERITK

L ZDWEEDONE ZwH L TE DM %ﬁ%&%k@@fﬂiﬁ%&m

Article 53 (1) If an identifiable person or other party files for a certified personal
information protection organization to resolve a complaint about the handling
of personal or other related information by a covered business, in addition to
complying with any request for a consultation about this, providing the
identifiable person or other party with the necessary advice, and investigating
the circumstances to which the complaint pertains, the organization must
notify the covered business of the substance and content of the complaint and
request that it resolve the complaint expeditiously.
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(2) If a certified personal information protection organization finds that it is
necessary in connection with the resolution of a complaint under a filing
referred to in the preceding paragraph, the organization may request that the
covered business provide a written or oral explanation or submit materials.

3 RREEFIX. BEMAERRERELGRIHOBEIZL DRKDDB B o7 & X,
EYZRBEHRR2NOIZ, ZHUEHEATIER L2,

(3) If a covered business has received a request under the preceding paragraph
from a certified personal information protection organization, it must not

refuse this request without a legitimate reason for doing so.

CEPNERE S 2=Fay)
(Personal Information Protection Guidelines)

FIANS FERE A OGEEAIL, SR FEE O G W O IE 722 Bl O fEfr
DI=DOIZ, NG RIAR LA B ORE, ZREHDOTZODRE, FRFEORFKE
(IR U % Foe € O F 1 34 I TAG s U < IXFEA I TE RIS DB D 71k,
ZDIEROLEEHLD D DIHE L OMOFEHICEAL, HEFEDODERZNARTLIEL
DO ORERE DERZANT, ZOEEOHREORE ITh > 7cEdt (LUFZOH LD
FARBEICENT MEANGERRERE] &0 o, ) ZERT 2L 2802 0N0IER 672
VY,

Article 54 (1) In order to ensure the proper handling of personal or other related
information by its covered businesses, a certified personal information
protection organization must endeavor to create guidelines which follow the
spirit of this Act (hereinafter referred to as "personal information protection
guidelines" in this Section and Chapter VI), for how to specify the purpose of
use of personal information, for measures to ensure its secure management, for
procedures to deal with requests for disclosure or other handling, for other
such matters, as well as how to produce pseudonymized processed information
or anonymized personal information, and its security measures and other such
matters, by listening to the opinions of representatives of customers or other
relevant persons.

2 WEMBMANEFROGENKIT., APEOHEIC X EANEWMRGERRS 2 Fk L7z & &3,
BAEREEZESHATED D L ZAICL D, B, Ykl A HFRI#EREH &
AFMRELZBESICRITHRZTAE RGN, ZThEaERLEE Y, FAkET 5,

(2) When having developed personal information protection guidelines pursuant
to the provisions of the preceding paragraph, certified personal information
protection organizations must notify the Personal information Protection
Commission of the personal information protection guidelines without delay
pursuant to Order of the Personal Information Protection Commission. The

53



same applies if the guidelines are modified.

3 EAFWMAREZERIT. ATHOREIC L DEANERRERH OB L H o7 & =13,
EAERRELZESHAITED D L ZAICED ., Y AERRERE AR L2
T2 6720,

(3) When having been notified of personal information protection guidelines
under the preceding paragraph, the Personal Information Protection
Commission must disclose the personal information protection guidelines
pursuant to Order of the Personal Information Protection Commaission.

4 PREMANEREERERIT, ATEOBEIC X 0 EANEFREERH SR I & X3,
RIRFEF T L, NG RRERRE 28T S o NERfEE #E5% ofth
DEZ & LT IX R B0,

(4) When personal information protection guidelines have been disclosed
pursuant to the provisions of the preceding paragraph, certified personal
information protection organizations must take measures against a covered
business such as providing guidance or recommendations necessary to make
the covered business comply with the personal information protection

guidelines.

(B B9FMFIE DR 1)
(Prohibition against Unauthorized Use)
R L FREMAERREREIL, REXEBOFERMICEEL T G- ER 2R E ¥
BORIZHT 2 BRLSMIFIH L TIZZR b 720,
Article 55 A certified personal information protection organization must not use
information acquired in the course of certified services for purposes other than
the certified services use for which the information is provided.

(4 PR DA i FR)
(Restriction on Name Use)
BIAS REMAFBREERETRVWEIL RBEMANFTRGERE L VO AR
ZHRITH DD LWARZ W TIE R B0,
Article 56 A person that is not a certified personal information protection
organization must not use a name that refers to that person as a certified
personal information protection organization, and must not use any other

name that is confusingly similar to this.

A MR

Section 6 Miscellaneous Provisions

(i I B4 )
(Exclusion from Application)

BAIAES AR E  OME A B E S I FH2EE 0 5 HIROA 52T
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Article 57 (1) The provisions of the preceding Chapter do not apply to a business
handling personal or other related information or business handling
information related to personal information as set forth in one of the following
items if all or part of the purpose for which it handles the information in
question is the purpose prescribed in that item:

—  FGEEBRE. BTt WEEOMOBEKE HuEEZEE L TITOBAERSE
o, ) HWEOHIHETLIHD

(1) broadcasting organizations, newspapers, news services, and other
journalistic organizations (this includes individuals who work in news
reporting): use in news reporting;

— FREERELLTUTOE FEROMIIMT L5 HM

(ii) a person in the business of creating literary works: use in the creation of
literary works;

= REEE REGEE (ZHICHETSEBIAZ G, ) ORICHT 5 AM

(iii) a religious organization: use in a religious activity (this includes activities
incidental to it);

U BOsHE  BORTES) (ZHUSHES 22 &, ) O3 2 BRY

(iv) a political organization: use in a political activity (this includes activities
incidental to it).

2 HIEF—ZICHET D il LiX. NRENOZEOE I L TRBIINEE L F
FLLTHLEDLZE (ZHICESWTERIIRMEZ RN Z 25T, ) 9,

(2) The "news reporting" prescribed in item (i) of the preceding paragraph means
informing the general public of objective facts by presenting them as the truth
(this includes stating an opinion or position based on those facts).

3 BHATICET HEANERIRFEEEFIL, AT —Z KA LS ®RIEAS
INTAF WO L 2E O 12 DI MO Y e H &, 8 AE WS O RIS 5 &1
DI ZE OO E NG HE O ER B WA R T 57 DICHn B E A2 B O U,
MO, BEBEONEERRT LI HIFORITNITRER0,

(3) A business handling personal or other related information as set forth in one
of the items of paragraph (1) must, itself, endeavor to take the necessary and
appropriate measures for managing the security of personal data,
pseudonymized personal information or anonymized personal information, and
the necessary measures for processing complaints about the handling of
personal or other related information and for otherwise ensuring the proper
handling of personal or other related information and must also endeavor to
disclose the content of those measures.

(it FH > Fe 1))
(Exception to Application)
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Article 58 (1) The provisions of Articles 32 through 39 and Section 4 do not apply

2

to a business handling personal information or a business handling

anonymized personal information set forth as follows:

— BIRE BT HIEAN

(1) a corporation listed in Appended Table 2;

= MUTMSIATBUEAN D 5 BT MNATBUE NIES —+—RFE— 1T 2 (B %+
THEMETHEDONIIFRSEFE S EHELALE =5 (FIRLIEHIICIRD, ) 128
FT2¥BEHNETHHD

(i1) a local incorporated administrative agency whose main purpose is providing
the service listed in Article 21, item (i) of the Local Incorporated
Administrative Agency Act, or whose purpose is providing the service listed
in item (ii) or item (iii) of that Article (limited to the part relating to (h)).
RDOEFIHGT DEDT O YA FICED DEBITH T D2 NE®R, (K4 T #

SATE N BT E O B Mz DD, BTGB 26 E . R I ARG S o 2

T SOV N BE AR R HAR S 278 DR NG . A4 0 A% i S 31 N B 17 ik oD Y

LB LT, ZOFE (FE =+ _F1r06FE =+IFEETRVEMNE 2R, ) KO

BARENGHENEE TORELZEHAT S,

(2) The handling of personal information, pseudonymized personal information,

or information related to personal information conducted by a person set forth
in each following items in the business prescribed in each item is deemed to be
the handling of personal information by a business handling personal
information, the handling of pseudonymized personal information by a
business handling pseudonymized personal information, or the handling of
information related to personal information by a business handling information
related to personal information; and the provisions in this Chapter (excluding
Articles 32 through 39 and Section 4) and Chapters VI through VIII apply to it:
— MG AIEAOME ERE (W R e Y) R0 —H
WCHET Dbt (RFI2BWT Rkt &), ) ROFRSE “HIZHET 22K
Tl N BB (B ZEERE T R5) B —RICHET 2 KF0HEE
(i) a local government organ: operation of a hospital prescribed in Article 1-5,
paragraph (1) of the Medical Care Act (Act No. 205 of 1948) (referred to as a
"hospital" in the following item), a clinic prescribed in paragraph (2) of that
Article, and an university prescribed in Article 1 of the School Education Act
(Act No. 26 of 1947);
= MSTATBOE NGB R A R o0
(i1) Japan Organization of Occupational Health and Safety: operation of a
hospital.

(T FERK B 55 D 585

56



(Responsibilities of Academic Research Institutions or the Equivalent)

BRI ARG SRER RS TH 5 AT ZERB T 1T, SRS A A TTT O 18 A1
OB HONWT, ZOEEOHEZETTLH L EHIC, TOBMIEZMHERT S0
(CHERHEEZH DL, o, HEHEONRELART DL IFORTNER b7,
VY,

Article 59 Academic research organizations or the equivalent which are
businesses handling personal information must endeavor to comply with the
provisions of this Act as well as personally take necessary measures for
ensuring the appropriate handling of personal information for academic

research purposes, and endeavor to the public the content of those measures.

BEE TBHBRETORES
Chapter V Obligations of Administrative Entities
B RAl

Section 1 General Provisions

(E #%
(Definitions)
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Article 60 (1) "Personal information the administrative entity holds" in this
Chapter and Chapter VIII means personal information that an employee of an
administrative entity (in a case of an incorporated administrative agency or
other prescribed corporation or a local incorporated administrative agency, its
officer is included; hereinafter the same applies in this Chapter and Chapter
VIII) prepares or acquires in the course of that employee's duties, and that
administrative entity holds for organizational use by its employees; provided,
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however, that the personal information the administrative entity holds is
limited to personal information recorded in administrative or similar
documents (meaning administrative documents prescribed in Article 2,
paragraph (2) of the Act on Access to Information Held by Administrative
Organs (Act No. 42 of 1999); hereinafter referred to as the "Administrative
Organs Information Disclosure Act") in this Chapter), corporate documents
(meaning corporate documents prescribed in Article 2, paragraph (2) of the Act
on Access to Information Held by Incorporated Administrative Agencies (Act
No. 140 of 2001); hereinafter referred to as "Incorporated Administrative
Agencies Information Disclosure Act" in this Chapter; those documents include
those listed in item (iv) of that paragraph), or local government documents
(meaning documents, drawings, or electronic or magnetic records that an
employee of a local government organ or local incorporated administrative
agency prepares or acquires in the course of that employee's duties, and that
local government organ or local incorporated administrative agency holds for
organizational use by its employees; and excluding those prescribed by Cabinet
Order as equivalent to those set forth in the items of Article 2, paragraph (2) of
the Administrative Organs Information Disclosure Act) (the above-mentioned
documents are hereinafter collectively referred to as "administrative or similar
documents" in this Chapter).

2 ZOERUOENZEIZBWNT MEAEFE®RZ 7 1] LT, RAEBEAERZ GLERD
EHEMTH- T, WIZBITHHDE WS,

(2) "Personal information file" in this Chapter and Chapter VIII means a
collective body of information comprised of personal information the
administrative entity holds, as set forth below:

— —EOEFDOBREENRT D7OIREDORAEANERE EFIEEL VTR
BT DZENTE DL ITHERIITHERL L2 D

(i) those systematically organized so as to be searchable for particular personal
information the administrative entity holds, by using a computer for the
purpose of certain processes;

=T ICET 2 b 0D, ~EDORERBO BN EERT DR EER
ZOMOFRFIZ LV FFEDRAMANIGTRERS TR T L LN TE DX HITE
RHHER L 72 b D

(ii) beyond what is set forth in the preceding item, those systematically
organized so as to be searchable for particular personal information the
administrative entity holds, by using a name, date of birth or other
1dentifiers or their equivalent for the purpose of certain processes.

3 ZOEIZEWT MTEREEAFEEAMITE®R] &3, ROBFZONTIICHEET D
NG 7 7 A VRS 2 ORAE G O 25 ST —5 (2 b O— I TEE
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B LEBICHETAEREE T, LTFZOEIZBWTHE U, ) . MISATEE N
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(3) "Anonymized personal information the administrative entity holds" in this
Chapter means any anonymized personal information that can be prepared in a
way that processes all or a part of personal information the administrative
entity holds that constitutes a personal information file that falls under all of
the following items (if a part of that personal information the administrative
entity holds contains non-disclosure information prescribed in Article 5 of the
Administrative Organs Information Disclosure Act (excluding information
listed in item (i) of that Article, and including information prescribed in the
proviso of item (ii) of that Article; hereinafter the same applies in this
paragraph), non-disclosure information prescribed in Article 5 of the
Incorporated Administrative Agencies Information Disclosure Act (excluding
information listed in item (i) of that Article, and including information
prescribed in the proviso of item (ii) of that Article), or non-disclosure
information prescribed in the information disclosure ordinance of local
government (meaning a local government's ordinance which provides for the
resident's or other equivalent person's right to request the disclosure of
information the local government organ or local incorporated administrative
agency holds; hereinafter the same applies in this Chapter) (that non-
disclosure information means information equivalent to non-disclosure
information prescribed in Article 5 of the Administrative Organs Information
Disclosure Act), the part containing the above-mentioned non-disclosure
information is excluded):

— BETLAE HASOWTANIEE T DO UIFERE ZHOMEIZ LY [F
FHE-HIIHETHEAER 7 7 A V@I LN SN2 bDTRNI &,

(1) the information does not fall under any of items in Article 75, paragraph (2),
or the information that is not designated under paragraph (3) of that Article
as an exception to registration in the personal information file register as
prescribed in paragraph (1) of that Article;

O ATHREPATE MBS = RICHET DITBHE B O K. MALATBOE NG AL
R HICHE T DMNATBUE NG, W7 N MR O BB ST 5 AN AT Bl
N U SREE NG T 7 A V2 iERT 2 IR A A RS FEER S TV 4T B
HHEORROFER (ITBHEBIE M ABRIES =4 MY ATBUENFIFRABER =4
KATTERAFHEBIOBREIC L DHHRDFEREZ WS, ) Bbolcb Licebid Th
LOEPRONTNEITHI 2L ERDBEDTHDLZ L,
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(i1) the information for which the head of an administrative organ as prescribed
in Article 3 of the Administrative Organs Information Disclosure Act, an
incorporated administrative agency or other prescribed corporation as
prescribed in Article 2, paragraph (1) of the Incorporated Administrative
Agencies Information Disclosure Act, a local government organ or, a local
incorporated administrative agency is required to take either of the following
measures, if that person receives a request to disclose any administrative or
similar document in which the personal information the administrative
entity holds that constitutes a personal information file is recorded (meaning
a request for disclosure as prescribed in Article 3 of the Administrative
Organs Information Disclosure Act, Article 3 of the Administrative Organs
Information Disclosure Act, or the information disclosure ordinance);

A HEITHXEFICLH SN T D RABEAE RO S I —H 2T 25D
REETH L,

(a) making a decision to disclose all or a part of the personal information the
administrative entity holds that is recorded in that administrative or
similar document;

2 ATBRERIE A BIES + =48 — I L <3S I, MSAATEOE NEIFRAR
ERE NSRS —I0A L <35 U HMABASRE] ITBHRERE HRARIES =
G — TSI “HOBEITHE T OHEZERIT TVDEHDIZRS, ) OHEIS
FVEBEREORBOMESEZ 5252 L,

(b) providing an opportunity to submit an opinion under Article 13,
paragraph (1) or paragraph (2) of the Administrative Organs Information
Disclosure Act, under Article 14, paragraph (1) or paragraph (2) of the
Incorporated Administrative Agencies Information Disclosure Act, or under
the information disclosure ordinance (limited to those with provisions
equivalent to Article 13, paragraph (1) or (2) of the Administrative Organs
Information Disclosure Act);

= ATBUREE O R K ONEE O EN O MG/ EE IC X EO 2 WEHAN T, FHE 1
REFE—HOIEEEIZWEN, YK EAER 7 7 A VAR T 2R A AEHREZMT L
TEAMTIEREERT L ENTELHLDOTHDL Z &,

(iii) anonymized personal information can be prepared in a way that processes
the personal information the administrative entity holds that constitutes a
personal information file in accordance with the criteria set forth in Article
116, paragraph (1), and to extent that it does not hinder proper and smooth
management of processes and services by the administrative entity.

4 ZOEIZBWT UTBUEBESEA M THERT 7 4 v] i3, ITEHEREEES TG

WEELHEROEEGYM TH-> T, RITBHITFTLHDEN I,

(4) The term "anonymized personal information file the administrative entity
holds" in this Chapter means a collective body of information comprised of
anonymized personal information the administrative entity holds, as set forth
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below:

— FFEOITBHIEEFEA N TERZEFHEERZ NN TR T 22N/ TED LD
(CIRRAVICHERL L T2 b D

(i) those systematically organized so as to be searchable for particular
anonymized personal information the administrative entity holds, by using a
computer;

— EIEICHEST D b ODIE, FEOITBHRBEEES M T RE A S ITHRETH 2 &
MTEDLEIICERMITHERLLTZBDLE LTEHSTEDDLHOD

(i1) beyond what is set forth in the preceding item, those prescribed by Cabinet
Order as having been systematically organized so as to be searchable for
particular anonymized personal information the administrative entity holds.

5 ZOFEIEWT TRFIZEEEMAG R L1, M7 AILEROBEE LI T MSIAT
BOEADRA T 2 AEH (BEEEMAEHRZRS, ) O b oKL oo
FAFITN U T AN T 2 RG22 ER, RALTOMDOARFIZENECRNE D ITED
B DICHRFICEE A ET 5 b D & LT A ILFIEDN LB CED Db ENE END
ENIEHRE VD,

(5) The term "sensitive personal information prescribed by local ordinance" in
this Chapter means personal information (excluding sensitive personal
information) that is held by a local government organ or local incorporated
administrative agency and that is comprised of identifiers or their equivalent
prescribed by a local government's ordinance, accounting for the regional
characteristics and other circumstances, as those of which the handling
requires special care so as not to cause unfair discrimination, prejudice, or
other disadvantage to the identifiable person.

A ITBUREEICK T 2 EAFREOBK
Section 2 Handling of Personal or Other Related Information by
Administrative Entities

(&l AR 2R D LRA D il BRAE)
(Restrictions on Holding Personal Information)

BNt TBURBEEIL. MABREZRAT I8 TR By (RAZED, F
RNEARNEE ZHE =5 R OEN S, FHANHIUERE S 5 RO =51 QN5 Ui
IZEWTRH L, ) OEDDFERE TEBZZITT DORBERGEIZRY | 23D,
ZOFMMABERZ TE LR EE LRITHILZR D220,

Article 61 (1) Administrative entities may hold personal information only when
necessary for conducting processes and functions under the jurisdiction
provided by laws and regulations (including local ordinances; the same applies
in Article 66, paragraph (2), items (iii) and (iv), Article 69, paragraph (2), items
(i1) and (iii), and Section 4), and must specify the purpose of use of personal
information as much as possible when holding this information.
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2 ATEOEREE I, AIEOHEIC LV FE I NT-FH B ORI HE 72 FHH A 2 T,
ANIEHREZRA L TE R B 720,

(2) Administrative entities must not hold personal information beyond the extent
necessary for the purpose of use specified pursuant to the provisions of the
preceding paragraph.

3 ATEREEIE X, FIHEMZEZET55581C1%, ZERTOF A B/ &MY OB E Mt %
AT 5 EAHEMICED LN LHIPHE X TIT> TT R 2RV,

(3) Administrative entities must not alter the purpose of use beyond a reasonable
extent from that of the original purpose of use.

(FIH BB DBIR)

(Clear Indication of the Purpose of Use)

BNt ATBOREIEIL. AN ESEER (B Z ZT, ) ISk ey
EANDOENEREZTGT 5 & EX, RICBITL2565%2KE, &0 0H, RAICK
L. ZOFAMAMZHRLZ2TNE RSB0,

Article 62 Before an administrative entity directly acquires personal information
on an identifiable person that is recorded in a document (including an
electronic or magnetic record), the administrative entity must clearly indicate
the purpose of use to that person, except in the following cases:

— ANOKEm, HEXNIMEOREDOT-DICRBIKLENH D L X,

(1) cases in which there is an urgent need to protect the life, wellbeing or
property of an individual;

= OFMHABEBEARNCHRT L ZEICED RAXIIE =FDAMm, FK, MEZD
fLDOHEFMFE L ET LB ENRHDH & X,

(ii) cases in which indicating the purpose of use to the identifiable person
clearly is likely to cause harm to the life, wellbeing, property, or other rights
or interests of the identifiable person or a third party;

= FMHABBZARNCHRT L Z EI2EY, EOMEE, MAZATBOE NS, Hi5 A
IR ST T ANEAT BOE N DT 9 85 AT FZE O E R BT & % & iﬁ“k‘%%m‘i
boHEE,

(iii) cases in which indicating the purpose of use to the identifiable person
clearly is likely to hinder the proper execution of the process or service of a
national government organ, incorporated administrative agency or other
prescribed corporation, local government, or local incorporated
administrative agency;

W BREOKRENPSATHHBIBHALNLTHL EROLNLD L&,

(iv) cases in which the purpose of use is found to be clear in light of the
circumstances of the acquisition.

(AN 1E 22 R 0 2K 1)
(Prohibition of Inappropriate Utilization)
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FART=4 TBUHREOR (B KB/ HE WS K OH L5 OB TED DS -
TiE, TOMBEZLICBATEDLIEEZ V), UTFTZOBEKOEH LHUEKIZENT
T, ) . HIALMEOKE, MIZATEIENFE L OMGTMSATEIEN (LT Z 0=
MOREIZBNT UTBHEEAORSE] Lo, ) 1E, BIEXIIARYRITAZE L,
XIFFHERTHBENN DD FIECIVFEAEFEHREZFAH L TR SR,

Article 63 The head of an administrative organ (for any organ designated by
Cabinet Order referred to in Article 2, paragraph (8), items (iv) and (v), the
head is designated for each respective organ by Cabinet Order; hereinafter the
same applies in this Chapter and Article 174), a local government organ, an
incorporated administrative agency or other prescribed corporation, and a local
incorporated administrative agency (hereinafter referred to as an
"administrative organ's head or administrative entity" in this Chapter and the
following Chapter) must not utilize personal information using a method that

has the possibility of fomenting or inducing unlawful or unjust act.

(i 1F 72 BuAS)
(Proper Acquisition)
FARTME TEHEORFEIL, B0 ZOMAEDOFEICE Y EAFRZ TG L Tidk
5720,
Article 64 An administrative organ's head or administrative entity must not

acquire personal information by deception or other wrongful means.

(IEfeME DO RELR)
(Keeping Accuracy)
FRtTHSE ATEHEOEZIL, FIHBOOERICLEREEFHEN T, RAEAE R E
EXTBAEOFRRELEAET H X OBDR TR BN,
Article 65 An administrative organ's head or administrative entity must
endeavor to keep personal information the head or entity holds consistent with
the past or the present facts within the scope necessary for fulfilling the

purpose of use.

(22 PRAE TR
(Measures for Managing the Security of Personal Information an
Administrative Entity Holds)
BN RS TEHEEOREFIL, RABEAEHROM A, R SUIBAB O IEZ DOfth o
RAEANEROLREFDO - OIZMLE DU R E 25 U T ide b2,
Article 66 (1) An administrative organ's head or administrative entity must take
necessary and appropriate measures for managing the security of personal
information the administrative entity holds, preventing its leaking, loss or

damage.
2 HAHHOBEIX. WOBFITEIT H2ENLYEUEFIED D EELIT I HEIZBIT D #
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MNERDO RPN O THER 5,

(2) The provisions of the preceding paragraph apply mutatis mutandis to cases in
which a person set forth in each following item handles personal information in
conducting services as prescribed in each item respectively:

— ATEHERE OB AT ROBB N OEFEZ T YRt e T2 %5

(i) a person entrusted by an administrative entity with the handling of
personal information: that entrusted service;

= fREEEE (Mrainlk (S TAEARE Rt E) B EUA USROS
SHICHET AHREEHEE VD, ) ARk ([FEHE ZEU-HIH4EE —HIcH
ETDHAOMHE D, ) OEHEOER

(ii) a designated administrator (meaning a designated administrator prescribed
in Article 244-2, paragraph (3) of the Local Autonomy Act (Act No. 67 of
1947)): management service of a public facility (meaning a public facility
prescribed in Article 244, paragraph (1) of that Act);

= BEPNEFE-HASICBT2E ERCESEITIOEB THOH-oTHRTEDD
2

(iii) a person set forth in each item of Article 58, paragraph (1): service which
1s conducted based on laws and regulations and specified by Cabinet Order;

W EEHNRE HE ST 2FH FHEAZICEDLEHD O BIETITHESET

IEBTHOTHTTEDDLHD

(iv) a person set forth in each item of Article 58, paragraph (2): business
prescribed in each item of that paragraph which is conducted based on laws
and regulations and specified by Cabinet Order;

T A& ST 2E DD YA TICED D EBDOEGE (L ELOEREIZh- 5 &5t
raile, ) BZITTE UBEEEZUTED

(v) a person entrusted by a person set forth in each preceding item with service
prescribed in each item (including entrustment via two or more layers): that
entrusted service.

(TEFH D)
(Employee's Obligations)

FAFESR BABROBRNCHEF T DITBHEESE O AR L IIME Th o 724,
AT " HHE S ICED D EBITHERE L TODHER L ITHEHE L Tz U T B
FIZBWTEAFE RO B NIHERE L TV L IRIE T EE (J7EF IRIEFE O ERE
B ORER K IRIE F7 @ E OREFEIZET HEE (HIASHEERBNHNG) B 5%
FFICHETDIRETBEL NS, LTFTZORELTHEEHARKIZBWTHLE, )
L IR L TWIRE HFEF L, ZOEBICE L TH A AERONE % 7
VI ANIZE B, T ARG R BAICHIE L TR 6720,

Article 67 An employee or a former employee of an administrative entity that
handles personal information, a person engaged in or formerly engaged in
business prescribed in each item of paragraph (2) of the preceding Article, or a
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staffing agency worker or a former staffing agency worker (meaning a staffing
agency worker prescribed in Article 2, item (ii) of the Act on Securing the
Proper Operation of Worker Dispatching Businesses and Protecting Dispatched
Workers (Act No. 88 of 1985); hereinafter the same applies in this Chapter and
Article 176) that handles personal information must not disclose personal
information acquired in the course of that employee's work to other persons
without reason or use this information for an unjust purpose.

(T 2\ D %)

(Reporting Leaks)

FNTINE ATEHEEOREIL, RABEAGHROR AV, WK, BEZOMOLRAEA
BHROLEDHERITBELFERTH > THADHEAFIRZE T LBZNANRENHD &
L CTEANEREEZESHAITED DL ONRAE Uz & X%, EAERRERZBESHN
TEDDHEZAICEIY, YEFENEULLEE2MANEHREEZESICHRE L2
IRBTR,

Article 68 (1) If there is a leak, loss or damage and other situation concerning
the security of the personal information an administrative entity holds as
prescribed by Order of the Personal Information Protection Commission that is
highly likely to harm individual rights and interests, the administrative
organ's head or administrative entity must report to that effect to the Personal
Information Protection Commission, pursuant to Order of the Personal
Information Protection Commission.

2 FIEICHET 2HEIE, TEERBAORFIL, AANCK L, FAFBRKEZESH
HITEDD L ZAICLY, BFHFEENELCLEZEA LR TNIE R0, 72721,
ROFZDNTNMTEETH L EIE, ZORY TRV,

(2) In cases prescribed in the preceding paragraph, an administrative organ's
head or administrative entity must notify an identifiable person of the
occurrence of the situation pursuant to Order of the Personal Information
Protection Commission; provided, however, that this does not apply to cases
falling under any of each following item:

— ARA~O@EMHBPWE/R G Th > T, KNOHEFFRIE ZRET D0 0ER N
IR NEHEL LD L,

(i) cases in which it is difficult to give a notification to the identifiable person,
and necessary alternative measures are taken to protect the person's rights
and interests;

= HERAEAERICEEFNEE -EHS SR A FROVWTALNEENLD &
ER

(i1) cases in which the personal information the administrative organ or agency
holds includes any of information set forth in each item of Article 78,
paragraph (1).
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(R K O L il BR)

(Restrictions on the Use and Provision)

EARTILE ITEHBE O RHIL, ERICESGAEERE, FIHBERMUAOBRDZH
CHRABEAE®RZ B OHA L, IR L TE R 620,

Article 69 (1) An administrative organ's head or administrative entity must not
personally use or provide other persons with personal information the
administrative entity holds for any purpose other than the purpose of use,
except cases based on laws and regulations.

2 FIHOBEIC»DD LT, TBHEORSEIE, KOBZTONTNNIEET 5 LR
WHEEE, FMHBMUANADO BT DIZRAEAEHREZ B SRA L, XIXRET 5
ZENTED, L, IRAMANEHRZFE AL BOZOIZH BRI L, X
TR 5 2 21> T, KRATIFH =FOEFFIEEZ R YIIRETLIBENRDH D
ERROLND EEIL, ZORD TRV,

(2) Notwithstanding the provisions of the preceding paragraph, when finding the
case to fall under circumstances specified by any of the following items, an
administrative organ's head or administrative entity may personally use or
provide other persons with personal information the administrative entity
holds for any purpose other than the purpose of use; provided, however, this
does not apply if it is found that using that personal information personally or
providing it to other persons for any purpose other than the purpose of use is
likely to cause unjust prejudice to the rights or interests of the identifiable
person or a third party:

— RANOREN®HD L&, IIRNRUET D & &,

(i) if the personal information the administrative entity holds is used or
provided with the identifiable person's consent, or if it is provided to the
1dentifiable person;

= ATBOBEE A D OB O D ITEEE XX OB TIC LB 7 BREE CORA E G
ZNETHAT 256 Th-o T, UERABEANEREZFTT 2 Z LIZHOWTHEYED
HEnd o L&,

(ii) if the administrative entity uses personal information it holds within the
organ only to the extent necessary for managing processes or services under
the jurisdiction provided by laws and regulations, and there are reasonable
grounds for the use of that personal information;

= fOITBER, ISTATEOE N, 5 A LR OB R I H ST AT EOE NI R
ABEANEHRZRIET D2HEICBWT, RABEAEROEBIZ ZT DH D ETOE
D 5 HH ST ER OBATIC LB R RE TREITR LB ABREFT L, o, HiX
EABEREZFAT 22 LIZHOWTHYOFEND D & X,

(iii) if the personal information the administrative entity holds is provided to
other administrative organ, incorporated administrative agency or other
prescribed corporation, local government organ, or local incorporated
administrative agency; the person that receives the information uses it only
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to the extent necessary for managing the processes or services under its
jurisdiction provided by laws and regulations; and there are reasonable
grounds for the use of that personal information;

W A =52 8T 25 6 0IE0, FHHE OB SUIFMIIFED B B9D 72 DI kA H

NEHZ AT 2 L& RALSADOF TR ST 2 Z LA SR ANDOFIERITR D
L&, ZOMERARERAFHR LA D Z L ITOWTHRHOBEADLR H 5 & X,

(iv) beyond what is set forth in the preceding three items, if the personal
information the administrative entity holds is provided exclusively for
statistical purpose or academic research purpose; provision of the
information to other persons is obviously beneficial to the identifiable person;
or there are other special grounds for providing that personal information.

3 RIEOBE., RAEAEHROFH LR Z HIR T 2 o ik5 OBLUE O H % 1
F5H O TR,

(3) The provisions of the preceding paragraph do not preclude the application of
the provisions of other laws and regulations which restrict the use or provision
of personal information an administrative entity holds.

4 ATBUHRRORFEIL. EAOHEFFIE ZRET DT ORICRERH L RO D L &I
T%ﬁﬂﬁlk G OFH B HILLAA D B #) O 72 8 O4T B R % O NERIZ 3 1T 5 F %3:%‘/1:0)
ERRAE L < IR SO B ISR D b D &5,

(4) When finding it particularly necessary for protecting the individual rights
and interests, an administrative organ's head or administrative entity is to
allow only particular departments, agencies, or employees within the organ to
use personal information the administrative entity holds for any purpose other

than the purpose of use.

(BRA NG ROFRMEZZ T 5 F 13T 5 RE ER)
(Making Requests of Persons that Receive Personal Information an
Administrative Entity Holds)

FL+E TBEEEORE X, AHBEROTD Riﬁﬁ%%#%ﬁ%*”%b< U
DHEIZHESE, RABAFERZEZET 2G5BT, RERHDL RO DL & XX,
A EANTEROBRA L Z T 5F ISR L, 245 Jrﬁ“éﬂﬁl)\fﬁ WwIZoONWT, ZORHDHE
B L < I HEDOHIRZE OMMER IR 24 L, XULE DRV O % OfthdfE A
THMOWE R EHDOT-DICHERIELHT D L2z RODBDET D,

Article 70 When an administrative organ's head or administrative entity finds it
necessary in providing personal information the administrative entity holds for
the purpose of use or pursuant to the provisions of paragraph (2), item (iii) or
(iv) of the preceding Article, they are to impose restrictions on the purpose or
method of use of the personal information they provide or any other
restrictions considered necessary on a person that receives that personal
information, or request the person take necessary measures to prevent the
leaking of and for the proper management of that personal information.
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GENZ & 2 5 = ~ DAL D H[R)
(Restrictions on the Provision of Information to Third Parties in Foreign

Countries)

FHLt—% TBHEBEORSIL, SE RO S 5 E TRz WS, BITFZ 0

RIZBWTRHC, ) (EAOHEFREZR#EST D ETHRAE L RFOKEIHD LR
D HNDENEFROREICEAT HHELZ AL TWDHIEE L THEANGEHRAREZ B
HITEDDHDEERLS, UTZORIZBWTRL, ) ChrHE=FH (FEHALE-H
WCHRET HEANT — X OB IZ O W THIES S OBEIC LV FLE _HICHET
HENTERBEFEENFETRELEIN TV HHFEICHY T o E (F -HICB
WT THEYHE] ), ) ZHEMICET 2720 E e b o & U TE A G HIRE
ZESHAITED D EMEICHEAE T HHHZEHE L TV DEEERLS, LT ZOHEELUK
HIZBWTRE L, ) ([ BRSSO BEO 72D I RA 18 NG )2 174t 2 5481203,
BRI S IGAE K OEARHILEHE U SI2BIT 25 6 2R<1E0, HHNLEDH
SNENC S 55 = FH ~DRMEEZHE DD EORNDOREZERTIILR B0,

Article 71 (1) Except in cases based on laws and regulations or set forth in

2

Article 69, paragraph (2), item (iv), before an administrative organ 's head or
administrative entity provides personal information the administrative entity
holds to a third party (excluding a person that has established a system that
conforms to standards prescribed by Order of the Personal Information
Protection Commission as necessary for continuously taking measures
equivalent to the one that a business handling personal information prescribed
in Article 16, paragraph (2) is to take concerning the handling of personal data
prescribed in Article 16, paragraph (3) pursuant to the provisions of Section 2
of the preceding Chapter (referred to as "equivalent measures" in paragraph
(3)); hereinafter the same applies in this paragraph and the following
paragraph) in a foreign country (meaning a country or region located outside
the territory of Japan; hereinafter the same applies in this Article) (excluding
those prescribed by Order of the Personal Information Protection Commission
as a foreign country that has established a personal information protection
system recognized to have equivalent standards to that in Japan regarding the
protection of individual rights and interests; hereinafter the same applies in
this Article) for any purpose other than the purpose of use, the administrative
organ's head or administrative entity must acquire the identifiable person's
consent to the effect that the person approves the provision to a third party in
a foreign country.

ITBHSBA D RFE X, ATHEHOBEIC LIV ARANDFRELZSG LS LT 556101E. BEAE
WMRELZBSHIHITEDD L ZAIZED, &6 LD, B EICKE T M AFHRD
TR ICBAT DM, UREHE =E DT DA RORED 72D OIFE L O H7EAN
IZBE LR D NEHEWME LHARANTRUE L 2T TR 57220,

(2) When intending to obtain an identifiable person's consent pursuant to the
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provisions of the preceding paragraph, an administrative organ's head or
administrative entity must provide the person in advance with information on
the personal information protection system of the foreign country, on the
measures the third party takes for the protection of personal information, and
other information that serves as a reference to the person, pursuant to Order of
the Personal Information Protection Commission.

3 ITBUERI ORI, RARAERENEICH 25 =& (G5 —HITHIET L IR 2 5
L TWDHEICRD, ) ICHABBUSNOBBO DI L2 5E1iE, Emickk
DL GE R OEARHIERE ZHENSI2HT 256 2R <130, FANGHRREZES
HAITED D L 2 ALY, YiZH —F I DL EOM 72 Ehe 2 kT 57
DICHBERIEBELZH/T DL LI, RAORDIZIE U TYRLERFFEICE T 5 HH
ZMEARNCRME L2 T2 670,

(3) Except in those cases based on laws and regulations or set forth in Article 69,
paragraph (2), item (iv), when an administrative organ's head or
administrative entity has provided personal information the administrative
entity holds to a third party in a foreign country (limited to a person that has
established a system prescribed in paragraph (1)) for any purpose other than
the purpose of use, the administrative organ's head or administrative entity
must take necessary measures to ensure continuous implementation of the
equivalent measures by the third party, and in response to the identifiable
person's request, provide the person with information on the necessary
measures, pursuant to Order of the Personal Information Protection

Commission.

(fiE) N BB S DRk 2 52 1T 2 Tk 2 fFE 2 K)
(Making Requests of Persons that Receive Information Related to Personal
Information)

et & TEHEEORFIL, B ICEABEEREZEILT 256 (S%E =1
YA ANBEE R A AEHRE L THS T2 2 EPEESNLILEICERD, ) 28N
T, MERDD DD L X1, YiLHE A Iox L, ISR 2 A BEE I HIZ D
T, TORHOBBE L ITHEOHIRZEOMMLEZRFIRET L, XIXZEDRKZ VO
B 1k Z O o fE N BIE#EIE R OB Y 2 EHEO - DI LB REEEZ#HET LI 2RO DB
DETD,

Article 72 When finding it necessary in providing information related to
personal information to a third party (limited to cases in which it is assumed
that the third party acquires the information related to personal information
as personal information), an administrative organ's head or administrative
entity is to impose restrictions on the purpose or method of use of information
related to personal information that they provide or any other restrictions
considered necessary on the third party, or request the person take necessary
measures to prevent the leaking of and for the proper management of the
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information.

(B4 N LA R D Bl MR D 38 75)
(Obligations on the Handling of Pseudonymized Personal Information)

FE+ =% TEEEORFIL, ETICESKHEEZERIIN, REMTIE®R (EAFE
WTHLLOERLS, UFZORKOEE _FNERIZBWTRHL, ) 28 =F (4%
WAMTAEROBFNDOLFEEZZ T eF 2R, ) ICREL IR 620,

Article 73 (1) Except in cases based on laws and regulations, an administrative
organ's head or administrative entity must not provide pseudonymized
personal information (excluding those that are personal information;
hereinafter the same applies in this Article and Article 128) to a third party
(excluding a person entrusted with the handling of the pseudonymized
personal information).

2 ATBUHEBIORZ L, £ O #5440 T H O 2\ OB 1k % O Al 46 I T4k #
DL EFED T2 (T OuE Y 2 R E 2 5% U7 i ud 7z 570,

(2) An administrative organ's head or administrative entity must take necessary
and appropriate measures for managing the security of personal data including
preventing the leaking of pseudonymized personal information they handle.

3 ATEBHEREORFIL. IRAMTIFEWMEZ D 512872 - TE, EFICES LS 2Kk
&, YURRA I TEROIERICHV ST E NF IR D RN ZRS 572D, H
BRiE S (AN TAEHMOERIZ AV S VA E H D © HIBR S AU 72 5ol %5 K OVl A
AR A 0 N U+ — S —THOBUEIC X VATON TN Lo HIEIZET 2 1R Z2 0
D, ) HUF L., UFHZBEAMTIGRZMMOFRE BE L TR0,

(3) Except cases based on laws and regulations, in handling pseudonymized
personal information, an administrative organ's head or administrative entity
must neither acquire deleted or other related information (meaning identifiers
or their equivalent, individual identification codes, and information on the
method of processing as performed under Article 41, paragraph (1) that have
been deleted from the personal information used to prepare the pseudonymized
personal information), nor collate the pseudonymized personal information
with other information, in order to identify the person identifiable by personal
information that was used to prepare that pseudonymized personal information.
4 TEEAORFIT., RAMTEREZ IO OIS 2> TE, ERICESSLE LR
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(4) Except cases based on laws and regulations, in handling pseudonymized
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personal information, an administrative organ's head or administrative entity
must not utilize a contact address and other information contained in the
pseudonymized personal information for telephoning, for sending by mail or by
correspondence delivery prescribed in Article 2, paragraph (2) of the Act on
Correspondence Delivery by Private Business Operators conducted by a
general correspondence delivery operator prescribed in Article 2, paragraph (6)
of that Act or a specified correspondence delivery operator prescribed in Article
2, paragraph (9) of that Act, for delivering a telegram, for transmitting
information using a facsimile machine or electronic or magnetic means
(meaning means that use electronic data processing system or means that
utilize other information communication technology as prescribed by Order of
the Personal Information Protection Commission), or for visiting a residence.

5 RIFHOBUET, TTBHEEDOREN SRA M TIGFRO B NDEFE (ZLL LD BRE
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(5) The provisions of each preceding paragraph apply mutatis mutandis to cases
in which a person that has been entrusted (including entrustment via two or
more layers) with the handling of pseudonymized personal information by an
administrative organ's head or administrative entity conducts the entrusted
business.

F=E MEABHZ ANV

Section 3 Personal Information Files

(E NG 7 7 A NV OLRAFITEE S % AT )
(Advance Notification on Holding Personal Information Files)

FERLS TBOEE (RFRERZRS, LT ZORICBWNTRHLE, ) HMEAFHRT
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Article 74 (1) Before an administrative organ (excluding the Board of Audit;
hereinafter the same applies in this Article) intends to hold personal
information file, the head of the administrative organ must notify the Personal
Information Protection Commission of the following matters. The same applies
to cases in which an administrative organ intends to alter any matters for
which notification has already been given:

— EHAFE®T 7 A VDL

(i) the name of the personal information file;

T UHHEOAH L OMEANE®R T 7 A VB RAIC I N FEHE O S E DD
Zaas

(i1) the name of the organ and the name of the organizational section in charge
of the processes for which the personal information file will be used;
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(iii) the purpose of use of the personal information file;
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(iv) particulars recorded in the personal information file (hereinafter referred
to as the "recorded particulars" in this Section) and the scope of individuals
that are recorded in the personal information file as an identifiable person
(limited to those who can be identified through a search without another
individual's name, date of birth, or other identifiers or their equivalent; the
same applies in item (ix) of the following paragraph) (this scope is
hereinafter referred to as the "scope of record" in this Section);

B EAE®T 7 A VICERER SN DEAER (LU ZofilicksnT IEakfEdR v
. ) DOIETIE

(v) the means of acquiring the personal information recorded in the personal
information file (hereinafter referred to as the "recorded information" in this
Section);

AN GLERIEERICEEEMEAE AT END L SE, £DE

(vi) if the recorded information contains sensitive personal information, an
indication to that effect;

t  FUERIEH A YRR O F ISR FE BRI 2 AT, F ORI

(vii) if the recorded information is routinely provided to a party outside the
that organ, the name of that party;

N REFE-HOBEIZESE, G E O —HE L ITFEHEZH L IFFT5IcEd
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(viii) if a part of the recorded particulars or the matters set forth in item (v) or
in the preceding item are not to be contained in the personal information file
register, or the personal information file is not to be contained in the
personal information file register pursuant to the provisions of paragraph (3)

of the following Article, an indication to that effect;

L BETAREE -H, BILEERE -EXIELHN\EE - HOBREIZ L D5k L%
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(ix) the name and address of the organization that accepts the request
prescribed in Article 76, paragraph (1), Article 90, paragraph (1), or Article
98, paragraph (1);

+ FBAEFE-HEE LEXTIFENL NG -HEELECEKY T EXE, 20

=]
(x) if the proviso of Article 90, paragraph (1) or the proviso of Article 98,
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paragraph (1) applies, an indication to that effect;

T ZOMBE TED D FHE

(xi) other matters prescribed by Cabinet Order.

2 FIEOHEIL. RITHITHMEANERT 7 A Mo TIE, @A LRV,
(2) The provisions of the preceding paragraph do not apply to the personal
information files set forth in the following:

— HoOREe, AR EOWEEOMOEOEKLRFGEIZET 2 FHEAZTLHET DE AN
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(i) a personal information file that contains matters concerning the national
security, diplomatic secrets, and other important interests of the State;

= RSRoMA . MBLUZE T 2 EFROBIEIZ IS < JLRIFEM O A XA TF O
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(ii) a personal information file prepared or acquired for criminal investigation,
investigation of tax crimes based on the provisions of laws related to tax, or
instituting or keeping a legal proceeding;

= HPHEEOBB XIIBE THoEIRLIEAER 7 7 AL ThHoT, EHZED
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(iii) a personal information file for employees or former employees of that organ,
which exclusively contains information concerning their personnel, wages,
welfare benefits, or any equivalent matters (including a personal information
file concerning an employee recruitment examination conducted by that
organ);

W HHRBRAOREFHREELEO QT 2720 DM AEFHR 7 7 1 v

(iv) a personal information file exclusively used for the purpose of experimental
computer processing;

T APEOBUEIC XD EENAR D EAEHRT 7 A AT FLER STV D R ek i o 25
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(v) a personal information file which contains all or a part of the recorded
information contained in another personal information file subject to the
notification prescribed in the preceding paragraph, if its purpose of use,
recorded particulars, and scope of record are within the scope of those subject
to that notification;

N —AEURICHET 22 L LR D EEMO A ZRET D2BEANFHT 7 1 L

(vi) a personal information file that contains only recorded information that
will be erased within one year;

t ERZEOMmOMEE L <X O R UIFEE LS EZEE O oo IR AT 5
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(vii) a personal information file containing recorded information to be used for
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sending materials or any goods or money or for making necessary business
contacts, which only contain the names, addresses and other necessary
details concerning the recipients;

N BRE RIS ORI 2720 O BICESEER L, UTBUS T 2 AE
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(viii) a personal information file that an employee prepares or acquires based
on that employee's initiative for academic research purpose, if the recorded
information is used exclusively for those academic research purpose;

L RKNOERBAG TED 28I 722 WEANE R T 7 11

(ix) a personal information file for which the number of the identifiable persons
is less than the number specified by Cabinet Order;

+ B=E0HiEETICBITOEAEHRT 7 A NVHETHHLDOE LTEHATED D
BANERZ 7 1V

(x) a personal information file specified by Cabinet Order as being equivalent
to any of the personal information files set forth in item (iii) through the
preceding item;

+— EARTERE _HE SR EAERT 7 AV

(xi) a personal information file in relation to Article 60, paragraph (2), item (ii).

3 ITBUERORIL, BH—HICHET 2 FEAZ B LIZBEAEHRT 7 A 1ITHONT, Y
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(3) If an administrative organ ceases to hold the personal information file for
which notification of the matters prescribed in paragraph (1) has been made or
that personal information file comes to fall under item (ix) of the preceding
paragraph, the head of the administrative organ must notify the Personal

Information Protection Commission to that effect without delay.

(ENEHR 7 7 A VO VER M NAFR)
(Preparation and Publication of Personal Information File Registers)
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Article 75 (1) An administrative organ's head or administrative entity must
prepare and publish a register containing the matters listed in paragraph (1),
items (i) through (vii) as well as items (ix) and (x) of the preceding Article and
other matters as prescribed by Cabinet Order with regard to the respective
personal information files held by the administrative entity to which the head
or entity in question belongs (that register is hereinafter referred to as the
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"personal information file register" in this Chapter).

2 FIEOHEIT. WRITHITHMEAERT 7 A VIO TR, @A LRV,

(2) The provisions of the preceding paragraph do not apply to the personal
information file set forth in the following:

—  HISRER IS DR £ TSI A ARG ® T 7 A L
(i) a personal information file set forth in items (i) through (x) of paragraph (2)
of the preceding Article;

ATEOHIEIZ LD ARITMRDMENIFIR T 7 A WAZFEE S LTV Lk oo 2
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(ii) a personal information file which contains all or a part of the recorded
information contained in another personal information file subject to the
publication prescribed in the preceding paragraph, if its purpose of use,
recorded matters, and scope of record are within the scope of those subject to
that publication;

= AT OEAERT 7 A NVICHETLIEDL LTBHTEDLIBARBHRT 7 1
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(ii1) a personal information file designated by Cabinet Order as being
equivalent to the personal information file listed in the preceding item.

3 BHOBUEIZ»ND LT, ITBHEEO R, REEB O —HE L IXi&E —
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(3) Notwithstanding the provisions of paragraph (1), if an administrative organ's
head or administrative entity finds that inclusion of a part of the recorded
particulars, the matters listed in paragraph (1), item (v) or (vii) of the
preceding Article, or a personal information file in the personal information file
register is likely to particularly hinder the proper execution of processes or
services in relation to the purpose of use due to their nature, the
administrative organ's head or administrative entity may refrain from
including that part of the recorded particulars, the matters listed in those
items, or the personal information file in the personal information file register.

4 MG SRR OB RS SU T T AMANATBUE NS DWW T O —HOBUE D I DWW T
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(4) With regard to applying the provision of paragraph (1) related to a local
government organ or a local incorporated administrative agency, the term
"other matters as prescribed by Cabinet Order with regard to the respective
personal information files held by the organ to which the head belongs" in that
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paragraph is replaced with "other matters as prescribed by Cabinet Order with
regard to the respective personal information files held by the organ to which
the head belongs, and also congaing an indication that it includes sensitive
personal information prescribed by local ordinance, if that is the cases".

5 HIFEOBEIL, H5 AR ORI SUIHIGTMSIATBUEADL, RBITED D & Z
ALY EANERT 7 A VL TR OE NG HRORA ORBUZE T L FHA TR L
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(5) The provisions of each preceding paragraph do not preclude a local
government organ or a local incorporated administrative agency from
preparing and publishing a register that is different from the personal
information file register and contains matters regarding the status of holding

personal information, as prescribed by local ordinance.

EIUE  BER. FTEROFIAEL
Section 4 Disclosure, Corrections and Ceasing to Use
B BAR

Subsection 1 Disclosure

(B REE K HE)
(Right to Request Disclosure)
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Article 76 (1) Any person may request that an administrative organ's head or
administrative entity disclose personal information by which that person is
1dentifiable and that is held by the administrative entity to which the head or
entity in question belongs, pursuant to the provisions of this Act.

2 REFEER L <IIRAFEEE R OEERBAITIANOEEIC L HREAN (LTS
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(2) A legal representative of a minor or adult ward, or an agent privately
appointed by the identifiable person (hereinafter collectively referred to as an
"agent" in this Section) may make a request for disclosure (hereinafter referred
to as a "request for disclosure" in this Section and Article 127) provided in the

preceding paragraph on behalf of that person.

(B REH sk D Fe)
(Procedures for Requests for Disclosure)

FL+tEsE BARGERIL, RICET 2 FHATLH L-EE G =HIZB W T [BH/RGER
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Article 77 (1) A request for disclosure must be made by submitting a document
containing the matters listed in the following items (hereinafter referred to as
a "written request for disclosure" in paragraph (3)) to the administrative
organ's head or administrative entity:

—  PARFER &R T 2 H O KA K OMERT UL ERT

(1) the name and address or residence of the person making the request for
disclosure;

= BAREERITAR D R A N IE AN LS S AL TV DATBOCE S DA FRE OO BHREE
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(ii) the name of the administrative or similar document containing the personal
information the administrative entity holds which is subject to the request
for disclosure, or other matters sufficient for identifying that information
subject to the request.

2 FAHEOBEICBNT, FRFERZzTLHIL, BT TEDDL EIAICLD . BRGEK
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(2) In the case referred to in the preceding paragraph, as prescribed by Cabinet
Order, the person making the request for disclosure must present or submit a
document to indicate that the person is the person identifiable by the personal
information the administrative entity holds that is subject to the request for
disclosure (or the agent of the person, in the case of a request for disclosure
under paragraph (2) of the preceding Article).

3 ITBUEREIO RS, BRERBICER ELOARHER S S RO D & X1, BRiERE
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(3) If an administrative organ's head or administrative entity finds a formal
deficiency in a written request for disclosure, they may ask the person who
made the request for disclosure (hereinafter referred to as a "person requesting
disclosure" in this Section) to amend the request, by setting a reasonable
period of time. In this case, the administrative organ's head or administrative
entity must endeavor to provide the person requesting disclosure with
information that is helpful in the amendment.

(PR A 8 ANE R OB~ H)

(Obligation to Disclose Personal Information an Administrative Entity Holds)
FEHANE TBHEOESIX. ARERI® o7& X3, BARGERICHR DA AN
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X2 B 720,
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Article 78 (1) If a request for disclosure is filed, unless any of the information
listed in each of the following items (hereinafter referred to as "non-disclosure
information" in this Section) is recorded in the personal information the
administrative entity holds which is subject to the request for disclosure, the
administrative organ's head or administrative entity must disclose that
information to the person requesting disclosure:

— BAREERE (BL+AREE HOBEIC LV REANRAKANRD > THRGERE
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(i) information that is likely to cause harm to the life, wellbeing, livelihood or
property of the person requesting disclosure (or of the identifiable person, if
an agent makes a request for disclosure on behalf of that person pursuant to
Article 76, paragraph (2); the same applies in the following item and item
(iii) of this Article, paragraph (2) of the following Article, and Article 80,
paragraph (1));
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(i1) Information concerning an individual other than the person requesting
disclosure (excluding information concerning the business conducted by an
individual) by which a specific individual other than the person requesting
disclosure is identifiable from a name, date of birth or other identifiers or
their equivalent contained in that information (including cases in which it is
possible to identify a specific individual other than the person requesting
disclosure through comparing that information with other information);
which contains an individual identification code; or whose disclosure is likely
to cause harm to the rights and interests of an individual other than the
person requesting disclosure, if it is not possible to identify a specific
individual other than the person requesting disclosure; provided, however,
that the following information is excluded;

A ETOBEIZEY FETE L TBRGERERN MO Z N TE, XTHMDHZ &
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(a) information that can be made available to or is scheduled to be made
available to the person requesting disclosure pursuant to the provisions of
laws and regulations or by established practice;

B D&, B AR UEME R RET D120, BRT S DL BRETHD &
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(b) information which is found necessary to be disclosed in order to protect a
person's life, wellbeing, livelihood or property;
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(c) the part of the relevant information relating to the job of a public officer
or similar employee (meaning a national public officer prescribed in Article
2, paragraph (1) of the National Public Officer Act (Act No. 120 of 1947)
(excluding employees of an agency engaged in administrative execution
prescribed in Article 2, paragraph (4) of the Act on General Rules for
Incorporated Administrative Agency), employee of an incorporated
administrative agency or other prescribed corporation, local public officer
prescribed in Article 2 of the Local Public Officer Act (Act No. 261 of 1950),
or employee of a local incorporated administrative agency) and the
substance of the performance of their duties, if the relevant individual is a
public officer, and that information relates to the performance of the
duties;

= EANZOMOEL (E. MIATBOENE, #i57 ALK& O M NATBOE N %
R, AT ZOHICBNT NENFE] Lo, ) ([ZBT 21 HOUTBHRERE LSk
DEEZETFEADLFEEEICHTLIHERTH- T, RITHBIT b0, 27Z2L. A
DA MM, fEE, EIEXIIMEEZRET L0, HRTHZLERLETHDL RO L
NoERERL,

(ii1) the following information concerning corporations or other entities
(excluding the State, incorporated administrative agency or other prescribed
corporation, local public entity, and local incorporated administrative
agency; hereinafter referred to as a "corporation or similar entity" in this
item) or concerning the business that an individual other than the person
requesting disclosure conducts; provided, however, that information which is
found necessary to be disclosed in order to protect a person's life, wellbeing,
livelihood, or property is excluded;
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(a) information whose disclosure is likely to cause harm to the rights,
competitive position, or other legitimate interests of the relevant
corporation or similar entity or of the relevant individual;
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(b) information customarily not disclosed by the corporation or similar entity
or by the relevant individual, which has been voluntarily provided in
response to a request by an administrative entity on the condition of non-
disclosure, or information for which it is found reasonable to set that
condition in light of the nature of the information or the circumstances at
the time;
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(iv) information for which there are reasonable grounds for the head of an
administrative organ to find that its disclosure is likely to cause harm to
national security, cause damage to the relationship of mutual trust with
another country or an international organization, or cause a disadvantage in
negotiations with another country or an international organization, if the
head of the administrative organ makes a decision set forth in each
paragraph of Article 82 (hereinafter referred to as a "decision on disclosure"
in this Section);
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(v) information for which there are reasonable grounds for the head of an
administrative organ or the local government organ (limited to a prefectural
government agency) to find that its disclosure is likely to hinder prevention,
suppression or the investigation of crimes, keeping prosecutions, the
execution of punishment, and other matters concerning upholding public
safety and public order, if the head of the administrative organ or the local
government organ makes a decision on disclosure;
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(vi) information concerning deliberations, examinations or consultations
conducted in a national government organ, incorporated administrative
agency or other prescribed corporation, local government and local
incorporated administrative agency, or conducted mutually between them, if
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its disclosure is likely to cause unjust harm to the frank exchange of opinions

or the neutrality of decision making, unreasonably cause confusion among

the people, or unjustly bring advantages or disadvantages to specific persons;
t EORRE., MIZATEOENE . M7 ARSI T IMSIAT BOE N 03T 9 F555 T
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(vii) information concerning the processes or service conducted by a national
government organ, an incorporated administrative agency or other
prescribed corporation, a local government, or a local incorporated
administrative agency, if its disclosure is likely to have the following risks or
is likely to hinder the proper execution of the processes or service due to
their nature;
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(a) risk of causing harm to national security, damage to the relationship of
mutual trust with another country or an international organization, or a
disadvantage in negotiations with another country or an international
organization, if an incorporated administrative agency or other prescribed
corporation, a local government organ, or a local incorporated
administrative agency make a decision on disclosure;
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(b) risk of hindering prevention, suppression or the investigation of crimes,
keeping prosecutions, the execution of punishment, and other matters
concerning upholding public safety and public order, if an incorporated
administrative agency or other prescribed corporation, a local government
organ (excluding a prefectural government agency), or a local incorporated
administrative agency make a decision on disclosure;
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(c) risk of making it difficult to accurately understand facts concerning
processes relating to audits, inspections, supervision, examinations, or the
imposition or collection of tax; facilitating illegal or wrongful acts
regarding those processes; or making it difficult to detect those acts;
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(d) risk of causing unjust damage to the property benefit, or the position as
an interested party, of the State, an incorporated administrative agency or
other prescribed corporation, a local government, or a local incorporated
administrative agency concerning processes relating to contracts,
negotiations, or administrative appeals and litigation;

B OREMRIRLIEBICEL, ZOAENOEERNRZITE AYBIHET HB%
g

(e) risk of causing unjust hindrance to the fair and efficient execution of
processes relating to research and study;

~ ANFEHIRLIFBICEAL, AEPOHERANFEOMRKRICKEZ KIETBEN

(f) risk of causing hindrance to keeping impartial and smooth personnel
practices in processes relating to personnel management;

N ORSEATBOE NG HO7 NSRRI E 3 2 B2 T H T MSIATBOE NITHR 5
EICHL, ZORERE FOEYRFREEET 2BEN

(g) risk of causing damage to the legitimate interests arising from corporate
management with regard to the service of an incorporated administrative
agency or other prescribed corporation, of a business operated by a local
government, or of a local incorporated administrative agency.

2 HJ7 A IEFIMAR OB ST T IR NEAT BUE NS DWW T ORTEOBLUE O I 2T,
XS 7 21EH (0 L2001, THTF5FHR (BERAMSFEIOHEIC LY R
THZEEEINTWOIERE L THROITEDD b DEERLS, ) XUTATEHREEIF B
EFRELRICHET D ARG RICET 52HR TH > THBROFASESIZIB W TR L7
WZEEENTND DD ) B YFEIEMARSAE & DA E RS 572 OIC AR
ETDMERHLEDELTRFTEDL LD (I &7 5,

(2) With regard to applying the provision of the preceding paragraph related to a
local government organ or a local incorporated administrative agency, the
phrase "information listed in each of the following items (" in that paragraph is
deemed to be replaced with "information listed in each of the following items
(excluding information prescribed by local ordinance as information that is to
be disclosed pursuant to the provisions of the information disclosure ordinance)
or information equivalent to non-disclosure information prescribed in Article 5
of the Administrative Organs Information Disclosure Act, which is not
disclosed in the information disclosure ordinance, and which is prescribed by
the ordinance as information that needs to be non-disclosed in order to ensure
consistency with that information disclosure ordinance (".

(#8573 BA7R)
(Partial Disclosure)
FHEtHILgk TEHEAOREIL, BRGERIR DA EANFTRICAHAREHRNS T LT
WAHEGHEITEWT, RERERICELYT O ERLICK S L TR ZENTE D &
XX, BREEREF IS L, Sl 0 2R\ I3 Ic D Z B L2 iU 72 5720,
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Article 79 (1) If non-disclosure information is included in personal information
an administrative entity holds that is subject to a request for disclosure, and it
1s possible to easily separate and exclude the part that constitutes non-
disclosure information from the personal information, the administrative
organ's head or administrative entity must disclose the part from which the
part that constitutes non-disclosure information has been excluded to the
person requesting disclosure.

2 BIRFESRITHR 2 DA E NGBS RIS — T o O & (BARGEERE LIS O KR E D
BEAZBNTDZENTEDHDICRD, ) DEENTVDHHEICENT, HikF#H
Do b, KA., AHFEH B ZOMOBRRGERELUNDREDENZHR T HZ LN TE
DL & DR N OME NGRIRE 5 Oy BR< 2 L2k v, BRLTH, BRGE
RELUSNOENDHERFIENESNDIBEND 2N ERBDOND & X, YEHdn s
BrRONZER I, RS OERICEENRNED L BRI LT, FEHOHELXHEHT 5,

(2) If the information set forth in paragraph (1), item (ii) of the preceding Article
(limited to information that can be used to identify a specific individual other
than the person requesting disclosure) is included in personal information an
administrative entity holds that is subject to a request for disclosure, and it is
found that disclosure of the information would not be likely to cause damage to
the rights and interests of a person other than the person requesting disclosure
if the part in the information that constitutes a name, date of birth, or other
identifiers or their equivalent that can be used to identify a specific individual
other than the person requesting disclosure, or that constitutes an individual
identification code were excluded from that information, the other part in the
information from which the part mentioned above has been excluded is deemed
not to be included in the information set forth in that item, and the provisions

of the preceding paragraph apply to it.

(FERIBER)
(Discretionary Disclosure)

FINTR ATBHEBA ORI, BRFHRICER D AEAFRICARARERIZTEN T
256 ThoThH, BADHERFIEZRET DTCDRFICHERH D LD D & XL,
BIREESREF ISR L, Y RAEABEREFHERT 52 LENTE D,

Article 80 Even if non-disclosure information is included in personal information
an administrative entity holds that is subject to a request for disclosure, the
administrative organ's head or administrative entity may disclose the personal
information the administrative entity holds to the person requesting disclosure,
if they finds it particularly necessary to do so for protecting the individual
rights and interests.

(PRAE NN OFE BT 2 )

(Information on the Existence of Personal Information an Administrative
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Entity Holds)

FNF—5 BIRFERITH L. YUakBiRaE RIS D R A1 AEROAEE L TV D )
BEZDIET T, AHAREREART LI L &b & &3, ITEHBEOR% L, MiX
RABEANEROGFGZH LT LRNT, UEAREREZES TN TE D,

Article 81 If non-disclosure information is supposed to be disclosed by merely
answering whether or not personal information an administrative entity holds
that is subject to a request for disclosure exists, the administrative organ's
head or administrative entity may refuse the request for disclosure, without

making the existence or non-existence of that personal information clear.

(BA/REE R wd 2 HEED)
(Measures on Requests for Disclosure)

N+ S ATBHREREOREIL. BURGERITR D A G H O T —H# 2 B3
LLEE. FOFOREL L, ARG REICH L, £DF. FRT 2RAEANEHRO
FIFEBE OB RO EMICE LES CED 2 FHHAZEmICL V@M LR THIER SR
W, 727E L, BT AT S NEE S FICERY T A HA IR A2 YA B
WL, ZORY TR,

Article 82 (1) When disclosing all or a part of personal information an
administrative entity holds that is subject to a request for disclosure, the
administrative organ's head or administrative entity must make a decision to
that effect, and notify the person requesting disclosure of that decision, the
purpose of use of that personal information to be disclosed, and matters
specified by Cabinet Order relating to the implementation of disclosure in
writing; provided, however, that this does not apply to the purpose of use in
cases that fall under Article 62, item (ii) or item (iii).

2 ATBUHEREORFIL, BARGERIRLIRAEAFE RO ML R L2V E & (HIEZD
BEIZ LV BRGFEREZERT D L&, KOBRERICRDIRAEAFEHREZRA L TW
Wk EEEte, ) X ARELRVWEOREE L, BRGEREICHL, ZOELEE
AN L0 @ LR T TR 67,

(2) If an administrative organ's head or administrative entity decides not to
disclose any personal information the administrative entity holds that is
subject to a request for disclosure (this includes the cases in which the
administrative organ's head or administrative entity refuses a request for
disclosure pursuant to the provisions of the preceding Article or does not hold
that personal information), the administrative organ's head or administrative

entity must notify the person requesting disclosure to that effect in writing.

(AR E = D HR)
(Due Date of a Decisions on Disclosure)
TN =5 BRREZEIL, BRERPOSTZHND = FHUWIZ LRTIER S 20,
2L, BHEHESEFE -—HOBEBICLVMEZROZEAEICH > TE, Y% EICE
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Lo BT, YR A L w,

Article 83 (1) Decisions on disclosure must be made within thirty days from the
date of the request for disclosure; provided, however, that if an amendment is
requested pursuant to the provisions of Article 77, paragraph (3), the number
of days required for the amendment is not included within that period of time.

2 AHAOBEIC)» D LT, [TEHEBEORE L, FHEAHE EOREEZ OMIEY 723 H
N HE &L, FEICHEST 2HMZ =+ AURNICRVIERT 52N TED, 20
BEIZBW T, TBHEBE O RFEIL, BARGEREICRH L, Bl <, EEREZEOHIM LW
IEEOH A ZEmEmIZLVEA LR TSR0,

(2) Notwithstanding the provisions of the preceding paragraph, if there are
justifiable grounds such as difficulties arising from conducting processes, an
administrative organ's head or administrative entity may extend the period of
time prescribed in that paragraph for up to thirty days. In this case, the
administrative organ's head or administrative entity must notify the person
requesting disclosure in writing of the extended period and the grounds for the
extension, without delay.

(BR 7~ R 1 55 O W BR o> 5]
(Exception to the Due Date for Decisions on Disclosure)

FNFWE BARGERIRDRABEAE RN E LS RETHLTD, FARGHEREH -T2
HHAFHURNIZZEDORTIZOWTHRREEET 52 LICKVFEFOZITICE L
WXENET HEBENDNHDGEITIE, AIROBREICH»D LT, ITBHEE DK IT,
BIRFESRICR D RA NG HD 5 B DOF Y OFII IO & U NICB R ESF % L.
7D DLRAENEHRICHOWTIHY OHIFNICBTRREFZTNITREY 5, 205G
IR WT, ITBHEEORFIL, FIERE - HIZHET 2RI, BRFERE ISR L.
WICHGT 2 FHAFmIZ L V@M LT IUT R 50,

Article 84 Notwithstanding the provisions of the preceding Article, if there is a
considerably large amount of personal information an administrative entity
holds that is subject to a request for disclosure, and there would be a risk that
the performance of duties is considerably hindered if a decision on disclosure
were made on all of those requests within sixty days from the date of a request
for disclosure, it is sufficient for the administrative organ's head or
administrative entity to make a decision on disclosure for a reasonable portion
of the personal information the administrative entity holds for which
disclosure has been requested within that period of time, and to make a
decision on disclosure for the remaining personal information within a
reasonable period of time. In this case, the administrative organ's head or
administrative entity must notify the person requesting disclosure of the
following matters in writing within the period of time prescribed in paragraph
(1) of that Article:

— ZOXROBEZEMT 5 E &RV OHH
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(1) the application of this Article and the grounds for its application;
=R OREBEANEBIC OV CRIRRE S 2 5 HIR
(i1) due date for making a decision on disclosure for the remaining personal

information the administrative entity holds.

(FRDOBL)
(Transfer of Cases)

BTG ATEHEREOREIL, BRGERITHR 2 ORA N AE #4547 BB 0 &K% 2
B DITES R FE LA DITBHE RSN GRS NTZ b DO TH D L & T OMfthDFTE
BEADOREFEIZBWTHRIREELZT DI LI OX ELREENS D & X%, Yo
ITBHSBA DR L kD L, UM OTEHEEORFICH L, FREZBET L &0
T&E 5, ZOBEICEWTE, BikE LIATBHEB O RE1T, BRGRE IS L, F
REBELEEEEHERICEZVEALRITIZR L7220,

Article 85 (1) An administrative organ's head or administrative entity may
transfer the case to another head or entity upon consulting with them, if the
personal information the administrative entity holds that is subject to a
request for disclosure has been provided by an administrative entity other than
one to which the head or entity in question belongs, or there are justifiable
grounds for that other head or entity to make a decision on disclosure. In this
case, the administrative organ's head or administrative entity that has
transferred the case must notify the person requesting disclosure in writing to
the effect that the case has been transferred.

2 HIHOBEICL Y ERPBEIN L &, BEEZZTTATBHEBEORFIZB VT,
YVHBRFHERICOWVWTORRREEZ LR2THE RS20, ZOHEIZENT, Bk
Z LTATBHRE RO REDPBEANT LI T8I, BEZZ T ATBEBEAORENR LS
D& BT,

(2) If a case has been transferred pursuant to the provisions of the preceding
paragraph, an administrative organ's head or administrative entity to which
the case has been transferred must make a decision on disclosure in relation to
the relevant request for disclosure. In this case, actions that the administrative
organ's head or administrative entity that has transferred the case has made
prior to the transfer are deemed to be those that the administrative organ's
head or administrative entity to which the case has been transferred has made.
3 AIHEOLEICENT, BEEZ TATEHEORFENE /N ZLE -HORE (L
FIOHEICENT IFRRE] L9, ) ZLZLEE, YITBHEOREIX, H
ROFERZ LRTIERER2, ZOHREITENT, Bika LITEBHEE O RS,
URLBH R OEMIZ LB 2 )& LT i e 6720,

(3) In the case referred to in the preceding paragraph, if the administrative
organ's head or administrative entity to which the case has been transferred
makes a decision set forth in Article 82, paragraph (1) (hereinafter referred to
as a "decision to disclose" in this Section), the administrative organ's head or

86



administrative entity must implement the disclosure. In this case, the
administrative organ's head or administrative entity that has transferred the

case must cooperate as necessary in the implementation of that disclosure.

(5 =F 13 2 B RERH O O 5-5)

(Granting Third Parties an Opportunity to Submit a Written Opinion)

NN BREERICR D RA ARG HRICE, MNAATBOENS, HF ALK, 5
MNTATBOE N R OBARGERE LS DOF (LN 2 OS5, FELRH HE =7 Xk0EH
ERBE-HIZBNT B=F) L), ) KHETLHERPETENTND &, 1TH
B ESIL, BATRREEL T HICY - T, YEERIHRLIFE =FIIxt L, BT
EDDHEZAIZEY HEE=FICEAT DHEWMONEZ DOMECS TE D L FH A WA
LT, BAELZIRET IR ZERXDZ LN TE D,

Article 86 (1) If information on a person other than the State, an incorporated
administrative agency or other prescribed corporation, a local government, a
local incorporated administrative agency, or a person requesting disclosure
(hereinafter referred to as a "third party" in this Article, Article 105,
paragraph (2), item (iii), and Article 107, paragraph (1)) is included in the
personal information an administrative entity holds that is subject to a request
for disclosure, the administrative organ's head or administrative entity may
notify the third party of the content of the information on that third party, and
other matters specified by Cabinet Order, and may grant an opportunity to
submit a written opinion, pursuant to the provisions of Cabinet Order, when
making a decision on disclosure.

2 ATEHEREOREIZ, ROZZOWTINIIEY T 5 & &id, FRREIZEYD, 4
HE=FICK L, IR TEDD EZAIZEY, FIRGERICERL Y E =FICHET L1
WMONKEDOMBE B TEDLFHAERICLVBEBALT, EAZELZRHETIHKSEZE
ZIRTT e b, 2L, UEBE_EOFEN A LRV EIE, ZORY TR
VY,

(2) In the cases that fall under any of the following items, before making a
decision to disclose, an administrative organ's head or administrative entity
must notify the third party in writing of the content of the information on the
third party that is subject to a request for disclosure and other matters
specified by Cabinet Order, and grant that third party an opportunity to
submit a written opinion, pursuant to the provisions of Cabinet Order;
provided, however, that this does not apply to cases in which the third party's
location is unknown:

— FBEHTHETLOERPNEZENRTOLRAMAFERZARLED LT 2565 TH-
T, BB =FICHET 2HERP B L HA\SRE 1 o UIREE =5 Z LE
CHUET DIHEMICHEY T D LBOLND & &,

(i) personal information an administrative entity holds that contains
information on a third party is to be disclosed, and it is found that the
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information on that third party falls under the information prescribed in

Article 78, paragraph (1), item (ii), (b) or in the proviso of item (iii) of that

paragraph;

= OB=FICEAT AR T ENR TV L RAREANEHREZ FHNFROBREICLVBERL
LoLT2nLE,

(ii) personal information an administrative entity holds that contains
information on a third party is to be disclosed pursuant to the provisions of
Article 80.

ITBHREBE ORI, A ZHOBEIZ L EAFOREOEESZ 52 b E =F N
HEE =T 2FROARIIHOEREZF R LCERAEZRE LGS IZBN
T, BARRELZT DL XX, BRREDH EBRZEmRT HH ORI L
B ZEN R TER 720, ZOGEAICBW T, TEBHEE O RFIX, R EZE
BT, YEERE FEERICBWT IBHERE] Lo, ) R LEHE =&
L, BARIREEZ LEEAOZOEBIE N ZEET 5 H 2 EmIC X V@l
TR B0,

(3) If the third party that was granted an opportunity to submit a written opinion

pursuant to the provisions of the preceding two paragraphs has submitted a

written opinion manifesting the intention to oppose disclosure of the

information concerning the third party, but the administrative organ's head or
administrative entity makes a decision to disclose, the head or entity must
place at least two weeks between the day of the decision to disclose and the day
on which the disclosure will be implemented. In this case, upon making the
decision to disclose, the administrative organ's head or administrative entity
must immediately notify the third party that submitted that written opinion

(referred to as a "written opposition opinion" in Article 105) in writing to the

effect that the decision to disclose was made, of the grounds for its decision,

and of the date on which the disclosure will be implemented.

GEENES )
(Implementing Disclosure)
FNHESR RABEAEROBRIE, S%EAEAE R, CEIXHEIIFEE ST
WD EZIEIRAEXIIET LORMIZ LY | BHAREICEHEI N TWD & ZTZ2 O],
TBERIbDOMERIRNFEZ BR L CTITEBHEEAENED 5 TIECEIVITH, 2L, BED
FEZ X D RABENEROBRIZH > T, ITBHERE O REIL, HEL0RA NG W
RSN TV D CENIIMBEORFICLFELZ ET L2BZNR DL LRBOLLEE, TD
MIELZ2HENH L E XX, TOFELICED, INEITH 2 ENTE S,
Article 87 (1) The disclosure of personal information an administrative entity
holds is implemented through inspection or by the delivery of copies, if that
personal information is contained in the form of documents or drawings; or by
means designated by the administrative organ's head or administrative entity
in consideration of the type of the record, the state of its digitalization, and
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other factors, if that personal information is contained in the electronic or
magnetic records; provided, however, that if disclosure of personal information
an administrative entity holds is to be implemented through inspection, and if
the administrative organ's head or administrative entity finds that inspection
of the original material is likely to hinder the preservation of the documents or
pictures that contain the personal information, or there are other justifiable
grounds for doing so, the disclosure of the personal information may be
implemented through inspection of a copy of the documents or drawings.

2 ATBUEREE X, RTHOHEICE S BRI OWTORRDO FIEIZET 5 ED
ORI L2 uide 570,

(2) An administrative entity must make its rules on the means of disclosure for
electronic or magnetic records based on the preceding paragraph available for
public inspection.

3 BRREICESERABEABROMTREZZITHEHIL, BT TEDD EZAITED,
UL RIRE & L TATBUEB ORI L. £ 0K D 2 BH7R O 320 0 57 k€ OB
BTEDLHHAH LHRTNITX RS20,

(3) A person to whom personal information an administrative entity holds is
disclosed based upon a decision to disclose must indicate the means of
implementing the disclosure that the person requests and other matters
prescribed by Cabinet Order to the administrative organ's head or
administrative entity that has made the decision to disclose, pursuant to the
provisions of Cabinet Order.

4 FEEOBEICE2H I, BN ZEKE-HICHET 2 EMA H o ANE =+ H
UWNIZ LT T2 670, 72720, SEHHENICEEHREEZ T2 R TE RN

(CHOZTELRERND L LT, ZTORD Thru,

(4) The indication under the preceding paragraph must be made within thirty
days from the date of the notice prescribed in Article 82, paragraph (1);
provided, however, this does not apply if there are justifiable grounds for being
unable to make the indication within that period of time.

(L DIEFIT & 2 BA7R D Ffii & DFFIE)
(Coordination with Disclosure Implemented by Other Laws and Regulations)
FNHINE ATEHEREORE L, thoESOBEIC LY | BIARGERE ISR LR K
%5%%@A%ﬁﬁﬁ%%—%KiKﬁETéﬁ%kﬁ—@ﬁ%f%m?é_k&é
NTWBEA BITROHENED SN TWDIEAICH > TiE, YEHBWNICRS, )
2. FEALOREE 1D 5 BERAEAERICOWTIE, HEFE—D ik
ICRDBREITDRY, 2L, HEMOETOREIC —EDLAIZIIREZ Ly
BOEODRHDH EEE, ZORD TRV,
Article 88 (1) Notwithstanding the main clause of paragraph (1) of the preceding
Article, if personal information an administrative entity holds that is subject to
a request for disclosure is to be disclosed to the person requesting disclosure by
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the same means as those prescribed in the main clause of that paragraph
pursuant to the provisions of other laws and regulations (only within the
period of time for disclosure, if it is specified), the administrative organ's head
or administrative entity does not disclose the personal information the
administrative entity holds by that same means; provided, however, that this
does not apply when there are those provisions in other laws and regulations to
the effect that disclosure is not implemented in certain cases.

2 MOETOREICED HZHROTENME TH D & & 1E, Skt 2 iSRS —HA
XOMEE R LT, AEOBELHEHT 5,

(2) If the means of disclosure designated by the provisions of other laws and
regulations is public inspection, that public inspection is deemed to be
inspection referred to in the main clause of paragraph (1) of the preceding
Article, and the provisions of the preceding paragraph apply.

(FECE)
(Fees)

FNFILER TEHEEORICH LERERZ T2, BB TEDL L IAICLY, #E
EOFRIANIZEB N TEN TED DD FEE 2D 2 T 1T 67220,

Article 89 (1) A person that makes a request for disclosure to the head of an
administrative organ must pay a fee prescribed by Cabinet Order within the
actual cost, pursuant to the provisions of Cabinet Order.

2 MG AR OBEBICKR LERGERE T 281X, RBITEDDL E ALY, FEHE
DOFPFANIZ IV TERAITE D DFDO FEE 2 MO 2T T e 6720,

(2) A person that makes a request for disclosure to a local government organ
must pay a fee specified by local ordinance within the actual cost, as prescribed
by local ordinance.

3 HI_HOFEEOHEED DHICH > TiE, TELHRVFHLLTWEET D LD
B L 72 T ud7e 5720,

(3) When the amount of the fee referred to in the preceding two paragraphs is
established, consideration must be given to making the amount as affordable
as possible.

4 MNATBUENFIS LBARGERZ T 2813, MATBIENFEOED D L ZAHAIZED,
FEEE D 72T T 7 B 720,

(4) A person that makes a request for disclosure to an incorporated
administrative agency or other prescribed corporation must pay a fee specified
by the incorporated administrative agency or other prescribed corporation.

5 HAIHEOTFHEIOFIT, EEOFMANIZEBWNT, o, B-HOTHEOHEZZHIL
T, WSATBUENEDRED D,

(5) An incorporated administrative agency or other prescribed corporation
specifies the amount of the fee referred to in the preceding paragraph within
the actual cost, taking the amount of the fee referred to in paragraph (1) into
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consideration.

6 MNATEOENEIL, AT HOBEIZ L2 EDZ —KOREICH L 2T 5720,

(6) An incorporated administrative agency or other prescribed corporation must
make the rules under the preceding two paragraphs available for general
Inspection.

7 MUFIRNAATBOE NIZKR LRGSR Z T 28 1L, HGMNATBIEANDED 5 & 2 A1
L0 FEE MO RTIER B,

(7) A person that makes a request for disclosure to a local incorporated
administrative agency must pay a fee specified by the local incorporated
administrative agency.

8 HIHOFELIOFIT. EEOHPANIZI T, 7o, H _HO KM TE D 5 FHE
DA ZH LT, HTMYATBUEADRED 5,

(8) A local incorporated administrative agency specifies the amount of the fee
referred to in the preceding paragraph within the actual cost, taking the
amount of the fee referred to in paragraph (2) into consideration.

9 MIGFMSNATBUENIZ., AT _HOBEICLA2EDZ —OBEEICM LR ITiE b7
VY,

(9) A local incorporated administrative agency must make the rules under the
preceding two paragraphs available for general inspection.

B oK FTE

Subsection 2 Correction

(RTIEREKHE)
(Right to Request Correction)

Bl AL, BCEAANETOHRABAREHR KRICHIT 260IZRS, HILHN
FFE-HIZBWTHL, ) ORNBENFEETRWEAETL LT, ZOERDOED D
ETAILEY | UHURABEANERERA T DITBHEEOREIT L, YR AEAE
WMOFTIE GBMSUTHIRRZ B, LT ZOHICBWTHLE, ) 55 KRT0Z2 LN TE
Do T2lE L. HERAMEAEROFTIEICE L CTHOES OBUEIZ KRBl o Fie s &
HDHNLTND EEIE, ZORY TR,

Article 90 (1) Any person who thinks that the content of personal information an
administrative entity holds by which that person is identifiable (the
information is limited to the following; the same applies in Article 98,
paragraph (1)) is untrue may make a request for correction (including addition
or deletion; hereinafter the same applies in this Section) of the personal
information to the administrative organ's head or administrative entity that
holds it, pursuant to the provisions of this Act; provided, however, that this
does not apply if a special procedure for correction of the personal information
the administrative entity holds is prescribed by other laws and regulations:

—  BARIREIZ S E PR & 3 T T R A E A
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(i) personal information the administrative entity holds that has been disclosed
based on a decision to disclose;

= BATRREIRDLRABANEHR TH > T, BN NEKFE -HOMDES OBEIZ X
VB RZZTTb D

(ii) personal information the administrative entity holds that is subject to a
decision to disclose, and has been disclosed pursuant to the provisions of
other laws and regulations as provided for in Article 88, paragraph (1).

2 MREANZ, AN THIHEOKEIZ L DFTEOFR ULFZoHLAOHEH -+
ERICBNT [FTIEFHR] &vWH, ) 222 LBTED,

(2) An agent may make a request for correction (hereinafter referred to as a
"request for correction" in this Section and Article 127) as prescribed in the
preceding paragraph on behalf of the identifiable person.

3 ETIEFERIZ, RRAMBAGHROBRRZZIT AL+ HUNIC LT T 57220,

(3) A request for correction must be made within ninety days from the date of
disclosure of personal information an administrative entity holds.

(RTIEFE K D Fe)
(Procedures for Requests for Correction)

Fiut—4 FTIEFERIZ. WICHBIT 2 FHACH L-Fm G =HIZB W T IFTIERER
F WO, ) ZTBHEBEIORFITRH L TLRTNITR S0,

Article 91 (1) A document describing the matters listed in the following (referred
to as a "written request for correction" in paragraph (3)) must be submitted to
an administrative organ's head or administrative entity for a request for
correction:

— RTIEFERZ T 58 O KA K OMEFT X EFT

(i) the name and address or residence of the person making a request for
correction;

O RTEFERITR O RABENERO R Z 2T 72 B Z O 43R A E A G R 2 FE T
HIZRY HEHIH

(i1) the date of disclosure of the personal information the administrative entity
holds that is subject to the request for correction and other matters sufficient
for specifying the personal information the administrative entity holds;

= FTIEFEROBE K OPEH

(iii) an outline of the request for correction and the grounds for it.

2 HIEOLBEICEWT, FTEFERETLIHEIL BT TEDDL L ZAICLD | FTIEFEK
IR DRAEBENEROANTH D Z & (HISRHE _HOBEIZ L HETIEFERICH - T,
FIEFRIARDRABMAFRORADOREATHD Z L) 2ndFHERRL, X
e L7 nuidia 6720,

(2) In the case referred to in the preceding paragraph, a person making a request
for correction must present or submit a document to indicate that the person is
identifiable by the information an administrative entity holds that is subject to
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the request for correction (or the in the case of a request for correction under
paragraph (2) of the preceding Article, the agent of the identifiable person),
pursuant to the provisions of Cabinet Order.

3 ITEBHSEHD R, FTEFERBICERX LORHELRH S LB DD & X3, FTIEFERE
L7c#EH (UUFZ oIz T [ETEFERE] Lo, ) IR L, HYOHIMZED T,
TOMIEERDD ZENTEX D,

(3) If an administrative organ's head or administrative entity finds a formal
deficiency in a written request for correction, the administrative organ's head
or administrative entity may ask the person who made the request for
correction (hereinafter referred to as a "person requesting correction" in this

Section) to amend the request, by setting a reasonable period of time.

(P A B AE TR OFT IEFRH5)
(Obligation to Correct Personal Information an Administrative Entity Holds)

FIH 4% TBHEBEORFIX, FTIEERDH -GG W T, YELETIEGERICEH
WD L@WHDHEEIE, YL ERERITR D RA NG HOF T B A O RIS LB R
HPHN T, YEZRABAEROFTIELZ LR TUER B0,

Article 92 If a request for correction is filed and an administrative organ's head
or administrative entity finds that there are grounds for that request for
correction, they must correct the personal information the administrative
entity holds that is subject to the request for correction within the scope

necessary for achieving the purpose of use of that personal information.

GTIERE RT3 o H i)

(Measures Concerning a Request for Correction)

Bl =% 1TEHEMEOREIL, FTEFRKIHRLIRABEAEHROTELT DL 1T, £
DEDOREZ L, ITEFREICH L, TOEFEZEHFmMI L V@I LRTIER LR,

Article 93 (1) When correcting the personal information an administrative entity
holds that is subject to a request for correction, the administrative organ's
head or administrative entity must make a decision to that effect, and notify
the person requesting correction of that decision in writing.

2 ATBUHEREORFIL, FTEFHRIRLIRABEAFEROTELZ LWL XX, ZOED
WEZL L, GTEFREICH L, TOEZHmMI L V@ LR2TIR L2200,

(2) When not correcting the personal information an administrative entity holds
that is subject to a request for correction, the administrative organ's head or
administrative entity must make a decision to that effect, and notify the person

requesting correction of that decision in writing.

GTIEREZEDOHAR)
(Due Date for Decisions on Correction)
FILHIUSE FIRSHEOPRE AT ZOHEIZEBWT IFTIERESE] tWvwo, ) X, §TE
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Article 94 (1) The decisions referred to in the items of the preceding Article
(hereinafter referred to as a "decisions on correction" in this Section) must be
made within thirty days from the date of a request for correction; provided,
however, that if an amendment is requested pursuant to the provisions of
Article 91, paragraph (3), the number of days required for that amendment is
not included within this period of time.

2 HIEHOBREIC»»DL LT, ITBEEAORF T, A EORNEEZ OfhiEY 2B h
Do e &L, FEICHEST 2HMEZ =+AURNICRVIERT 52N TED, 20
BEIZBW T, TEBHREBE O RTFEIL, FTIEGEREB ISR L, Bl <, ER%Z OB’ AW
LR QBB ZEmICE VA LT 60,

(2) Notwithstanding the provisions of the preceding paragraph, if there are
justifiable grounds such as difficulties arising from conducting processes, an
administrative organ's head or administrative entity may extend the period of
time prescribed in that paragraph for up to thirty days. In this case, the
administrative organ's head or administrative entity must notify the person
requesting correction in writing of the extended period and the grounds for the
extension.

(BT IER & %5 0 HI R o ¢ i)
(Exceptions to the Due Date for Decisions on Correction)

FILHEE TEHEBEAORFIL, FTEREFICRICEMBZE S 5 800 & &1E, Al
FOHEZHDD O T, MYOHIBNICETEREELTILUIREY 5, ZOHEICBW
T, ATEHERE O RF T, FSRE - HICHET 2HMAIC, FTIEFREICH L. ki
FOEHEAFRICL V@M LT TR B0,

Article 95 Notwithstanding the provisions of the preceding Article, if an
administrative organ's head or administrative entity finds that to make a
decision on correction would require a particularly long period of time, it is
sufficient for them to make a decision on correction within a reasonable period
of time. In this case, the administrative organ's head or administrative entity
must notify the person requesting correction in writing of the following matters
within the period of time prescribed in paragraph (1) of that Article:

— ZOROBEEEMT LEXROZEDOHA
(1) the application of this Article and the grounds for its application;
Z RTEREFEZTLHIR

(i1) due date for making a decision on correction.

(HEREZDOBIX)
(Transfer of Cases)

94



BN ATEBHREREOREIL, FTIERERITR D A TG HRANEH N\ IR H = HOH
EIWCESSHARIFELI DO TH D L=, ZOMMOITEIEE O RFEICIH W TETIERE
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Article 96 (1) An administrative organ's head or administrative entity may
transfer the case to another head or entity upon consulting them, if the
personal information the administrative entity holds that is subject to a
request for correction is disclosed pursuant to Article 85, paragraph (3), or
there are justifiable grounds for that other head or entity to make a decision on
correction. In this case, the administrative organ's head or administrative
entity that has transferred the case must notify the person requesting
correction to the effect that the case has been transferred in writing.

2 AHHOBREICIVERPBEINTL L ETIT, BELEZZITTEATEERBAORFITE W T,
BLFTIERERICOWTOFTEREFZ LRTHER LRV, ZOHRAICEN T, Bix
Z LTATEBHRE RO REDPBEANT LI T8I, BEEZ T TATBHEBAORENR LE S
ORET A

(2) If a case has been transferred pursuant to the provisions of the preceding
paragraph, the administrative organ's head or administrative entity to which
the case has been transferred must make a decision on correction in relation to
the relevant request for correction. In this case, actions that the administrative
organ's head or administrative entity that has transferred the case has made
prior to the transfer are deemed to be those that the administrative organ's
head or administrative entity to which the case has been transferred has made.

3 AHEOLEICBNT, BEE2ZFTATEHEEORENE L =RF -HORE (L
TZOEHEORFIZEBWT IFTIERE] EWo, ) L éEiE, BiEE LIITB%
BDORHIT, UG EREICEDEFTIEOFE M Z L2 TR 5220,

(3) In the case referred to in the preceding paragraph, when the administrative
organ's head or administrative entity to which the case has been transferred
makes a decision referred to in Article 93, paragraph (1) (hereinafter referred
to as a "decision to make a correction" in this paragraph and the following
Article), the administrative organ's head or administrative entity that has
transferred the case must implement the correction based on that decision to
make a correction.

(PR A NG R D RS~ oD@ )
(Notification to A Party to which Personal Information an Administrative
Entity Holds is Provided)
L+t TEHBEOREIL, ST EREICESRABAGHROITEDFE % Ly
BB NT, LEPRDHD LD D & EI1E, SHERARAGRORELEIT L, B2
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Article 97 If an administrative organ's head or administrative entity has
implemented a correction of personal information the administrative entity
holds based on a decision to make a correction, and the head or entity finds it
necessary to do so, they must give a notification to that effect in writing
without delay to a party to which the personal information the administrative
entity holds has been provided.

F=% FIAELE
Subsection 3 Ceasing to Use Personal Information an Administrative
Entity Holds

(R AT 156 5Kk HE)
(Right to Request Ceasing to Use Personal Information)

FIHINE MAL, BCEZANL T HRAMEANFEFRPIROS SONTNTHLET D
EREIT D EXIE, ZOEEOEDDLE ALY YERAEEAERERE T 51T
BB D RFIZH L, UEUB TICEDDIRELFERTLILENTE D, 2L, bk
RAMAE RO O IE, HEIRMEOEIE (LITF Z oy T TFHE L]
EWVH, ) I L THDETOREIC L VENOFRBED N TS L EE, Z0
RO Tauy,

Article 98 (1) Any person who thinks that personal information an
administrative entity holds by which that person is identifiable falls under any
of the following items may make a request for the measures specified in those
items to the administrative organ's head or administrative entity that holds
the personal information, pursuant to the provisions of this Act; provided,
however, that this does not apply if a special procedure for ceasing to use
personal information the administrative entity holds, deleting that personal
information, or ceasing to provide that personal information (hereinafter
referred to as "ceasing to use personal information" in this Section) is

prescribed by other laws and regulations:

N

— BAT KB _HOBEICEK L TRASNTND L&, FEATF=KOREITE
KLUTEROYFbONTWD EE, BRAFUEOHEIGER L TREINTZEDOTHD
EE, IEATNEGE HAOE HOHABICER LTHHEA TS EE Y
ZORA NG ORI O 1 TTE E

(i) if the personal information the administrative entity holds is held in
violation of Article 61, paragraph (2), is handled in violation of Article 63, is
acquired in violation of Article 64, or is used in violation of Article 69,
paragraphs (1) and (2): ceasing to use or deleting that personal information;

ZOEARTRAEE -HEAOE CHXIFE L FFH - HOBEIGER L TRk T
WHEE HERAEAE RO ORE I

(ii) if the personal information the administrative entity holds is provided in
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violation of Article 69, paragraphs (1) and (2) or Article 71, paragraph (1):
ceasing to provide that personal information.

2 REANZ, KA TRHEADOHEIZ X HFIHEILDFER (T ZofROEH
“HERIZBWT TRIAELLEFER] Lo, ) T2 LN TE D,

(2) An agent may make a request for ceasing to use personal information
(hereinafter referred to as a "request for ceasing to use personal information"
in this Section and Article 127) prescribed in the preceding paragraph on
behalf of the identifiable person.

3 FIHEIRGERIZ, RABAGROMREZZ T AL HUNIC LR TIE RS
AN

(3) A request for ceasing to use personal information must be made within ninety
days from the date of disclosure of the personal information the administrative
entity holds.

(R 1R GE SR D Ffe)
(Procedures for Request for Ceasing to Use Personal Information)

FILHILke FIAE RS RIZ, RICH T 2FHL S L-Fm G5 =52\ T TFIH
fFIEFERE ] LW o, ) ETEREEORFICRE L TLARTIER B0,

Article 99 (1) For a request for ceasing to use personal information, a document
describing the matters listed in the following (referred to as a "written request
for ceasing to use personal information" in paragraph (3)) must be submitted to
the administrative organ's head or administrative entity:

—  FIHEILFE R &2 T 2 F O K4 K O UL EFT

(1) the name and address or residence of the person making a request for
ceasing to use personal information;

= FIAMEIERESRICAR 2 PR A T NG WO B R &2 52 1 7 A2 O S 5% 00 A 81 & 5
ETHITRY HHFIH

(ii) the date of disclosure of the personal information the administrative entity
holds that is subject to the request for ceasing to use personal information,
and other matters sufficient for specifying that personal information;

= MIAHFIEFER OB E K OELH

(iii) an outline of the request for ceasing to use personal information and the
grounds for it.

2 HIEOLBEICEWT, FIIMFLEFEREZT2HIL. BT TEDDL L ZAIZED . FIH
{ZIEFERIRDRABAEROARNTH D Z & (AISH ZHOBLEIZ X 2 F A5 LG
RIZd o TiE, FIAF LG RICBR D RAENEROANDOREANTH D Z L) &7
FEFAETR L, UIRE L2 E R 620,

(2) In the case referred to in the preceding paragraph, the person making a
request for ceasing to use personal information must present or submit a
document to indicate that the person is identifiable by the personal
information the administrative entity holds that is subject to the request for
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the cessation (or the agent of the identifiable person, in the case of a request
for ceasing to use personal information that is made pursuant to the provisions
of paragraph (2) of the preceding Article).

3 ITBUER ORI, FAIAELFERFIOEXN LONMERH D RO DL & &k, FIHE
1EFERZ L (LR Zofilcsn T TREILGERE] Lo, ) IR L, 4O
B A ED T, TOMIEEZRD D Z LNTE D,

(3) When an administrative organ's head or administrative entity finds that
there is a formal deficiency of a written request for ceasing to use personal
information, the head or entity may ask the person having made the request
for ceasing to use personal information (hereinafter referred to as a "person
making a request for ceasing to use personal information" in this Section) to
amend that request, by setting a reasonable period of time.

(PR AN ORISR
(Obligation for Ceasing to Use Personal Information an Administrative Entity
Holds)

FEE TEHEOEZIL, FAIAE BRI H LGB0\ T, YkFHEIRGERIC
HENH L L8O L L &1L, YTBHEEORFOR T 21T F BT 5 AE
WO ER RO Z MRS 272 DI B RE T, YA L5 RIS 5 A E A
EHROFIAE LZ LT nid e sy, 2720, YERAEMAERORAE L2555
ZEiZky, YERAEEAEROFMHEITR D FE SUIFEOME ., Y4EFEEX
IFFEOBERZFITICE LWIEZ RIZTEENRHL LB DOONL XX, ZOR
DTy,

Article 100 When a request for ceasing to use personal information is filed, and
an administrative organ 's head or administrative entity finds that there are
grounds for the request, the head or entity must cease to use the personal
information the administrative entity holds that is subject to the request
within the scope necessary for ensuring the proper handling of personal
information in the administrative entity to which the administrative organ's
head or administrative entity belongs; provided, however, that this does not
apply if it is found that ceasing to use the personal information the
administrative entity holds is likely to hinder the proper execution of the
process or service relating to the purpose of use of that personal information
due to their nature.

(FRAF I G RT3 2 5 (E)
(Measures on a Request for Ceasing to Use Personal Information)

FE % ATBUEBO R, FIME LG RIR L RAEAFEROFIIELELT D & &
X, TOEOWEL L, FIAELEGEREICH L, ZOFL2EFEmICEL V@ LRITT
IRBTIRUN,

Article 101 (1) When ceasing to use personal information an administrative
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entity holds that is subject to a request for ceasing to use personal information,
the administrative organ's head or administrative entity must make a decision
to that effect, and notify the person making a request for the cessation to that
effect in writing.

2 ATEHEREORFIL, A LGS RITR LD RAEANFEHROF AFE L2 L & &1,
ZOEDOREZ L, FIFILFEREICH L, TOEEZF@ICL V@M LR TIERS
AN

(2) When not ceasing to use personal information an administrative entity holds
that is subject to a request for ceasing to use personal information, the
administrative organ's head or administrative entity must make a decision to
that effect, and notify the person making a request for the cessation to that
effect in writing.

(I A% 1R 2 55 0D 1R
(Due Date for Decisions on Ceasing to Use Personal Information)

FE S AIRSHOWE (UTZoHIcEWNT FAEIRRESE] v, ) 1T, Fl
FMEILFERD BB b =+ BURNIC LTI 6wy, 2720, BILHILEE
“HOBHEIZ L VMIEZRD TG EICH > TE, UM IEICE Lz BT, M43
[CHEA L2,

Article 102 (1) A decision set forth in the paragraphs of the preceding Article
(hereinafter referred to as a "decision on ceasing to use personal information"
in this Section) must be made within thirty days from the date of a request for
ceasing to use personal information; provided, however, that in cases in which
an amendment is requested pursuant to the provisions of Article 99, paragraph
(3), the number of days required for the amendment is not included within that
period of time.

2 HIHEOHEIC»1D O T, TBHEBEORSIE, FHL Lo N E -2 ofh E2 e # i
DD EE X, FEICHEST AWM Z = +HURNICRVIERT 52N TESD, 20
BEIllB T, ITBIEB ORI, FIME LRGSR IO L, Bl < ER%OHIH
M OVER O H A2 FmIZ L D@ L2RT TR 620,

(2) Notwithstanding the provisions of the preceding paragraph, if there are
justifiable grounds such as difficulties arising from conducting processes, an
administrative organ's head or administrative entity may extend the period of
time prescribed in that paragraph for up to thirty days. In this case, the
administrative organ's head or administrative entity must notify the person
making a request for ceasing to use personal information in writing of the

extended period and the grounds for the extension, without delay.

(R FAE 1B R 22 %5 D 1 R D R 451))
(Exception to the Due Date for Decisions on Ceasing to Use Personal
Information)
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Article 103 Notwithstanding the provisions of the preceding Article, if an
administrative organ's head or administrative entity finds that making a
decision on ceasing to use personal information would require a particularly
long period of time, it is sufficient for them to make a decision on ceasing to
use the personal information within a reasonable period of time. In this case,
the administrative organ's head or administrative entity must notify the
person making a request for ceasing to use the personal information in writing
of the following matters within the period of time prescribed in paragraph (1)
of that Article:

— ZOXOHEEZEMT 5 EAKOZOHH

(i) the application of this Article and the grounds for its application;
= FIRE LR E S & D HIR

(ii) the due date for making a decision on ceasing to use the personal

information.

Bk FEWHS

Subsection 4 Appeals for Review

(FHBEIZ X 2 HH TR BT 2 HUE O H BRI E)
(Exclusion from Application of Provisions Concerning Review Proceedings by
Review Officers)

FEUS ITBHEREOES (M7 AR OBEE SUTH T IMNIATBOE N 2R <, RE K
CIRFKIZEBWTIR L, ) (KT DBRIES, FTIERESE, FIAE IR E S IR
ARy BTIEGS SR U < ITFI S REE SRITHR D MMER TR 2 T A RITHOW TR, 1T
AHREATE CERZHARFEREAHIUG) Bk, BHEk, Bl H_E
= Hi R O UG NS B 2058 “HHOBUEIL, B L72eu,

Article 104 (1) The provisions of Article 9, Article 17, Article 24, Chapter II,
Sections 3 and 4, and Article 50, paragraph (2) of the Administrative
Complaint Review Act (Act No. 68 of 2014) do not apply to an appeal for review
to any inaction of an administrative organ's head or administrative entity
(excluding a local government organ or a local incorporated administrative
agency; the same applies in the following paragraph and the following Article)
1n relation to a decision on disclosure, a decision on correction, a decision on
ceasing to use personal information, or in relation to a request for disclosure, a
request for correction, or a request for ceasing to use personal information.

2 ATBUERH ORI T HBRIRES, FTIERESF, MIHT LR E S UL RGE K,
RIIEGRERKH U TR IRGE R ITER D AMEZ ITHR 2 AFHRIC OV TOITBURIRE &
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FHE] LH20E THFEAT) & FESE - FLEBLESD [Hholt L&, IF
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DIF Tholelx) &, FHEEMUFMNET MTEBAREERE] LHDLDIE MERE
B - EAEREFES (FETHRFIRAERE THLHEICH - TT, BNTEET
EDDHFERS, FHETEFHE-HEENSFIZBWCTHEL, ) | &, ZiFzeE (RiEE
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<o) ICh-o TIFHBEERENEHINZ L &, FHEE 5 IFHE =-FICiE4T5
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el bl FRERLFRE-EENST TFHEAEEREIMTEAAREESES L
ITFERE) LHLHDIT MERAK - EABRRERES) LT 5,

(2) When applying the provisions in Chapter II of the Administrative Complaint
Review Act to an appeal for review to any inaction of an administrative organ's
head or administrative entity in relation to a decision on disclosure, a decisions
on correction, a decision ceasing to use personal information, or in relation to a
request for disclosure, a request for correction, or a request for ceasing to use
personal information, the term "a person who has been designated pursuant to
the provisions of Article 9, paragraph (1) (hereinafter referred to as a "review
officer)" in Article 11, paragraph (2) of that Act is deemed to be replaced with
"an administrative agency (including an administrative agency that takes over
the appeal for review pursuant to the provisions in Article 14; hereinafter
referred to as a "reviewing agency") to which an appeal for review has been
filed pursuant to the provisions in Article 4 (including a Cabinet Order issued
pursuant to Article 107, paragraph (2) of the Act on the Protection of Personal
Information (Act No. 57 of 2003)"); the term "review officer" in Article 13,
paragraphs (1) and (2) of that Act is deemed to be replaced with the term
"reviewing agency"; the phrase "has been filed or a written opinion to suggest
the necessity to order a stay of execution as prescribed in Article 40 has been
submitted by a review officer" in Article 25, paragraph (7) of that Act is
deemed to be replaced with "has been filed"; the term "Administrative
Complaint Review Board, etc." in Article 44 of that Act is deemed to be
replaced with "Information Disclosure and Personal Information Protection
Review Board (or a review board specified by another law if the President of
the Board of Audit is the reviewing agency, the same applies in Article 50,
paragraph (1), item (iv))"; in that Article, the phrase "has received a report to
its consultation from the Administrative Complaint Review Board, etc. (or
when a review officer's written opinion has been submitted in cases in which

101



the consultation pursuant to the provisions of paragraph (1) of the preceding
Article is not necessary (excluding the cases falling under item (i1) or (iii) of
that paragraph), or when deliberations prescribed in item (ii) or (iii) of that
paragraph have been held in the cases falling under item (ii) or (iii) of that
paragraph)" is deemed to be replaced with "has received a report to its
consultation from the Administrative Complaint Review Board, etc."; and the
term "the review officer's written opinion or the written report from the
Administrative Complaint Review Board, etc. or the Council, etc." in Article 50,
paragraph (1), item (iv) of that Article is deemed to be replaced with "the
Information Disclosure and Personal Information Protection Review Board".

(GRS ~DFER)
(Consultation with the Review Board)

FEISE BRREF. FTIEREE, FIAE IR EE IR R, FTEFHRE LT
FE L FERITAR D RMERIZOWTHEEF RN D o 7o & T1E, UREFEAFRICHT D
Hik e T _REATEERBAORFIL, ROZZOWTANIEEAT L6 2kRE. HHRA
B - G RIGERAES (FEFRICHT 28R T _XSATERBAOREN G RA
iR THLHEEITH > T, MITIERETED 2FESR) 1B LR TIER 6720,

Article 105 (1) Except in the cases that fall under any of the following items,
when an appeal for review is filed for any inaction related to a decision on
disclosure, a decisions on correction, or a decision on ceasing to use personal
information, or related to a request for disclosure, a request for correction, or a
request for ceasing to use personal information, the administrative organ's
head or administrative entity that is expected to make a determination on that
appeal for review must consult the Information Disclosure and Personal
Information Protection Review Board (or with a review board separately
provided for by law, if the administrative organ's head or administrative entity

that is expected to make a determination on the appeal is the President of the
Board of Audit):

TR RPAREETHY, HTFT 2556

(i) if the appeal for review is unlawful and is to be dismissed;

BT, FASEROSE WA L, HEEAERITR D AN E WO 45 % B
TTDHZEETIHE ARRAMANEHROBRRICOWTRHERENZH SN T
WHGEERS, )

(ii) if the whole appeal for review is upheld, and it is determined that all of the
personal information the administrative entity holds that is subject to the
appeal is to be disclosed (excluding cases in which a written opposition
opinion has been submitted for the disclosure of the personal information the
administrative entity holds);

= BRT, FEAFHROEHZRAE L, UEFEEFRKITHRLRAENEHROFTIEL T
L2 L ETHEGE
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(iii) if it is determined that the whole appeal for review is upheld and
corrections to the personal information the administrative entity holds that
1s subject to the appeal are made;

WU Fik T, FEFROEMAHEE L, Uil FATERICR D A E NG RO A E 1L
ETHI LT HHGE

(iv) if it is determined that the whole appeal for review is accepted and the use
of the personal information the administrative entity holds that is subject
the appeal is to cease.

2 HEIEOBEIC LV KM Z LIATEBE o BEIL, wicET2F Ik L, A2 L7
A @A LT e b2,

(2) An administrative organ's head or administrative entity that has made a
consultation pursuant to the provisions of the preceding paragraph must notify
the following persons to that effect:

— FAEFRAKLOCSIA ITBAREFEEES KB NHICHEET 22MAZ N9,
UTFTZOBEEOFEEERE-HE - ZICBWTHLE, )

(1) an appellant and an intervenor (meaning an intervenor as prescribed in
Article 13, paragraph (4) of the Administrative Complaint Review Act;
hereinafter the same applies in this paragraph and Article 107, paragraph
(1), item (i));

= BAREERFE . FTIERESRE SUIFIAME LG RE (2D OFDNFEEFRA TSN
ANTHLGEERLS, )

(ii) a person requesting disclosure, a person requesting correction, or a person
making a request for ceasing to use personal information (excluding cases in
which that person is an appellant or an intervenor);

= HEEFEEFERIBRDLIRABEANEHROBARICOWTEOEERE LR LIH =4

(HELEE = MNEERFHERAIZMATH 255 %R<, )

(ii1) a third party that has submitted a written opposition opinion regarding a
disclosure of personal information an administrative entity holds that is
subject to the appeal for review (excluding cases in which that third party is

an appellant or an intervenor).

3 HTZHOBUEIL, T AEER OB ST G MANATBAE NI DWW THMNT 2, =
DELEITBNT, FH—HP HERARM - EABRRERES (FAEFE RIS T 5 Hk
T REATEEBEORENSFHMREFE THLILEICH - Tk, BITERTED D58
') | EHDHOIF, MTEARBEES N+ 55 - EHUIH _HOME | & His
Bxbb0r+5,

(3) The provisions of the preceding two paragraphs apply mutatis mutandis to a
local government organ or a local incorporated administrative agency. In this
case, the phrase "Information Disclosure and Personal Information Protection
Review Board (or with a review board separately provided for by law, if the
administrative organ's head or administrative entity that is expected to make a

determination on the appeal is the President of the Board of Audit" in
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paragraph (1) is replaced with "organ referred to in Article 81, paragraph (1) or
paragraph (2) of the Administrative Complaint Review Act".

(Hu 5 AN JEFVAR OB 31T 258 BB L 2 E TR B3 5 HE o H BRANE)
(Exclusion from Application of Provisions Concerning Review Proceedings by
Review Officers for Local Government Organs)

FE NG MG IEFMR OB T STATBOE NI K3 2 BRI ES . FTIERESE,
RS IR D E S5 ST BARGE Sk . FTIERS KA L < IIFIAME IRFE SKITER 2 MMER IR 258
BEIERKIZOWTIE, ITEAREEEFENLRE -HIOHE =HE T, H+EH HHE+
e AT BRI L O RS T HOBUEX, @A LRV,

Article 106 (1) The provisions of Article 9, paragraphs (1) through (3), Article 17,
Article 40, Article 42, Chapter II, Section 4, and Article 50, paragraph (2) of
the Administrative Complaint Review Act do not apply to an appeal for review
to any inaction of a local government organ or a local incorporated
administrative agency in relation to a decision on disclosure, a decision on
correction, a decision on ceasing to use personal information, or in relation to a
request for disclosure, a request for correction, or a request for ceasing to use
personal information.

2 G A FEFMR OB B ST T IANIAT BUE NSRS 5 BRI ES, FTIERESE. FIH
15 1 P S SO TP RGE SR, FTIEGS KA U <VEFIHAE LGS SRITER 2 RAER TR D A RS
RIZHOWTDERDED EHIZH T DITEAIRFEEEDOHEOEMBIZOWTIX, Zhb
ORUE FIFE DTN T 5501, ZNENFREXD FHISHEIT 270 &3 51F0,
VB 7R HARBE 2 13, B TED D,

(2) With respect to the application of the provisions of the Administrative
Complaint Review Act set forth in the left-hand column of the following table
regarding an appeal for review to any inaction of a local government organ or a
local incorporated administrative agency in relation to a decision on disclosure,
a decision on correction, a decision on ceasing to use personal information, or
in relation to a request for disclosure, a request for correction, or a request for
ceasing to use personal information, the terms set forth in the middle column
of that table that are used in these provisions are deemed to be replaced with
the terms set forth in the right-hand column of that table; and any other

necessary technical replacement of terms is specified by Cabinet Order.
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LR Y
H
Article 9,

paragraph
(4)

ATEICHET 25818 T, %
EIT

In the case prescribed in the
preceding paragraph, if it is
found necessary, the reviewing
agency

5 DU 2% S AAF R O PR (2 B
T oERE CERH IR BRI
+t5) FEHLEEE HOME
IZEES L EHIOBIEIZ LV FA
AR S NTATEIT (BB IS
DOBUEIZ LV 5k E 22T 7247
raEte, LUT THAT] &
W, )

If 1t is found necessary, the
administrative agency that
has received a request for
review pursuant to Article 4 or
ordinance based on the
provision of Article 107,
paragraph (2) of Act on the
Protection of Personal
Information (Act No.57 of
2003) (including an
administrative agency that
takes over the appeal for
review pursuant to the
provisions in Article 14;
hereinafter referred to as a
"reviewing agency")

ATEICB W THIAR R CEMT 5
LT e

Article 31, paragraph (1) as
applied pursuant to the
preceding paragraph following
the deemed replacement of the
terms

[FIVES B NSRS IR W T
HREZTCHEMTOHE =1—55H
#IE\

Article 31, paragraph (1) as
applied pursuant to Article
106, paragraph (2) of that Act
following the deemed
replacement of the terms

HIEICB W TR AR 2 THEM T %
=1k

Article 34 as applied pursuant
to the preceding paragraph
following the deemed
replacement of the terms

[FEH EH S ARHE HICRB W Tht
HERTHEMT 25 =TS
Article 34 as applied pursuant
to Article 106, paragraph (2) of
that Act following the deemed
replacement of the terms

ATEIC BV TCHAR R THEMT 2
[T AT S

Article 36 as applied pursuant
to the preceding paragraph
following the deemed
replacement of the terms

[FHES BN HIC BV TRE
HREZTHMTDHE =15
Article 36 as applied pursuant
to Article 106, paragraph (2) of
that Act following the deemed
replacement of the terms
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Article 11,
paragraph

(2)

FILRE—HOHEIZ LY a4
nreFE (LUF THEHE] v

Do )

a person who has been
designated pursuant to the
provisions of Article 9,
paragraph (1) (hereinafter
referred to as a "review
officer")

AT

the reviewing agency

106




H =R
—IH KOV
TIE, B
RAS N ¢
=& B
=t+—=%.

[ Ty S S
BEIH, R
==
b=+t
=+ N\EEH
—IEMN D
“HFEFTK
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Article 13,
paragraph
(1) and (2),
Article 28,
Article 30,
Article 31,
Article 32,
paragraph
(3), Articles
33 through
37, Article
38,
paragraphs
(1) through
(3) and (5),
Article 39,
and Article
41,
paragraph
(1) and (2)

T

review officer

AT

reviewing agency
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[T TS

BUTIEILOBINY ThHD o To & &,

BUTIFILOBY T o To & &

[ Eaee| ITHFRHE NS FEMN+RICHET | When a petition for a stay of
Article 25, | AHUTIEILEZ T XX S50 E R EMN | execution has been filed
paragraph |fg£HiIhi & &
(7) When a petition for a stay of
execution has been filed or a
written opinion to suggest the
necessity to order a stay of
execution as prescribed in
Article 40 has been submitted
by a review officer
oLk | FEAIL, BEAEITOREA SR | FATIX. BAERA S E
H—IH XX, BB T, FEoHNEOHEICLY
Article 29, | When having been appointed WM EREREZHT T 25E6%
paragraph | by the reviewing agency, a R . M
(1) review officer must When a request for review has
immediately been filed, except for the case
of dismissing the request for
review without prejudice
pursuant to the provisions of
Article 24, the reviewing
agency must promptly
oS | FELAR TAIT X, FAIT O JT 5 L
5 IE A review officer HTHDLEEITH > T
Article 29, The reviewing agency that
paragraph falls under any category other
(2) than the administrative
agency, etc. reaching the
disposition
A RD 5 R Z RO BEITILSG TE
administrative agency, etc. ThHLEIZH - T, YD
reaching the disposition to MWz, FRBHELZERT S
submit a written explanation submission of a written
explanation, and the
reviewing agency that falls
under the administrative
agency, etc. reaching the
disposition is to prepare a
written explanation within an
appropriate period of time
b | FHAT FATIX, FE_HOBEICTKY
R a review officer the reviewing agency
Article 29,
paragraph
(5)
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fHRH T X

from the administrative
agency, etc. reaching the
disposition

BT I F
AER LT & &

from the administrative
agency , etc.reaching the
disposition or the reviewing
agency has prepared a written
explanation pursuant to the
provisions of paragraph (2)

FotRE
=1

Article 30,
paragraph

(3)

SN e OS5 Fr 45
intervenors and the
administrative agency, etc.
reaching the disposition

2 YN QO U R G % i3
MWEETTHLGEITH-T
(=S Y 1PN

intervenors and the
administrative agency, etc.
reaching the disposition (when
the administrative agency
reaching the disposition falls
under the reviewing agency,
intervenors)

ARG RN R Oy T 5
relevant requestor for review
and the administrative agency,
etc. reaching the disposition

FAFERAN L Oy T (L5
JTENFEITTCOLILGEIZH S
TiX, FAGERAN)

relevant requestor for review
and the administrative
agency, etc. reaching the
disposition (when the
administrative agency
reaching the disposition falls
under the reviewing agency,
the relevant requestor for
review)

Article 31,
paragraph
(2)

FELEELR A
all of the persons concerned
with proceedings

FHBARN (WG ITENFEEIT
ThHIEARICH > T, FhEE
RKAKROSMA, LT ZOHi K&
UL H&RE-HE=FIZBW
T, )

all of the persons concerned
with proceedings (when the
administrative agency, etc.
reaching the disposition falls
under the reviewing agency,
the relevant requestor for
review and intervenors;
hereinafter, the same applies
in this Section and Article 50,
paragraph (1), item (iii))
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Article 41,
paragraph

(3)

ESHSPR

a review officer

FEIT

the reviewing agency

Hefl L7 Bl ONCIREREE — I H
T 2 EHEERLELOFM e
(%E fokE, FREZOMBE
(AR D FICRET 2 EHE D
ﬂﬂ@%ﬁ:@ ILHETTEDDLHD
2D, FISRE _H R OE A=
FETHIIBWCRHL, ) %A
TR T 2 TER 2@+ %
bOLTDH, YL TERYZZT
Licb&b, FAkkET D
the review officer should
promptly give a notice to the
persons concerned with
proceedings to inform them of
the conclusion of the
procedures for proceedings and
the time when the written
opinion of the review officer
prescribed in paragraph (1) of
the following Article and the
case record (meaning the
written request for review,
written explanation, and other
documents and articles
pertaining to the case wherein
the request for review has been
filed, which are specified by
Cabinet Order; the same
applies in paragraph (2) of the
following Article and Article
43, paragraph (2)) are
scheduled to be submitted to
the Reviewing Agency. The
same applies when the
scheduled time of submission
is altered

Wi LB @M o600 &7
)

the reviewing agency should
promptly give a notice to the
persons concerned with
proceedings to inform them of
the conclusion of the
procedures for proceedings

RIS
Article 44

ITEARIREFEER S
the Administrative Complaint
Review Board, etc.

FN—RE—EHUTH HD
i 3Ed

the organ set forth in Article
81, paragraph (1) or (2)
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P& (RSB —HOHEIZ
KoM ZE L7eWiGae ([REES
TN TICES T O GA R
R, ) IZh-o TIIHHEERLE
DM SNz & &, RHEE 5 X
TE =L T BB H-T
XIRTEEE 5 )X =B ICHET
Lk kil LX)

(or when a review officer's
written opinion has been
submitted in the case where
the consultation pursuant to
the provisions of paragraph (1)
of the preceding Article is not
necessary (excluding the cases
falling under item (ii) or (iii) of
the relavant paragraph), or
when deliberations prescribed
in item (ii) or (iii) of the
relevant paragraph have been
held in the cases falling under
item (ii) or (iii) of the relevant
paragraph)

ZiFm e &
[Deleted]

FHTRE | FHEBERE UMTBAREES | FN\+—RE—HIHE HD
—IEHFHMNS | LIIHFSESE BERY
Article 50, | the review officer's written the written reply from the
paragraph | opinion or the written reply organ set forth in Article 81,
(1), from the Administrative paragraph (1) or (2)
item(@iv) Complaint Review Board, etc.
or the council, etc.
N —% | BUF=5F - HOBEICLVE | FET
BFEHICE | ASICHME LIS EIT the reviewing agency
WTH#R$ | the reviewing agency that has
5+ | consulted with the board
ES pursuant to the provisions of
Article 74 | Article 43, paragraph (1)
as applied
mutatis
mutandis
in Article
81,
paragraph
(3)

(E=FNOOHEEFHREZFHNT LHEF BT 5 FhiH)

(Procedures in Cases in Which an Appeal for Review from a Third Party is
Dismissed)

FEHLEER BNTAFRE=ZHOHBEIL, ROFBEONTNNIHEY T HEIRET 255
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(ZOWTHEHT 5,

Article 107 (1) The provisions of Article 86, paragraph (3) apply mutatis
mutandis to the cases in which the determination falls under any of the
following items:

— BARREICHTOE =N OFEAFREZAT L, IIFEHT 2R

(i) a determination to dismiss without prejudice or dismiss with prejudice on
the merits an appeal for review from a third party against a decision to
disclose;

T OBAEFRIRDARIES (BRGERICRDRABAE RO BT EZHRT 25O
WEZIRLS, ) ZEE L, YEFEAHRIBRLIRABEANEH®RL BFRT 2 E ORI

(FBE=FTHOBIMAPYEFH =E T 2ERORARICKFDOERZR R L T
LHEICIRD, )

(ii) a determination that alters a decision on disclosure subject to an appeal for
review (excluding a determination to disclose all of the personal information
the administrative entity holds that is subject to a request for disclosure),
and discloses the personal information relating to that appeal (limited to the
case in which a third party intervenor has manifested an intention to oppose
the disclosure of the information on that third party).

2 %T&%M\ﬂﬁﬁﬁg\ﬂﬁ%iﬁ%ﬁﬂi%Tm* FTIEGG kA L <A s

(AR D AMEZBITOWTOFEATERICOWTIEL, Brn (M5 AR OB %

ﬂﬁjﬂﬂi ITBUENIZH - T, &) TED D & ZAICED | ITEAIREE AL U S

DREDRFI 2GR T HZ &N TE D,

(2) With regard to an appeal for review to any inaction related to a decision on
disclosure, a decision on correction, a decision on ceasing to use personal
information, or related to a request for disclosure, a request for correction, or a
request for ceasing to use personal information, the special provisions
prescribed in Article 4 of the Administrative Complaint Review Act may be
established as provided for by Cabinet Order (or as provided for by local
ordinance, in cases of a local government organ or local incorporated

administrative agency).

BhsK &L OBLR

Subsection 5 Relationships with Local Ordinances

FENE ZOHOBEIE, HITALFERDL RAEAFROBR, §T1ELX OFHE 1L
O Ffell KIFEF RO FRICET 2 FHICHOWT, ZOHIOBEICK LRWIRDY |
FHICUERBEERZTEDD Z L 2T 5O TER,

Article 108 The provisions in this Section do not preclude a local government
from providing necessary provisions by local ordinance regarding matters
concerning the procedure for disclosing, correcting, or ceasing to use personal
information an administrative entity holds, or for a request for review, unless
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they violate the provisions in this Section.

R TBHRESEA N TERORMSE
Section 5 Provision of Anonymized Personal Information Administrative
Entities Hold.

(17 Bt B8 %5 4% N AR H D AR R K ORI 5)

(Preparation and Provision of Anonymized Personal Information
Administrative Entities Hold)

FEILE TBEEREORSEIX. ZOHOBEICIEV, TEHEEEE AN TEHR (1TBH
FAEEAIMLIERT 7 A VAR T 2 HbDOICRD, LFZOHIZBWTRHEL, ) &1F
BT HZENTED,

Article 109 (1) An administrative organ's head or administrative entity may
prepare anonymized personal information the administrative entity holds
(limited to information constituting anonymized personal information files the
administrative entity holds; hereinafter the same applies in this Section)
pursuant to the provisions of this Section.

2 ATBHSBORZEIX., ROKEBFOWTNNIHEYT 25852 RE ., 1TEHBESEL M
TIEWRERME L TR b,

(2) Except cases that fall under any of the following items, an administrative
organ's head or administrative entity must not provide other persons with
anonymized personal information the administrative entity holds:

— ERIESLGE (ZOHOBREIWE > HBEEET, )

(1) cases based on laws and regulations (including cases subject to the
provisions of this Section);

= BRAMEAEREFHEEOZOICE =ZFICRET 22 ENTEXHHEAITBNT,
LA NG R Z T U TR U 7o T B B 5 40 N TG R & 23450 = It
T5HLE,

(ii) cases in which the administrative organ's head or administrative entity is
allowed to provide the personal information the administrative entity holds
to a third party for a purpose of use, and the administrative organ's head or
administrative entity seeks to provide the third party with anonymized
personal information the administrative entity holds into which the personal
information in question has been processed;

3 BATNEROHEIh»rDLLT, ITEEBORE L, EFICESLEERE. 7
M EBEWLSLO B D72 DIZHIBRIE#R (RAEBEAFRICELYTL2HDICRS, ) #HH
FIR L, 3R LTI b0,

(3) Notwithstanding the provisions of Article 69 and except cases based on laws
and regulations, an administrative organ's head or administrative entity must
not personally use or provide other persons with deleted information (limited
to information constituting personal information the administrative entity
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holds) for any purpose other than the purpose of use.

4 pEO THIBRTEE) &3, 1TBOs B A I TAG S oo YRR O 72 OR A 8 A
O HIER U 7 fal 55 K OMEANGRRIFT 5 20 9,

(4) The term "deleted information" in the preceding paragraph means an
identifier or the equivalent or individual identification code deleted from
personal information an administrative entity holds which was used to prepare
anonymized personal information it holds.

(BEOFLEIZHET 2 FHOMANIE® T 7 A VL E~OFHE)
(Registration of Matters Relating to the Requests for Proposals in Personal
Information File Registers)

FETER ATBORBEOREIX, UATBEEOREOE T HITBHEBESE S RA L TV D
NG T 7 A VPFERTREZHSTZONTIICHZET D LODL L &ET, HiX
BENIE T 7 A MO TIE, EAFRT 7 A VEICRICEIT 2FHL L LR TN
T o720, ZOHRAITBT 2 HHMENFHRT 7 A VIOV TOH L+ TRE —HD
BUE DM IZH>WTIE, FET 155 Loo0id, THE I EE 5%
5 kT 5,

Article 110 If an administrative organ's head or administrative entity finds that
a personal information file held by the administrative entity to which the head
or entity in question belongs falls under all of the items in Article 60,
paragraph (3), the following matters regarding that personal information file
must be registered in the personal information file register; in applying the
provisions in Article 75, paragraph (1) to that personal information file in this
case, the term "item (x)" in that paragraph is deemed to be replaced with "item
(x) and each item in Article 110"

— HEHT ORE HOREOFEELTLEANERT 7ANVTHLE

(i) an indication that the personal information file is the subject matter of
proposals requested under Article 112, paragraph (1);

Z BE T AR HORREE T DO 4R K OPTE

(i1) the name and address of the organization receiving a proposal under Article
112, paragraph (1).

(PR DOHEE)
(Requesting Proposals)

FE PR TBHREORFIL. FAFBRKEZESHAITED L L ZAIZLD ., EH
HINZ . UEATERERE O RFE DR T D2ITEHEE R RA L TO L EAE®R T 7 A /v (i
NIEWT 7 A NVEIZHIRFE — 5 BT 2 FHOGLHNE H D b DIZRD, LLT ZOHIC
BUTAL, ) IKoWT, REAH HOREZEET L0 LTS,

Article 111 As provided for by Order of the Personal Information Protection
Commission, an administrative organ's head or administrative entity is to
periodically request a proposal as specified in paragraph (1) of the following
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Article on a personal information file held by the administrative entity to
which the head or entity in question belongs (limited to those for which
matters listed in item (i) of the preceding Article are registered in the personal
information file register; hereinafter the same applies in this Section).

(ITB B EFEA I LG 2 2 O AT L TIT 5 FEICHET 512 %)
(Proposals on the Business to be Conducted Using Anonymized Personal
Information an Administrative Entity Holds)

BE 4 RIGOBEIC X HEEICE U TEAER T 7 A VAT 2 05 A 8 #
ZINT L CTHERL T DATBURBAEEA N TE R 2 Z OFEOMICHL L5 L3581,
ITBHREBI D REITR L, Y FEICHT2REL T2 &N TE D,

Article 112 (1) In response to a request under the preceding Article, if a person
intends to use, for their business, anonymized personal information an
administrative entity holds into which personal information constituting a
personal information file it holds has been processed, that person may submit a
proposal on their business to the administrative organ's head or administrative
entity.

2 HIEHOREET, FAFRGEZESBRAITED LS L IAICLY ., RICHIT 545HEHE
FLllk L7 EE 2 TEHEBI O RF IR L TLRT TR 20,

(2) A written document stating all of the following matters must be submitted to
the administrative organ's head or administrative entity according to Order of
the Personal Information Protection Commission for the proposal referred to in
the preceding paragraph:

— RBEETDHEORA I TR K OEFT SUTEFTE NS EANZ OO FIEIZ & - T
X, ZOREXHEDOKA

(i) the name and address of the person submitting the proposal, and the name
of the representative if the person is a corporation or any other organization;

= RBRIRLEANE®RT 7 A NV DLFE

(i1) the name of the personal information file relating to the proposal;

= RBEIRDOITEHEEES N TERO KRN D

(iii) the number of persons identifiable by the anonymized personal information
the administrative entity holds that is related to the proposal;

WU A ST 5 b ODIED, IREITMR DITEHEESFEA N THEROIERIC W5
HHAGHE HOREIZLDMTOREEZ/HET HICEY 5 HIE

(iv) beyond what is set forth in the preceding item, matters sufficient to
identify the method of processing under Article 116, paragraph (1) that is
used for preparing the anonymized personal information the administrative
entity holds that is related to the proposal;

T BRI DT BB E A N TAF ORI O B89 X O EE O 24 3%17 Bk B %
EAMTERSE ORI I N D FEEZONE

(v) the purpose and method of use of the anonymized personal information the
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administrative entity holds that is related to the proposal, and the
description of the business in which the anonymized personal information
the administrative entity holds is to be used;

N ORBIRDITEHEEFEA N TERZ AT OFEOMIZHL K 5 &3 2 i

(vi) the period during which the anonymized personal information the
administrative entity holds that is related to the proposal is to be used for
the business referred to in the preceding item;

t REITRDITBUE B EEL N TAE M O 2\ OB 112 O 24 53%4T Bobk B % FE 44 0
TIEROET R E DT D5 D i iE

(vil) measures to be taken for preventing the leaking and for other proper
management of the anonymized personal information the administrative
organ entity holds that is related to the proposal;

I\ ETEFICHET 2 b 00I1En, EAF#RREZ BB TED L FIH

(viii) beyond what is set forth in each preceding item, matters prescribed by
Order of the Personal Information Protection Commission.

3 HIEHOFMmITIL, WIZEIT 2 FmZ OMENEHRREZBESHNITED 2 EHZ R
LT 6720,

(3) The documents referred to in the preceding paragraph must be accompanied
by the documents listed below and other documents specified by Order of the
Personal Information Protection Commission:

— HHOBRZEZTOLEDPRRESZOVTIICHZE LRI L 2B 5Fm

(1) a written pledge that the person making the proposal referred to in
paragraph (1) does not fall under any of the items of the following Article;

AT S Lo D RZEDH T2 R PEFE ORI SUTIE 1 & et LIS RER

EIEDORBICET HHDOTHLZ L2 oI 5EHE

(i1) a document making it clear that the business referred to in item (v) of the
preceding paragraph contributes to the creation of new industries, the
realization of a vibrant economic society, or enriching quality of life for the
Japanese public.

(RA%EH)
(Grounds for Ineligibility)
BEHT=58 ROBZONTNNIHATLHEIE. ATERE-HOREELTHILNTE
720N,
Article 113 A person falling under one of the following items may not make a
proposal in paragraph (1) of the preceding Article:
—  OREEEE
(i) a minor;
O DE ORI XV ETSRE - HORSEITR DT BO B A I TR A £ o ik
LTATO) FHELWIEITATY 2B TERVE & L TEAGHRREZBESHAITED
5HD

-
—
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(i1) any person specified by Order of the Personal Information Protection
Commission as being unable to properly conduct business which uses
anonymized personal information an administrative entity holds that is
related to the proposal under paragraph (1) of the preceding Article due to a
mental or physical disorder;

= WKPEFREB M OV E & T TIEMEZ SR VE

(iii) a person subject to an order commencing bankruptcy proceedings that has
not been released from bankruptcy restrictions;

I EEEUL EOJHICAE B, LT DEROBREIC LV IZAE b, £0PITE
Koy, XIFHITEZ T D LR R Rolc ANDEA LT FELRE LRNWE
(iv) a person that has been sentenced to imprisonment or a heavier punishment

or sentenced under the provisions of this Act, if two years have not yet
elapsed since the date on which the person finished serving the sentence or
was not subject to its enforcement;

T BE ZHROBEIC X ITBHEBFEEA N AR R ORI BT 5 24 & bR S,
ZOfEBRO A B LT AR LR nE

(v) a person whose contract to use anonymized personal information that an
administrative entity holds was canceled under Article 120, if two years have
not yet elapsed since the date of the cancellation;

N BEANEOMOHETH ST, ZOEED D BITHIATOWNTINITEEY T HH M
HoHHD

(vi) a person that is a corporation or any other organization, and has any of its
officers falls under either of the condition referred to in one of the preceding

items.

(REDOFEES)

(Examination of Proposals)

FHETEE ATBHEBEORS L, BE T+ KRB - HOREP D72 & &L, SEERN
WIZHT DG T 2008 I D EFELR2TNIERL 720,

Article 114 (1) If a proposal referred to in Article 112, paragraph (1) is submitted,
the administrative organ's head or administrative entity must examine
whether it meets the following criteria:

— HE T RECHORELE LIEADPHIRS EOWVT IS Y LN &,

(1) the person making the proposal referred to in Article 112, paragraph (1)
does not fall under any of the items in the preceding Article;

OBE TR HE = S OREITR DITBHE B FEL I TAE RO ANOED ., 1T
BB B A FE A N LAF H O 20 R B9 72208 O BLE D & A TR NG IREZ B S HIHITE
DLEULETHY . o, BEIBRDENEHRT 7 A V2 ERLT D 0RA HNIE B D
AKNOBLLTFTHDLZ &,

(i1) the number of persons identifiable by the anonymized personal information
the administrative entity holds that is related to the proposal referred to in
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Article 112, paragraph (2), item (iii) is equal to or more than the number
specified by Order of the Personal Information Protection Commission from
the viewpoint of effective use of that anonymized personal information, and
is less than or equal to the number of persons identifiable by the personal
information the administrative entity holds that constitutes the personal
information file related to the proposal;

= HFE TSR _HE =S AOEN I 2 FHICE D RE SN DI T OENR
FEHTARE-HOEEIZHET 2O THLZ &,

(iii) the processing method specified under Article 112, paragraph (2), items
(iii) and (iv) conforms to the criteria referred to in Article 116, paragraph (1);

W EE+ 48 HE R T OFRENH I REXORIN TG N H 5k EHaE L <
FEPREREEOEBUCET 2D THL Z &,

(iv) the business referred to in Article 112, paragraph (2), item (v) contributes
to the creation of new industries, or the realization of a vibrant economic
society, or enriching quality of life for the Japanese public;

T B SR IS 5 0 B AT BB B A BEAL N AB O 20 R 72 1E F OB
MO AL TEAEHRREZBSHAITED DHHEZBIRNEDTHDL Z L,

(v) the period referred to in Article 112, paragraph (2), item (vi) does not
exceed the period specified by Order of the Personal Information Protection
Commission from the viewpoint of effective use of anonymized personal
information the administrative entity holds;

NORE T ARE CHE IS OREITR DITBHE R4 I TE R OF M o B L
T7 BN ONC [FIE S £ 95 O FE 1B 75 24 5% 1T BObs B 55 6.4 I A% R D A N D MERIFI 4% & P
HETDDITHEI R bDTHD Z L,

(vi) the purpose and method of use of the anonymized personal information the
administrative entity holds that is related to the proposal referred to in
Article 112, paragraph (2), item (v), and the measures referred to in item
(vii) of that paragraph are appropriate for protecting the rights and interests
of persons identifiable by that anonymized personal information;

t HIATICHET 5 b001E0, MAFHREREZESHAITED 2 EBEIEAT DS
DTHHT &,

(vii) beyond what is set forth in each preceding item, the proposal conforms to
the criteria prescribed by Order of the Personal Information Protection
Commission.

2 1TEHEBEORZIL, AiHOBEICLVEE LR, BE+ &H - HORENH
HA G T HEEONTAICLEAT 2 LR D & &iT, FAFRREZBESHA
TEHDHEZAICED, YEBREL LEEFICH L, KIHTL2FHLBATLHHOL
T2,

(2) If, as a result of the examination under the preceding paragraph, the
administrative organ's head or administrative entity finds that the proposal
referred to in Article 112, paragraph (1) conforms to all of the criteria listed in
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the items of the preceding paragraph, the administrative organ's head or

administrative entity is to notify the person that has submitted the proposal of

the following matters, pursuant to the provisions of the Order of the Personal

Information Protection Commission:

— WREDOHEIC L VAITBHERE O K% & O TIT B B % 4 I TAF O F I B9
LR EHMMET D LN TEDE

(i) an indication that the person may conclude a contract with the
administrative organ's head or administrative entity for the use of the
anonymized personal information the administrative entity holds, pursuant
to the provisions of the following Article;

AT b ODIEN, EAERGEZ B SBAITED L FIH

(ii) beyond what is set forth in the preceding item, matters prescribed by Order
of the Personal Information Protection Commission.

3 ITBUERIOREIX, F—HOBEICIVEELLHER, FE+ &E—HOBEEN
F—IHA I D2 EEONTANIEE LW el D & &id, EAFHRREEZER
SHAITED D & ZAICEY, YEEELLEEZICH L, BHRAf LT, ZOFLH
HTHHEDET D,

(3) If, as a result of the examination under paragraph (1), the administrative
organ's head or administrative entity finds that the proposal referred to in
Article 112, paragraph (1) does not conform to one of the criteria listed in the
items of paragraph (1), the administrative organ's head or administrative
entity is to notify the person that has submitted the proposal to that effect, and
the grounds for it, pursuant to the provisions of the Order of the Personal

Information Protection Commaission.

(7 Bk BE 28 B 44 I A o F I B3 2 R O fs)
(Conclusion of a Contract for the Use of Anonymized Personal Information an
Administrative Entity holds)

FETRSE RISE _HOHEICL2EMEZIT2E L EAGRREZESHAITE
WHETAIZEY | ATEHBEADO RS &L ORI T, 1TBHERE % EA I TIEHMOF IR
LR EFRERET HZ LN TE D,

Article 115 A person that has received a notice under paragraph (2) of the
preceding Article may conclude a contract with an administrative organ's head
or administrative entity for the use of the anonymized personal information
the administrative entity holds, pursuant to the provisions of the Order of the

Personal Information Protection Commission.

(17 Boi B 25 E 44 0 T4 R D AE R SE)
(Preparation of Anonymized Personal Information of an Administrative Entity)
BE NS ATBUEBE O RS IL, ITEBESELAIN TE R ERT 2 & i3, FrEDO
NZHS 2 2 LN TERVEIITROLZDERICHWDRAEAEREZETT 5 Z
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Article 116 (1) If an administrative organ's head or administrative entity
prepares anonymized personal information the administrative entity holds, the
administrative organ's head or administrative entity must process the personal
information the administrative entity holds, in accordance with the criteria
specified by Order of the Personal Information Protection Commission as
necessary for making it impossible to identify a specific individual or to restore
that personal information to its original state

2 HIEOBEIL, TS ) DATBOEEFEL N T RO OZEFE (2L Lo
BRlC e Z5t e ale, ) X TEBENZFE LTEEB 21T OHAEIC O VW THERT %,

(2) The provisions in the preceding paragraph apply mutatis mutandis if a person
that an administrative entity has entrusted (including entrustment via two or
more layers) with the preparation of the anonymized personal information it
holds conducts that entrusted business.

(AT B B % fE 40 N T8I B+ 2 FHEOE NG @ 7 7 A /L~ DFLHE)
(Registration of Matters Relating to Anonymized Personal Information an
Administrative Entity Holds in the Personal Information File Register)

HETER TBOEBEOREIL. TTEREBIFEA M TR R Lo & i3, ST
% B 5 B4 N A S D VERUC W TR A BN AE S 2 S E NG| 7 7 A D0 T,
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Article 117 If an administrative organ's head or administrative entity prepares
the anonymized personal information the administrative entity holds, the
administrative organ's head or administrative entity must register the
following matters in the personal information file register, for a personal
information file that contains the personal information the administrative
entity holds that has been used to prepare that anonymized personal
information; in applying Article 75, paragraph (1) as applied pursuant to the
provisions of Article 110 following the deemed replacement of the terms to the
personal information file in this case, the term "and each item in Article 110"
in that paragraph is deemed to be replaced with "each item in Article 110 and
each item in Article 117.":

— ATEOERESEEA N TIEROME & LT AFHRREZBESHAITED 5 HIH

(i) matters to describe the outline of anonymized personal information the
administrative entity holds, as specified by the Order of the Personal
Information Protection Commission;

= REEHORRE &5 T DAk O 4 B M OV E
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(ii) the name and address of the organization to which a proposal referred to in
paragraph (1) of the following Article is given;

= REFEHOREETHI LN TE DM

(iii) the period during which a proposal referred to in paragraph (1) of the
following Article may be submitted.

(MER ST ATBOR B S E A I TS WA 2 O HICi L TIT 9 FEICHE T 5 E%)
(Proposal of Business to Be Conducted Using Prepared Anonymized Personal
Information an Administrative Entity Holds)

FEHNE AIROHEIZ LV BEANERT 7 A VBICFRSKE — 51281 2 FEP L S
NIATERS RS EA M TE R A ZOFEORICM L L5 32813, TEHEOES
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TRED, U TBHREAEEA M TEREZ ORI T 2 FELLTL L) ETH L X
b, Ak E T 5,

Article 118 (1) If a person intends to use, for their business, anonymized
personal information an administrative entity holds for which matters set forth
in item (i) of the preceding Article are registered in the personal information
file register pursuant to the provisions of that Article, the person may submit a
proposal on that business to the administrative organ's head or administrative
entity. The same applies if a person has concluded a contract for the use of the
anonymized personal information the administrative entity holds, pursuant to
the provisions of Article 115, and seeks to alter the business for which the
person will use that information.

2 HE T AE _HAOE_HETGCICHEE F =008 E T+ EE TOHEZ, fiE
DIRERBIZOWVWTHENT L, TOREICTBNT, FH T FHE _HD RIZ) £HDHD
X TE—BROENENGHENSFETIC) &, REFHEESF M5BT 5001
L RE] LHL0F HRED L TOERICHWDEE HARE - HOBREIL XD
MIOHEERET D] LHHDIF TE2RETDH) & REE/NZH THid5] &b
LZ01E THE—F R OENGNLETZET) &, BHEFUEE—HP TR LHDHD
X TE—FROENSAOLHEESETIC) & REFEST THi%5] LdHDHDIE

-G kORI =] &, RSKRE _HD [HiHES ] L0 THIESE — 5RO
WonbHEEarET) & ARBE=HD FE-HKT) £bH0F E-HE T
OFEMZNOHELFTET] EHARADLD LD LT D,

(2) The provisions of Article 112, paragraphs (2) and (3), and Articles 113
through 115 apply mutatis mutandis to the proposal referred to in the
preceding paragraph. In this case, the term "the following matters" in Article
112, paragraph (2) is deemed to be replaced with "matters prescribed in item (@),
and items (iv) through (vii1)"; the term "beyond what is set forth in the
preceding item, matters" in item (iv) of that paragraph is deemed to be
replaced with "matters" and the phrase "identify the processing method under
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Article 116, paragraph (1) that is used for preparing the anonymized personal
information the administrative entity holds that is related to" is deemed to be
replaced with "identify"; the phrase "in each preceding item" in item (viii) of
that paragraph is deemed to be replaced with "in item (i) and items (iv)
through (vii1)"; the term "the following criteria" in Article 114, paragraph (1) is
deemed to be replaced with "the criteria prescribed in item (i), and items (iv)
through (vii)"; the term "each preceding item" in item (vii) of that paragraph is
deemed to be replaced with "item (i) and the preceding three items"; the term
"the items of the preceding paragraph" in paragraph (2) of that Article is
deemed to be replaced with "item (i) and items (iv) through (vii) of the
preceding paragraph"; the term "one of the criteria listed in the items of
paragraph (1)" in paragraph (3) of that Article is deemed to be replaced with
"one of the criteria listed in item (i) and items (iv) through (vii) of paragraph

().

(FECkR
(Fees)
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Article 119 (1) As prescribed by Cabinet Order, a person that concludes a
contract with an administrative organ's head or administrative entity for the
use of anonymized personal information an administrative entity holds,
pursuant to the provisions of Article 115, must pay a fee specified by Cabinet
Order in consideration of the actual cost.

2 EIERE _HICBWTHENT2EE FIEOREIC X 0 ITBOBI % A4 I TR R OF
MICBEAT 28K ZITBHIEBE O K LR 28 IE, BB TEDDH L ALY, #iEHD
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(2) As prescribed by Cabinet Order, a person that concludes a contract with an
administrative organ's head or administrative entity for the use of anonymized
personal information an administrative entity holds, pursuant to the
provisions of Article 115 as applied mutatis mutandis pursuant to paragraph
(2) of the preceding Article, must pay a fee prescribed by Cabinet Order in
consideration of the amount of the fee prescribed by Cabinet Order as provided
for in the preceding paragraph.

3 BHTIARDOHEIT XV ATEHEE RS I TAG S ORI NI B 5 240 2 1 7 3 S [
RO RS T 281X, RBITEDDLE ALY, EEZHRELTESTEDD
AR L L CERAITED DO FEE Z MO 72 T X7 b2,

(3) As prescribed by local ordinance, a person that concludes a contract with a
local government organ for the use of anonymized personal information an
administrative entity holds, pursuant to the provisions of Article 115, must pay
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a fee prescribed by local ordinance based on the amount prescribed by Cabinet
Order in consideration of the actual cost.

4 FIZRE HIZBWTHERT 25+ HSROBEIC X 01T BB 4 N TIE ® O F|
TR 2 5K & M 7 N IEFUAORERT L ffifs 2813, REITED DL ALY,
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(4) As prescribed by local ordinance, a person that concludes a contract with a
local government organ for the use of anonymized personal information an
administrative entity holds, pursuant to the provisions of Article 115 as
applied mutatis mutandis pursuant to paragraph (2) of the preceding Article,
must pay a fee specified by local ordinance based on the amount prescribed by
Cabinet Order in consideration of the amount of the fee specified by Cabinet
Order as provided for in the preceding paragraph.

5 FHEHTHSFOHE (RIFZHE HIZBWTHERT G250, HNHEETRSEIZE
WTR T, ) 1T & D ATBOE RS % B4 N TS ORI B3 2 388 2 MSZ T BOE N5 &
fiifs T HF X, MSATEIENEDED H & ZAIZL Y | FIFABZMD R T TR 672
VY,

(5) A person that concludes a contract with an incorporated administrative
agency or other prescribed corporation for the use of anonymized personal
information an administrative entity holds, pursuant to the provisions of
Article 115 (including as applied mutatis mutandis pursuant to the provisions
of paragraph (2) of the preceding Article; hereinafter that applies in paragraph
(8) and the following Article), must pay a usage fee, as prescribed by the
incorporated administrative agency or other prescribed corporation.

6 ATEOFMAEIOFIL, EELZHREL TEHNTH D RO LN LHEEANIZIHE W T,
MSATBUENEDRED %,

(6) An incorporated administrative agency or other prescribed corporation
specifies the amount of the usage fee referred to in the preceding paragraph
within a range which is found to be reasonable in consideration of the actual
cost.

7 OMSATBOENFIZ, B ZHOBEIC LD ED E —ROMEIZHE L2 T iR b0,

(7) The incorporated administrative agency or other prescribed corporation must
make the rules under the preceding two paragraphs available for general
Inspection.

8 HHETLFOBIEIT XV ITEHRERE A I LEROFINC B 524 & G M AT
BUEN L fifE 3 28 1%, HTMNATBUEANDED 5 L Z ALY, FEEZMD 2T
X722 5720,

(8) A person that concludes a contract with a local incorporated administrative
agency for the use of anonymized personal information an administrative
entity holds, pursuant to the provisions of Article 115, must pay a fee specified
by the local incorporated administrative agency.
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(9) A local incorporated administrative agency specifies the amount of the fee
referred to in the preceding paragraph in consideration of the actual cost and
the amount of the fee set forth in local ordinance as provided for in paragraph
(3) or paragraph (4).

10 HOFMSIATBOENIE, B ZHOHEIC K D ED 2 —ROMEIZHE LT iR s
TRV,

(10) The local incorporated administrative agency must make the rules under the
preceding two paragraphs available for general inspection.

(17 Bk B 25 B 44 0 T R O F) 2 BE 9~ 2 S O figbi)
(Cancellation of a Contract for the Use of Anonymized Personal Information an
Administrative Entity Holds)

FE TR TEHEORFIL. FE+LEROBEIC LV 1TEREE % EA N TG HROF
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bRy D N TE D,

Article 120 If a person that has concluded a contract for the use of anonymized
personal information an administrative entity holds, pursuant to the
provisions of Article 115, falls under one of the following items, the
administrative organ's head or administrative entity may cancel the contract:
— AV ZOMAREDFEICL Y MFERNEHE L L &,

(i) the contract has been concluded by deception or other wrongful means;

=B TEARES (FEETARE HIIBWTTHERTIEAEE T, ) oVnFan
IZE T e olc b X,

(i1) the person falls under one of the items of Article 113 (including as applied
mutatis mutandis pursuant to the provisions of Article 118, paragraph (2));

= UEEICB W TED N FEICOWTHERRER N D 72 L &,

(iii) a serious breach of any provisions in the contract was committed.

(G BIAT 2 DEEIEZE)
(Prohibition of Identifying Persons)

FE K ITBHEEORS T, ITBIEEFEL N THEREZ RO H O 1872 o T,
ERICHES GG ERRE . UREATEBEEB A I T RO ERIZ IV & A7l A )
(CERDARNZRT D7D, UEATEREREEL I TG R Ao FHk & A LT
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Article 121 (1) Except cases based on laws and regulations, in handling
anonymized personal information an administrative entity holds, the
administrative organ's head or administrative entity must not collate that
anonymized personal information with other information in order to identify a
person identifiable by personal information that was used to prepare that
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anonymized personal information.

2 ATEBUHEREORFIL, 1TEBHERESFERA I TER, 55 IURFE U E T 2 B FRIE #
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(2) An administrative organ's head or administrative entity must take necessary
measures for proper management of the anonymized personal information the
administrative entity holds, deleted information prescribed in Article 109,
paragraph (4), and information on the method of the processing as performed
under Article 116, paragraph (1) (hereinafter referred to as "anonymized
personal information and other related information of an administrative
entity" in this Article and the following Article), in accordance with the criteria
specified by Order of the Personal Information Protection Commission as
necessary for preventing the leaking of anonymized personal information and
other related information of an administrative entity.

3 AT ZHOBUEIL, ITBHREE ) HITBHERE S EA N TIEHRE ORI VWOEFE (2L
FOBEBEICOTE DR EED, ) BT REENZELEESEZITHO>HAIC OV THEH
T 5,

(3) The provisions of the preceding two paragraphs apply mutatis mutandis if an
administrative entity entrusts (including entrustment via two or more layers) a
person to handle anonymized personal information and other related
information of the administrative entity, and that person performs those

entrusted activities.

(TEFEE DR
(Employee's Obligations)
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Article 122 An employee or former employee of an administrative entity
handling anonymized personal information and other related information of
the administrative entity, a person engaged in or formerly engaged in the
entrusted activities referred to in paragraph (3) of the preceding Article, or a
staffing agency worker or former staffing agency worker that handles
anonymized personal information and other related information of an
administrative entity must not disclose anonymized personal information and
other related information of an administrative entity acquired in the course of
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that person's work to other persons without reason, or use that information for

an unjust purpose.

(4 N AR R D Bl M ER D 28 55)
(Obligations on the Handling of Anonymized Personal Information)
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Article 123 (1) Except cases based on laws and regulations, before providing
anonymized personal information (excluding anonymized personal information
an administrative entity holds; hereinafter the same applies in this Article) to
a third party, an administrative entity must disclose the categories of
information on an individual that is contained in anonymized personal
information it will provide to the third party, and the means of providing this,
and state to that third party explicitly to the effect that the information it will
provide is anonymized personal information, pursuant to Order of the Personal
Information Protection Commission.

2 ATBUERIE I, BEAMLIEREZID DI 7e o> TE, ERICESKBEZRE,
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(2) Except cases based on laws and regulations, in handling anonymized personal
information, an administrative entity must neither obtain information relating
to the identifier or the equivalent, individual identification codes, or
information on the method of processing as performed under Article 43,
paragraph (1) that has been deleted from the personal information, nor collate
that anonymized personal information with other information, in order to
1dentify a person identifiable by the personal information that was used to
prepare the anonymized personal information.

3 ITEUERIEIX., EANMTHEHROWAWE LT 5 7DIZnZE R0 & LT AEH
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(3) An administrative entity must take necessary measures for proper
management of the anonymized personal information in accordance with the
criteria specified by Order of the Personal Information Protection Commission

as necessary for preventing the leaking of anonymized personal information.
4 FIZHOHET, ITEHEBESEN O EAMN THEROBHRWOZEFE (UL EOBREICH
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(4) The provisions of the preceding two paragraphs apply mutatis mutandis if an
administrative entity entrusts (including entrustment via two or more layers) a
person to handle its anonymized personal information and that person
performs those entrusted activities.

ANHE HER

Section 6 Miscellaneous Provisions

(i bR 41 35)
(Exclusion from Application)
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Article 124 (1) The provisions of Section 4 do not apply to personal information
an administrative entity holds in relation to a judgment in a criminal case or
juvenile protection case, a disposition executed by a public prosecutor, a public
prosecutor's assistant officer, or judicial police personnel, execution of a
punishment or protective measure, post-incarceration rehabilitation services,
or pardon (limited to personal information an administrative entity holds in
relation to a person on whom that judgment or measure was delivered, a
person towards whom the punishment or protective measure was executed, a
person who applied for post-incarceration rehabilitation services, or a person
who filed a petition for pardon).

2 PRAMEAER (ITBHRERERARIES L, MSATEIE NEEMABRESE 14T
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(2) Of the personal information an administrative entity holds (limited to
information recorded in administrative or similar documents that exclusively
contain the non-disclosure information prescribed in Article 5 of the
Administrative Organs Information Disclosure Act, in Article 5 of the
Administrative Organs Information Disclosure Act, or in the information
disclosure ordinance), information that has yet to be classified or otherwise put
in order and from which it is extremely difficult to retrieve particular personal
information the administrative entity holds due to the existence of a very large
amount of information relating to the same purpose of use is deemed as not
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being held by the administrative entity with respect to application of the
provisions of Section 4 (excluding Subsection 4).

(3 i o R 451))
(Exception to Application)

BE T HSG FHETNEE HAFICHEIT 28T I UEEFICED L ERICHBIT S
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Article 125 (1) The provisions of this Chapter (excluding Section 1; Article 66,
paragraph (1) as applied mutatis mutandis in paragraph (2) of that Article
(limited to the part relating to items (iv) and (v) (limited to the part relating to
item (iv) of that paragraph)); Article 75; the preceding two Sections; paragraph
(2) of the preceding Article; and Article 127), Article 176, Article 180 (excluding
the part relating to business prescribed in Article 66, paragraph (2), items (iv)
and (v) (limited to the part relating to item (iv) of that paragraph)), and Article
181 do not apply to the handling of personal information, pseudonymized
personal information or information related to personal information by a
person set forth in one of those item of Article 58, paragraph (2) in the business
prescribed in the those items.
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(2) In cases of the handling of personal information or anonymized personal
information by a person set forth in one of the items of Article 58, paragraph
(1), a person set forth in item (i) of that paragraph is deemed to be an
incorporated administrative agency or other prescribed corporation; a person
set forth in item (ii) of that paragraph is deemed to be a local incorporated
administrative agency; and the provisions of Section 1, Article 75, the
preceding two Sections, paragraph (2) of the preceding Article, Article 127, and
the following Chapter through Chapter 8 (excluding Article 176, Article 180
and Article 181) apply.

3 FBHEANEFE HAFROE HAFIIBIT2E (AESSFICEDLIEFEZITO%
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(3) To apply the provisions of Article 98 to a person set forth in one of the items
of paragraph (1) and (2) of Article 58 (limited to cases in which business
prescribed in one of the items of that paragraph is conducted), the phrase "is
held in violation of Article 61, paragraph (2), is handled in violation of Article
63, 1s acquired in violation of Article 64, or is used in violation of Article 69,
paragraphs (1) and (2)" in paragraph (1), item (i) of that Article is deemed to be
replaced with "is held in violation of Article 18 or Article 19, or is obtained in
violation of Article 20"; and the term "Article 69, paragraph (1) and (2) or
Article 71, paragraph (1)" in item (ii) of that paragraph is deemed to be
replaced with "Article 27, paragraph (1) or Article 28".

(ME R ST DZEAT)
(Delegation of Authority or Processes)
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Article 126 The head of an administrative organ may delegate the authority or
processes prescribed in Section 2 through the preceding Section (excluding
Article 74 and Section 4, Subsection 4) to employees of that administrative
organ, pursuant to Cabinet Order (or in the case of an organ established under
the jurisdiction of the Cabinet o in the case of the Board of Audit, pursuant to

an order of those organs).

(BARGERFEZ L LD LT 258 6T D 1F RO
(Provision of Information to a Person That Intends to Make a Request or
Proposal)
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Article 127 In order to allow a person that intends to make a request for
disclosure, a request for correction, a request for ceasing to use personal
information, or a proposal under Article 112, paragraph (1) or Article 118,
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paragraph (1) (hereinafter referred to as a "request or proposal” in this Article)
to make that request or proposal easily and appropriately, an administrative
organ's head or administrative entity is to provide information that contributes
to specifying the personal information held by the administrative entity to
which the head or entity in question belongs, and is also to take other adequate
measures in consideration of convenience for the person that intends to make

the request or proposal.

(ATBHERE 2 1T 2 8 1G5 0 el M2 RS9 % i IR AL ER)
(Complaint Processing on the Handling of Personal or Other Related
Information by an Administrative Entity)
FE HNE TEREREORSI. 1TBOEESE TR D ANIEH. 54 I TIEHR UL E
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Article 128 An administrative organ's head or administrative entity must
endeavor to properly and expeditiously process a complaint on the handling of
personal information, pseudonymized personal information or anonymized
personal information in that administrative entity.

(M5 A EFUAICE < k=~ O FER)
(Consultation with Council Established in a Local Government)
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Article 129 When implementing measures referred to in Section 3 of Chapter III,
a local government organ may consult a council or other collegial body as
prescribed by local ordinance, if it is found necessary to hear the opinion based

on expertise in order to ensure the proper handling of personal information.

EAE EAFBREEZERES

Chapter VI The Personal Information Protection Commission
F—H REZ
Section 1 Establishment

(R 1E)
(Establishment)
FE =T NRENREESEN AR HOBEIZESWT, FAFRKRELZES
LT TEES Lo, ) ZES,
Article 130 (1) The Personal Information Protection Commission (hereinafter
referred to as the "Commission") is to be established based on the provisions of
Article 49, paragraph (3) of the Act for Establishment of the Cabinet Office.
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2 ZFBSITZ., NERBEKEORECET S,

(2) The Commission belongs to the jurisdiction of the Prime Minster.

(%)
(Duties)

FEH=t—5% ZESIE, (TBHRASOFEG R ONFEEOHEENOHBEREEZMY | I

ONTAE A #0038 1E 2> D RN R 72 18 38T 1 72 PEZE D RN ONTIE 11 & D R it
CENRERAFEOEIUCET 20D TH D Z & ZOMOMEANE®ROA APECELE L
2O, EANDHERF G 2 RS 2720, BATFHOEER RV OMREZXD Z &
(8 ANFSFIHFBEEFZE (TEFRICBIT 2REOEANE T 572D DFZO
FMHFICET DM GBS 5, T IERSFAME Lo, )
B RICHET 2MAFRSFINEFEERE 2V I, ) (ST 2BERTIEZD
fOHELHET L LT, ) BB LT D,

Article 131 The Commission is to assume the duties of pursuing ensuring the
proper handling of personal information (including taking measures such as
giving guidance and advice to a person in charge of a process using an
individual number, etc. (meaning a person in charge of a process using an
individual number, etc. as prescribed in Article 12 of the Act on the Use of
Numbers to Identify a Specific Individual in the Administrative Procedure (Act
No.27 of 2013; hereinafter referred to as the "Number Use Act"))) in order to
protect individual rights and interests while ensuring smooth and proper
management of the processes or services of administrative entities as well as
ensuring due consideration of the value of personal information, and the fact
that the proper and effective application of personal information contributes to
the creation of new industries and the realization of a vibrant economic society

and enriching quality of life for the Japanese public.

(AT =59 55)
(Functions under Jurisdiction)
BEH T 4R ZART. MROMEBEEZERT L2720, RICBIT2EEEZONS LD,
Article 132 The Commission is to administer the following affairs in order to
fulfil the duties referred to in the preceding Article:
— EARGEHOREKROHEEIZET 5 &,
(i) affairs related to the formulation and promotion of a basic policys;
= EATEREBEREEE BT D EANE RO B B SR & UM 4 N
EREEEE7E o AN SIY R FE ) MR- ) VEi ARNI PN 3087/ & o = W QO Ee Ayl
EREECYIEE o S NS S PRASEE D) IR R 30N NEi AR AON MR (L PNE 2Bu IR 367/ & o =
BT 2 MM ANBIERF O BRI 2B 1TBOREE T D ME A IEH. (5400
TAE . EEA N TAF % OME A B o0 BuR VM B9 2 BEARE QNS B #H, K
AN TG B OFEA N TAF RO PRI T S O R HIC OV T ORER D >F
AW RE DR ZAT ) FEE~OWHINCET L2 L (ElEFIZHE T2 0%k
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(i1) affairs (excluding those set forth in item (iv)) related to supervision of the
handling of personal information by a business handling personal
information, the handling of pseudonymized personal information by a
business handling personal information or pseudonymized personal
information, the handling of anonymized personal information by a business
handling personal information or anonymized personal information, the
handling of information related to personal information by a business
handling information related to personal information; affairs related to
monitoring over the handling of personal information, pseudonymized
personal information, anonymized personal information and information
related to personal information by an administrative entity; affairs related to
necessary mediation on a lodged complaint related to the handling of
personal information, pseudonymized personal information and anonymized
personal information; and affairs related to cooperation with a business that
deals with that complaint;

= WREBEANEHAGERKICET L Z L,

(ii1) affairs related to a certified personal information protection organization;

O AFEEAER BERRESE R&FH/NBEICHET 2REBAEREZ VD, ) OB
PN BT 2 BRSO EB L ONS 1 O IO W T OB B > A KL DL
BT FEE~OWHNCET L &,

(iv) affairs related to monitoring and supervision over the handling of specific
personal information (meaning specific personal information prescribed in
Article 2, paragraph (8) of the Number Use Act), and those related to
necessary mediation on a lodged complaint and related to cooperation with a
business that deals with the complaint;

T FREE NG ORERE G SR AR B8R0 —HITHUE T 2 R e 8 IF H b
RV D, ) TS L,

(v) affairs related to specific personal information protection assessment
(meaning specific personal information protection assessment prescribed in
Article 27, paragraph (1) of the Number Use Act);

N ENAE O PR K ONE E 2N DD R R TE IO W T D IRHRE OEFIZET 5 2 &,

(vi) affairs related to public relations and an awareness raising on the
protection of, and the proper and effective application of, personal
information;

t HIE BT D EE LTI O LERRE K OERICET S Z &,

(vii) affairs related to an investigation and research necessary to administer
those affairs set forth in one of the preceding items;

IV FTEREBIR L EBERRICET L2 L,

(viii) affairs related to international cooperation relating to the function under
the jurisdiction;
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L AR ZIC8IT 2 b 0DE0, EE ERICES<@amzal, ) ILASEEZES
BRSO FE

(ix) beyond what is set forth in each preceding item, affairs which comes under
the jurisdiction of the Commission based on a law (including an order based

to it).

(FRHEATBE D ARSI )
(Independence on Exercising Authority)
FEH=1T=% ZESOXAEKROEZAIL, ML L TEOBMEEZIT,
Article 133 A chairperson and commissioners of the Commission exercise their

official authority independently.

(RELAR )
(Organization)

FE=TNE ZERIT, ZERAVCEZENAZ S > THEHET 5,

Article 134 (1) The Commission is to be composed of a chairperson and eight
commissioners.

2 ZEOOSBLWMANIZ, FEFEHET D,

(2) Four of the commissioners are to serve on a part-time basis.

3 ZEEKUOZEZEIX., AEREERTHRAOENED I LG, WiEbtOREZS T,
W BEFR B R B M3 5,

(3) A chairperson and a commissioner are to be appointed by the Prime Minister
with consent of both Houses of the Diet from among those with high character
and deep insight.

4 ZFERKOZEIZZ., EAERORE K O ED D RA 220G 2T 5 kit i
DbDHFE., HEEOREICREL CTHomik s RBRe2 AT 58, HFHRQBEENIZEET
DR O B D F | AT IS T 2 kB o b 5 F . REEEDEFITHE L T
oy ek & RRBR A A T W NTE G MR (T EBESE ANt =fo =85
DEGHBE CREOREIC L2 BEE LI bDE WS, ) OWETIENEGEEND D
DETD,

(4) A chairperson and commissioners are to encompass a person who has relevant
expertise on protection of personal information, and its proper and effective
application; a person who has sufficient knowledge and experience to protect
consumers; a person who has relevant expertise on information processing
technologies; a person who has relevant expertise in public administrative
fields; a person who has sufficient knowledge and experience on private-sector
business practices; and a person recommended by a federate organization
(meaning a federate organization under Article 263-3, paragraph (1) of the
Local Autonomy Act that has given a notification under that paragraph).

(fF:15%)
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(Term of Office)

FE-thS5 ZARKOCEZEOMEMIIZX, HEETH, L, MIROEFEEXIIEER
OAEIIE, A E ORTHIR & 35,

Article 135 (1) The term of office for a chairperson or commissioner is to be five
years; provided, however, that the term of office of a chairperson or
commissioner appointed to fill a vacancy is to be the remaining term of office of
the predecessor.

2 ZERMUOZEIZT, HESNDLZZENTE D,

(2) A chairperson or commissioner may be reappointed.

3 ZERMKUOZEOMEMMNM T Lcd ik, SEEZERKOEEIT. BIEEMEMS
NHETHEHMELOWMBEITO> DO LT 5,

(3) When the term of office for a chairperson or commissioner has expired, the
chairperson or commissioner is to continue to fulfil their duties until their
successor 1s appointed.

4 ZEENEFZBOMENWET L, IIREZEULEGAEIZEWNT, EE0MaXIE
RBRBE DR DT DIZHREDOREZG2 Z LN TE RV & & X, NRBIERE IR,
ISR —HOBEIL LD OLT | FHEICEDLIEREATLEHEDI BLL, ZERX
TEBZTMT O ENTED,

(4) Notwithstanding the provisions of paragraph (3) of the preceding Article, if
the term of office of a chairperson or commissioner has expired or a vacancy
has occurred, but the consent of both Houses of the Diet is not able to be
obtained due to the closing of the Diet or the dissolution of the House of
Representatives, the Prime Minister may appoint a chairperson or
commissioner from among those who have those qualifications prescribed in
that paragraph.

5 HAIEDOLEIZBWNTIL, EMmERIDOERITIEW TRIHEE DO 5% OAR Z/F 21T h
T2 b7, ZOHGEITBWT, Wbt D% OKEN G RV E XX, NRREE
KREIZ, EHIZ, TOZERXIFIZEAZRAE LTI R 520,

(5) In the case referred to in the preceding paragraph, subsequent approval by
both Houses of the Diet must be obtained in the first Diet session after the
appointment. In this case, if the subsequent approval by both Houses of the
Diet is not able to be obtained, the Prime Minister must immediately dismiss

the chairperson or commissioner.

(& oy PrlE)
(Guarantee of Status)
FEH=TARE ZERMUOZERIT, ROFTOVTOANCHEET 256 2RV TR, 18
B, TOBICK LTERAEIND Z LN,
Article 136 Neither a chairperson nor a commissioner may be dismissed against
their will while in office, except cases falling under one of the following items:

— WEFHFRGORELEZ T L &,
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(i) they have been subject to an order commencing bankruptcy proceedings;

Z ZOEEIFESHIEOREIER L TUNZAE b & &,

(ii) they have been punished in violation of this Act or the Number Use Act;

= EELL Eoicig b &,

(iii) they having been sentenced to imprisonment without work or heavier
punishment;

W FERZEY, DHOBIEOT-DBGEZBITT 22 N TERVERE DO LRI L
T, XM LoRBERZOMEBERE LITIZBRLDICHE LRWIETED D &
bzt &,

(iv) the Commission have recognized that they are incapable of fulfilling the
duties because of a mental or physical disorder, or have committed a
violation of obligation in the course of their duties or other misconduct
unbecoming to a chairperson or commissioner.

(RB%%)
(Dismissal)
FE = EE NEREKREIL ZEEXIIZEDIIES TONTINICHYT 5 & X
3. TOZEERIZEBZ A LR TIER 5220,
Article 137 If a chairperson or commissioner falls under one of the items of the
preceding Article, the Prime Minister must dismiss the chairperson or
commissioner.

(ZER)

(The Chairperson)

FE=TN\G ZEEEX, ZESOSBEREL, ZESERET D,

Article 138 (1) A chairperson is to preside over rules and proceedings of the
Commission and represent the Commission.

2 ZERX, bONULOEHOZEDI bb, ZEARCFIRHIGEICERAEY
RETL2EHZED TELRITIXR B0,

(2) The Commission must designate in advance from among full-time
commissioners an acting chairperson in cases in which the chairperson is
unavailable.

(=78)

(Meetings)

FE =TS ZESOSHEIT. ZERPHET L,

Article 139 (1) A meeting of the Commission is to be called by a chairperson.

2 ZERF, ZERMOCNUAUEOZBEOHER 2T, S#z2RE, ka1 2
TEBTERY,

(2) The Commission may neither hold a meeting nor make a decision, unless a
chairperson and four or more commissioners are present.
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3 ZEEOEEFIX. HEFEOWPEHETCINEZRL, AIRFEKO L XX, ZERORT
HEZAIZLED,

(3) A decision of the Commission is to be adopted by a majority of attendees, and
when in a tie, a chairperson is to make a decision.

4 FH-FTAFHENSZOREIZL2BEZT 2I12F, AEOHEEIC LD LT, KA
RS BEREO BN RITIER B0,

(4) Notwithstanding the provisions of the preceding paragraph, there must be an
unanimous concurrence of all commissioners on the recognition under Article
136, paragraph (4), except for the commissioner concerned.

5 ZERICHFEHDHDG5EOE HOBE OB MIZOWTIX, iSRS HIZHRET S
ZERZNEITL2FH L. ZEELEART,

(5) In applying the provisions of paragraph (2) in cases in which a chairperson is
unavailable, an acting chairperson as prescribed in paragraph (2) of the
preceding Article is deemed as a chairperson.

(FEMZH)

(Specialist Commissioners)

FEMUtF ZERIC, EMOFHZFAES TS0, EMEEZEI LN TE D,

Article 140 (1) A specialist commissioner may be assigned to the Commission in
order to investigate specialized matters.

2 HEMEAIX, ZESOBHIZE SO THNMKREKEMEMT 5,

(2) A specialist commissioner is to be appointed by the Prime Minister based on a
proposal made by the Commission.

3 HMZERIL, SEEMOFHIIETIMENK T LI ET, MESNnD2bD LT
Do

(3) A specialist commissioner is to be dismissed when they finish their
investigation into the specialized matters.

4 HMEZFRIT, IEFH LT D,

(4) A specialist commissioner is to serve on a part-time basis.

(FH ™)

(The Secretariat)

FEUY 5 ZESOFRBLXUEIETL7-0, ZESICEFEREZEL,

Article 141 (1) The secretariat is to be established for the purpose of
administrating the Commission's affairs.

2 FHRIC, FHERELOMOEE ZE <,

(2) The secretary general and other staff are to be assigned to the secretariat.

3 FHREIX ZEROMEZIT T, RBELZEHRT L,

(3) The secretary general is to administer the secretariat's affairs in accordance
with the order of the chairperson.
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(B E &) & D 2R L)
(Prohibition of Political Campaigning)

HEEMUT "% ZEREOZRIE, EED, BT OMOBIRHEOKE 720 | i
FERGA I BB ER) 2 L TR B 7220,

Article 142 (1) Neither a chairperson nor a commissioner may become an officer
of a political party or other political organization or actively conduct a political
campaign, while in office.

2 ZERKUOEHOZEIZ, EET. NEBREREOFHF DL D56 2FR<1E0, #
B2 15 CTHL OB ICHEF L, ITEFFEL S, TOMesk Loflgz LT 5
EH AT TER BV,

(2) Except cases in which there has been permission from the Prime Minister, a
chairperson or full-time commissioner, while in office, must not engage in any
other jobs with remuneration, run a profit-making business, or perform other
services for the purpose of gaining monetary profit.

(B PR FF255)
(Confidentiality Obligations)
FENt=5% ZER., £A. ¥MEZELAOFEEROBEIL. BB Lmbs 2o TE
MEZRO L, FEHL T b2y, Z0BELZBW-%S, FkE T 5,
Article 143 The chairperson, commissioners, specialist commissioners, and
secretarial staff must not divulge or misappropriate any secret that have come
to their knowledge in the course of duties. The same also applies after they
have left their position.

(#a5)
(Remuneration)
FEMN+USE ZERAKOCZEOKEGIE, INERTED D,
Article 144 The remuneration of the chairperson and commissioners is
prescribed separately by law.

(FRRI D E)
(Establishment of Orders)

FENTHSG ZTERIT, TOFMEREBICONVT, EEE L IIBSEE/MT L5720,
SOTVERA L <ITXBS ORI DO ZALIZFESNW T, BAEFRRELZESHANEZHEST S
ZENTED,

Article 145 The Commission may establish the Order of the Personal
Information Protection Commission regarding its function under the
jurisdiction in order to enforce a law or Cabinet Order, or on the basis of a
special delegation under a law or Cabinet Order.

FEE EBEROEH#H
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Section 2 Supervision and Monitoring
B EABRDBEXEFTOEE
Subsection 1 Supervision of Businesses Handling Personal or Other
Related Information

G e ONE AR AT)
(Reports and On-Site Inspections)

FHEMUEAL ZERIF, BUE BLEHZER, KELXTHE L —RIZBWTH
Co ) OBUEDOKMATICMLEZRREIZBNT, EAG RIS ES . 5400 T H Uk
FEH . BN TG B R 2 O8N BERE w8 (LT ZomkIzB N T
MEATERRRFEREEE] &V D, ) ZOMOREREITR L, BAEHR, KA LE
W, EAMTIERSOIMEANBEEE®R (LLT Z ORI O =3B\ T ME A EHRE]
EWVVH, ) OEIWIZE L, wERHREE LITEROREZ KD, TZ DAz
Y RLE NAE SR F 2 2 OO BRE OFEB T MM ELR G ALE,
EAEREOTH TR LEM S, A LLREZEZOMOMITEEREIE S Z
EMWTED,

Article 146 (1) The Commission may require a business handling personal
information, a business handling pseudonymized personal information, a
business handling anonymized personal information, a business handling
information related to personal information (hereinafter referred to as a
"business handling personal or other related information" in this Subsection),
or other concerned person to submit necessary information or material relating
to the handling of personal information, pseudonymized personal information,
anonymized personal information, or information related to personal
information (hereinafter referred to as "personal or other related information"
in this Subsection and Subsection 3), or have its officials enter a business office
or other necessary place of a business handling personal or other related
information or other concerned person, inquire about the handling of personal
or other related information, or inspect a book, document, or other item, to the
extent necessary to implement the provisions of Chapter IV (excluding Section
5; the same applies in the following Article and Article 151).

2 FIEOBEIZL VI AMEL T HIWMEIL. TOHDZRTIEAELER L. BEEA
DFFRDB DT & ElE, THERRLZTILR B0,

(2) An official who conducts an on-site inspection pursuant to the provisions of
the preceding paragraph must carry a certificate for identification, and present
1t when requested by a person concerned.

3 H—HOBEIZL D I AREDOHERIL, JLREECTDICHRD NI O LFRL
TR B 7RV,

(3) An on-site inspection authority under paragraph (1) must not be construed as
granted for a criminal investigation.
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(FEEXOHIE)
(Guidance and Advice)
FEHUT LS ZESE. FNEOHEOATICNEZRBEIZSW T, EAERIRE
EHRFIH L, FAFREORPNCEALLERIFEROCNEEZT LI LN TE D,
Article 147 The Commission may provide a business handling personal or other
related information with necessary guidance and advice on the handling of
personal or other related information, to the extent necessary to implement the
provisions of Chapter IV.

(5 K OV )
(Recommendations and Orders)

FEMHNE ZESE EAFRIREEEDNEFNZPLOE 4R FET, B+
G GB—H, BHE OB MEOHE 2 500+ — R UNHEOBEIC KD FE8 2 T
My s5aaate, ) . ET=F00E _FARFET, HoHESR GBUEZERE,
R OFEARNHEHOREZ B+ —KFENHOBEIZ LV FHARL TEHT 25%6%
Eile, ) o BN, BT (BCEHEELEOHEEZ BN A —REBARHEOK
EICXVHARZCHEAT 2,628, ) . Bt (F_HEks, F-HEE
LEOREZHE N+ —FKFEANEHOHEICLVFAR 2 CHEHHAT 256288, ) . &#
T4 BEH SR (B (BHEICBOWTHERT A EZ G, ) 2R, ) |

B PURE _HE LIS =H, Bt hsk (F—H BoHAOHE LEEZR

<o ) v BEAINEE TH, B K CEMEEAOEILEAZRS, ) AL I3HN

+ =54 GEREZRLS, ) OBREICERK LZGE, BABEERIURFEEENE -+
—&F W, FEE HICBW AR X THERT 58—+ \&E =08 L IEFE =
=B ZHIZBWTHAAR R THEN T 25 =58 =008 L IXEBNEOBUE &
RUTZ5E . ARG TG SR 36 E 03 350U+ 505 —TH, SH HIZB W TRl s
BACHERTLE _+LEEEREE L ITFHEAREA L IEEN+ 248 = HIZB W T
MARZXTHERTLOHE =800 H +HEFTHLIIAIB N+ —RBLEA LL
X5 \EOBLENE R LT XX EA I TS O S 3E8 03 S 00 +- D0 45 L < I
4 FHEDOHEITER LTS ICB O TEANOHERFI R 2 RET D2 T2OMNERDH D &
B DHE XX, YNGR FEFEICRT L, YERITH DO IEZ DOMIER %
FIET OO BERIEELY L HIXEFE2EETHZ LN TE S,

Article 148 (1) The Commission may recommend a business handling personal or
other related information to stop committing the following violations or take
other necessary measures to rectify the violation, if the Commission finds that
there is a need for protecting individual rights and interests in cases in which
a business handling personal information has violated the provisions of
Articles 18 through 20, Article 21 (including the cases in which the provisions
of paragraphs (1), (3) and (4) are applied pursuant to the Article 41, paragraph
(4) following the deemed replacement of terms), Articles 23 through 26, Article
27 (excluding paragraph (4), and including the cases in which the provisions of
paragraphs (5) and (6) are applied pursuant to Article 41, paragraph (6)
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following the deemed replacement of terms), Article 28, Article 29 (including
the cases in which the provisions of the proviso of paragraph (1) are applied
pursuant to Article 41, paragraph (6) following the deemed replacement of
terms), Article 30 (excluding paragraph (2), and including the cases in which
the provisions of the proviso of paragraph (1) are applied pursuant to Article 41,
paragraph (6) following the deemed replacement of terms), Article 32, Article
33 (excluding paragraph (1) (including as applied mutatis mutandis pursuant
to paragraph (5))), Article 34, paragraph (2) or paragraph (3), Article 35
(excluding paragraphs (1), (3) and (5)), Article 38, paragraph (2), Article 41
(excluding paragraphs (4) and (5)) or Article 43 (excluding paragraph (6)); in
cases in which a business handling information related to personal information
has violated the provisions of Article 31, paragraph (1), has violated the
provisions of Article 28, paragraph (3) as applied mutatis mutandis pursuant
to Article 31, paragraph (2) following the deemed replacement of terms, or has
violated the provisions of Article 30, paragraph (3) or paragraph (4) as applied
mutatis mutandis pursuant to Article 31, paragraph (3) following the deemed
replacement of terms; in cases in which a business handling pseudonymized
personal information has violated the provisions of Article 42, paragraph (1),
has violated Article 27, paragraph (5) or paragraph (6) as applied mutatis
mutandis pursuant to Article 42, paragraph (2) following the deemed
replacement of terms, or has violated the provisions of Articles 23 through 25
or Article 41, paragraph (7) or paragraph (8) as applied mutatis mutandis
pursuant to Article 42, paragraph (3) following the deemed replacement of
terms; or in cases in which a business handling anonymized personal
information has violated the provisions of Article 44 or Article 45.

2 ZESIE, ATHEOBEIC XL 28E 22T T BT SRR FEEH SN E Y B 3
K TCEDEVEIRDIEL & DR T2 GAE I W TIEA O EH KRR HEFRIFI R DR FE A
THELTWD EROD L& IE, YEEANE R FEEFICH L, ZOBIE IR D
BELOIREZLZ2mMmTHILENTED,

(2) If a business handling personal or other related information has received a
recommendation under the preceding paragraph but has not taken measures in
line with the recommendation without legitimate grounds, and the Commission
finds that a serious infringement of individual rights and interests is
impending, the Commission may order the business handling personal or other
related information to take measures in line with the recommendation.

3 ZESKF. Wi ZHOBEZ» DL LT, EABRIBFEEEPH+HNENLE
FET, B _F=2500HE _FAREKET, FoHELRE-H, F_HAKE -HEL
CIEHE =, FWU+—F£E -HLOE “HETEHELIITERNRENGHE/NEHETHLL
FEB =50, R L EEEOHEIER LI2GE . 8BS #H Y
WEEEPF =15 —HE LIZREE HIZBWTHAR A THENTLE -1
NG —HOBEITER L2 6 . RGN L SR EE 2 50U+ 4R — T L
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CIEHRAIERFE =ZHIIBWTHAZRATERT2H _+ =500 _+HEETHLLIT
HEUA—&E EEE L XS NEOBEITER UnSa AXEL N TG s
NEHEN+HEOREICER LEBAICB W THEANDE KRG EZETL2HERND
HI-ORRIHELE EHOMNENRD D ERO DL L T, Ykl NG RIR FEEE I
L. YERATAOWIEZ OMGER R IET A7 DIChBERIEE LY L HX&EZ & &m
THENTED,

(3) Notwithstanding the provisions of the preceding two paragraphs, the
Commission may order a business handling personal or other related
information to stop the following violations or take other necessary measures
to rectify the violation, if the Commission finds that there is a need to take
urgent measures because there is a fact that seriously prejudices individual
rights and interests in cases in which a business handling personal information
has violated the provisions of Articles 18 through 20, Articles 23 through 26,
Article 27, paragraph (1), Article 28, paragraph (1) or paragraph (3), Article 41,
paragraphs (1) through (3), or paragraphs (6) through (8), or Article 43,
paragraph (1), paragraph (2) or paragraph (5); in cases in which a business
handling information related to personal information has violated the
provisions of Article 31, paragraph (1), or has violated the provisions of Article
28, paragraph (3) as applied mutatis mutandis pursuant to Article 31,
paragraph (2) following the deemed replacement of terms; in cases in which a
business handling pseudonymized personal information has violated the
provisions of Article 42, paragraph (1), or has violated the provisions of
Articles 23 through 25 or Article 41, paragraph (7) or paragraph (8) as applied
mutatis mutandis pursuant to Article 42, paragraph (3) following the deemed
replacement of terms; or in cases in which a business handling anonymized
personal information has violated the provisions of Article 45.

4 FADT, MZHOHEIZL 2T 2 LIELAICBW T, 20M5 &2 2 EAE
W FXEEENEOMDIER LI XX, TOFERAKRTHI LN TE D,

(4) If the Commission has issued an order under the preceding two paragraphs
and the business handling personal or other related information that has
received the order has violated the order, the Commission may make public
announcement to that effect.

(Z B & OHERDOITHE DI R)
(Restriction on the Commission's Exercising the Authority)

FEMNILE ZFERIT, AIZROBREIC L0 EAF RIS EEFIIH LIREFR L <
B ORI OER, AMRE, B8, 5. BIEXIMHE2TI108 7o T, £
BoAm, FRoBH, FEHOABKCBUREEO B B 205 TR b0,

Article 149 (1) When requiring a business handling personal or other related
information to submit a report or material, conducting its on-site inspection, or
giving a guidance, advice, recommendation or order to it, pursuant to the
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provisions of the preceding three paragraphs, the Commission must not
preclude the freedom of expression, freedom of academia, freedom of religion,
and freedom of political activity.

2 HIEHOBREOMEIZHS L, ZESIE, MABFRIHRFEEEEN B LHERFE—H
KFIB|IT 58 (ENENYHEFTITED D HITEAEREFEZI 55 EI12R
%o ) AT L TEAERELZIRIET 21T /I HONTIE, TOHEREZITHELZNED &
T2,

(2) In light of the purport of the provisions of the preceding paragraph, the
Commission is not to exercise its authority when a business handling personal
or other related information provides personal or other related information to a
person set forth in one of the items of Article 57, paragraph (1) (limited to
cases in which the person handles personal or other related information for the

purpose prescribed in those items).

(FEFR D ZAT)
(Delegation of the Authority)

FELTSR ZERIT. BEDOEHEFSAITE NS HRE 0w E R B O Ol 2 X D B
WD EZOMODETTEDLEENO D7D, MAEFRIRFEFEIIRTL, &
B \NERHE —HOREIZ X2 8E SUIRSSE ZHE L < 3% =HOBUEIC K DT
ENRINAT D) L CHERH D LBODLEEF, BFTEDDLH LI ALY, F
RNEFE—H, FAMNTFAREE—H, FHEANTF RICBWTHAR R THEHFT 5 RS
ik CEROVEERS EILS) Bk, BE 4. BH =% BFE LS BEHA
& BFANGROEEILS, FEANTRIECICETASATHMUEOHEIZ L DHERLE F
ETEREICEET DI ENTE D,

Article 150 (1) If the Commission finds that there is a need for effectively giving
a business handling personal or other related information a recommendation
under Article 148, paragraph (1) or order under Article 148, paragraph (2) or
paragraph (3) because there is a need to urgently and intensively ensure the
proper handling of personal or other related information or similar other
circumstances prescribed by Cabinet Order, the Commission may delegate an
authority under Article 26, paragraph (1); under Article 146, paragraph (1);
under Article 99, Article 101, Article 103, Article 105, Article 106, Article 108
or Article 109 of the Code of Civil Procedure (Act No. 109 of 1996) as applied
mutatis mutandis pursuant to the provisions of Article 162 following the
deemed replacement of terms; under Article 163; and under Article 164 to the
competent minister for the business, as prescribed by Cabinet Order.

2 FHEPIEREIL ATEHOBEICE D ZLEINIHEREZITHELZE 21X, A TED
HLEZAHICLEY, TOMBIZOVWTEERICHE TSI LD LT 5,

(2) When having exercised an authority delegated pursuant to the provisions of
the preceding paragraph, the competent minister for the business is to report
its results to the Commission as prescribed by Cabinet Order.
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3 HEBERKEIXZ, BETEDDHEZAIZLY, F—HOHEIZ LY BEINT-HERR
K ORTEOEEIZ L DHERIZOWT, £ ORI —H 2 NI EES N+ =50
W7 3R DMOBG TED LR XIIHEEORICEET D2 LN TE D,

(3) The competent minister for the business may delegate all or part of an
authority delegated pursuant to the provisions of paragraph (1) or all or part of
an authority under the preceding paragraph to the head of a local branch
bureau under Article 43 of the Act for Establishment of the Cabinet Office or
other bureau or organ prescribed by Cabinet Order, pursuant to the provisions
of Cabinet Order.

4 HNERBRBEEREIX, F—HOBEIZ L) ZESN IR KL OE “HOBIEIZ L HHER

(BT OFTEIARD B DIZRY | BT TED D b DERL, ) ZefTREICET
T2,

(4) The Prime Minister delegates an authority delegated pursuant to the
provisions of paragraph (1) and an authority under paragraph (2) (Iimited to
those relating to the Financial Services Agency's jurisdiction and excluding
those prescribed by Cabinet Order) to the Commissioner of the Financial
Services Agency.

5 SMITEEIX, BIRTEDDEZAICLY, AIHOHEICL D LI NIZHERIZD
WT, £zt i FEHEHEZERICRET DI LN TE %,

(5) The Commissioner of the Financial Services Agency may delegate a part of an
authority delegated pursuant to the provisions of the preceding paragraph to
the Securities and Exchange Surveillance Commission, pursuant to the
provisions of Cabinet Order.

6 ERMITEEIZ. BHTEDDEZAICLD, FBNEOMREIZ LY BEINT-HER

(RTEOHEIZ LV FERIB | EERZERICE SN0 E2 R, ) O—H2 M5
REXIMBEXRREICEET LI ENTE D,

(6) The Commissioner of the Financial Services Agency may delegate a part of an
authority delegated pursuant to the provisions of paragraph (4) (excluding
those delegated to the Securities and Exchange Surveillance Commission
pursuant to the provisions of the preceding paragraph) to the director-general
of a local finance bureau or local finance branch bureau, pursuant to the
provisions of Cabinet Order.

7 GEERBBIEEHEREST. A TEDDLILEIAICLY, FHEOHEIZLY TS
MICAERR D — A2 M B RR I X RRICEET L2 LN TE D,

(7) The Securities and Exchange Surveillance Commission may delegate a part of
an authority delegated pursuant to the provisions of paragraph (5) to the
director-general of a local finance bureau or local finance branch bureau,
pursuant to the provisions of Cabinet Order.

8 AIHEOHEIC LV MBRE IIMB R RICEE S AV MHERRITR 2 5 1B LT,
AR HLS | B HE B 2N MG R R IME R R 2 5T 2,

(8) As for administrative affairs relating to an authority delegated to the
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director-general of a local finance bureau or local finance branch bureau
pursuant to the provisions of the preceding paragraph, the Securities and
Exchange Surveillance Commission directs and supervises the director-general
of a local finance bureau or local finance branch bureau.

9 FHHEOLGHIZBWT, fEFRIGIFEAZBRMT O E UTER O D 2R
(FBLtHOHEICL Y MBREIMBE I REMT OS2 5T, ) T2V TOHRAE
FERIE, REREGIFEEAZERICH L TORTHI ZENTEX S,

(9) In the case referred to in paragraph (5), an appeal for review concerning the
Securities and Exchange Surveillance Commission's requiring the submission
of a report or material (including cases in which the director-general of a local
finance bureau or local finance branch bureau does so pursuant to the
provisions of paragraph (7)) may only be filed against the Securities and

Exchange Surveillance Commission.

(FEFTE REDFERK)
(Requests by the Competent Minister for the Business)

FEIL & FEITEREIL. EAFRBERFEEFICENREOHEIE T D175
WD LR D L X OAME NG R F A FI LD ANERE OB IEZR W%
MR T DT-DITERN DD ERODL L EIT, ZERITH L. Z OEFROHIEITIE VE
MRHELZ L DNE I LERDDILENTED,

Article 151 If the competent minister for the business finds that a business
handling personal or other related information has committed an act violating
the provisions of Chapter IV, or there is a need for ensuring the proper
handling of personal or other related information by a business handling
personal or other related information, the minister may request that the

Commission take appropriate measures in accordance with the provisions of
this Act.

(FZEFTE KE)

(The Competent Minister for the Business)

FEEtT & ZOFROBECBITLIFEEREKREIZ. ROLBY T2,
Article 152 The competent minister for the business in the provisions of this

Subsection is as follows:

— AN R R E ST O EAFREORB D O HEMEBICET 56 DI
SOWTIE, BAGBHRE (MEOREMEHICEAT b0 >0 TR, EEAZwmK
B KROURZE NG RIBE R EEENIT O RELTE T 5 RE, ERALEES
Ih Y EHERS RFIZBWT TRES%] &WvWo, )

(i) the competent minister for the handling of personal or other related
information by a business handling personal or other related information
that is relating to employment management is: the Minister of Health, Labor
and Welfare (or as for those relating to a mariner's employment management,
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the Minister of Land, Infrastructure, Transport and Tourism); and a minister
having jurisdiction over the business conducted by the business handling
personal or other related information, the National Public Safety
Commission, or the Japan Casino Regulatory Commission (referred to
collectively as the "minister or commission" in the following item);

= EATE IR AT O NG HRE O D S BETEICHET D b DL
HDIZHONTIE, UREEAE R FEEEIT O FELE T2 RE%

(ii) the competent minister for the handling of personal or other related
information by a business handling personal or other related information
other than the ones set forth in the preceding item is: the minister or
commission having jurisdiction over the business conducted by the business
handling personal or other related information.

B REBEAFREAELEOEE

Subsection 2 Supervision of Certified Personal Information Protection

Organizations
(e 35 D)
(Calling for Reports)

FEHIL =% ZARI i FINES HEOBE OMEITICMLERRE ISRV T, REMEA
TR ERR IR L, REES F%L%E(%’E SHELHZENTE D,

Article 153 The Commission may call for a certified personal information
protection organization to report on its certified services, to the extent
necessary to implement the provisions of Section 5 of Chapter IV.

(i 47)
(Orders)
FEHALTUS ZEST. FNUEE L OBE OMITICHEZRREIZB W T, REMA

TR B AR L u.uE%a‘%O)ééﬁm@jﬂ/%@B& . TE TG RORGERR S DL Z O
DEREZ E HDXEFEMTHI LN TE D,

Article 154 The Commission may order a certified personal information
protection organization to improve a method of rendering certified services,
alter personal information protection guidelines, or take any other necessary

measures, to the extent necessary to implement the provisions of Section 5 of
Chapter IV.

FREDHIE L)
(Rescinding Certification)
FEL TS ZEST, REBAFRREIIEDPROS ZONTINTHEET L& &
X, TOREZMVET LN TE D,

Article 155 (1) If a certified personal information protection organization falls
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under one of the following items, the Commission may rescind the certification:

— FBUFNERE-FXIIE =FICHEY T DHICE- T & &,

(i) the organization has led to falling under Article 48, item (i) or item (iii);

= BENFHREBE S OWTANIES LR Rolt b &,

(ii) the organization has become unconformable to one of the items of Article
49;

= FHhHTHEFOHEICER LT E X,

(iii) the organization has violated the provisions of Article 55;

W RIRDMFICHED RN E &,

(iv) the organization disobeys an order under the preceding Article;

T AEOFEIZE Y HBNALRE - HOREXTHELARE - HOLEHOREZ X
ek,

(v) the organization has received a certification under Article 47, paragraph (1),
or a certification of alteration under Article 50, paragraph (1) by wrongful
means.

2 ZEST, MMHOBHEICIVFELZWMVHE LI L EE, ZOFEZAR LTI

5720,

(2) When having rescinded a certification pursuant to the provisions of the
preceding paragraph, the Commission must announce to the public to that
effect.

Bk ITEMBIE DR

Subsection 3 Monitoring of Administrative Entities

(& BF D HY 0D BESR o VS G )
(Requests for Submission of Materials and Firsthand Inspection)

FEALT NG ZASIE, MMEOHEOMERERZHRT 2O ERD L LR D
EEX. ITBHRBADORE (RFMEREZRS, LT ZOFKICBWTH L, ) (23 L,
ITBOBAE 2 B 1T 5 B AME HEE O TR I Fa'e%“é% D FERARBNZ DN T, ER O
HE ORI Z RS, ITZDOMBIZFEHFHELZ I EL N TE D,

Article 156 If the Commission finds it necessary for smooth application of the
provisions of the preceding Chapter, the Commission may request an
administrative organ's head or administrative entity (excluding the President
of the Board of Audit; hereinafter the same applies in this Subsection) to
submit materials on and explain the state of implementation concerning the
handling of personal or other related information by an administrative entity,

or may have its employees conduct firsthand inspection.

(FRE LK EIE)
(Guidance and Advice)
FEHETES TESF., AiEOHREOHIEREN 2R T AT-DVLEND DL EBD D

146



& XNE ATBHRBEI DR FITx L, ATBURBISE 21T 2 18 AF#SE O Bk LIz n» T
VERIFEROEE2T 52 LN TE D,

Article 157 If the Commission finds it necessary for smooth application of the
provisions of the preceding Chapter, the Commission may give necessary
guidance and advice to an administrative organ's head or administrative entity
concerning the handling of personal or other related information by an
administrative entity.

(B &)
(Recommendations)
FELTHNE ZESIT. ﬁﬁiﬁi@fﬁhﬁ@ MERERZHRT DO END D L8O 5
& X, ATBHEB O R F 1T L, ITEBHREEIZ BT L AE 5 O BB M2 DV THED
HEETDHILENTED,

Article 158 If the Commission finds it necessary for smooth application of the
provisions of the preceding Chapter, the Commission may give
recommendations to an administrative organ's head or administrative entity
concerning the handling of personal or other related information by an
administrative entity.

(B EIZEDSWT E o B DN T OHE DER)
(Requests for Reports on Measures Taken Based on Recommendations)

FEHLTILSG ZEST. AIGROBREICIVITBHEBEORE I LEIEZ Lz s 1T
UHATBEEA DO RFICx L, ZORIEIZESNT L o A&l _Ob\fﬁi%%ﬁk&’)é Z
EBTE D,

Article 159 When the Commission gives recommendations to an administrative
organ's head or administrative entity pursuant to the provisions of the
preceding Article, the Commission may request that head or entity to report on
measures that they have taken based on the recommendations.

(ZBE = DHERDOITHEDOHIR)
(Restriction on the Exercise of Authority by the Commission)

FEARTSR FEUHAEE HOHRATOBEICHEL L, ZESIT., 1TEHEEO BN
BT ERE-HAEFIH/IT2EH (ENTN LS FIZED D H E!"J“CﬂEU\Fﬁ%EL 7z Y
DO LGEITIRD, ) 1Txt L TEANEREZRZUET 2178 ONTIET, TOHEREIT
fELRVnbDET 5,

Article 160 In light of the purpose of the provisions of Article 149, paragraph (1),
the Commission is not to exercise its authority when an administrative organ's
head or administrative entity provides personal or other related information to
a person set forth in one of the items of Article 57, paragraph (1) (limited to the
case in which the person handles personal or other related information for the
purpose specified in those items).
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B A

Section 3 Service of Documents

(FET & FH)
(Document to be Served)

FEANT R BFEUFTAEFE -HOBEIZ L 28MEE L ITEROREOZER, FEH
W+ N\ —HOBEIC L 58EE LIRSS HE L ITHE HOBREIZ X Hm
T BELTEROBEICLDHMEOHIN, FELFEEOBREIC L2 M5 UTHEE
TATERE —HOKEIZ X 2HB0E Uik, A REZESHAITED 2 FH 2 ke
LTIT 92,

Article 161 (1) For a requirement to submit a report or material under Article
146, paragraph (1), a recommendation under Article 148, paragraph (1), an
order under paragraph (2) or paragraph (3) of that Article, a call for a report
under Article 153, an order under Article 154, or a rescission under Article 155,
paragraph (1), a document specified by Order of the Personal Information
Protection Commission must be served.

2 HEPINESE “HE L IEE SHAE L IXEE L HUSGOHEIC L D0 XILEH
BT HEHE -HOBEIZ L D2H0H LIRDITBCFREE CERC L AAEERF I\ 5)
F AR — OO =0T, FER ISR — R O U3 =+
DEMZIEEL TITY, ZOHBEITBWT, RES+REE =0 (FEFH —+—5%
BWTHAKATHERNT 2564251, ) OBEIX. BEH LRV,

(2) For an order under Article 148, paragraph (2) or paragraph (3), or Article 154,
or a notice under Article 15, paragraph (1) or Article 30 of the Administrative
Procedure Act (Act No. 88 of 1993) relating to a rescission under Article 155,
paragraph (1), a document referred to in Article 15, paragraphs (1) and (2) or
Article 30 of that Act must be served. In this case, the provisions of Article 15,
paragraph (3) of that Act (including as applied mutatis mutandis pursuant to
Article 31 of that Act following the deemed replacement of terms) do not apply.

oo

(FEICET 5 REFFRiEDOHER)
(Application, Mutatis Mutandis, of the Code of Civil Procedure Concerning
Service of Documents)

EEAT S HEOBEICL A EEICHOWTT., RERRDEFEL L, B5 4.
FH &, FELS. FEAK. FAN\GRAVFEENLEOBRELERNT S, 2056
IZBWT, FESILHFILGRE —HT THITE] L2001 [MEANFRREZ B SO
Bl &, REFENGET T#HHE) L0, KORENESEILET T# A 550
x MEANTERRELZES) LHARZDDbDET D,

Article 162 The provisions of Article 99, Article 101, Article 103, Article 105,
Article 106, Article 108, and Article 109 of the Code of Civil Procedure apply
mutatis mutandis to the service under the preceding Article. In this case, the
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term "court execution officer" in Article 99, paragraph (1) of the Code is
deemed to be replaced by "official of the Personal Information Protection
Commission", and the terms "presiding judge" in Article 108 of the Code and
the term "court" in Article 109 of the Code are deemed to be replaced by
"Personal Information Protection Commission".

(A 7RIEE)
(Service by Publication)
FEAT =5 ZASIE, RICETIHAEICIE, AREEETHILENTE D,

Article 163 (1) The Commission may effect service by publication in the following

cases:

— REZZTLNETEHOEFT. BT OMEEE T RXEGIA N WSS

(1) the address or residence of the person to be served or the place where
service is to be effected is unknown;

= OANE (BRSNS HE XTI AV S, TRC, ) I8 W TT & HEEIC
DNT, AIRICBWTHAR R THEMNT 2 REFRIES E/\RO)%%E LB EM
TEP, MEZNIZ K- THEELT DI EDNTERVWERD LD REHE

(i1) in cases of service that would be effected in a foreign country (meaning a
country or region located outside the territory of Japan; the same applies
hereinafter), the Commission finds that it is impossible to follow the
provisions of Article 108 of the Code of Civil Procedure as applied mutatis
mutandis pursuant to the preceding Article following the deemed
replacement of terms, or it is impossible to effect service even if the
Commission follows those provisions;

= HIRIEBWTHAR A THEMNT 2 REFDRIES T NFOBEIC LV AEOETEE
JTICHRREZ R LB AN H 2800 L CHEDOEELGET 5 EmMOEM N WA

(iii) even after six months have elapsed since a commission was issued to the
competent government agency of a foreign country pursuant to the provisions
of Article 108 of the Code of Civil Procedure as applied mutatis mutandis
pursuant to the preceding Article following the deemed replacement of terms,
no document that certifies that the agency has effected service has been sent.

2 NRIEEIL, BEATREFHLERELZITDOIARNEHIIVOTHRMITREELE
BEOW RGBT RT 52 LICXVITI,

(2) A posting to the effect that the documents to be served will be delivered at
any time to the person to be served is made on the notice board of the
Commission to effect service by publication.

3 AREEIL, ATHEOHEICL 2B REGDIZH2D ZHBEZRETHZ &Itk o T,
EON AT S,

(3) Service by publication becomes effective once two weeks have elapsed since

the date on which the posting under the preceding paragraph was commenced.
4 AEICEWTTREEEIIONWT LEAREEICH > TE, arEOME X, /N RE
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LT 5,
(4) Regarding service by publication in lieu of service to be made in a foreign

country, the period referred to in the preceding paragraph is six weeks.

(BT 1 WAL B o i )
(Using Electronic Data Processing Systems)

FEATNSE ZEROBED., FWEE BN 2EH UATBOHEES IR 5 153
CERCHIUEERFE A L+ —5) B oRENLFICHET 2 0EMmE TH > THEEAN
F—FROHEIZLVEFLEZELTUTHIZEE LTV DL DICHET2HFE L., FIES
LRFE-HOBUEIZ LV REFANRFE —HICHET 2 B RAOHEMME A L TT
ST XX, FEANT FRIIBWTHARL THERT 2 RFFRIEFAILFOHEIC
L 2DFEFEICHET D FHEHZ L L FmOFERAEORREIZR A T, S%FHL YL E S
RO A L CEESOERICRIEFEHERKR (AR DEEL ST, ) I
A ONIZT 7 A MTREE L2 T TR b7y,

Article 164 When, pursuant to Article 7, paragraph (1) of the Act, an official of
the Commission uses an electronic data processing system prescribed in Article
6, paragraph (1) of the Act on the Promotion of Utilizing Information and
Communications Technology in Administrative Procedures (Act No. 151 of
2002) for administrating affairs related to a disposition notice, etc. prescribed
in Article 3, item (ix) of that Act for which a document under Article 161 of this
Act is to be served, the official must use that electronic data processing system
to record the particulars of the service under Article 109 of the Code of Civil
Procedure as applied mutatis mutandis pursuant to Article 162, in a file that is
stored on a computer (including input or output device) used by the
Commission, instead of preparing and submitting a document that states those
particulars.

U AR

Section 4 Miscellaneous Provisions

(BEAT DR D22 FR)
(Public Announcement of the Status of Enforcement)
FEATILE ZFESIT, TBHEBEORFEIIH L, 2 OEROEITOIRDUZ OV THRE
%dwbé_kﬁYC%éo
Article 165 (1) The Commission may request an administrative organ's head or
administrative entity to report on the status of enforcement of this Act.
2 ZEST. BHE. fEOBETRV ELD, TOMBELZALRT LD LT D,
(2) Each year the Commission is to compile reports referred to in the preceding
paragraph and make a summary of those reports public.

(M1 5 AL FRIC & D B ORI DK D)
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(Requests for Necessary Information by a Local Government)

BE NSNS G ASEEIRR, Hﬁjii/}i?ﬁi@’r%%laﬁ MG ISIATBUE N e OV 3EH &
WZXDEANEROEERTNEHERT DD ERH L RO L LT, ZES
Kﬂb\%Eﬁ%ﬁ®%&ﬂﬁ&%%&%a%*bé_&#T%éo

Article 166 (1) When a local government finds it necessary for ensuring the
proper handling of personal information by a local government organ, a local
incorporated administrative agency or a business, the local government may
request the Commission to provide it with necessary information or technical
advice.

2 ZERT, MMHEOBEICL2RONH -7 & & 1d, LERFROBMSUIEIN 72
EZITO>bD LTS,

(2) When requested pursuant to the provisions of the preceding paragraph, the

Commission is to provide necessary information or technical advice.

(Gl ez & T D)
(Notification When Local Ordinances are Prescribed)

FEATESR MG ALRMKORIL, ZOEEOBREICESEEABROMREICET D
FHlZEDT L &1L, B, ﬂﬁ]\fﬁ?&f%uéi 1SHAITED D EZAIZEY, £
DEXROEORNEZZER T M HRT TR 5720,

Article 167 (1) When the head of a local government has prescribed the local
ordinance pursuant to the provisions of this Act, that head must notify the
Commission of this and the content of that ordinance pursuant to Order of the
Personal Information Protection Commission without delay.

2 FTEARL., siHEOBEEICEI2EHERNSH -T2 & 13, YmEIRDIFERE A X —
Xy S ORI EDOMBETI 22 FIETE D AR LR TIERER0,

(2) When a notification under the preceding paragraph has been given, the
Commission must disclose the matters relating to that notification through the
use of the Internet or other appropriate means.

3 HIHEHOBEIL, F—HOHEIZLD2BHITRDIFHOEFIZOWTHERNT S,

(3) The provisions of the preceding two paragraphs apply mutatis mutandis to

any alteration to matters relating to the notification under paragraph (1).

(ESESI NP R s 3=
(Reports to the Diet)
FEATNG ZESIT, B8, NEBREREZRH L TESITR LErEFES O LBk
WaEHETLE LI, ZOMELALXLRITNITR B2,
Article 168 The Commission must annually report to the Diet through the Prime
Minister on the current status of administering function under the jurisdiction,

and disclose its summary.
(N FT DF i)
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(Establishment of the Information Center)

FEANTILG ZESIT. ZoOEFROMNBRERNZHET 720, BEMNRENIT 2%
WTosbDE$5,

Article 169 The Commission is to establish a comprehensive information center

for ensuring the smooth implementation of the provisions of this Act.

(M7 22 L AR DS LB 5 5555 )
(Affairs Administered by a Local Government)

FELTER ZOERICHET ILZESOMHERKOEE AH5RFE - HXIFHENHEOHE
IZR D FEEREREXTEMTREICEEINTHERICET 2FF L. BT TED D
EZAICEY, FAKMEOREZDOMOBPITHEEN TS 2L T HZ LN TED,

Article 170 Administrative affairs under the Commission's authority prescribed
in this Act or under an authority that has been delegated to the competent
minister for the business or to the Commissioner of the Financial Services
Agency pursuant to the provisions of Article 150, paragraph (1) or paragraph
(4) may be managed by the head of a local government or other executive

agency as prescribed by Cabinet Order.

FEE MR

Chapter VII Miscellaneous Provisions

(3 FF i JH)
(Scope of Application)

FHEL K OB, EAGSRIEREEE . AN TRk FEEE . EAL
T A 926 3 ST AN B E S R B2 E 2y [ENICH 28 (SR 2 ¥in X3RS
ORMLICEHE LT, ENICHIHEEZARNE T HMEAE®R, YZBEAFHRE L THRES
DT & b 7p D NP O A N F 2 D TERL S L 7o R4 I A e L
EFEAMIE®RZ., AERICBOTIRYE S HBEIZHOWTH, BWHT 5,

Article 171 This Act also applies in those cases in which, in relation to supplying
a good or service to a person in Japan, a business handling personal
information, a business handling pseudonymized personal information, a
business handling anonymized personal information, or a business handling
information related to personal information handles the personal information
by which that person in Japan is identifiable, information related to personal
information that is to be acquired as that personal information, or
pseudonymized personal information or anonymized personal information that
has been prepared by using that personal information, in a foreign country.

(O EHAT 2 Jij~ D fF H R fk)
(Information Provision to the Foreign Enforcement Authority)

FEHET R ZERIT, ZOERICHE T 2ANEOEFTZIITT 4EO YR (BUF
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ZORIZBWT IAEBITYR] EWvo, ) (L. ZORE (ZOERICHET S
ZESOBBIZHY T2 DICRD, WHIZBWTHL, ) OFTIZETLLROD
FHROEHEAELITH Z LN TE D,

Article 172 (1) The Commission may provide the foreign authority enforcing
foreign laws and regulations equivalent to this Act (hereinafter referred to as
the "foreign enforcement authority" in this Article) with information that the
Commission finds as contributing to their fulfilling the duties (Ilimited to those
equivalent to the Commission's duties prescribed in this Act; the same applies
in the following paragraph).

2 AHHOBEIC L DEROEBLIT OV TR, HZIEHRD LZAEPIT YR O O 2%
ITUAMZAE R 3. o, WHEHOBEIZ X D FEN 2T HUINE O FHE o M4
(ZOXMRI-DILFEENFFESNTEHZDOLDIZIRD, ) X3 (RHEIZBWT
MEAS] LW, ) IHEHSRWE I BEERETEN L bRRT TR b,

(2) Concerning the information provision under the preceding paragraph,
appropriate measures must be taken so that the information is neither used for
any purpose other than for the foreign enforcement authority's fulfilling their
duties nor used for a foreign criminal case investigation (limited to the one
conducted after the criminal facts subject to the investigation have been
specified) or adjudication (hereinafter referred to as an "investigation or
adjudication") without consent under the following paragraph.

3 ZEERE. AEBITELRNLOEERH o7 L ElE, ROEKEEOWTNITFEYL T
L eaaRE, B HOBEIC L0 R L ER A YR B IR D ANE O FEFE O
WMERICEHT 2 LICOVWTREESTHZENTE D,

(3) When having received a request from the foreign enforcement authority, the
Commission may consent that the information it provided pursuant to
paragraph (1) be used for a foreign criminal case investigation or adjudication
in connection with the request except cases falling under one of the following
items:

— YUBREERIRDONFEFHOBEZFONR L SN TV LLENBIGILRETH D L &,
SATBHEFEDPBHRLBIC OWTHEAEEF LT B TIThhc b tROLND &
ER

(i) a crime subject to the criminal case investigation or adjudication in
connection with the request is a political crime, or the request is found to
have been made for the purpose of conducting the investigation or
adjudication into a political crime;

= HPBEEEIR DM EFEEOEAEFEDOME & SN TWDILRITIR DT840 A AEN
IZEW T Thhic L LTeHBICB W T, 201780 A AREOEDIC LITIRIZY -
LHDTRNE E,

(ii) an act relating to the crime that is subject to a criminal case investigation
or adjudication connected with the request, if it were committed in Japan, is
not to constitute a criminal offense according to the laws and regulations in
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Japan;

= BAREMTO REOEFIZIST 55 OEGEEOIRFEN 72V & &,

(ii1) there is no assurance that the requesting country will accept the same
kind of request from Japan.

4 FEREF., AMEOREZTLIHEICEWVWTX, 6000, REE —-FLKOE 5
ICEE LW I OWTHEB KREOMR 2, FEFE=FIZHEE LRV Lo T
ABREDOHERE ., TNENZ T RITNITR B0,

(4) If the Commission gives the consent referred to in the preceding paragraph,
the Commission must acquire the Minister of Justice's confirmation that the
relevant case does not fall under item (i) and item (ii) of that paragraph, and
the Minister of Foreign Affairs' confirmation that the relevant case does not

fall under item (iii) of that paragraph.

(1] BS5R oR oD 3ok 5 7 B AT 55 )
(Honest Implementation of International Agreements)

FELT =5 ZOBEREOMITICY o TX, BBEDFERE L 725602 O o E BRI R
DIFERBIT T D ZEDNRVEORBET D & L b, ML S NEBRIER 23T
LR IE R b7auy,

Article 173 In the enforcement of this Act, care must be taken not to preclude
the honest implementation of treaty and other international agreement which
Japan has concluded, and established international law must be complied with.

CELHE N OV /7)
(Communication and Cooperation)
FHE LU NERIERE LN OEEORITICBER T 21TERHEE O R (SiHRER
RabR<, ) 13, MAEICEECEK L, KB L2THiEk 620,
Article 174 The Prime Minister and the head of an administrative organ related
to the implementation of this Act (excluding the President of the Board of
Audit) must closely communicate and cooperate with one another.

(Bt ~DZEAT)
(Delegation to Cabinet Order)

BEEHESG ZOWBBICEDDLLODIEN, ZOEREOEROIZD LERFEHIT, B
BTEDD,

Article 175 Beyond what is provided for in this Act, Cabinet Order prescribes

matters necessary to implement this Act.

FNE FiH]
Chapter VIII Penal Provisions

FBEHETARS TBEESFORESR LIIMETH 728, BATARRE HE SICE
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DLHEGHE LIFHEF =200 REE LI E S+ —RE HOEFE L Z T TR
ICHEFEL TWDLEHE L IIEF L TV B IATEIR RS IZ B W T AF R, 40
THE#E L IZEAN TEROBFEWICHESE L TV D IRETEES L < I3EFL TW
TLIRIETTBE S, IESREBER RV, [HAOWEICET 2 FHHENGLE S N2 HAN
FERE CHE SR LIEAER T 7 ANV (ZORE T AEER L, I L
TebDaEte, ) ik Lz & &%, ZFEUTORBE ITE HHUTOF&ITLT 5,

Article 176 If an employee or former employee of an administrative entity, a
person engaged in or formerly engaged in duties prescribed in the items of
Article 66, paragraph (2) or in entrusted duties under Article 73, paragraph (5)
or Article 121, paragraph (3), or a staffing agency worker or former staffing
agency worker that handles personal information, pseudonymized personal
information or anonymized personal information in an administrative entity.
provides other persons with a personal information file (including a personal
information file all or part of which has been reproduced or processed) relating
to Article 60, paragraph (2), item (i) that contains confidential information on
individuals without justifiable grounds, that person is subject to imprisonment
with work for not more than two years or to a fine of not more than 1,000,000
yen.

FELtttESR FEUT=FOHTICEX L THEZRO L, XITEHLEEIX, —F
LR O L E TN T O &I844 5,

Article 177 A person who has divulged or misappropriated a secret in violation
of the provisions of Article 143 is subject to imprisonment with work for not

more than two years or to a fine of not more than 1,000,000 yen.

FEEHNSG FEMNFANEE “HE IS —HOBREILL2mAICERX LA ITIE,
WEERATAZ LI2F L, —FLULTOBEIIEH THLLFOE&IZ0d 5,

Article 178 If an order under Article 148, paragraph (2) or paragraph (3) is
violated, the person who has committed the violation is subject to

imprisonment with work for not more than one year or to a fine of not more
than 1,000,000 yen.

FELEHILE EAFRIBEFEESE (Z0ENEN (EATROVERTRESE UIE A
ANDEDDH Db DEETe, HBEHNFUEFE -HIZBWTHL, ) THLILAIZH-
TiX, 2o%B., RREFUIEHAN) HLIIZDOREE XTI TH o 1E N,
ZOEBFZE LTI o T HAFRT — & X—2% (2O UT—H 2L,
MIFMLELboaETy, ) ZHCE LIIE -FORERFE LML B TRAL L,
AFHEM L& &3, —F LT ORI+ HU TSI Ld 2,

Article 179 If a business handling personal information (or its officer,
representative or administrator if it is a corporation (including an organization
without legal personality that has made provisions for a representative or
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manager; the same applies in Article 184, paragraph (1)), its employee, or a
person who used to be that business or employee has provided or
misappropriated a personal information database or the equivalent (including
a personal information database or the equivalent all or part of which has been
reproduced or processed) that they handled in the course of their business for
the purpose of seeking their own or a third party's illegal profits, they are
subject to imprisonment with work for not more than one year or to a fine of
not more than 500,000 yen.

FENTSR BEEFARIHET 28D, TOEBICEL T SAEAERE
HOA LIFE -FORERFEEZXK S BRTHRME L, IFEH L& 1L, —FU
TOEE T HA ML T OE&IZLT 5,

Article 180 If a person prescribed in Article 176 provides other persons with or
misappropriates personal information an administrative entity holds that the
person has acquired in the course of their trade, for their own or a third party's
illegal profits, that person is subject to imprisonment with work for not more

than one year or to a fine of not more than 500,000 yen.

FHENT—F ATBOEBEE OBE D T ORME 2 M LT, 55X OkE O LS oI
35 BB TEAOWE TR T 2 FHA T SN 3CE, KB UL BRI FE R 2 I
L& &, — U TORE I HASTHE TOReICLd 5,

Article 181 An employee of an administrative entity who, by abusing that
authority, acquires documents, drawings, or electronic or magnetic records
containing confidential information on individuals for exclusive use for any
purpose other than that employee's duties, is subject to imprisonment with
work for not more than one year or to a fine of not more than 500,000 yen.

FENT R ROBZOWVTANIEYTL5EITIE. YETAZ LIZEIL, 1

+ I T DI T 5,

Article 182 In cases that fall under one of the following items, the person who
has committed the violation is subject to a fine of not more than 500,000 yen:

— FEMNEARE -HOHEICLD2WmES LIATER ORI ZET, 5L ITER
OEE L, A LITEBOERIZRE L, ITYZME OEMICx L TEfa2E
FTAELAIEBOZE 2 L, HLIIHMELEAS, BT, HALTRlELZ L &,

(i) a person failed to submit a report or material under Article 146, paragraph
(1); submitted a false report or material; failed to answer a question posed by
the staff concerned; gave an false answer to a question; or refused, precluded,
or evaded an inspection;

ZOBEEL T EROBEICEImEEE T TEROHREL LI L &,

(ii) a person failed to submit a report under Article 153, or submitted a false
report.
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Article 183 The provisions of Article 176, Article 177 and Articles 179 through
181 apply to a person who has committed an offense under these Articles
outside of Japan.

FHEINFUE EAOREETEANE LATIAONRIAN, EHANZOMOUEREE D

ZOENIIANDOEFBICEHL T, ROFFITHBIT 5 ITHZ LI L i3, ITA%F %
ST H1E, TOIENTH L TYUAFTITED HE&ME . TO NI L THEREKD
ez F9 %,

Article 184 (1) If a representative of a corporation, or an agent, employee or

butl

A

butl

other worker of a corporation or person has committed a violation set forth in
the following items in relation to the corporation or person's business, in
addition to the offender being punished, the corporation is subject to a fine set
forth in those items, and the person is subject to a fine set forth in the
respective Articles.

— FALEFNAEFETEAELEHILEG —EHLUT O

(i) Articles 178 and 179: a fine of not more than 100 million yen;

—OBE N+ g RO

(i1) Article 182: a fine set forth in that Article.

2 EANTROVWHIEIZOWTHIEDOBIEDBEH 2 & 2581213, £ OREHEUTEHEA
. ZOFBITHICOETENTROVWHERZREST 21T, IEAZHEE N IkEEE &
TH%E OMNFEFBICHT 2ERORELZEMNT 2,

(2) If the provisions of the preceding paragraph apply to an organization without
legal personality, its representative or administrator represents that
organization regarding an act of litigation, and the provisions of laws on
criminal proceedings in the cases in which a corporation is a defendant or
suspect apply mutatis mutandis.

FENTHSE ROBEZOWVTAMNIEYTL2F1X. F LML TO@EHILT %,
Article 185 A person falling under one of the following items is subject to a civil
fine of not more than 100,000 yen:
— BB B SRECSHICBWTHENT AR ST, ) ISR+
REOHEITER LTIZHE
(1) a person who has violated the provisions of Article 30, paragraph (2)
(including as applied mutatis mutandis pursuant to Article 31, paragraph
(3)) or Article 56;
OB CHOHEIC L DT, UIEBoEIEE LicE
(i1) a person who has failed to submit a notification or submitted a false
notification under Article 51, paragraph (1);
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(iii) a person who has had personal information an administrative entity holds

disclosed based on a decision to disclose as prescribed in Article 85,

paragraph (3) by deception or other wrongful means.

MEH— (5 Z5RE%)
Appended Table 1 (Re: Article 2)

TR

Name

TRALE
Legal basis

U S PN SITWNE == JF
Okinawa Institute of Science and
Technology Graduate University

THHREH I R R R R E Rk —+
—IEEAE LN )
Okinawa Institute of Science and

Technology Graduate University Act
(Act No. 76 of 2009)

TR Hi B B 8 4 il O e
The Okinawa Development
Finance Corporation

PhAR R L BE 8 B AN RS (FEF DY+ B ARE
= —52)

Okinawa Development Finance
Corporation Act (Act No. 31 of 1972)

NSN3 =S 2
Organization for Technical Intern
Training

HIEN O $ a8 I O IE 70 F ke e OV Re 5
BAOKREICET 2R CER 1 EE
AN+ 7)

The Act on Proper Technical Intern

Training and Protection of Technical
Intern Trainees (Act No. 89 of 2016)

MRS A EBR 71 81T
Japan Bank for International
Cooperation

MRS E R D EATEE (R =41k
B =+ Iu5)

Japan Bank for International
Cooperation Act (Act No. 39 of 2011)

IR A F AR B il 3 Je

Japan Finance Corporation

At B ARBOR & AEE (PR IULE
EEFELHEE)

Japan Finance Corporation Act (Act No.
57 of 2007)

RSt B A 5 IRR
Nippon Export and Investment
Insurance

B 5 RE (fn -+ HAaEEAg s+t
)

Trade and Investment Insurance Act
(Act No. 67 of 1950)

JF IR EIE - BEP S SRS
Nuclear Damage Compensation
and Decommissioning Facilitation
Corporation

R R ERE - B SR R (K
T BRSNS

Nuclear Damage Compensation and
Decommissioning Facilitation
Corporation Act (Act No. 94 of 2011)

ERVAVNE 37N

National University Corporation

ENZRFIENE CERRILARERR A+
)

National University Corporation Act
(Act No. 112 of 2003)
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R 2[RRI B BE A A
Inter-University Research
Institute Corporation

ENZRFIENE

National University Corporation Act

H AGRAT HARERITIE CRBOVEEREE N +ILE)
Bank of Japan Bank of Japan Act (Act No. 89 of 1997)
HARRNES R 2 — AR SRE CERRH N EERF -+

Japan Legal Support Center

=

)
Comprehensive Legal Support Act (Act
No. 74 of 2004)

A AR AR B - ey Fi2E
Promotion and Mutual Aid
Corporation for Private Schools of
Japan

H AR AR B « I F2EMTE CER L
YRR I+ 5
Act on the Promotion and Mutual Aid

Corporation for Private Schools of Japan
(Act No. 48 of 1997)

HAR RS =

Japan Racing Association

AR SE (B A Juaisas —
")

Japan Racing Association Act (Act No.
205 of 1954)

H AAE S A

Japan Pension Service

A AFE L CER VB E L
)

Japan Pension Organization Act (Act No.
109 of 2007)

K PESE W R G BT A (R A
Agricultural and Fishery Co-
operative Savings Insurance

Corporation

K PEZE T AL A A RBE (I Y 4\
FIEAA L= 5)
Agricultural and Fishery Cooperation

Savings Insurance Act (Act No. 53 of
1973)

T K5
The Open University of Japan
Foundation

BOR R EVE CERCH AR |5 Tt
R5)

Act on the Open University of Japan
(Act No. 156 of 2002)

BN g 2
Deposit Insurance Corporation of
Japan

TR IRIRTE (BN AN iE AR =+
)

Deposit Insurance Act (Act No. 34 of
1971)

BIEREE  ( 5,

A\ RBR)

Appended Table 2 (Re: Article 2, Article 58)

2R

Name

TR
Legal basis

Lk Gy SR S T NE A N e |
Okinawa Institute of Science and
Technology Graduate University

PR B IR K B K RE
Okinawa Institute of Science and
Technology Graduate University Act

ESRVRYIE:CR 2PN
The Okinawa Development
Finance Corporation

MNEATBOE N HIE
Act on General Rules for Incorporated
Administrative Agency
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EZRFIEN

National University Corporation

ENZRFIENE

National University Corporation Act

R R R B RS s A
Inter-University Research
Institute Corporation

[ESE KRR Nik

National University Corporation Act

MSTATBOE N E S B i
National Hospital Organization,
Incorporated Administrative
Agency

MSEATEOE NERLIRBE R TE (Rt DU 4R
EHEFEE I+ —F)

Act on the National Hospital
Organization, Incorporated
Administrative Agency (Act No.191 of
2002)

MUSTAT B N U 2 7 R HEE B
Japan Community Health Care
Organization, Incorporated
Administrative Agency

MSTAT R N U R PR B Re HEE BRI UL (OF
B EEERE )

Act on Japan Community Health Care
Organization, Incorporated
Administrative Agency (Act No.71 of

2005)

RO R - [
The Open University of Japan
Foundation

s R VA
Act on the Open University of Japan
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