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F—E KAl
Chapter I General Provisions
(8R &)
(Purpose)

F—4 ZOERIT FEEREBFEICLDBEROWEICE > THERORERH > T-5HE
[ZDOWT, s SOEE &G Rt OB EFERMEREOHIR &K OREEF RO R Z5E
RIDEFNCONWTED D & & BIZ, BIEHIFBRBE RS E B 5 HH Fhe B
LMBERFEHEZEDDL D ET D,

Article 1 The purpose of this Act is to set forth the limitation of liability of
specified telecommunications service providers for damages and the right to
demand disclosure of sender identification information, where the rights of
others are violated due to dissemination of information through specified
telecommunications and also to set forth necessary matters for court



proceedings in relation to a case of a sender identification information
disclosure order.

(EEF:
(Definitions)

B ZOEBEIIBWT, ROZXFIZEBITHIHEOERIT., YL FICEDDLEZA
XD,

Article 2 In this Act, the meanings of the terms set forth in the following items
are as prescribed respectively in those items:

— FEEKEE AREOFICLI-TZEINLIZLEZAMETI2EXERE (BX
WEFEE (B UVEEEREENHAS) B _RE - SICRET 2EXEEZ
Yo UTZOFRPEHEFE HIZBWTH L, ) OFEE (ARIZ K-> TEHEER(E
SINDHZEEHBMETHERBEORELZRS, ) VI,

(i) the term "specified telecommunications" means transmitting
telecommunications intended to be received information by unspecified
persons as defined in Article 2 item (i) of the Telecommunications Business
Act (Law No. 86 of 1984); hereinafter the same applies in this item and
Article 5 paragraph (3) (excluding transmitting information through
telecommunications intended to be received directly by the public).

= FrEEXEERE FeEREEOMICitsh s ERIEERM (BXEEFEE
BB BIHET 2ERBERMEZ VD, BLEFE HIZBWTHL, ) &0

Do

(i1) the term "specified telecommunications facilities" means
telecommunications facilities (meaning telecommunications facilities as
defined in Article 2, item (ii) of the Telecommunications Business Act;
hereinafter the same applies in Article 5, paragraph (2)) which are used for
specified telecommunications;

= FrEERKBERGRILE FEEXWEERE (FFEEXEERMmM 2 v ity
LERIBEES (BERBEFEES FFE S IIHET 2EREEETEZ VD, H
TRE HICBWTHL, ) 20 ), FFREZHIIBWTHL, ) 2ty o5 %
W,

(iii) the term "specified telecommunications service provider" means a person
who provides specified telecommunications services (meaning
telecommunications services (as defined in Article 2, item (iii) of the
Telecommunications Business Act; hereinafter the same applies in Article 5,
paragraph (2)) provided by using specified telecommunications facilities
(hereinafter the same applies in paragraph (3) of that Article));

U RBEH  FFEBXEEEGRME O H V5 RFEEGEE R IEORREEIA (43T
PRIEARICFLER SN T BB AFFEDOFICEE IND B DIZIRD, ) IZEREZFLE L.
AT E BRIBE RN OFEEE CUMEEEEBICAN SN BERPRFED
BICERENDHDOIZRD, ) IFREASLIEEZV D,



(iv) the term "sender" means a person who records information in a recording
medium of specified telecommunications facilities used by a specified
telecommunications service provider (limited to cases in which the
information recorded in the recording medium is transmitted to unspecified
persons), or a person who inputs information into a transmission device of
specified telecommunications facilities (Ilimited to cases in which the
information input into the transmission device is transmitted to unspecified
persons).

T REFH FEERKBEICIDIFEROMBIZE > THLDOHMNZREINTZ LT
LENYUEMHERNEZRE L ETHERE VI,

(v) the term "violating information" means the information by which a person
alleges that the person's rights have been violated due to dissemination of
information through specified telecommunications;

NOREEER K4, EFZOMORFFROBEFEORHREICET LHERTH-T
MREBEEDTEDDLHDEWV I,

(vi) the term "sender identification information" means the name, address, and
other information that contributes to the identification of the sender who
dispatches violating information, as prescribed by Order of the Ministry of
Internal Affairs and Communications;

t FARBIUREBRME FAEFHE -HICHET 2 EERBE R ERIEH L OFESE
5 IHICHUE T 2 BEESBE B RIEE VD,

(vii) the term "disclosure related service provider" means a specified
telecommunications service provider prescribed in Article 5, paragraph (1)
and the relevant telecommunications service provider prescribed in
paragraph (2) of the that Article;

N BEEEHRBATRGT FAFOHEICLIGTE NI,

(viii) the term "sender identification information disclosure order" means an
order under the provisions of Article 8;

L REEHHRARGTREE BEEHEFBRERMTORL TR FEEZ VI,

(ix) the term "case of a sender identification information disclosure order"
means a case that involves a petition for a sender identification information
disclosure order.

FE HERERLOHIR
Chapter II Limitation of Liability for Damages

(A EREEETOHIR)
(Limitation of Liability for Damages)

FHok FEREKEEICIDEROMEICL D MADHNPMMRE SN & IR, Uik

EEZEEORICH I N D FFEEXEERE 2 AV FEERBEREGRME (LT
OEIZBWT TBR&EBRIEE ] Lo, ) 1, 2K TELEEEICSDNT



E. R ZRELEEROANFEOEIIHT HXMELZN LT H2HELZET LI L2
RN FREZR S B Th > T, IROBFZDOWVTINITHEY T DH & TRITE, BED
HOIAE LRV, 7272 L., YikBREBRIEE DN AN 2R E LZIEHMoOREE T
HHHEAE. ZORY Thu,

Article 3 (1) If the rights of others are violated due to dissemination of
information through specified telecommunications, the specified
telecommunications service provider that uses specified telecommunications
facilities used for specified telecommunications (hereinafter referred to as the
"relevant service provider" in this paragraph) will not be liable for damages
resulting from the violation, unless it is technically possible to take measures
for preventing the information from being transmitted to unspecified persons
and the violation falls under any of the following items; provided, however,
that this does not apply if the related service provider is the sender of
information violating the rights of others:

—  CURLBIREH R AL 2N YRR E B AUBIE I L D IE R OIS K o Tl A DR
FEINTND I EEHMo TN & X,

(1) if the relevant service provider knew that the violation of the rights of
others was due to the dissemination of information through specified
telecommunications;

= BRI RALE S YA EEKEEIC L DEROMIE L H > TV E T
o T, LR EBXBEIZL DHEROEIC L > THADHEFNMREINLTND
TEEHDIENTERERODITEY DHYOHENH L & &,

(ii) if the relevant service provider had knowledge of the dissemination of
information through specified telecommunications, and there are adequate
grounds to believe that the relevant service provider was aware of the fact
that the violation of the rights of others was due to the dissemination of
information through specified telecommunications.

2 FrEBERBERBRUEEIL FEERBEICID2BEROEELILT oHELEL
THEAITRWT, YEEBEICL VEEZIE SN ZEROBEHEICECT-BEIZON
TIE, Y EN LERORNFFEDOE KT 2 RE L IET D72 DI LB 2R
BWUTORZbDTHLIHETH> T, ROFZOWNTANIHEYET D & &F, B
BOBEDITE LR,

(2) If a specified telecommunications service provider takes measures to prevent
certain information from being transmitted through specified
telecommunications, the specified telecommunications service provider will not
be liable for any damages incurred by the sender of the information that was
prevented from transmission by the measures, so far as those measures are
taken to the extent necessary for preventing transmission of that information
to unspecified persons and fall under any of the following items:

—  YUEFREERBE RS RULE DS YA EEREE I L D HFROWEIC L o T A
DHERIN ALY IREIN TS EFELDHICREY 2HYOEEANH -7 & X,



(1) if there are adequate grounds for the specified telecommunications service
provider to believe that the rights of others have been violated unjustly due
to the dissemination of information through specified telecommunications;

= REEBEREGRICLAEROMEICE s THCLOMHMEZREINTZETHEMND,
REFBR, RESNEZ LT OEFLOHRNIRESNTLETL8HE (LTI
BWT MBEFEHRE] &V, ) 2o L CYRRFEERBEERBRIE I LIRE
HROEEZPIET 2/HE UUTIZOFICBNT NREEHIEE] &), ) &k
TLEOHEDRH -T2 HEIT, YR EEXBERBRIE D, YR EFEFROIE
FEEIS LYHRERRE 2R L CHZREIERELET D2 2 L ICRET 0 E
IMERELTEHBICEWT, YBEAEVPYERESEZ AL ERZ/RE L
THUEREENO LR EN LIFELZRE T2 L ICRABELRVEOR IR 2o
[ =

(ii) if a person alleging that the person's rights have been violated due to the
dissemination of information through specified telecommunications, files a
petition that the specified telecommunications service provider should take
measures to prevent the violating information from being transmitted
(hereinafter referred to as "transmission prevention measures" in this item)
by indicating the violating information, the allegedly violated rights, and the
reason for that person to allege that the person's rights have been violated
(hereinafter referred to as "violating information, etc." in this item), the
specified telecommunications service provider indicates that violating
information, etc. to the sender of violating information and inquires the
sender whether the sender consents to taking the transmission prevention
measures, and the specified telecommunications service provider does not
receive a response from the sender after seven days have passed from the
date the sender received the inquiry that the sender does not consent to

taking the transmission prevention measures.

(T DA 55 (2R D R 5]
(Special Provisions for Candidates for Public Office)

FIUSE HISGH _HOLGEOIE, FFEBERIBEABRMLE L, FFEEXEEICL DN
W GRZEE) O W H ISR S e SCEKENR D ERICES, LLFZOFKIZEBWNT
LT, ) ORELPIETOHEZHE LTV T, BBV XELDIES
N RORBEFICTECTZHEEFICOW T, YEENYZIEFROARFFEDOF T T
LEEEIIET D DICHERREICEBWNTITONZ LD TH LA TH- T, KD
BHDONWTNNIIEYT D & ET, BEOEDIE LR,

Article 4 Beyond what is provided for in paragraph (2) of the preceding Article, if
a specified telecommunications service provider takes measures to prevent
transmission of certain information through specified telecommunications
(limited to information on documents and drawings disseminated during an
election campaign period; hereinafter the same applies in this Article), the



specified telecommunications service provider will not be liable for any

damages incurred by the sender of the information that was prevented from

transmission by the measures, so far as those measures are taken to the extent

necessary for preventing transmission of that information to unspecified

persons and fall under any of the following items:

@)

FBEBXBEICIOERTH - T, BEEIHOLZOIMHEM L, XTLERL2EGIE

RN OIEFNAE M T 5 CEXE (LT ZORICBWNT TRECERXBE] &0
e ) IBRDBDODOFIBIZ L > THEDOAELRE SN LT 5RO BAHF

(AEE DAl SO m B (AfkiEssis (W -+ LEERFEE ) BN
FARE -HXTH/NEHOHEIC L D2 LB Z OO BIERIIEZ W9, )
L <P R HBOE % (FNEHEN+ AL ZH-HOBEIZ LDt E L
e DM OBURHIEZ WS, ) B L < IIZEbhi4 8w bBeeE (FEEN+R
FO=ZF—HOBEIZ LD MHEZ LB Z OMOBIGHEZ WS, ) 209, K’
FICBWTRHL, ) b, YA EZRELLZLTLHER LLTZORICTBNT

(MEREFREHR] LWVo, ) | LAEDNREINLCE. AENRESINL LT HHE
KON EREFRPFELENI AL OO THLIE (L FZOFRIZEBNT

(MEREFHRE] LV, ) 2R L O EEXBERB RIS 1T LA ER
FEHROXEBELZHIET HHE (UTZORIIEBNWT [HERFIFREEDEHE]
EWD, ) HETDOLOHENH-TLEIC, U EERBERBRIEE . 4
A BRREFROBEE X LY EREFREF 2R L TESAFREGREE
BiIEHEZHET 5 Z L ICRBET 20 EI2 0 RE LELAICB N T, YEEEAEN
UHMBSEZTIAND A28 L Tb SR EE DD UL FREFHREED
LB ZH#T 52 L ICABELRZVEORER 2ol & &,

if a candidate, etc. for public office (meaning a candidate for public office, or
political parties or other political organizations that has filed a candidate
application pursuant to the provisions of Article 86, paragraph (1) or (8) of
the Public Offices Election Act (Act No. 100 of 1950)), a party, etc. that has
filed lists of candidates for the House of Representatives (meaning political
parties or other political organizations that have made a notification under
the provisions of Article 86-2, paragraph (1) of the that Act), or a party, etc.
that have filed lists of candidates for the House of Councilors (meaning
political parties or other political organizations that have made a notification
under the provisions of Article 86-3, paragraph (1) of the that Act; the same
applies hereinafter in the next item) alleging that such candidate's or party's
reputation was damaged by the information distributed through specified
telecommunications, that was related to documents and drawings used for
election campaigns or that was used for activities to prevent the candidate,
etc. from being elected (hereinafter in this Article referred to as "specific
documents and drawings") files a petition that the specified
telecommunications service provider takes measures to prevent the
information impinge on the reputation of the candidate, etc. (hereinafter in



this Article referred to as "defamatory information") from being transmitted
(hereinafter in this Article referred to as "measures for preventing
transmission of defamatory information") by indicating the fact that the
reputation was damaged, the reason for alleging that the reputation of the
candidate, etc. has been damaged, and the fact that the defamatory
information is related to the specific documents and drawings (hereinafter in
this Article referred to as "defamatory information, etc."), the specified
telecommunications service provider indicates that defamatory information
etc. to the sender of the defamatory information and inquires whether it
consents to taking measures for preventing transmission of the defamatory
information, and the specified telecommunications service provider does not
receive any notice from the sender indicating that the sender does not
consent to taking the measures for preventing transmission of defamatory
information after two days have passed from the day the sender received the
inquiry;

FEBXBEICLIOERTH- T, FEEXMITHEDL b ODOWHBIZE>THD
DAHEERRE SN LT OAMOBMEENS, LERFHRER L ZRERE R
DREFEEDEFA—NT FL A% (AEFEFEN RO =F=HIIHETS
BFA—NLNT FLAEZW), LUTFZOFIZEBWTHLE, ) 25FEEILFEES &Y
F+ROEFE—HOBEITER L TR RSN TNRWEZ R L CY R EBEXUEE
BT T LA B REEREES L HEEZR T 2L O FEBH o256 ThH -
T, YEEROREEDOEF A —/NT L RENYFERITLR D R EEXEE 0%
Bado2&MMEMT 2@EEmAMS (NHDEEZET, ) OBEGHEIZEL KR
SNTWVRNE X,

(ii) if a candidate, etc. for public office alleges that the candidate's reputation is

damaged due to the dissemination of information through specified
telecommunications of which information was related to specific documents
and drawings, by indicating the defamatory information, etc. and the fact
that the electronic mail address, etc. (meaning the electronic mail address,
etc. specified in Article 142-3, paragraph (3) of the Public Offices Election
Act; the same applies hereinafter in this item) of the sender of the
defamatory information is not displayed in violation of the same paragraph
or Article 142-5, paragraph (1) of the same Act, and requests that the
specified telecommunications service provider takes measures for preventing
transmission of defamatory information, but the electronic mail address, etc.
of the sender of the defamatory information is not displayed correctly on the
screen of the communications terminal equipment (including input-output
devices) used by the person receiving the specified telecommunications
related to the information.

FB=E EEEHEFROFTHERE



Chapter III Demand for Disclosure of Sender Identification Information

(FEAZ T D B R EEK)

(Demand for Disclosure of Sender Identification Information)

B FEBXBEICLIFEROWHEICE > THLOEMARE SN LT 51,
YRLREE EXURIE O I I 2 R e B AAUBRIE R E &2 ) 2 R E KU E R B T ik
(Zx L, R E BROBE BRI E MR T 5 UER DR F IR D HEHTFHRD
b, BEREEEHR BREHBR TH- CTELERERIBREICRLI O L LTHRE
ERTEDDHDEVI, UFZOEHKOH+HLEE “HIZBWTHL, ) LS O%
BERBERICOVWTITIE —FROE ZTOWNTIIC LY T D L &, FEREHFRIC
DNTIFRDEZEZONTIIZHEYE T DL EIL, ENENEORLZFERT L &N
T&E 2,

Article 5 (1) A person alleging that their rights are violated due to dissemination
of information through specified telecommunications, may demand the
disclosure of sender identification information to the specified
telecommunications service provider that uses a specified telecommunication
facility for the purpose of providing the specified telecommunications with
respect to the sender identification information, relative to violating the
person's rights, held by the specified telecommunications service provider;
other than the specified sender identification information, (which is specified
in Order of the Ministry of Internal Affairs and Communications as sender
1dentification information that relates solely to the violation-related
telecommunications; the same applies hereinafter in this paragraph and
Article 15, paragraph (2)) if both item (i) and (ii) below are applicable, and in
the case of the specified sender identification information, it is applicable if all
of the items below are applicable.

—  YEBR OFERICR DR EFBMOIMEIC L > THEBAROFERZ T 28 ORI
REINTZZEPHLNTHS L X,

(i) if it is obvious that the rights of the person demanding the disclosure have
been violated due to the dissemination of the violating information as to
which the disclosure is demanded;

O HEREFRERD YR O R E T2 OBEERMEFE RMEDOITHE DI OIZ LB
THOIHHEZOMAERBEEIFTROBTRZZ T ORI IELRHEENH L & X,

(ii) if the sender identification information is necessary for the person
demanding the disclosure to exercise the person's rights to claim damages or
if there are other legitimate grounds for the person to receive disclosure of
the sender identification information;

= WRDOAMBNETOWNTIUNTEYT D L& &,

(iii) if any of (a) through (c) below is applicable:

A HRFRE BRGS0 MR DR F TR D FRERAE B I WML O3
BHEERERAL TRV ERD D & &,



(a) if it is determined that the specified telecommunications service provider
does not possess any sender identification information other than the
specified sender identification information pertaining to the violation of
the rights;

H YRR E B ARGBE R R A DR T D MR DR F IR D R E JE 1R B
LIS DFAEH G RPN AG T 2 B EEHEHF RSN OREEHERTH> TREE ST
EDDLDDHTHDHERDD L E,

(b) if it is determined that any sender identification information other than
the specified sender identification information pertaining to the violation
of the rights possessed by the specified telecommunications service
provider is the only sender identification information other than those
listed below prescribed in Order of the Ministry of Internal Affairs and
Communications;

(1)  HE%BAROFERICR DR EFHROIEH O KL KO
1. name and address of the sender of the violating information as to which
the disclosure is demanded;
(2) UMM OREFICRD MO RBEBREGRIEE Z /R ET D720V D
ZLENTEDOREEIFH
2. sender identification information that can be used in order to identify
other disclosure related service providers pertaining to the violation of
the rights;

N UEBITROERET LEN ZOHOHEIC L VAR EZ I REEE R (FrE
HEHEFEREZIRLS, ) T o TUTYEARDOFHERIR L REFTROBEE ZHE
THZENRTERNWERDD L X,

(c) if it is determined that the person demanding the disclosure is unable to
1dentify the sender of the violating information as to which the disclosure
is demanded by the sender identification information (except for specified
sender identification information) disclosed pursuant to the provisions of
this paragraph.

2 FEEXJBEICLD2EROEEICE > TACOMHMNEZREEINTL LT HHFIT. RO
B DOWVWTIICHEE T D & & T, YHHEBEXBE IR R ERE®RE OIS
noEREEREE MW TERBERS LRI LE CHSEEXEEICHR 5 AHE
ICHET DR EBERBEEGRUEE THL2E 2R, UTIZOHIZEWT IFHEEX
BEEGRILE] L), ) 1Tk L, S%EEERBERSRIEE S IRAT 2 %R
EHREIAE ISR D BEEBE RO TR EZFHERTHZ LN TEX 5,

(2) A person alleging that their rights are violated due to dissemination of
information through specified telecommunications may demand that a
telecommunications service provider that uses telecommunications facilities
used for the violation-related telecommunications pertaining to the specified
telecommunications (excluding any specified telecommunications service
provider pertaining to such specified telecommunications as prescribed in the



preceding paragraph; hereinafter in this paragraph referred to as a "relevant

telecommunications service provider") disclose sender identification

information pertaining to the violation-related telecommunications possessed
by the relevant telecommunications service provider if all of the following
items are applicable:

—  YEBTROFERITR D EFEFEE RO X > THUEH RO R Z 3 258 ORI
REINTZIEDHLNTHD & X,

(i) if it is obvious that the rights of the person demanding the disclosure have
been violated due to the dissemination of the violating information as to
which the disclosure is demanded;

=OUBREFEFRD YR O R E T 2 EOBRFHEFEREOITHEO T DITNE
ThiOIGEFOMYZBEEEROMTIEZ T HXEIELRBEANDH D & X,

(ii) if the sender identification information is necessary for the person
demanding the disclosure to exercise their right to claim damages or if there
are other legitimate grounds for them to receive disclosure of the sender
identification information.

3 EIHEICHET 2 MRERE®RE] i3, REFBROBEE D LYZERFHEHROKLE
IR DR EERBEEEEZFAAL, XFXZOFHEKR T T 57O T 2 Y3%FEE
RIBE B IAR DN (R E B XA E B IR ILHE 23K XUBE 1% 5 DR LB
L CHYAFE BB EEBORMEZIT D Z LN TEHHF 2o & XL TRl
LIOICHNL LT, FE, LHLOMOFTEND, ) ZOMORFEFOEKBIEIC
LDFEETH- T, UEREFEFRORGEEZRET DLOICLELRFHEHANTHL HO
ELTHRBETTEDD DAV,

(3) The term "violation-related telecommunications" as used in the preceding two
paragraphs means transmission by telecommunications of identification codes
(which refers to characters, numbers, symbols, and other codes used by the
specified telecommunications service provider in providing the specified
telecommunications service in order to identify a certain person who may
receive the provisions of the specified telecommunications service and
distinguish the person from other persons) and other codes relating to the
specified telecommunications service conducted by the sender of violating
information in order to use or terminate the use of the specified
telecommunications service pertaining to the transmission of the violating
information, as prescribed in Order of the Ministry of Internal Affairs and
Communications as those falling within the necessary scope in order to specify
the sender of the violating information.

(B~ BRI G R I DO B H)
(Obligations of Disclosure Related Service Provider)
N PIRBMREBRALE L, ATSE —H ILE ZHOBEIC L 2R DOFER T2 T
el EiE, HHERAROGHKRIBRLIBREHFTROBEE LEET LR TERVESEE

10



DAFHIDOFNE R H DA 2 RE . BEBIROFE RIS LD E 9 NSOV T YL
FEEOER CYROERISLDRETRVWEDER THL25GI1TIE, £ H
ate, ) EEENRTIIXe B0,

Article 6 (1) If the related disclosing service provider receives a claim as
prescribed in paragraph (1) or (2) of the preceding Article, the provider must
hear the opinion of the sender of the violating information pertaining to the
demand for disclosure on whether the sender consents to the disclosure of the
sender's identification information (including grounds for the opinion if the
sender is of an opinion that the demand for the disclosure should not be
accommodated), except if the provider is unable to contact the sender or if
there are any other special circumstances.

2 BRBIREE RIS L, BREEHRHRGOZZIT 2L 1T, fEOBREIC LD E
ROFER CYHRBEE RSO DIHREDL B DICIRD, ) ITBWTHISEE — T ULE
THOBEIZ L DR OFERITIG L 2 RE TRWE O /2 ik ~ 72 5% 585 5 1F
R TICRDREFROBEE I L, B2 ZOEZ@EMLRTNITRL20,
L, YBEHEICH LENTAZEDPRETHDL EXE, ZORY Thu,

(2) If the disclosure related service provider receives a sender identification
information disclosure order, then without delay, the provider must so notify
the sender of violating information subject to the sender identification
information disclosure order, who expressed an opinion that the demand for
the disclosure as prescribed in paragraph (1) or (2) of the preceding Article
should not be accommodated when the opinion was sought pursuant to the
preceding paragraph (but limited to that relating to the sender identification
information disclosure order), except if it is difficult to notify the sender.

3 BARBMREBRMEEIL, BHERE -H (E_SIURLHE IR, ) OHIEIZ L
D& T o OB R B IRMEE D Y I X DR EHEHE RO L T
el xd, HHRBEEHREL., TORATLIREFRF R (UZREEITRIRFHRIC
BRLHDITRD, ) ZFET 2 BMESMIEEH L Tide b,

(3) When the disclosure related service provider receives sender identification
information under the order from any other disclosure related service provider
who received an order pursuant to the provisions of Article 15, paragraph (1)
(limited to the portion relating to item (ii)), the related disclosing service
provider as the recipient must not use the sender identification information for
any purposes other than identifying sender identification information (limited
to portions relating to the violating information) possessed by the provider.

4 BRBAREBRMEE T, AiSSE —H IE HOBEIZ X DR OFERITIE Tl
LR YEBROFERE L F A CEFIC OV TR, BME XL EKR 2B RN
HHLGETRINE, BEEOEFEDIE L2, 7277 L., YikbirBER&k B iRitiaE 23y
FBRRDFERIRDREFROBEE THLIHEIL. TOMRD TR,

(4) The disclosure related service provider is not liable for any damages incurred
by the person who demanded the disclosure prescribed in the provisions of

11



paragraph (1) or (2) of the preceding Article due to provider's refusal of that
demand, unless the damages were due to an intentional act or gross negligence
on the part of the provider; provided, however, that this does not apply if the
disclosure related service provider is the sender of the violating information
pertaining to the demand for disclosure.

(RIEHHFMOREZ T 128 DOEE)
(Obligations of Person who Received Disclosure of Sender Identification
Information)

FESR FBLAE -HSUIE _HOBREICK W REBRERORREZ T 1T, ML
BEBREATEVITHNT, AYITYEREBIE IR D RBEE DL E TEE D
REETLITREZ LTI R B0,

Article 7 A person to whom the sender identification information has been
disclosed as prescribed in the provisions of Article 5, paragraph (1) or (2) must
not use the sender identification information without a good reason or commit
an act that unjustly damages the reputation or would disturb the peaceful life
of the sender.

BINE REEBEHRESMDEFFICET 284 Fe
Chapter IV Court Proceedings for Case of Sender Identification
Information Disclosure Order

EEH TF MBS
(Sender Identification Information Disclosure Order)

FNG BN, BEBXBEEICL2FEROMEICL > THCOEN ZREI NI L
FTOEDOHNLTITEY | IRET, YREN OREFILR D BRBEREFSRAE 126 L,
FIARH —HXUIHE _HOHEIZ X DFERICESS REFFROBAREMT LI LN
TE %,

Article 8 Upon the filing of a petition by a person who alleges that the person's
rights have been violated due to disseminating information through specified
telecommunications means, the court may, by way of a ruling, order the
disclosure related service provider pertaining to the violation of the right to
disclose sender identification information as demanded pursuant to the
provisions of Article 5, paragraph (1) or (2).

(A AR DEAHFT DB EEHE)
(Jurisdiction of Courts in Japan)
FILE BT, BEFEBMBEATRGTOHRLTIZONT, ROKEFDONTINITLY
THLEI, BEEZAET D,
Article 9 (1) The court has jurisdiction over a petition for a sender identification
information disclosure order if any of the items set forth below is applicable.

12



— ANEHTHETIHEIZBNT, ROADOAETONTNNICEYT D L X,
(1) if the opposite party is an individual person, when any of the following (a)
through (c) is applicable:

A FFEGOEF TR AARERNICH D L&,

(a) if the opposite party's domicile or residence is in Japan;

7 AT OEF A OEFTD B ARENIZ 2 WA XAXZ OFFT L QRIS AL 72 v
BAICBWT, YT AR CRIICAARENICERNZAE LT E (AR
EWICRZICEFZH L TOWERIAMNEICERZA L T e E 2R<, )

(b) if the opposite party's domicile or residence is in Japan, the relevant
party's domicile and residence is unknown, or if the opposite party had
resided in Japan before the petition was filed (unless the party has been
resided in Japan prior to moving to a foreign country.)

N KEE AMEEDOMANEIE > TEOEOEHMEN D DRREZERT LB ARANE
HEHETLEE,

(c) if the opposite party is an ambassador, minister, or any other Japanese
national in a foreign country who enjoy immunity from the jurisdiction of
that country.

= BEAZOMOERZUIMH ZHFET LT 25EICB N T, ROA XiTednTih

MITREET D & &,

(i) if the opposite party is a corporation or any other association or foundation,
when either of the following (a) or (b) is applicable:

A4 MEHFOELHIEBHTUIEERTPAARENICSH D & X,

(a) if the opposite party's principal office or business office is located in
Japan;

2 MFEFOELLIFEEIULEERN BARENICZWSGEICBWT, kD (1)
Xix (2) OWT NS T L L&,

(b) if the opposite party's principal office or business office is not located in
Japan and if either of the following (1) or (2) below is applicable.

(1) HSPFMHEFHFOEBHXILEERDHAENICS H2LAITB VT, BT
DY EBIT UL E EICBIT 2EBICET 200 THD & X,

1. if the opposite party's office or business office is located in Japan and if
the petition is related to the business conducted by the relevant office
or business office;

(2) HEMEFHOFEBIAE L ITEED BRENICRWGE ULE OFER
i L < TEEFOFERMP NN EIZB N T, RBEZOMDO TS
(B EFOERDEARENICH D & X,

2. if neither the opposite party's principal office nor business office is
located in Japan or if either of their office's location is unknown, and if
the representative or other person principally in charge of its business

is resided in Japan.

= A= HICBTL2b00EN, ARIZBWTHEELITOH (ARITE W TG Ak

13



ft LTI oER M (BthiE CPEEFEERENRNG) 8 48 S IcieEd
LHEREZ VD, ) 2El, ) EHFEHLTLHIHEICRBNT, B TR YEMETF

HOARIZBIFHEBICETL O THD L X,

(iii) beyond what is set forth in the preceding two items, if the opposite party is
an individual person who conducts business in Japan (including any foreign
company (which refers to a foreign company as prescribed in Article 2, item
(ii) of the Companies Act (Act No. 86 of 2005)) which continuously conducts
transactions in Japan) and if the petition relates to the opposite party's
business in Japan.

2 HIEHOBEIC»»DL LT, YFEHIL, AEICED, WThoOEOEHAFTICHEEE
WHARM B ORI TETHI LR TELINIONTED D Z LR TE D,

(2) Notwithstanding the preceding paragraph, parties may establish, by
agreement, the country in which they are permitted to file a petition for a
sender identification information disclosure order with the courts.

3 HIEOAEIZ, FETLRTNE, TORHEELRV,

(3) The agreement as referred to in the preceding paragraph is not valid unless it
1s executed by means of a written document.

4 HHOBRENTONE LR L ERRE (B Bxn7=Nz oM A
DHFN L > TUIRBMT D 2 LN TERVWEFATELND RS TH > T, EFiHEHK
CEaFROHEO RIS bDE VD, ) IThoTahi L Eid, ZDEEIR.
FHIZL > TSN bDEHR LT, AIHOBEZEHT 5,

(4) If electronic or magnetic records (meaning records used in computer data
processing which are created in electronic form, magnetic form, or any other
form that is impossible to recognize through the human senses alone) in which
the content of the agreement is recorded must be used to execute the
agreement as referred to in paragraph (2), the agreement is deemed to have
been executed by means of a written document, and the provisions of the
preceding paragraph apply.

5 EOKMIFTICOHBEEEHRMRMBORNLTETHIENTEXLEOHE HD
BEIL. EOFHPTAERE EUTFEE FEHMELITO 2N TERVWE XL, Thvk
BEHT D ENTE R0,

(5) The agreement under paragraph (2) that a petition for a sender identification
information disclosure order may be filed only with the courts of a foreign
country, may not be invoked if those courts are unable to exercise jurisdiction
by law or in fact.

6  BHPTIL, BEFHBRF TGS OB TUITOWTHIZHEOHEIZ LV AAROE T
ﬁﬁﬁ%%ﬁ?é’&k@5%6(5$@ﬁﬂ% DIHRNTETHIENTEDHE

DFE _HOGEIZEDER L TR INTEHLEZRS, ) IZBWVWTH, EROME, F

FEDIBATIC K 51‘9?%0)’%@@&&2\ SEHLOFTHE R Z DO FELAZZRB LT, AAD

RIS P OB 25 2 LAY ERM OB 2 E L, T E DD E 70 5 B

DREBAEWY T DL ERDRHIOFEFE NS D LFBDOD L EI1X, BEP L ToORHM X
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—HEHTFTTHZ N TED,

(6) Even when the Japanese courts have jurisdiction over a petition for a sender
identification information disclosure order pursuant to the provisions of the
preceding respective paragraphs (except when a petition is filed based on an
agreement under paragraph (2) that only permits a petition to be filed with the
Japanese courts), the court may dismiss the whole or part of a petition without
prejudice if it finds that there are special circumstances under which the
Japanese courts were to conduct a trial and reach a judicial decision in the
action, it would be inequitable to either party or prevent a fair and speedy trial,
in consideration of the nature of the case, the degree of burden that the
opposite party would have to bear in pursuing the proceedings, the location of
evidence, and other circumstances.

7 AAROEHFTOEEET, RELEFHREARGTOHRNLTHD - LR AEREL LTE
5,

(7) Whether the Japanese courts have jurisdiction is determined on the basis of
the time at which a petition for a sender identification information disclosure
order is filed.

(EHE)

(Jurisdiction)

Ftk REFEFHBRBTRMTORELTL ROFEFITHIT 25E5OXSITSE, £E
ML I E D D &2 B 2 MG EAH T OFEEICR T 5,

Article 10 (1) A petition for a sender identification information disclosure order
is under the jurisdiction of a district court which has jurisdiction over a
location specified in the respective items below, depending on the categories
listed in the respective items below.

— ANEMFEHFET D56 MFEHOEFROFEM (HFEHOFEF? HARENIZRW
X XFILDEFBINILNE I ZDIRFTOFER L L, £ OEFTH HAERNIZ
RN L E T EDSEFIBMNIRN & I E DRBEOEFTOFEME T 5, )

(1) if the opposite party is an individual person: location of the opposite party's
residence (if the opposite party's residence is not in Japan or the party's
residence is unknown: location of the party's residence; and if the party's
residence is not in Japan or the party's residence is unknown: location of the
party's last residence must be used.);

= R, AfEZOMANEIAE S TEDOEOELMHEN S DRREZAHT D5 HARANEH
FHLETHHEBITRENT, Z0H (HIZITHRIE2ICRD, ) OBEIZ XD FEEN
EEDLRNEE  EEFEHPTHRITED 2 H

(ii) if the opposite party is an ambassador, minister, or any other Japanese
national in a foreign country who enjoys immunity from the jurisdiction of
that country, and if jurisdiction is not determined pursuant to this
paragraph (limited to the portion relating to the preceding item): the location
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determined under the Rules of the Supreme Court;

= EANZOMOHRIUIMHAZEFS LT 256 ROA T 28iT 2 FEIT X
BT O CYEEBIT T E D A RENICZRWE i3, REHZ 0
DET L EBHLEOEFTOFEM E T 5, )

(iii) if the opposite party is a corporation or any other association or
foundation: location of the office or business office specified in (a) or (b) below
(if such office or business office is not located in Japan, location of the
domicile of its representative or other person principally in charge of its
business).

A FFHOFT D FBET UL E DT

(a) The opposite party's principal office or business office;

2 B THHEFELTOESHTITEET (BT 2b0%2R<, ) 2B 235
CBET 2D THD & 1R, HEEHIT XL E T

(b) If the petition relates to the business conducted at the opposite party's
principal office or business office (other than the one specified in (a)): the
relevant office or business office.

2 HIROBEICLY AROEEFINEEEL AT DL LR IBEABRARMTO
FISZTIZDOWT, BEEOBE I OES OBEIC L 0 FEESHFT R EE L RN E &
I, WAL T, @ HET R CED 2 M2 FEET 2 M BT O BEEEICE T 5,

(2) With regard to a petition for a sender identification information disclosure
order as to which the Japanese courts would have jurisdiction pursuant to the
provisions of the preceding Article, if the competent court is not determined
pursuant to the provisions of the preceding paragraph or other laws and
regulations, then the petition is under the jurisdiction of a district court having
jurisdiction over the location prescribed in the Rules of the Supreme Court.

3 HBEHEHRARMSOPNLTIZOWNWT, AIZHEHOMEIZ LV ROK FIZHET 5 &
FINEEEMAZG T 22 L LRDGHEITIE., TNENLEHES FITED LEHFTICH, 4
MW TET A ENTED,

(3) With regard to a petition for a sender identification information disclosure
order, if a court listed in the following items would have jurisdiction pursuant
to the provisions of the preceding two paragraphs, the petition may also be
filed with the court specified in the relevant item:

—  HEUEFEHCHET, A EREFERHET. S e ECH P SO IALRR S ECH T 0 i

DI PTAE S 2 HOF #fIpr RO BHIFr 2 Br< . ) SO I pT

(i) a district court (except for the Tokyo District Court) located within the
territorial jurisdiction of the Tokyo High Court, the Nagoya High Court, the
Sendai High Court, or the Sapporo High Court: the Tokyo District Court;

= RBEFEFHFT. RS EFEEET, R S S ECH T S S L ) B T O i X
SNICETTES A HGECEIET CRBRHE G E T 2 bR <, ) KRBT EH P

(i1) a district court (except for the Osaka District Court) located within the
territorial jurisdiction of the Osaka High Court, the Hiroshima High Court,
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the Fukuoka High Court, or the Takamatsu High Court: the Osaka District
Court.

4 FIZHOBHEIZ»»ND LT BIEHEE
LT OEREICET S, Z0LA
TS5,

(4) Notwithstanding the preceding three paragraphs, a petition for a sender

W R A OHENTIE, YEENEGETED
ICBWTIE, BISE —HEEOHENEORIE %

identification information disclosure order is under the jurisdiction of a district
court specified by the parties by agreement. In that case, the provisions of
paragraphs (3) and (4) of the preceding Article apply mutatis mutandis.

5 RIFHOBUEIZ»D LT, Kt EAEHE. RESELERHE I T 1 7T A
DEEMTONTOENFEE DR ZRE SN E T HEIT XD YEENOREFEIZON
TORGBHEHRARMTORNLTIZONT, BEFHOBEIZL D ROK ST D
BN EEEMELZ AT 52 L R 25810 BT, TNERYEAFTICE
D D FAHFTOEEEICHET D,

(5) Notwithstanding the provisions of the preceding respective paragraphs, with
regard to a petition for a sender identification information disclosure order
filed by a person alleging the infringement of the relevant person's patent right,
utility model right, layout-design exploitation right for an integrated circuit, or
an author's right to a work of computer programming, if a court listed in the
following items would have jurisdiction over the petition pursuant to each
paragraph, the petition is under the exclusive jurisdiction of the court specified
in the relevant item:

— HREEFEMET. A EREFHHFT. A S F R ET SOOI S S ECH P o s
DN ETES 2 MG BT SO i 57 BHI

(i) a district court located within the territorial jurisdiction of the Tokyo High
Court, the Nagoya High Court, the Sendai High Court, or the Sapporo High
Court: the Tokyo District Court;

= RBEFBEFHFT. RS ERHET, 80 E BT ST E AL & B BT O & EE X
SN TR 2 UG ECHIFT KBkt 7 e i

(i1) a district court located within the territorial jurisdiction of the Osaka High
Court, the Hiroshima High Court, the Fukuoka High Court, or the
Takamatsu High Court: the Osaka District Court.

6 HIEE _FICEO DEHFT L REE HWRE RG-S F . (FIEICHE T 2 HEFR o
REIHRDBDIZRD, ) IZDOWTOREICKRT 2 AIRHIE X, B EEH T 0%
EICHET D,

(6) An immediate appeal to a decision rendered by the court specified in item (i)
of the preceding paragraph in the case of a sender identification information
disclosure order (but limited to one relating to infringement of the rights set
forth in the paragraph) is under the exclusive jurisdiction of the Tokyo High

Court.
7 EIFHOBEC» D OLT, BHASE - B SIRHIICRL, ) OBE
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&K D mIZ L0 R ATHET Lo BREIREE RIS O K4 FE ROt 25
J7eBEORNTITRLE— 2B 5 F L, YR EZ T HE ORI TR D H
ZRICBIT A FMPMRIET D L IR, YRR EEAMRIE T D BT O FEEICE IR T D,
(7) Notwithstanding the provisions of the preceding paragraphs, with regard to
the case specified in item (i) below relating to a petition by a person to whom,
pursuant to the order under Article 15, paragraph (1) (but limited to the
portion relating to item (i) of paragraph (1)), information such as names of
other related disclosing service providers was provided as the relevant
information is specified in (a) of item (i), if the case specified in item (ii) below
relating to the petition by the person to whom the information was provided is
pending, then the former case is under the exclusive jurisdiction of the court at
which the latter case is pending.
— UMD RBREBIRME A HTF S & T 5 YRR A REFEHEHRICONTO
FEAE HE B A S
(1) case of a sender identification information disclosure order in respect of
violating information pertaining to the provisions where the opposite party is
the other disclosure related service provider;
WL AR DR EIH BRI OV TOMDIEAEH T HBH o FF
(i1) other cases of a sender identification information disclosure order in
respect of violating information pertaining to the relevant provision.

(FBEBHEHREATMTOHRNLEFEDOE L OEE)
(Delivery of Copy of Petition for Sender Identification Information Disclosure
Order)

B4 UL, BEFBHERHATRGTORNLTHRL > LA, Y%P L THAR
WETHDE XTGP TIZEHEN W ERHA LN L T2 RE . YRES
TR TS ORNEDE LA HFHFICEM LT o2,

Article 11 (1) When a petition for a sender identification information disclosure
order is filed with a court, the court must deliver to the opposite party a copy of
the petition for the sender identification information disclosure order unless
the petition is unlawful or unless the relevant petition is clearly groundless.

2 FERAEHETFRE CERC P =FEEE L —5) BN =RENENOHEANHE T
OBEIL, BEEHBRARMTORSIEOE LA EMNT L2 N TERVWEGS (4%
HNLEDEF L ORMILBERERNZ T L2WEEE G, ) ITOWTHERNT 5,

(2) The provisions of Article 43, paragraphs (4) through (6) of the Non-
Contentious Case Procedures Act (Act No. 51 of 2011) apply mutatis mutandis
to a case where a copy of the petition for a sender identification information
disclosure order may not be delivered (including if expenses required for the
delivery of a copy of the relevant petition are not prepaid).

3 FHPTX., BEFHERHTRMTORNVTUIOWVWTOREEZ T HHLAITIE, YHEED
BROR 2 BE 22 e 672, 722 L RNEEXITHBNA RN EPHALNTH D &
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LCHEHNTCEHATTO2RELT D L &L, ZDORY TR,

(3) Before rendering a decision on a petition for a sender identification
information disclosure order, the court must hear the party's statements;
provided that, this does not apply when the court renders a decision to dismiss

the petition, finding that it is unlawful or clearly groundless.

(GEAE H 1H B R i S O Rk D B 5 55)
(Inspection of Records of Case of Sender Identification Information Disclosure
Order)

BT YFEE IFEBEMREZBI L =F L, BHPTELE IS L, BEENEH
BRan mEE OO BT L ITBE. ZOEKR, BAE L I ARD LA I35
EEEHRA R EICET 2 FHOGERAFORZME2FH KT L2208 TED,

Article 12 (1) The parties to a case and any third party that makes a prima facie
showing of interest in the case may file a request with the court clerk to
inspect or copy the case record, to issue an authenticated copy, transcript, or
extract of the case record, or to issue a certificate of the particulars of the case
of the sender identification information disclosure order.

2 %@@ﬁﬁ@\%%%%ﬁ%%ﬁ%%#@ﬁﬁ¢@ﬁ%?~fﬂiﬁfﬁ?~7
(ZNBICHEFT D HBEICEIY —EOFHEALE LW LT, ) 1o TE, EHL
R, ZOHEIZRN T, YEESUIFIFREMR 2B L% =F13, ﬁ%% FLE IS
L. ThbOMOEREFHERT L LN TE D,

(2) The provisions of the preceding paragraph do not apply with respect to case
records of the case of a sender identification information disclosure order that
are being prepared in the form of audiotapes or videotapes (including any other
matters that have been recorded by means equivalent thereto). Nevertheless,
the relevant parties or a third party that makes a prima facie showing of
interest may file a request with the court clerk for a reproduction of these
matters.

3 RI_HOHBUEIC X D REEFHFWME RS FORLEOMEE, BE &K OCE-OFERIL,
MELFLER DIRAF TP OBB I ER S H & E1EX, THZ LM TER,

(3) The request for inspection, copying and reproduction of records of a case of a
sender identification information disclosure order pursuant to the provisions of
the preceding two paragraphs may not be filed if these actions would be
detrimental to the preservation of the case record or the performance of the

court duties.

(FBIEEHHRFATM T ORI TOIRT)
(Withdrawal of Petition for Sender Identification Information Disclosure
Order)
=45 REFHERFARMHDS ORI, BB L THUIOWTORENHEET 5 E T,
ZORE XL —HERY TFHZENTED, 2720, BEPLTORTITIL, KIZ
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BT HRENSINIRICH > TIX, HEFOREZHGRTIE., TN 1E2AE LR,

Article 13 (1) A petition for a sender identification information disclosure order
may be withdrawn in whole or in part before a decision on the petition becomes
final and binding; provided that, after the following decisions is made, or
withdrawal of the petition is invalid without the consent of the opposite party:
— YW TIZOWTORE
(1) a decision on the petition;

MY TR L BEHEEREA TR T AR L T OHE T LRE - HOBEIS
X D

(ii) an order under the provisions of Article 15, paragraph (1) where the case of
a sender identification information disclosure order pertaining to the petition
is the primary matter.

2 RBELHHEHRFATRGBSORNLTORTFTRH LA W T, gl LEOHE
WXV YBERLTOWRTFFICOWTHFFOREZES S & XX, BHPX, HFS
WIZxF L, YRS COR TR b o722 LM LT sn, 2720, Y%
AL COR T I BREEEREARGDTEEOFHROM A ICBWTHHTINEHGAIZ
BWT, HERELFRZOHAICHE L& &, ZORY TR,

(2) In the case that a petition for a sender identification information disclosure
order is withdrawn, if the opposite party's consent is required for the
withdrawal of the petition pursuant to the provisions of the proviso to the
preceding paragraph, the court must notify the opposite party of the
withdrawal of the petition; provided that, this does not apply if the petition is
withdrawn orally on the date for proceedings of the case of the sender
identification information disclosure order and if the opposite party appears on
the required date.

3 HIEAXOHEICEDBEHEZT-H2»0 _HELUNICH T NEEEZ R &
S, HREMICARL P TOMTFICFEE LI b D BT, REZZ LEDRE
IZEDHEEITBNT, YEHPNTOIR NI H -7 H 26 ZEBLANITH T 5 0 255
Ik R7pnE &b FfkE T 5,

(3) If the opposite party does not state an objection within two weeks from the
day on which that party receives a notice pursuant to the provisions in the
main text of the preceding paragraph, the opposite party is deemed to have
consented to the withdrawal of the petition under the formal notice. The same
applies in the case prescribed in the proviso to the relevant paragraph if the
opposite party does not state an objection within two weeks from the day on
which the petition is withdrawn.

(EIEEBRETME DO TIZOWTOWREICKT 5 REOFZ)
(Action to Oppose a Decision on Petition for Sender Identification Information
Disclosure Order)
EIUE REFHBRERMEOHE L TICOWVWTORE CYEHETTEREEL LTH
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TTHWRELZRS, ) ITARDPH DY FEZIL, YHREDOEMEZZTIZANL—AD
REMENIZ, BRFBEBOFAZREST D LN TED,

Article 14 (1) A party who is dissatisfied with a decision on a petition for a
sender identification information disclosure order (except for a decision to
dismiss the petition on the ground that the petition is unlawful) may file an
action to oppose the decision within an inalterable time frame of one month
from the day on which the notice of the decision is received.

2 HAHEHICHET DeF 2%, REICHET 2REZ LM OETEICHR T 2,

(2) An action prescribed in the preceding paragraph is under the exclusive
jurisdiction of the court which made the decision prescribed in the paragraph.

3 FHIHICHET D2HFZAICONTOHERRIZEB N TIL, Y%k 2 M EiEE LTHAN T
LHEEEBRE, AEICHAET2WRELZR T L, £E L, IRV IET,

(3) In a judgment on the action prescribed in paragraph (1), the court approves,
modifies or withdraws the decision prescribed in the paragraph except if the
action is dismissed on the ground that the action is unlawful.

4 FH-HICHETARELR AT L, IFEE LHRTREFFERORREZMT Db
DI, BEFITICEA L T, #aft a3 o2HkER—0 a6 5,

(4) A judgment that approves or modifies the order prescribed in paragraph (1)
and that orders the disclosure of sender identification information has the
same effect in terms of compulsory execution as a judgment that orders
payment.

5 H—HHICHET DR, FHEICHET 2HMNICRE SN Rholc b &, LA
TN & EF, YEHF AR FEHEICHET DIRE. MEHIR L F—0h%=H
T 5,

(5) If an action prescribed in paragraph (1) is not filed within the time frame
prescribed in that paragraph or is dismissed, the decision prescribed in that
paragraph with regard to the action has the same effect as the final and
binding judgment.

6 ML E -HICHET DIREZ LEEGE BT 2R EFHIES L HILERE —
HOKEDOEMRIZHOWTIEL, FEE o THIRGISE 2925 EHLH01%, THRED
HRZERET D] T2,

(6) In applying the provisions of Article 59, paragraph (1) of the Non-Contentious
Case Procedures Act to the case if the court makes the decision prescribed in
paragraph (1), the phrase "an immediate appeal may be filed" in Article 59,
paragraph (1), item (ii) of the Act is read as "an action of opposition may be
filed".

(PR ftm )
(Information Provision Order)

FHASE AROBREHIEMARGOELIMRET 2HHPNL. BEFHHRF MO
RN CIRLDEREEROBEEERET DI ENTERIRDLZEEZIET D20
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ENRHDHEROD & XT, URBREEFRATRMGETORILTE Lz (LLUFZOHEIZ
BWT THIZA] &), ) OBHNTIZEY, RET, YURBEEHHRHSHGSORH
SECOMFS Th 2B REBRESRIMIEE I L, RICBIT2HEELEMTHI LN T
Do

Article 15 (1) If the court at which a case of a sender identification information
disclosure order on the merits is pending recognizes the necessity in order to
prevent a situation which could lead to the inability to identify the sender of
the violating information pertaining to the petition for the sender
1identification information disclosure order, then upon petition by the person
who filed the petition for the sender identification information disclosure order

(hereinafter referred to as the "petitioner" in this paragraph), the court may

issue a ruling ordering the disclosure related service provider as the opposite

party in the petition for the sender identification information disclosure order
to take the following actions:

— U AT L, ROA Tl IT 256 DKSITIS CENE N EiEA XX
HIZEDDLHFHE (MIZBIT25EICHETLLRODL LTI, AIZEDLIFHH) &
i XITER T iE (15 HRAQBEALRE 2 9 2 J71E 2 ot o ol (s O Bl
FIRT 2 HETH TREBEAS TEDDLILDE VS, WFIZBWTHL, ) 12XV
feftd 252 &,

(1) to provide the petitioner with information specified in (a) or (b), respectively,
based on the cases in (a) or (b) below (information prescribed in (a) if the
cases described in (a) are considered applicable) in writing or by electronic or
magnetic means (which refers to means the use of an electronic data
processing system or other means of information and communications
technology as specified by Order of the Ministry of Internal Affairs and
Communications; the same applies in the following item);

A YA RBEREGREENZORAET 2 REFE R CABEEHFBRE M
DN TIZHZD B DIZRS, LFZOHIZBWTH L, ) IZX 0 YR EFHRIC
1% 2 OB RBIR B RS (MR EFROBEETHDL LHDDLbDEERL,
2IZBWTHL, ) ORAIFAHEOER (LT ZOHELOE =HIZB W T

Ml DB RER B R UEE ORAFERT R LW o, ) OREEZTLZ LN TED
Yt %t o B R BRI B 1R (I E O o4 1 it

(a) if sender identification information possessed by the disclosure related
service provider (but limited to that pertaining to the petition for the
sender identification information disclosure order; the same applies
hereinafter in this paragraph) makes it possible to identify the name and
address of any other disclosure related service providers (excluding one
who is recognized as the sender of the violating information; the same
applies in (b)) (the name and address are referred to in this paragraph and
paragraph (3) as "information such as names of other disclosure related
service providers"): information such as names of any other disclosure
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related service providers;

7 BR BRI TR U S M RLR R ISR Dl O B R BAMR I B 1R I & R E
TOHEDICHND Z N TELIRERFHRE L TREBEATTEDLILDEZRAL
TWZRWGE TSR R EBRIEE DN ZORA T 2 4B EERBRICLY
ACHET 2REEZTHZ ENTERVWES Z0RF

(b) if the disclosure related service provider does not possess sender
identification information that makes it possible to identify any other
disclosure related service providers pertaining to the violating information
and that is specified as such by Order of the Ministry of Internal Affairs
and Communications, or if that disclosure related service provider is
unable to make the identification as prescribed in (a) by using the sender
identification information: notification to that effect.

= ZOHOMEIL L Dmm (T ZORICEWT MHEfaF) L, misIcR5
TR D, ) 1T K0 D BRBR B IRt O K4 S E RO RUE 2 52 1T 72 434 H
SEADG, M OB RBEAREBREE A FES L L TYZREFRIZOWVTOIRE
EEIEWMBARM AT OHRNLTE L FOFR XITERA FTIEIC L 2@MEZ T & &
X, CURAA O BUR BRI B IRALE (Tx U, ML R BRI B IRIEE D REG T 2R 1E
FiE®REFm UTERNTEC IV RET 2 L,

(ii) to provide, in writing or by electronic or magnetic means, other disclosure
related service providers with sender identification information possessed by
that disclosure related service provider when the disclosure related service
provider receives, in writing or by electronic magnetic means, from the
petitioner to whom information such as names of other disclosure related
service providers has been provided pursuant to the order under the
provisions of this paragraph (hereinafter referred to as "information
provision order" in this paragraph; limited to the portion relating to the
preceding item), notice to the effect that the petitioner filed a petition for a
sender identification information disclosure order against other disclosure
related service provider as the opposite party.

2 HiE (B FHELUSDOEICIR D, ) ITHET 2 BEEHHRARm S OB TOM

FHPELRE -HIIHET 2R EERBEEBRILE TH- T, 7o, YEHMLT

ZLEENYER L TICBWTHREREERF R SUOREEBROMA TR ZHE KL TV

AR HRTHEOHE OIS\ TIiX, RHEE—5A OBER TIfEs b D)
EHDHDIT, WORD FMIHBIT 256 0OXZITIS . ERENRFERO FHlICHET 5

FhET D,

(2) If the opposite party against whom the petition for the sender identification
information disclosure order prescribed in the preceding paragraph (limited to
the portions other than those listed in the respective items) has been filed, is a
specified telecommunications service provider prescribed in Article 5,
paragraph (1), and the party who filed the petition demands the disclosure of
sender identification information including specified sender identification
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information, then the provisions of the preceding paragraph apply by replacing

the phrase "that pertaining to" in the provisions of item (i), (a) in that

paragraph with the relevant phrase in the right column in the following table,

depending on the category set forth in the left column in the same table:

UHFFEREEFROBAROFERIZON
TERGHE -HE = IS TR
SV ARSY a=x

If it is determined that Article 5,
paragraph (1), item (iii) is applicable
to the demand for disclosure of such
specified sender identification
information:

(AR D B ILSRH —HICHE T 2 R ETRE
EREE

specified sender identification
information prescribed in Article 5,
paragraph (1) pertaining to

YHFFERGBEEROFROFERIZON
THELRE—HFE = FIIZET D LR
LRWIEE

If it is determined that Article 5,
paragraph (1), item (iii) is not
applicable to the demand for
disclosure of such specified sender
1identification information:

(ZFR D ISR — I HUE T D R e 58M5
FIE RSN DFAEH

sender identification information
other than specified sender
1identification information prescribed
in Article 5, paragraph (1) pertaining
to

3 WOFHZDNTNNIEET L LR, ’itams R#taFICIY LI EDOfOF

BRI BRI O RAFE G MO Z T 72 F D, Yk o B RBERE SRS O
IBLDO—FOEIZHOWTE—HE “FICHET DA EZ LN EIZX Y B 51T
BT DHZEeRDLET, UHE—HOEFEIURDLHEBIICRD, ) 1T, FO %KD,

(3) If either of the following items becomes applicable, the information provision
order (if the person to whom information such as names of other disclosure
related service providers has been provided with regard to two or more other
disclosure related service providers pursuant to the information provision
order falls under the category of item (ii) because the relevant person does not
give a notice prescribed in paragraph (1), item (ii) to certain other disclosure
related service providers, then only the portion of the information provision
order pertaining to other disclosure related service providers) is no longer
effective.

— UMM T OARTH 2 BEFHEFBRE RGTFE CARIREEEIHBRERM T
HIZ DWW T ORISGHE —HICHET 2R EITK L CRBRICEE T 2 2 03 BifE S vl
EXIT. FOFFR) BT LEEE,

(1) when the case of a sender identification information disclosure order, which
is the primary matter in respect of the information provision order, ends (or
if an action prescribed in paragraph (1) of the preceding Article is instituted
against a decision prescribed in that paragraph for the case of a sender
identification information disclosure order, when that lawsuit ends);
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YRS K 0 th OB R BRI E O R4 FEIEWMORME T T,
Uikeft 22 T B b ZHUWIC, Mzt g 2 2 ) 7o R B B iR it 12
XL, B—IHE _SICHET @ME Lol b &,

(i1) when the person to whom information such as names of other disclosure
related service providers has been provided pursuant to the information
provision order, fails to give a notice, prescribed in paragraph (1), item (ii), to
the disclosure related service provider against whom the relevant
information provision order has been issued, within two months after the
date of receipt of the provision.

4 REMAOHN TR, YZRta TR b o B ThoTh, TOEMIT—EHZH

DT ENTES,

(4) A petition for an information provision order may be withdrawn in whole or in
part even after the information provision order is given.
5 RS XTI BRBIR R B IR 1T, URta AT L. RIS A T2 2

ENTE D,

(5) The disclosure related service provider against whom an information
provision order has been issued, may file an immediate appeal against the

information provision order.

(HEEE L m )
(Deletion Prohibitory Order)

FRE AEROBEFHEHRARMGSFEIMRE T 2HHINL, BEEHHRERGS O
RNV CIRLAERERROBGEEELRET LA ENTERIRDLZEEZIET D20
TR D LRODHE L, UUBEHEHFRETIMTORLTE LIZEDORILTIZLY
RET, YBREFBERE TGS OH N COMTS TH 5 /RBEBREGRMIE I L,
YR EE B RMTES (ARBERFERA M TEHCOVWTOH RS —
HICHET 2R EICKH LTHRIBEICHET 2k ANl Sz & Eid, Z0FR) 23
TT5FETOM, YRR EBREE D RA T OREDEHR CYUEREE TG HRE
RO TIZHRD BDIRS, ) ZHELTERLRVWEZMTHI LN TE D,

Article 16 (1) If the court at which a case of a sender identification information
disclosure order on the merits is pending, recognizes the necessity in order to
prevent a situation which could lead to the inability to identify the sender of
violating information pertaining to the petition for the sender identification
information disclosure order, then upon petition by the person who filed the
petition for the sender identification information disclosure order, the court
may issue a ruling ordering that the disclosure related service provider as the
opposite party against whom the petition for the sender identification
information disclosure order was filed may not delete the sender identification
information (limited to that relating to the petition for the sender
identification information disclosure order) possessed by the disclosure related
service provider until the relevant case of the sender identification information
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disclosure order ends (or if an action prescribed in Article 14, paragraph (1) is
instituted against a decision prescribed in the paragraph for that case of a
sender identification information disclosure order, until the lawsuit ends).

2 FHEOHEICELZmE UUTIZOFRICBWT NEEEIEmS] W), ) OFLT
X, YRHERIEM AR H T B TH-TH, ZORMXUL—HMEZIY T 52 &M
T&E 2,

(2) A petition for the order issued pursuant to the provisions of the preceding
paragraph (hereinafter referred to in this Article as a "deletion prohibitory
order") may be withdrawn in whole or in part even after the deletion
prohibitory order is issued.

3 HEHILMS 22T T ERBEREGRAEE 13, YR EA s AT L, RIRLE
T HIENTED,

(3) The disclosure related service provider against whom a deletion prohibitory
order has been issued may file an immediate appeal against the deletion

prohibitory order.

(FERA A F ol o FH BRAN)
(Exclusion from Application of the Non-Contentious Case Procedures Act)
FHtk RELHBEHREARGTEHICET 2EAFRICONTIL, FFERFHFHRIES -
FRE - LE, B ERAOENHEOBET, @A LRV,
Article 17 The proviso to Article 22, paragraph (1) and the provisions of Articles
27 and 40 of the Non-Contentious Case Procedures Act do not apply to court
proceedings relating to a case of a sender identification information disclosure

order.

(i i EHI T AL
(Rules of the Supreme Court)
ALK ZOBEBEICEDDLHODIEN, BEFFBRA RS EFHIZET D EH FHic
B L LB I, mm#E TR TED 5,
Article 18 Beyond what is provided for in this Act, necessary particulars in
connection with court proceedings relating to a case of a sender identification
information disclosure order are prescribed by the Rules of the Supreme Court.

kAl

Supplementary Provisions

ZOERIT, AOBENGERE L TRAZBA R WEANICEWTES TED S H )
HREATT %,

This Act is to come into effect as of the date specified by Cabinet Order within
six months from the date of promulgation.
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M Al (PR HEHEENA —+ANEERETE] ()
Supplementary Provisions [Act No. 10 of April 26, 2013] [Extract]

(W17 51 F)
(Effective Date)
Bk ZOERIET. AMOANGERELT—HZ&E L AL ETT 5,
Article 1 This Act is to come into effect as of the date on which one month has

elapsed from the date of promulgation.

(i I X 57)
(Applicability)

g ZOERICEIWEROATESE (LIT DHE) Lvwo, ) o#lE ks
B ol —m, FUEEOHELHE G EHEOHLHEICH > TE, WAk
HECIRD, ) L BEAET 4. BoA PSR CIE LSO RNOME
<, ) RUMAIE ARFOHEIC L D WIER O R EBEXIEE &GRS O HEERHE
BEOHIBRE OREZHHFHRORRCEAT 2EE CERH=2FEEEa =1+t Oo#
EX. ZOEBEOmITOR (LT THfTH] Lo, ) UEMND TEOH A Z KRS
N5 RELER B OREEOM B OAFRO B XIIHEITH DB D TEOM B 2 ARSI
L2ZHEHREOBEEEOHMAOLNTROBAD S bR WA (LU TARB] &
Wo, ) URIZZEOHBZ ARSI XIIERINDEEICONTHEM L, A H ORI
HE CTIZZOMH ZARI NI ERSINIZBEIZONTIER, 2BERTOBIIZ L D,

Article 2 The provisions of the Public Offices Election Act as amended by this
Act (hereinafter referred to as the "New Act") (except for Article 142-4,
paragraph (2), paragraphs (4) and (5) (but with regard to paragraphs (2) and
(5), limited to portions relating to notification), Articles 152, 229 and 271-6 of
the New Act) and the provisions of the Act on the Limitation of Liability of
Specified Telecommunications Service Providers for Damages and the Right to
Demand Disclosure of Sender Identification Information (Act No. 137 of 2001)
as amended by the provisions of Article 6 of the Supplementary Provisions of
this Act become applicable to any elections the date of which is publicly
announced on or after the earlier of the date of public notice of the date for a
general election of members of the House of Representatives first publicly
announced after the date of the implementation of this Act (hereinafter
referred to as the "implementation date") or the date of public notice of the
date for regular election of members of the House of Councilors first publicly
announced after the implementation date (such earlier date is hereinafter
referred to as the "date of public notice"), and with regard to any elections the
date of which is publicly announced on or before the date immediately
preceding the date of public notice, the prior provisions remain applicable.

M Al (AFM=FNAZ+HNBERE_+EE] )
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Supplementary Provisions [Act No. 27 of April 28, 2021] [Extract]

(W17 51 H)
(Effective Date)
F—k ZOERIE, AMOANGEELTFEARNAZBI R VEFENICB O TES T
EHDHHNORAITT 5,
Article 1 This Act is to come into effect as of the date specified by Cabinet Order
within one year and six months from the date of promulgation.

GE(EHE OB ROBEEUZ T 5 PR E)
(Transitional Measures Relating to Hearing of the Sender's Opinion)

g ZOEREORATO BRI L 2 OWEMIC K 2 SOERT O R E B XUBE & B TRt
DI EREEFAEO IR L OFEAZ EIF RO BIRICE T 2 BB HENESE —HOBEIZ LD
BROELRIT, Z OB X 5 WIESR O R E B XORE B IR I H O F BHE B E O]
R OREEFROBRICET DER RKIZBWT DHE] Lo, ) BARAKRE—
HOBEIZLY SNT-EROEINE 72727,

Article 2 Any hearings of the sender's opinion carried out before the amendment
by this Act pursuant to the provisions of Article 4, paragraph (2) of the Act on
the Limitation of Liability of Specified Telecommunications Service Providers
for Damages and the Right to Demand Disclosure of Sender Identification
Information before the amendment by this Act is deemed to be the hearing of
the opinion carried out pursuant to the provisions of Article 6, paragraph (1) of
the Act on the Limitation of Liability of Specified Telecommunications Service
Providers for Damages and the Right to Demand Disclosure of Sender
Identification Information as amended by this Act (hereinafter referred to as
the "New Act").

(FR )
(Review)

FA BURIE. ZOEEORIATER LE LS LGSR0 T, FEORAT ORI
DOWTHRETZMA, ZOFRERICESNTRERBELHET 2b0LT 5,

Article 3 Upon the elapse of five years from the date on which this Act comes
into effect, the government is to review the status of the enforcement of the
New Act and take necessary measures based on the results of the review.
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