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Chapter I General Provisions

(Bm)
(Purpose)
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B B OERG R BT NCERNZETEZO L TCELEIHEDOEBEZXS & &
HiZ, EEAES OV R ONE 2R NN EOLZEREICHGT LI 2 HM
£ 5,

Article 1 In consideration of the fact that ensuring cybersecurity while securing



the free flow of information is an urgent issue, due to the increasing severity of
threats to cybersecurity and other changes in internal and external
circumstances that are arising on a global scale, as the internet and other
advanced information and telecommunications networks develop, and the use
of information and communications technologies (referred to below as
"information and telecommunications technologies") prescribed in Article 2 of
the Basic Act on the Formation of a Digital Society (Act No. 35 of 2021)
expands, the purpose of this Act is to set basic principles for Japan's
cybersecurity policies, clarify the responsibilities and other aspects of the
national and local governments, and provide for the formulation of a
cybersecurity strategy and other particulars that will become the foundation of
cybersecurity policies, and also in conjunction with the same Act, to
comprehensively and effectively advance cybersecurity policies in ways such as
establishing a Cybersecurity Strategic Headquarters, and by doing so, to
enhance economic and social vitality and achieve sustainable development and
bring about a society which enables its people to live safely and free of anxiety,
and also to contribute to ensuring peace and safety in the international

community and contribute to Japan's national security.

(& 7%
(Definitions)

Bk ZOERBICBWT A Rx—tX=2UT7 ] Lk, EFEHR, R GFZ
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HT EERWD,

Article 2 The term "cybersecurity" as used in this Act means that the necessary
measures have been taken to prevent the leakage, loss, or damage of
information that is recorded, sent, transmitted, or received in electronic form,
magnetic form, or any other form that cannot be perceived by the human
senses (referred to below as "electronic or magnetic form" in this Article) and to
securely manage that information in other ways; that the necessary measures
have been taken to ensure the security and reliability of information systems
and of information and communications networks (including the necessary
measures to prevent damage from unauthorized activities directed at a
computer through an information and communications network or through a
storage medium associated with a record that has been created in electronic or



magnetic form (referred to below as "electronic or magnetic recording
medium")); and that these systems and networks are being properly
maintained and managed.

(FEAHEE)
(Basic Principles)

F=g VPAN—tX2 VT ICHATOIMROHEMET, 1 F—xy hEOMOFEEE
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Article 3 (1) In consideration of the fact that ensuring the free flow of
information through the development of the internet and other advanced
information and telecommunications networks, and through the use of
information and communications technologies is important for such aspects as
people's enjoyment of freedom of expression, the creation of innovations, and
the enhancement of economic and social vitality through the use of these
networks and technologies; cybersecurity policy must be advanced with the
principle to proactively respond to cybersecurity threats, through coordination
among a variety of entities, such as national and local governments and critical
social infrastructure providers (meaning those engaged in business that
provides infrastructure which is the foundation of the lives of the people and
economic activities, and whose functional failure or deterioration would cause
an enormous impact to them; the same applies below).

2 PANRN—EX2 VT 4 ICHTIEKROHET, ER-A—-AOHF A X=XV T
AT 2R AE RS, BRBICICT 22 L2 RT b, YA —ktFa VT
AT DHERIC L DHELYE o, HEHENLHRBICERTE 288 (LA) 722
B ZET 52O OB ZFEmAICHET 222 5L LT, fThhRTidis
720N,

(2) The cybersecurity policy must be advanced with the principle to raise
awareness for each individual member of the public about cybersecurity and
encourage each individual member of the public to take voluntary actions, and
positively promote actions to establish resilient systems which can prevent any
damage caused by threats against cybersecurity and quickly recover from
damage or failure.

3 Y ANRN—tF2 VT 4 ICHTDHROHELEIL, 1 & —% v bE OO 5B F s
ERy MU — 7 O L OMEHORIE BT OIEHIC L D1E /15 o RET S 28T 572
DDORHL 2 FEMBYICHEE S 5 2 L2 B & LT, Tl b,



(3) The cybersecurity policy must be advanced with the principle of developing
the internet and other such advanced information and telecommunications
networks, and positively promote actions to establish a vital economy and
society through the utilization of information and communications technologies.

4 PAN—tXa2 VT 0 ICETDHROHELEIL, A —FF 2 U T 11T HEE
SOICPEEEESICE > THRBORETH V. o, FEEORF S EHERR 2
B ARGEBROF TEENTVWD I LICER, A X=X U T 22T D
E BRI 2 BT DTER K OB DT DI BRI &R 2H 5 2 L2 F L LT, EHEME
O TIAT O RIT LR B0,

(4) The cybersecurity policy must be advanced through international cooperation
with the principle for Japan to assume a leading role in formulating and
developing an international cybersecurity framework, in consideration of the
fact that responding to cybersecurity threats is a common issue throughout the
international community, and that Japan's economy and society operate within
the context of internationally close and interdependent relationships.

5 Y AN—tF2UT BT DHROHELEIL, 7 2 X NALDTEAIEARTE O AR R
(CHLRE L TIT Oz fudZe H7a0,

(5) The cybersecurity policy must be advanced in consideration of the basic
principles of the Basic Act on the Formation of a Digital Society.

6 FAN—tF2 )T ICHTOHMROHEEIT Y 2o TiE, EROHENZ RS ITEE
LBWESITHEE LR TR B0,

(6) The cybersecurity policy must be advanced with due consideration not to

unjustly infringe on the rights of the people.

(EDEH)
(Responsibilities of the National Government)
FUSE EiX, aiRoEABE (LT TEAHEZ] Lo, ) ZooLb, A 3—F
Fa VT AT ORAEMARREZREL, MOERT 2H8B AT 2,
Article 4 The national government is responsible for formulating and
implementing comprehensive cybersecurity policies in line with the basic
principles prescribed in the preceding Article (referred to below as "basic

principles").

(M7 N R D FEH)
(Responsibilities of Local Governments)
S HGAKRFERIEL, EABEEICO- LD, HEOWEY) &R oA E 2T, W
AN—EX2 VT ICHT L2 ENRMEREZREL. KOEMTL2EBE 26T 5,
Article 5 Local governments are responsible for formulating and implementing
independent cybersecurity policies in line with the basic principles, and in
consideration of the appropriate division of roles with the national government.



(RS ABRFEEREDOER)
(Responsibilities of Critical Social Infrastructure Providers)

BN BEEASMBEERIT. EAEZICO- LY OV —ERAERENN DY)
RS D70, YA NN—tF 2T ¢ OBREMICET L0 BEMATED . HFEW
DOFEMRAINZ T A N—tF 2 U T ¢ OFERIZE D H & & BT, B TH T A EFH A
FhT oA NN—t X2 T A ICEATHHERICHIITHLOEZDDL LD LT 5,

Article 6 In line with the basic principles, a critical social infrastructure
provider is to deepen their interest in and understanding of the importance of
cybersecurity and to endeavor independently and actively to ensure
cybersecurity, as well as endeavoring to cooperate in the implementation of the
cybersecurity policy that the national or local government implements, to

provide their services in a stable and appropriate manner.

(A N—PRE R T T OO FEEE DOEE)
(Responsibilities of Cyberspace-Related Business Entities and Other Business
Entities)

Lk VAN—PEFEEERE ([ F—Xy NEOMOFEEFHRBERER Y NV —27 0%
fifi, HWMBEHIFOEA I AN—X 2 U T A IZETLIEELZTOEZ NI, L
TRUT, ) ZOMOFEEF T, EAEKICO- LY, ToOREEFEICEL, B EZHWH)
ORI A N—tF 2 VT 1 OWRIZE DD L &b, BTG NI 5
MiT WA N—tX2 VT AT IRRICHITLEOBDLLDET D,

Article 7 In line with the basic principles, cyberspace-related business entities
(meaning those engaged in business regarding the maintenance of the internet
and other advanced information and telecommunications networks, the
utilization of information and communications technologies, or business
relating to cybersecurity; the same applies below) and other business entities
are to endeavor independently and actively to ensure cybersecurity, as well as
endeavoring to cooperate in the implementation of the cybersecurity policy that
the national or local government implements, in the course of their business

activities.

(BB WH7ERRE D EH)
(Responsibilities of Educational and Research Organizations)

FING RFEZOMOHBBEVIEHEEIT, EAHRICO- LD HEMDLOEMAYIT Y A
Nt F a2 )T 1 DR, VA —tF =2V T 1 IRD AMOERIEITY A —Ek
Xa 7T 4 ICHET MR OZDORRROERIZE DL L L bz, [E T ALK
MEfEST DI AN—EX2 VT A ICHATLIMRICHNTLEITDDLbDET D,

Article 8 In line with the basic principles, universities and other educational and
research organizations are to independently and actively endeavor to ensure
cybersecurity, foster human resources related to cybersecurity, carry out
research on cybersecurity, and disseminate the results, while endeavoring to



cooperate with the cybersecurity policy that the national or local government
implements.

(B RS 7))
(Efforts of the People)
gk ERIE, EARBEERIZO- LD P ANN—FX 2T OFERZEMICEAT L0 &
BfRZwRD, PANRN—X 27 f OKRICVERFEZLI L OBZDLI LD ET D,
Article 9 In line with the basic principles, the people are to endeavor to deepen
their interest in and understanding of the importance of cybersecurity and pay
necessary attention to ensuring cybersecurity.

(WA _E o HE )
(Legislative Measures)
Frk BUIE. YA NN—tx 2T ICBT MR & T D 72 oL BAR A B
B B SRS EORE 2 O OHTE 25 U T e 572w,
Article 10 The national government must take legislative, financial, or tax
measures or any other measures that are necessary to implement the
cybersecurity policy.

(17 B D B A %)
(Development of Administrative Organizations)
Ft—% EIX A=t F2 VT 0 ICEATLMRZET DI2OE . ITBORER OB
K OITEOEE DWBEIZE O L b D ET 5,
Article 11 In implementing the cybersecurity policy, the national government is
to endeavor to develop administrative organizations and to improve
administrative management.

BIE A NRN—EFX2U T 1 K
Chapter II Cybersecurity Strategy

Bk BUNIE, A=t F 2 U T 4 2T DR ORE D DR R I HEE & X
D, Y AN—tx 2T 1 ICEHTLEANRGE (LT T4 "—tF=2U T o
HREK ) o, ) ZEDRITIIEZR B0,

Article 12 (1) The national government must establish a basic plan for
cybersecurity (referred to below as the "cybersecurity strategy") to
comprehensively and effectively promote the cybersecurity policy.

2 FANRN—X2 VT A HIKIE, RICEBT5FEIZOWTEDL D LT 5,

(2) The cybersecurity strategy is to provide for the following particulars:

— B ANR—X 2T IZETDIERIZONTOIRARN 72 &
(1) basic guidelines for the cybersecurity policy;

Z HOTBHEREFICBIT DY A=t X2 U T 1 OMERICET 5 HE



(i1) information concerning the ensuring of cybersecurity within national
administrative organs and other related organs;
= HEGESIEE A KO O D HIRI NG K~ AR (LU THE S
BBHEERE] Lo, ) BTV A N—tFx 2V T ¢ OMEROEEIZET 25
H
(ii1) information concerning the promotion of ensuring cybersecurity in critical
social infrastructure providers, the associations that they form, and local
governments (referred to below as "critical social infrastructure providers
and other related entities"); and

W mAi=5icBF525001E0, A —txa VT 2 ICHT LR EBEIINDOR)
RANTHEET D 72 DI B 7R FIH

(iv) beyond what is stated in the preceding three items, information necessary
to comprehensively and effectively promote cybersecurity policies.

3 HREHFHEREIL, YA —tx =2 T s BIEORIZHOEHFHEORE L RO T ILE
IRBTR,

(3) The Prime Minister must request a cabinet decision on the proposed
cybersecurity strategy.

4 BUFIE, A=t F2 T BIREZRE L SiE, Bk, ThzERICH
HTHLEHIT, A ¥ —Fy NOFIHEOMBEE 2 HIEIZL VAR LRITNIERD
AN

(4) When the cybersecurity strategy is established, the national government must
report it to the Diet without delay and make it public through the use of the
internet and other appropriate means.

5 HIZHOBEIL, A —tX2l T EKOEEIZOWTHEHT L,

(5) The provisions of the preceding two paragraphs apply mutatis mutandis in
the case of amendments to the cybersecurity strategy.

6 BUFIZ., A NR—F 2T A WIKICOWT, ZOEMICET HREICE LR
EEOWREZMD IO, HEE, EBOMBOFTHEHNT, e PHRICH LT 5%
ZOMBERERICBHEREZHET D L O FD RIS,

(6) The national government must endeavor to take necessary measures for
implementing the cybersecurity strategy smoothly, such as appropriating the
necessary funding in the budget each fiscal year, to the extent that national
finances allow, to ensure necessary funding for the costs needed to implement
the cybersecurity strategy.

B AR
Chapter III Basic Policies

(EDOITBHEB SIS BT DA "=t ¥ 2 U T 1 ORElR)
(Ensuring Cybersecurity at National Administrative Organs and Related
Organs)



FH=2 ENX. EOTBHERE. MY ATEOEN ORSAATBOE NERNE CERCH — 4 1EE
FE =) BRFEHICHET DMATBIEANZ WS, LITHRL, ) KOKRERIEAN
(VA K0 ERRICER AL ST IE AN SUT R OIERIZ XV RO NAT A% b - Tax
SMENTAENTH - T, MBEARELE CER—SEEEREILE—5) BUREH —H
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DHELR S 72 WG ERICAT 2 H RATE TR FTEE ~ DR E L W LT, EH Y%L
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NHLHEDELTHAN—F2 )T A BRIERILPEET 260205, LLTH
Co ) BT DI AN—tF=2 DT BT D MR EEORE, EOITEHERIC
BIFDERY AT L0HEL, BFHBEER Y MU — 7 ITEMAFLEEAR 2 8 U7 [
OATBHERS . MNZATBUEN XUTFREEEANDOE RS AT LR 5 AN ERIEB) OB K&
O hr. EOITERERE, MISATBIE AR OREENIB T 2 A 3=kt F 2V 7T 11
B9 % [ M ORI QNS [E 44 o0 BEARBERE & oo e ONERS BRI K 591 N —E
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LI 5,

Article 13 Regarding cybersecurity at national administrative organs,
incorporated administrative agencies (referring to incorporated administrative
agencies prescribed in Article 2, paragraph (1) of the Act on General Rules for
Incorporated Administrative Agencies (Act No. 103 of 1999); the same applies
below), special corporations (referring to a corporation directly incorporated by
law or incorporated by a special law through a special incorporation procedure
which is subject to Article 4, paragraph (1), item (viii) of the Act for
Establishment of the Ministry of Internal Affairs and Communications (Act No.
91 of 1999); the same applies below), and so forth, the national government is
to provide necessary measures including: formulating common standards of
cybersecurity measures for national administrative organs, incorporated
administrative agencies and designated corporations (special corporations and
authorized corporations (referring to a corporation incorporated by a special
law which needs the approval of a governmental entity for their incorporation
and associated matters; the same applies in Article 33, paragraph (1)) which
are designated by the Cybersecurity Strategic Headquarters as ones for which
the national government needs to further enhance measures which it is
providing to ensure cybersecurity, in consideration of the impact on the
people's living conditions and economic activities accrued in the case in which
cybersecurity in the corporations is not ensured; the same applies below); the
collaborative use of interoperable information systems among national
administrative organs; monitoring and analysis of malicious activities against



information systems of national administrative organs, incorporated
administrative agencies or designated corporations through information and
communications networks or electronic or magnetic recording media;
cybersecurity exercises and training at national administrative organs,
incorporated administrative agencies and designated corporations; responses to
cybersecurity threats in cooperation, communication and coordination with
relevant domestic and foreign parties; the sharing of information regarding
cybersecurity among national administrative organs, incorporated
administrative agencies, special corporations, and so forth.

(EEHSEABEEREIIBIT LA =X 2 U T 1 DffElkOfEHE)
(Ensuring Cybersecurity at Critical Social Infrastructure Providers and Other
Related Entities)

UL EHiX, EEASVBEFEREFEICBITLIYANN—tX=2U T 2 ICEAL, KD
WE., BEE KOG, 1EHROLEAFZ OO B /72 BUH ORI Z D fih 0D W F2 70 6 5K 2
HTLObDET D,

Article 14 The national government is to provide measures such as formulating
standards, exercises and training, information sharing, and promoting other
voluntary activities, and other necessary measures regarding cybersecurity in
critical social infrastructure providers and other related entities.

(RFFEE K OB eSO B JE 1 72 BUE o /g dE)
(Facilitation of Voluntary Activities of Private Enterprises, Educational,
Research, and Other Organizations)

FIse EIE, HMEEEZ OO RBEEE L ORTZ OO ZEITEREREN AT
L HHIPEIZ B 2 S E OEBRS A OFRBIZ L > TERETH 5 2 & IZEA,
INHLOEDABINATO VA N—EX 2 U T 0T OB MEES NS LD, &
AN—X2 U7 OEEMHICET L0 EBEMOME, VA N—tX 2T 112K
FTOAMHRITIGE U, BERFEROBMIK O E 2175 2 L T OMO VIR TR 25T 5
b LT D,

Article 15 (1) The national government is to provide necessary measures,
including increasing interest in and understanding of the importance of
cybersecurity, offering consultation on cybersecurity, and providing necessary
information and advice, to promote the voluntary activities for cybersecurity of
private enterprises such as small and medium-sized enterprises, or of
educational and research organizations such as universities, considering that
information related to their intellectual property is critical for enhancing
Japan's international competitiveness.

2 EiX., ER—A—ADPBEWCHA AN—EX 2T  OFFERIZEZED D Z ENEET
b5 Z LA, BEEEIZBITDEFFEHE T v Z—2 v M EOMO & EF#R
BEXRY N —27 OFANCEE L CETI 2/ T — R 2RI 5 2 & 2Ol



FIZOWT, FANRN—E X2 U T IZHAT RIS, RERFROREX O SF
EATO 2L X DMDOBEREREZHT HHD LT D,

(2) Considering that it is important for each member of the public to make an
effort to voluntarily endeavor to ensure cybersecurity, the national government
is to provide necessary measures, including offering consultation on
cybersecurity and providing necessary information and advice on actions such
as, appropriate choices about products and services in the daily use of
computers, the internet or other advanced information and telecommunications
networks.

(ZhE72 AR O EHEE)
(Coordination with Diverse Entities)

FRNE ENE. BUMRITBURREM AR OO 2 M5 & & b, B, HJ7 ALK,
HEASAREES, VAN —HEFEEETFOLEREERPHEAEIEE LT A N—
X2 VT A ICHETHHRICE VM Z ENTE DRI ERKEZHET D0 LT
Do

Article 16 The national government is to enhance coordination among relevant
administrative organs, and is to take necessary measures to enable diverse
entities, such as the national government, local governments, critical social
infrastructure providers, and cyberspace-related business entities, to work on
cybersecurity policies in mutual coordination.

(A N—tx=2 VT 1 HiEs)
(Cybersecurity Council)

BEEE B OPAERE EHIHETI A N—t X2 U T ¢ ISR E RO DOEE
ERGTEBRE REICBWT IRMEE] 0o, ) 3 A 3—tF2 V7 4
(ZBAT DR OHEEIZR LI R g A AT O 12D, A N—t X2 U T 1 s (U
TZORIIBNT Mgzl EWvo, ) ZMET2bD LT 5,

Article 17 (1) The Chief of the Cybersecurity Strategic Headquarters prescribed
in Article 28, paragraph (1) and the commissioned Minister of State (referred
to as "Chief, etc." in the following paragraph) is to establish the Cybersecurity
Council (referred to below as the "Council" in this Article) to hold the necessary
consultations on the advancement of cybersecurity policies.

2 AHMEFII LELRDDL LT BEL T, BEsic, RICEIT2FE 2 E &
LTz bZ &N TED,

(2) When the Chief, etc. finds it necessary to do so, upon going through
deliberations, the Chief, etc. may have the following persons join the Council
as members:

— EORBRRITEEEOR (KHEFELZR, )
(i) heads of national administrative organs (excluding the Chief, etc.);

= MO AR ST = MRS D [ A
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(i1) local governments or associations that they form;

= HEMHSHBEER I OMET D HIE

(iii) critical social infrastructure providers or associations that they form;

W A =B R ST OG5 HE

(iv) cyberspace-related business entities or associations that they form;

T REAZE OO ZE WFIERERE X3 Ok 5 HIR

(v) universities and other educational and research organizations, or
associations that they form;

N ZTOMATEFENLELRDLE

(vi) other persons considered to be necessary by the Chief, etc.

3 WiESIE. FHOWEZITOT-OLENH L LRBODH L XX, TOMEAKAIS ﬂb\
%4”“k%l)74u%#éw%@%Lu%L%gﬁgﬂ@ﬁm\m%®%ﬁ
HEDMDWH 12 RDDH LN TE D, ZOHEITENT, YR EIX, FY fotiiﬂi
HAHDGEERE, TORDITIE U TIXR B,

(3) The Council may request its members concerned for submission of materials,
expression of opinions, explanations, or any other cooperation regarding the
advancement of cybersecurity policies when the Council finds it necessary for
consultations referred to in paragraph (1). In this case, the members of the
Council must respond to the request, unless there is a justifiable reason for not
doing so.

4 WESOFBIHRET LHHE UNIEFE L TV T IE, ELRBHEN R, YEFBEIC
BIL CHEDS-fE 2RO L, XITEHA L TER 620,

(4) Any person who engages or previously engaged in the affairs of the Council
must not divulge or misappropriate any secrets learned in connection with
those affairs without justifiable grounds.

5 WiExOEKIL, NEERICBWTARL, a2 CNEEERERMAEIES
Al

(5) The general affairs of the Council are performed by the Cabinet Secretariat
and managed by an Assistant Chief Cabinet Secretary as ordered.

6 RIFHEIZED D HDODIEZH, Whiks O/ K O 12B LB e FHEIL, Hman
ED D,

(6) Beyond what is prescribed in the preceding paragraphs, necessary matters
concerning the organization and operation of the Council are prescribed by the

Council.

(BUIRD B 0 M O E DILR DB k)
(Cybercrime Control and Prevention of Spread of Damage)

BN EHIX YA NN—tF 2T BT DIROEHE D L OZ DOHEEDILR DB
1L DT DT iRz T o b D &7 5,

Article 18 The national government is to take necessary measures to control
cybersecurity-related crimes and prevent the spread of damage caused by them.

11



(BNEDOLRCERREEL RETTBENDH 5 FG~D3IE)
(Response to Incidents Which May Critically Impact the Country's Safety)

FHk EX A=t F2 )T 4 ICETL2HFRO D bRV EOLZRITEKRRE
ERIFTEBENDEHDHED~DORIEIZHONT, BURKERIIC BT 5 K #H o £ EmbIE O
(Z BAGRBEBEHE A @ HE IR L Kk O EI D H OIL A X D T DI E R R 2% T 2 b
DET D,

Article 19 The national government is to take necessary measures to improve
and strengthen systems at the relevant bodies, and to strengthen mutual
coordination and clarify the division of roles among the relevant bodies for
responding to cybersecurity-related incidents that might critically affect the
country's safety.

(PEZE D IR K ONE B35 4+ 1 0 384 b)
(Enhancement of Industrial Development and International Competitiveness)

Bk B VA=t F 2 VT 0 OfERZ BT O RAZEPENAT L2
EDBHEEMEITES, T A NN—t X2 T ¢ ICHAETLEENEAESZAIN T &
DTEDLRRERL 72D X O, T RFEORIHNE N PEE O M2 7058 B o OVE B
GO ER L0, A=t X a2 T 1AL, LR IFTERR I OHEE,
firo@EAL. A OF KL OREDR ., B4 S DB 51T K 2 ik Ak oD 5k M OS82
IREEEDORRE, B O M K OME B4R 2 8Lk % o E AR MR L & OV O B KRR
DI ~D S ZE OMDLER TR EH/T DD & T 5,

Article 20 In consideration of the fact that it is critical for Japan to have self-
reliant capabilities to ensure cybersecurity, the national government is to take
necessary measures related to cybersecurity, including the promotion of
advanced research and development, technological advancements, the
development and recruitment of human resources, the strengthening of the
market environment and the development of new businesses through the
improvement of competitive conditions, the internationalization of
technological safety and reliability standards and the participation in
frameworks for mutual recognition of those standards, to create new business
opportunities, develop sound businesses, and enhance international
competitiveness, so that the cybersecurity sector can become a "growth
industry" which creates employment opportunities.

(F 72 BA % D HEHESE)
(Promotion of Research and Development)

B —4 EHiZ, BRECBWTHA AN— X2 VT 1 IZET 50 % B EI R
952 EOEBEMICES, A N—t X2 U T 2B 2 HFFERE I M O HAT4E D 5=
REOHEEI N Z DR E R # K D720, A \—Fx=2 U T 1B L., #FEEHI
DFEA, FAT D2 M K OME R B3 2 FREEIT 90 S ONEEAR Y 10T O AFF 2 B 38 D HEIE |
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WEFEE R O E OB, EORBRIIFERERE. K5, RMFOEHE 0@, HHFERR%E
D7 OEFR 72 Z OMOLERREZHET DD LT 5,

Article 21 In consideration of the fact that it is critical for Japan to maintain
self-reliant technological cybersecurity capabilities, the national government is
to take necessary measures related to cybersecurity, including the
improvement of the cybersecurity research environment, the promotion of basic
research on technological safety and reliability, the promotion of research and
development for core technologies, the development of skilled researchers and
engineers, the strengthening of coordination among national research
Institutes, universities, the private sector, and other relevant parties, and
international coordination for research and development, to promote research
and development for cybersecurity and its technological and other relevant
demonstrations, and to have the relevant cybersecurity results publicized.

(AM DR 5E)
(Development of Human Resources)

B S EHiR RF. eERMTE BEHR. REFEEE LBERESE D %
B 22 o, AN —tF 2T 1 IR DFFITHEFET DB ORES k OSB82
DEIEMEIZSSDLWEAH D b D ERD XD Mk OB UE OMERIC LB
MREZFHT D HD LT D,

Article 22 (1) In close coordination and cooperation with universities, colleges of
technology, specialized training colleges, private enterprises, and other
relevant entities, the national government is to take necessary measures to
ensure appropriate employment conditions and treatment of the workforce in
the field of cybersecurity, and by doing so, enabling their duties and work
environments to become attractive enough to meet their professional values.

2 EiZ. K%, @FEMPE, BB, REFEEE S L REREHER HD2M0 20
5, PAN—tx 2T 41RO AMOMEMR, BRMOEEOM LD, Bl E
OIEH ., HEHEREHEOBRZEOMOVLEREREZHET DD LT 5,

(2) In close coordination and cooperation with universities, colleges of technology,
specialized training colleges, private enterprises, and other relevant entities,
for the purposes of recruitment, development, and quality improvement of
cybersecurity-related human resources, the national government is to take
necessary measures, including the utilization of a qualification scheme and
training of young technical experts.

(B K OFHE ORI, 8 N3 E)
(Promotion of Education and Learning, Public Awareness Raising)
Bt =% EIX, ARVIASFAN—X2 VT 4 ICHETIELEHEBEZERDD LD,
FAN—EX2 VT AT LHE R OFE ORI, B3 K OH, DL M % Dfthd s
WIMRAZH#T D bD LT D,
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Article 23 (1) The national government is to take necessary measures, including
the promotion of education and learning, public awareness activities, and the
dissemination of knowledge in the field of cybersecurity, to deepen interest and
understanding about cybersecurity among the people on a broad scale.

2 EiZ., fTEOHROHEIZET DL, AN N—tx= U T (I L L0
ik DA Mo e [ D T2 D DAT RO FE R, BRI ORI A N—FF 2 U T 41267
HHEGAZHEAEST D 72O OWIM OB EZDOMOVLEREREZHFT HHDET D,

(2) The national government is to take necessary measures, including the
implementation of events for public awareness and the dissemination of
information on cybersecurity, and the designation of the period to promote
cybersecurity activities in a focused and effective manner, to contribute to the

promotion of the measures prescribed under the preceding paragraph.

(1= B W ) D HEHESE)
(Promotion of International Cooperation)

BoUE EHix, YAt X 2 VT A ICBTAHTICEN T, BAEOEEEESI
BT OE BB R-T & L bz, EEERICRB T 2HPEORRE L HEIET 572
O, YA N—tF2U T IZHL, EERNRBHEORE~DEER RS, EERRHIC
BT HEHEAROBEKROEROILA OHEE, TR EHOY A N—tF 2V T o
(ZBET 2 IS RE ) DRGSR D FEMRAY 72 3 88 % DA D [EHERRY 22 Bl i ) . JLIRDELKE © %
DO DOEEEH /12T 2 & &b, MBREOY A N—tF 2T 1 1Txt7 D65
DIFRZIRD DI OB iR ZHT Db D LT 5,

Article 24 In order for Japan to play an active role in the international
community in the field of cybersecurity and promote Japan's international
interests, the national government is to advance international cooperation
relating to cybersecurity, including through independent participation in the
formulation of international rules, by building relationships of trust and
promoting information-sharing on an international level, by providing active
support for capacity building in developing regions' cybersecurity response and
other such international technological cooperation, and through crime control;
and is also to take the necessary measures for deepening other countries'
understanding of cybersecurity in Japan.

BHE A N—kF2l T BRIEEART
Chapter IV Cybersecurity Strategic Headquarters

(R &)
(Establishment)
FotHE PANRN—tF2 VT T MR ARG ORI HEE T D720
WEIZ, A=t F =2 U7 ¢ BRIEAE (LLT TRE) 2o, ) i<,
Article 25 The Cybersecurity Strategic Headquarters (referred to below as the
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"Headquarters") is established under the Cabinet to effectively and
comprehensively advance cybersecurity policies.

GiE <=2
(Affairs under Jurisdiction of the Headquarters)

BNSG R, RICET2EBEE-hS LD,
Article 26 (1) The Headquarters is responsible for the following affairs:

2

— YA N=tFX2 VT A EIEDORDOIERR L IR OHEE T2 Z L,

(i) preparing a draft of the cybersecurity strategy and promoting its
implementation;

= EHOATBEERIIMNIATBUE AR O EENCB T 2P ANN—kF 2 U T 1 IZFT 5
KR D FEREDVERL K OV FZ RIS R oRil (&L ST, ) ZOMmo Y%
R EAS SRR O EREOHEEIZBT 5 Z &,

(ii) establishing the standards of cybersecurity measures for national
administrative organs, incorporated administrative agencies and designated
corporations, and promoting the implementation of the evaluation (including
audit) of measures based on the standards and other measures taken based
on the standards;

= EOTBEERE., MNATEEANUIREEANTREL YA N—tF 2 U T 1 IZH
THOERBRFERICKNT D RO RRZEHOTZOOMELZT, ) IZET D
Z &

(iii) evaluating the countermeasures against critical cybersecurity-related
incidents involving national administrative organs, incorporated
administrative agencies or designated corporations (including investigation
into finding the cause or causes of an incident);

W YA NRN—tx2 7 4 IZET2ERRBEELLCGEICBT 2ENADORRE & O
HAGFTHRE BT 5 2 &

(iv) facilitating communication and coordination with domestic and foreign
parties concerned when a cybersecurity-related incident occurs; and

T RIS BICETFRL0DIED, P4 NN—t X2 VT ICET AR CEEARLOD
EENZEE T 2 AR, MAMEZRGHE ., BIRITBORE DR E O JAFE Y O T7ét &
OVt 3R D FE i |2 B3~ 2 F5 1 D YRR ONT Jit 3R D FFATh 2 0Dt oD 24 3% 3R o> S i o> HE
W EFEICEAT 52 &,

(v) beyond the affairs stated in the preceding items, engaging in research and
deliberation on proposals for major cybersecurity policies; establishing cross-
departmental plans; making guidelines for estimates of relevant
administrative organs' expenditures and establishing the basic principles for
implementing their policies; promoting the implementation of those policies,
such as evaluating them; and carrying out overall coordination.

KL, PANRN—F 2 VT A BRIEORZER L LIS ETDL T, HOENLD,

ERZERESHEOE R 22T X250,
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(2) In preparing a draft of the cybersecurity strategy, the Headquarters must
hear the opinions of the National Security Council in advance.

3 AKX, BAEORRREIRLIT A NN—tF 2V T 4 ICBHT2EEFHITOWT,
EHRLERESHR L OBRELREHE LKL D LT 5,

(3) The Headquarters is to work in close coordination with the National Security
Council on critical issues concerning cybersecurity in the context of national
security.

(REL)
(Organization)
BB KEIE VA=t Fx 2 )T A BIRAR R, YA N—tF 2 VT ERIRAI
AHER O A RN—tF 2T A BEAHBEZ b > THMkT 5,
Article 27 The Headquarters consists of the Chief of the Cybersecurity Strategic
Headquarters, the Deputy Chief of the Cybersecurity Strategic Headquarters,
and the members of the Cybersecurity Strategic Headquarters.

(A N—F =2 VT ¢ BIEAEE)
(Chief of the Cybersecurity Strategic Headquarters)

B oHNG REORIZ, VA4 3—tFx2 )7 o BIEARTE (LLF TREE] &
7., ) L. NREBEREZ L THTD,

Article 28 (1) The person in charge of the Headquarters is referred to as the
Chief of the Cybersecurity Strategic Headquarters (referred to below as the
"Chief"), and the Chief Cabinet Secretary serves in that capacity.

2 AEHEIZ. KRBOFEBELZREL, FrEORE 2 E#EET 2,

(2) The Chief engages in the overall management of the Headquarters' affairs
and directs and supervises personnel at the Headquarters.

3 AR, B O PARLEE HE 5. B R OH IS ITHET DRl UL =
FZEGELIEE = =50 EIC I VRIS TEER, BRFICESE, LELD
5 ERDDHE T, BBRITEHEORICH L, B1I5THZ LN TE S,

(3) The Chief may make recommendations to the heads of relevant
administrative organs when it is found necessary, based on the evaluations
prescribed in Article 26, paragraph (1), items (ii), (iii), and (v), or the
documents, information or other materials provided pursuant to the provisions
of the Articles 32 or 33.

4 KESRIE. AEEOHEIC LD BRITBOEBE O RICK LIS L7z & 13, UikPERAT
EHBEDO R L, ZOERIEICE SN T L oL HEICOWTHELZRD DL Z LN TE
Do

(4) After making the recommendations pursuant to the provisions of the
preceding paragraph, the Chief may request a report from the heads of the
relevant administrative organs regarding the measures taken based on the
recommendations.
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5 AHEIZ, FHOHATBIZIVENE LEZFHICE LN ERD S RO D & X1,
WREFRBERE T L, YZFHITOWTHEE (B -+ S ERFELS) HARED
BEICLIDHENLEOND L) BEREZEHT L2 ENTE D,

(5) In relation to the recommendations made pursuant to the provisions of
paragraph (3) of this Article, when the Chief finds it particularly necessary to
do so, the Chief may present opinions to the Prime Minister to take action
under Article 6 of the Cabinet Law (Act No. 5 of 1947) in regards to the
relevant matter.

(A N—tF =2V T ¢ BRIRRIAEK)

(Deputy Chief of the Cybersecurity Strategic Headquarters)

BoAILR RIS, A N—tF 2 U T 0 EIKEREIATE (O TRIARHE] &
9. ) HEE, EHBRELH > THRTD,

Article 29 (1) The Deputy Chief of the Cybersecurity Strategic Headquarters
(referred to below as the "Deputy Chief") is assigned to the Headquarters, and
a Minister of State serves in that capacity.

2 EIARERIL. KER OB 28T 5,

(2) The Deputy Chief assists the Chief's duties.

(g A ) T BREAHE)

(Members of the Cybersecurity Strategic Headquarters)

Btk KEHIZ, PANN—EF 2 DT A EBIEARTHE REICENT TREBE] v
9. ) EEL,

Article 30 (1) The members of the Cybersecurity Strategic Headquarters are
assigned to the Headquarters (referred to as "members" in the following
paragraph).

2 AKEHEAIZ, WIZBTL2E (BE—ShoBRTETITRITL2EIZH > TL, BIAHE
CRTHNTEbDERLS, ) Zb->THTD,

(2) Those listed below are designated as members (except in a case in which
someone listed in items (i) through (vi) is designated as the Deputy Chief):

— EZFRA/AKEERETBEK
(i) the Chairperson of the National Public Safety Commission;

= TUHNLKE

(i1) the Minister for Digital Transformation;

= BB KE

(iii) the Minister for Internal Affairs and Communications;
LA N E

(iv) the Minister for Foreign Affairs;

ENg 23775 PN

(v) the Minister of Economy, Trade and Industry;
N B RE
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(vi) the Minister of Defense;

£ HIA IS 5F DIE. KR LKORIARSEUSIDOEBRED 5 Hnb | AR
DITEREZZITTHOICFFICHERN S L LD L & L THBRERENEE
TOHE

(vii) beyond the persons stated in the preceding items, the person whom the
Prime Minister designates from among any Ministers of State other than the
Chief and Deputy Chief, as those considered indispensable in carrying out
the affairs under the jurisdiction of the Headquarters; and

N FANR—EX2 VT I LENZHRLEAET 280 bnn . NERRELRE D
B o4&

(viii) among experts with exceptional knowledge and experiences with
cybersecurity, those designated by the Prime Minister.

(FHDZERL)

(Entrustment of Affairs)

F=t—5% KEIL ROKZITHIT 2 FEFEORXDITIE U T, YikHFHO— % 4%
TICEDDEICEET DI LN TED,

Article 31 (1) The Headquarters, according to the category of affairs stated in
the following items, may entrust a part of its affairs to the persons specified in
each of the items:

— B HAREHE SICHBT 2FE RATBUEA KR O EENCK T 5 A
Nt X2 U7 BT HROEEICESSERITHFRDBDIZRD, ) XIXFHE
F= T 5 ES ORNATBUEA IR EEANTHRAE LA X=X =2 U T 4
BT 2 ERLEZOFRKNEHOIZO OFEIR DL B DIZRD, ) MSZITEIEAN
15 HALERHEERASE © Ot A N—t X 2 U7 ¢ 12T D RRITONTH 22 850y
RE N RO SRR HGRER 2 AT 2 L & bIT, UEFFELMEICEmMT 5 LN T
EHHDOLE L THN TEDDIEN

(i) affairs stated in Article 26, paragraph (1), item (i1) (limited to one relating
to audit based on the standards of cybersecurity measures for incorporated
administrative agencies and designated corporations) or affairs stated in
item (iii) of that paragraph (limited to one relating to investigation into
finding the cause of critical cybersecurity-related incidents involving
incorporated administrative agencies or designated corporations): the
Information-technology Promotion Agency, Incorporated Administrative
Agency or a corporation specified by Cabinet Order as one that has sufficient
technical competence and expert knowledge and experience concerning the
cybersecurity measures and that is capable of carrying out those affairs
reliably; and

=R CAARERE-HEN SR 2FE YA NN—tX 2T 4 ICEHTOERDHE
AL TG EITB T 2 BN OBRE & ORI OV T 2 BRI RE /) M OV
B2 R R . AT 0 & L I, UEFBLMEICERT LN TELLDL
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LTBETEDDIEN

(ii) affairs stated in Article 26, paragraph (1), item (iv): a corporation specified
by Cabinet Order as having sufficient technical competence and specialized
knowledge and experience in communication and coordination with domestic
and foreign parties in the event of a cybersecurity-related incident, and that
1s capable of carrying out those affairs reliably.

2 HIEOHTEIZ L FHEORFELZ T IHEADKRESR L IFBE XTI b OKICH
STFIT. ENREEN R, YEERIRLIFFBICEHL TV GZHEZRTDO L,
JAFBWH LTI b eu,

(2) An officer or employee of a corporation that has been entrusted with affairs
pursuant to the provisions of preceding paragraph or a person who had been in
that position, must not divulge or misappropriate any secrets learned in
connection with those affairs under that entrustment, without justifiable
grounds.

3 HHOBEILKI Y FHFOEEEZITTIEANDEKESUIIE Th > THEEFEITHR
DHEBIHEFT D b olE, JHE (BB HEERE A1) £ O o &R o IS
ONWTE, EFIC XY BB FT LA & BT,

(3) An officer or employee of a corporation entrusted with affairs pursuant to the
provisions of paragraph (1) who engages in the affairs under the entrustment,
1s deemed to be an official engaged in public services pursuant to laws and
regulations, regarding the application of the Penal Code (Act No. 45 of 1907) or
other penal provisions.

(B RBHE L)
(Submission of Materials)

Bt % BMRITBUEREORIX, KOED D EZ ALK REIZH L, 13—
X2V TAICHETLIERUIFERTH-> T, AOTTEEBOTITICET DDA,
WRFARAE L2 T e 5 720,

Article 32 (1) The heads of relevant administrative organs must provide the
Headquarters with materials or information related to cybersecurity that is
beneficial to the performance of the affairs under its jurisdiction in a timely
manner, as set by Headquarters.

2 RIEICED D bODIEN, BRITBHEBE O RIT. AR ORKDITIEC T, ARERIZXT
L. KEOFTEELOFITICHERY A N—t X2 T ¢ 1THT 2B LB RO
e} O OB 22 1 ) AT D 72 T iuid7e B 720,

(2) Beyond what is provided for in the preceding paragraph, as requested by the
Chief, the heads of the relevant administrative organs must cooperate with the
Headquarters, such as by providing materials or information related to
cybersecurity that is necessary for the performance of the affairs under its

jurisdiction, or by explaining those materials or information.
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(& Bt DA 2 Do 7))
(Submission of Materials and Other Cooperation)

Eot =% RIL, TOMEFELZITTLOLEND DL LB DL & &1L, A
A R OMNATBOE AN DO K, BN RFEN (ENRFENE CEl R ERR S
+25) B HICHET DENRFIEAZ VD, ) OFRXIIHER, Kyt
AR E N (SRS =HICHE T 2 R EFEFAEEEANZ W 9, ) OEHEE,
AARGHES R v 2 — (REIEFREE CERTAEERB L) B+ =RICH
ETDHARFEIRE A Z—2 05, ) OHFER, BERIEAKORTENTH > TK
P ET D2 LODREHFW N A N—X2 VT AT IELENBELT-SGA
(ZFB T 2 EWNAOREMRE & OIS 21T 5 BRI OREHITH L T, 1413 —F
Fa T T BRI R DBEDOIEREZIE L, R OEEHEED S O 2215 1H
57 OICE & HEEE L TITOHEZOMDOY A N—t X =2 U T 1 1T T DR IZE
LB ERt o, BROKB, SiAZOMOM 12RO ZENTES, Z0DY;
BB NT, BZRkOE2ZI X, EYREHARLLIGE6EZRE. TORDIZSL
T EIR B 7R,

Article 33 (1) If the Headquarters finds it necessary to do so for performing the
affairs under its jurisdiction, in relation to the measures which the
Headquarters takes in coordination with the national government, or other
cybersecurity measures for preventing the spread of damage caused by threats
against cybersecurity and promoting a quick recovery from any damage, it may
request to submit the necessary materials, present the necessary opinions, give
the necessary explanation, or provide any other cooperation from the following
persons: the heads of local governments or incorporated administrative
agencies; the deans or the presidents of national university corporations
(meaning national university corporations prescribed in Article 2, paragraph
(1) of the National University Corporation Act (Act No.112 of 2003)); the heads
of inter-university research institute corporations (meaning inter-university
research institute corporations provided for in Article 2, paragraph (3) of the
same Act); the president of the Japan Legal Support Center (meaning the
Japan Legal Support Center provided for in Article 13 of the Comprehensive
Legal Support Act (Act No. 74 of 2004)); the representatives of special
corporations or authorized corporations designated by the Headquarters; and
the representatives of the relevant entity facilitating cybersecurity-related
communication and coordination with domestic and foreign parties concerned.
In that case, the relevant person must respond to the request, unless there is a
justifiable reason for not doing so.

2 REIEX. ZOEFEEZZITTDIORIILENS D LD L & 1T, AEICHE
TLHELUSNDOEI G LT, FEOH I EKEHT 52 LR TE 5,

(2) If the Headquarters finds it particularly necessary to do so for performing the
affairs under jurisdiction of the Headquarters, it may request the cooperation
referred to in the preceding paragraph from a party other than the parties
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prescribed in the same paragraph.

(Mt 5 AN FEFHA~ D1 77)

(Cooperation for Local Governments)

oIS MU AR, B HSRICEIE T DMK O R E XILEMD 72 DI B &
L ERDDHEET, ARTITK L, HFHOREZOMOEH 1 E2RKDDH Z & i)\fé" Do

Article 34 (1) If a local government finds it necessary to do so for formulating or
implementing the policy prescribed in Article 5, it may request the
Headquarters to provide information and other cooperation.

2 AT, AEOHEIC L bWz RN LT, ZORDIIELLEOIEFDD
LD ET D,

(2) If the Headquarters is requested cooperation under the preceding paragraph,

1t 1s to endeavor to meet the request.

()
(Affairs)
=+HSG AKHICET2FEEIL. NEEBEREICBWTARL, a2 CTHEERRIE
BN ERT 5,
Article 35 The affairs of the Headquarters are performed by the Cabinet
Secretariat and managed by an Assistant Chief Cabinet Secretary as ordered.

(LD KE)
(Competent Minister)
BT RNE AR D FHIZOWTE, WEEICW ) EEOKREZ, NEBEERE &
T 5,
Article 36 For matters related to the Headquarters, the Prime Minister serves as

the competent minister referred to in the Cabinet Act.

(Bt ~DZEAT)
(Delegation to Cabinet Orders)
—hER ZOBEBIED L LODIEN, ARICHE LLERFEHIT, BHTED D,
Article 37 Beyond what is provided for in this Act, Cabinet Order prescribes the

necessary matters relating to the Headquarters.

BhE R

Chapter V Penal Provisions

=N BFERENESUIFE =+ —FE _HOREITEL LIEEIX, —FEUTFO
BRI H AT LT D& T 5,

Article 38 A person who violates the provisions of Article 17, paragraph (4) or
Article 31, paragraph (2) is subject to imprisonment for not more than one year
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or a fine of not more than 500,000 yen.

ft Al

Supplementary Provisions

(W17 51 H)
(Effective Date)

F—a ZOERIT XMMOBNLRTT S, L, B oEROEMNEOREN NS
RIS EIZ, DO HNGER L T—F 2B R WEENICB W TES TFE
D5 ANLRITT %,

Article 1 This Act comes into effect as of the date of promulgation; provided,
however, that the provisions of Chapters II and IV as well as Article 4 of the
Supplementary Provisions come into effect as of the day specified by Cabinet
Order within a period not exceeding one year from the date of promulgation.

(k&)
(Review)

A BURMIE. RABRERES K OFILfEEREIC R 1T 2 E OFFn & MZ I N
& OE RO LZEDOMERICET 21EF CERHIFEERBE LS B+ —&F—
HICHET 2R FRBICHYT 2 A N—tX 2T 1 ICHT 2 FLZOMOERIE
EARy MU — 7 MIXEBOPFLEAAZ 18 U7 i AR 2 RIERIEEIN G |
BRAEER ORFTE OB TH > T, ZOWENFIL L, IR T LchGaIcERAE
& XATRFTEENCZ KRB L RETTBENNAET 260X T 28 10—fgo
AL & X D T2 D DFERIZHOWT, RIKWBLRNAOHRETT 26D LT 5,

Article 2 For cybersecurity incidents classed as emergencies specified in Article
21, paragraph (1) of the Act on the Peace and Independence of Japan and
Maintenance of the Nation and its People's Security in an Armed Attack
Situations (Act No.79 of 2003), and other malicious activities against
computers through information and communications networks or electronic or
magnetic recording media, the national government is to review, from a broad
point of view, measures aimed at further strengthening the capability of the
defense of infrastructure which is the foundation of the peoples' living
conditions and economic activities, and the functional failure or deterioration
of which would risk enormous impacts on them.

M Al (CPRREZ+HESEA+—BREREASNTARE] ()
Supplementary Provisions [Act No.66 of September 11, 2015] [Extract]

(fef T3 B )
(Effective Date)
B4k ZoEAT. ERZFHNENUA BB ETT 5,
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Article 1 This Act comes into effect as of April 1, 2016.

W A (PR FEERA=FBEEREEFAE] ()
Supplementary Provisions [Act No.76 of September 30, 2015] [Extract]

(W17 51 H)
(Effective Date)
F—k ZOWERAE, AMOHNLERE L TANHAZBEIRWEIANICE W TES TED
LAPOHEATT 5,
Article 1 This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding six months from the date of promulgation.

M Rl (ERZHNENA Z+ZHERE=1+—5) ()
Supplementary Provisions [Act No.31 of April 22, 2016] [Extract]

(AT 51 7 )
(Effective Date)

B ZOWEEIE. AMOAPLER L TAAEZBAZ2OVFEHENICB O TES TED
LAMNOHATT D, 7272, IREW TR =5 BLEKOFEAFOBEIL, &
MO ANLHITT D,

Article 1 This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding six months from the date of promulgation;
provided, however, that the provisions of the following Article and Article 3,
Article 5 and Article 6 of the Supplementary Provisions come into effect as of

the date of promulgation.

(Bt ~DZEAT)
(Delegation to Cabinet Order)
FARE MAE KL ORIRETICED D b DODIEN, T OIEFEORATIZE L THER
PmiEE (FTRNCET 2 BHE L2 ST, ) 13, BT TED D,
Article 6 Beyond what is provided for in Articles 2 through the preceding Article
of the Supplementary Provisions, Cabinet Order prescribes the necessary
transitional measures for the enforcement of this Act (including transitional

measures for penal provisions).

Bt Al (CPRE+HE+HA+ZREEEL+—F) [
Supplementary Provisions [Act No.91 of December 12, 2018] [Extract]

ChEA T30 H )

(Effective Date)
1 ZoEFEIZ. AMOBAPLEE L T E4BA 2 WHEANICBWTES TED S H
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MO HETT T 5,
(1) This Act comes into effect as of the day specified by Cabinet Order within a
period not exceeding one year from the date of promulgation.

M Al (FFEEA Z+NBERET—5F]) ()
Supplementary Provisions [Act No.11 of May 24, 2019] [Extract]

(W17 81 F)
(Effective Date)

F— ZOERIE, ER T SFEMNA BT 5, e L, B SR EN KT
ENEMANC =22 M2 2 80EE, B3 USEHFMNATEIE N R FPURE S - A5
PR B = 2 OUUEHLE K ONRNE S + N SR8 — T O BOEHLE W ONZ IR G0 ONT J HILER
PSR —H L OHEME, FHLEk, H+—RITRNCHE+ROPEIL. A0 BN
179 %,

Article 1 This Act comes into effect as of April 1, 2020; provided, however, that
the amending provisions in Article 2 that add one Article to the Supplementary
Provisions of the National University Corporation Act; in Article 4, the
provisions amending Article 3 of the National Institution for Academic Degrees
and Quality Enhancement of Higher Education Act, and amending Article 16,
paragraph (1) of the same Act; and the provisions of the following Article, and
the provisions of Article 4, paragraph (3) and paragraph (4), Article 9, Article
11 and Article 12 of the Supplementary Provisions come into effect as of the

date of promulgation.

Mt Bl (FREFFEA+FWABREE=THEE) (#)
Supplementary Provisions [Act No.35 of May19, 2021] [Extract]

(HEA739 1)
(Effective Date)
B ZOWEMEIE. BRI AR BETT S,
Article 1 This Act comes into effect as of September 1, 2021.

Mt Bl (FREFEHAHILABEEE=1+ARE] ()
Supplementary Provisions [Act No.36 of May19, 2021] [Extract]

(WA H)
(Effective Date)
Bk ZOERIET. BMEFNA B HETT 5, 22 L. BRI A THSROBIER,
NATD A BT %,
Article 1 This Act comes into effect as of September 1, 2021; provided, however,
that the provisions of Article 60 of the Supplementary Provisions come into
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effect as of the date of promulgation.

(B3 5 B9 2 R HE &)
(Transitional Measures Concerning Dispositions)

FhHtER ZOERORATANCG Z OERIZ X DWERTOZNENOER (2D
<@ HzEEl, UFZOEKPKREFICEBWNT THIES] LW, ) OHEIC XY 1ERT
DE OB LTREFEDLY ZE OMDITRIE, ETIZHERDOED R H D b D DTN,

ZOEREORATRIT. ZOEBERICILIWEROENENDOER (ZICESSmTE
TGte, UTZORKOREFIZEBWT THES] EVWo, ) OMYHEICIVEYEOE
DB LTCREFE DLy Z DM DT R & 78,

Article 57 (1) After this Act comes into effect, beyond what is otherwise provided
for in laws and regulations, any dispositions such as authorizations or other
acts which a former national government organ granted or made before this
Act comes into effect pursuant to the provisions of one of the relevant laws
before amendment by this Act (including orders based on them; referred to
below as "former laws and regulations " in this Article and the following
Article) are deemed to be dispositions such as authorizations or other acts
which a corresponding national government organ granted or made pursuant to
the corresponding provisions of the relevant Act after its amendment by this
Act (including orders based on them; referred to below as "new laws and
regulations" in this Article and the following Article).

2 ZOEREOKATORRBUCIFES OBEIZ XD WERTOE OIS L TSN TV D H
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(2) Beyond what is otherwise provided for in laws and regulations, an application,
notification or any other act that has been filed with or made to the former
national government organs pursuant to the provisions of the former laws and
regulations at the time of the enforcement of this Act is deemed to be an
application, notification or any other act that has been filed with or made to
the corresponding national government organs pursuant to the corresponding
provisions of new laws and regulations after this Act comes into effect.
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(3) Beyond what is otherwise provided for in laws and regulations, if procedures
such as applications or notifications are required to be made with the former
national government organs pursuant to the provisions of the former laws and
regulations before this Act comes into effect, but those procedures have not
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been made with the former national government organs before the date of
enforcement of this Act, the provisions of the new laws and regulations apply
after this Act comes into effect, deeming that the procedures have not been
made to the corresponding national government organs pursuant to the
corresponding provisions of new laws and regulations.

(firm DN BT D REIE A )
(Transitional Measures Concerning Effect of Order)
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Article 58 After this Act comes into effect, the Cabinet Office Order stated in
Article 7, paragraph (3) of the Act for Establishment of the Cabinet Office, or
the Ministerial Order stated in Article 12, paragraph (1) of the National
Government Organization Act that has been issued pursuant to the provisions
of the former laws and regulations is to remain in force as the corresponding
Order of the Digital Agency stated in Article 7, paragraph (3), or the
Ministerial Order stated in Article 12, paragraph (1) of the National
Government Organization Act that has been issued based on the corresponding
provisions of the new laws and regulations, unless otherwise provided for in
laws and regulations.

(ETRI o3 F 2 B 2 R )
(Transitional Measures for Application of Penal Provisions)
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Article 59 Prior laws continue to govern the applicability of penal provisions to
conduct that a person engages in before this Act comes into effect.

(BB ~DZFEAT)
(Delegation to Cabinet Order)
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Article 60 Beyond what is provided for in Article 15, Article 16, Article 51 and
the preceding three Articles of the Supplementary Provisions, transitional
measures necessary for the enforcement of this Act (including transitional
measures concerning penal provisions) are to be provided for by Cabinet Order.

M ORI (FFREASA+LEBEREANTNE) ()
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Supplementary Provisions [Act No.68 of Junel7, 2022] [Extract]

(ME4739 1)
(Effective Date)
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(1) This Act comes into effect as of the date on which the Act Partially Amending
the Penal Code and Related Acts comes into effect; provided, however, that the
provisions stated in the following items come into effect as of the date
prescribed in the items:

— BHANLGFORE 2AMHOH
(1) the provisions of Article 509: the date of promulgation
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