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Chapter I General Provisions

(BHY)
(Purpose)
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Article 1 The purpose of this Act is to set a basic policy for Japan's cybersecurity
initiatives, clarify things such as the responsibilities of the national and local



governments, and provide for the formulation of a cybersecurity strategy and
other things that will become the foundation of cybersecurity initiatives, and
also to comprehensively and effectively advance cybersecurity initiatives in
conjunction with the Basic Act on the Formation of an Advanced Information
and Telecommunications Network Society (Act No. 144 of 2000) in ways such
as establishing a Cybersecurity Strategic Headquarters, and by doing so, to
enhance economic and social vitality and achieve sustainable development and
bring about a society where the people can live with a sense of safety and
security, and also to contribute to ensuring peace and safety in the
international community and contribute to Japan's national security, in
consideration of the context in which it has become an urgent issue to ensure
cybersecurity while also ensuring the free flow of information, due to the
increasing severity of threats to cybersecurity and other such changes in
internal and external circumstances that are arising on a global scale as a
function of the development of the Internet and other such advanced
information and telecommunications networks, and the increased use of
information and communications technologies.

(& 7%
(Definitions)
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Article 2 The term "cybersecurity" as used in this Act means that the necessary
measures have been taken to prevent the leakage, loss, or damage of
information that is recorded, sent, transmitted, or received in electronic form,
magnetic form, or any other form that cannot be perceived by the human
senses (hereinafter referred to as "electronic or magnetic form" in this Article)
and to securely manage that information in other such ways; that the
necessary measures have been taken to ensure the security and reliability of
information systems and of information and communications networks
(including the necessary measures to prevent damage from unauthorized
activities directed at a computer through an information and communications
network or through a storage medium associated with a record that has been
created in electronic or magnetic form (hereinafter referred to as "electronic or



magnetic storage medium")); and that this status is being properly maintained

and managed.

(EAT)
(Basic Principles)
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Article 3 (1) Since ensuring the free-flow of information through the
development of the internet and other advanced information and
telecommunications networks and through the use of information and
communications technologies is important to such things as people's enjoyment
of freedom of expression, the creation of innovations, and the enhancement of
economic and social vitality through the use of these networks and technologies,
cybersecurity policy must be advanced with the principle to proactively respond
to cybersecurity threats through coordination among a variety of actors, such
as the national and local governments and critical social infrastructure
providers (referring to those engaged in business that provides infrastructure
which is the foundation of the lives of the people and economic activities, and
whose functional failure or deterioration would cause an enormous impact on
them).
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(2) The cybersecurity policy must be advanced with the principle to raise
awareness to each individual member of the public about cybersecurity and
encourage each individual member of the public to take voluntary actions, and
positively promote actions to establish resilient systems which can prevent any
damage caused by threats against cybersecurity and quickly recover from
damage or failure.
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(3) The cybersecurity policy must be advanced with the principle to develop the



Internet and other such advanced information and telecommunications
networks, and positively promote actions to establish vital economy and society
through the utilization of information and communications technologies.
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(4) The cybersecurity policy must be advanced through international cooperation
with the principle for Japan to assume a leading role in the formulation and
development of an international cybersecurity framework, in consideration of
the fact that responding to cybersecurity threats is a common issue throughout
the international community, and that Japan's economy and society operate
within the context of internationally close and interdependent relationships.
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(5) The cybersecurity policy must be advanced in consideration of the basic
principles of the Basic Act on the Formation of an Advanced Information and
Telecommunications Network Society.
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(6) The cybersecurity policy must be advanced with due consideration not to
wrongfully infringe on the rights of the people.

(EDEH)
(Responsibilities of the National Government)
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Article 4 The national government is responsible for formulating and
implementing comprehensive cybersecurity policies in line with the basic
principles in the preceding Article (hereinafter referred to as "basic principles").

(M5 s SR D FHS)
(Responsibility of Local Governments)
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Article 5 In accordance with the basic principles, local governments bear the
responsibility to formulate and implement independent cybersecurity policies
in consideration of the appropriate division of roles with the national
government.



(RS ABRFEEREDOER)
(Responsibility of Critical Social Infrastructure Providers)
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Article 6 In accordance with the basic principles, a critical social infrastructure
provider is to deepen its interest in and understanding of the importance of
cybersecurity and to endeavor independently and actively to ensure
cybersecurity, as well as endeavoring to cooperate in the implementation of the
cybersecurity policy that the national or local government implements, in order

to stably and properly provide its services.

(A N—PRE R T T OO FEEE DOEE)
(Responsibility of Cyberspace-Related Business Entities and Other Business
Entities)
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Article 7 In accordance with the basic principles, cyberspace-related business
entities (referring to those engaged in business regarding the maintenance of
the internet and other advanced information and telecommunications networks,
the utilization of information and communications technologies, or business
relating to cybersecurity; the same applies hereafter) and other business
entities are to endeavor independently and actively to ensure cybersecurity, as
well as endeavoring to cooperate in the implementation of the cybersecurity
policy that the national or local government implements, in the course of their

business activities.

(BBWIERE D FEH)
(Responsibility of Educational and Research Organizations)

FING RFEZOMOHBBEVIEHEEIT, EAHRICO- LD HEMDLOEMAYIT Y A
N=tFX 2T 4 OR, A X—EX2)T IR AMOERILICT A N—F
X2 VT T O2MEROCEDRRROEKIZEFD D L &bz, BT AL
MEfEST DI AN—EX2 VT A ICHATLIMRICHNTLEITDDLbDET D,

Article 8 In accordance with the basic principles, universities and other
educational and research organizations are to independently and actively
endeavor to ensure cybersecurity, foster human resources related to
cybersecurity, carry out research on cybersecurity, and disseminate the results,



while endeavoring to cooperate with the cybersecurity policy that the national
or local government implements.

(B RS 7))
(The Efforts by the People)
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Article 9 In accordance with the basic principles, the people are to endeavor to
deepen their interest and understanding of the importance of cybersecurity and
pay necessary attention to ensuring cybersecurity.

(WA _E o HE )
(Legislative Measures)
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Article 10 The national government must take legislative, financial, or tax
measures or any other measures that are necessary to implement the
cybersecurity policy.

(17 B D B A %)
(Development of Administrative Organizations)
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Article 11 In implementing cybersecurity policies, the national government is to
endeavor to develop administrative organizations and to improve
administrative management.

FBIE A NRN—EFX2 YT ¢ HEK
Chapter II The Cybersecurity Strategy
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Article 12 (1) The national government must establish a basic plan for
cybersecurity (hereinafter referred to as the "cybersecurity strategy") with the
aim of the comprehensive and effective promotion of the cybersecurity policy.

2 FANRN—X2 VT A HIKIE, RICEBT5FEIZOWTEDL D LT 5,

(2) The cybersecurity strategy is to provide for the following particulars:

— P ANR—X2 VT 4 IZBETDHERIC OV T OIEARN 72 &
(1) basic objectives of cybersecurity policies;
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(ii) particulars concerning the ensuring of cybersecurity within national
administrative organs and other related organs;
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(iii) particulars concerning the promotion of ensuring cybersecurity in critical
social infrastructure providers, the associations that they form, and local
governments (hereinafter referred to as "critical social infrastructure
providers and other related entities"); and
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(iv) beyond what is listed in the preceding three items, particulars necessary to
comprehensively and effectively promote cybersecurity policies.
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(3) The Prime Minister must request a cabinet decision on the proposed
cybersecurity strategy.
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(4) When having established the cybersecurity strategy, the national government
must report it to the Diet without delay and make it public through the use of
the internet and other appropriate means.

5 HIZHOBEIL, A —tX2l T EKOEEIZOWTHEHT L,

(5) The provisions of the preceding two paragraphs apply in the case of
amendments to the cybersecurity strategy.
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(6) In order to ensure necessary funding for the costs needed to implement the
cybersecurity strategy, the national government must endeavor to take
necessary measures for implementing the cybersecurity strategy smoothly,
such as appropriating the necessary funding in the budget each fiscal year, to

the extent that national finances allow.

B AR
Chapter III Basic Policy

(HOITHEHESEICB T A R~ x 2V T 1 ORefR)
(Ensuring of Cybersecurity at National Administrative Organs and Related
Organs)
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Article 13 With regard to cybersecurity at national administrative organs,
incorporated administrative agencies (referring to incorporated administrative
agencies prescribed under Article 2, paragraph (1) of the Act on General Rules
for Incorporated Administrative Agencies (Act No. 103 of 1999); the same
applies hereafter) and special corporations (referring to a corporation directly
incorporated by law or incorporated by a special law through a special
incorporation procedure which is subject to Article 4, paragraph (1), item (ix) of
the Act for Establishment of the Ministry of Internal Affairs and
Communications (Act No. 91 of 1999); the same applies hereafter), and so forth,
the national government is to provide necessary measures including: the
formulation of common standards of cybersecurity measures for national
administrative organs, incorporated administrative agencies and designated
corporations (special corporations and authorized corporations (referring to a
corporation incorporated by a special law which needs the approval of a
governmental entity for their incorporation and associated matters; the same
applies in Article 33, paragraph (1)) which are designated by the Cybersecurity
Strategic Headquarters as ones for which the national government needs to
further enhance measures which it is providing to ensure cybersecurity, in
consideration of the impact on the people's living conditions and economic
activities accrued in the case in which cybersecurity in the corporations is not
ensured; the same applies hereafter); the collaborative use of interoperable
information systems among national administrative organs; monitoring and



analysis of malicious activities against information systems of national
administrative organs, incorporated administrative agencies or designated
corporations through information and communications networks or electronic
or magnetic storage medium; cybersecurity exercises and training at national
administrative organs, incorporated administrative agencies and designated
corporations; responses to cybersecurity threats in cooperation, communication
and coordination with relevant domestic and foreign parties; the sharing of
information regarding cybersecurity among national administrative organs,

incorporated administrative agencies, special corporations, and so forth.

(EEHASABFREETFIIBT OV A NN—t X2 VT 1 OffEIROEE)
(Ensuring Cybersecurity at Critical Social Infrastructure Providers and Other
Related Entities)
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Article 14 The national government is to provide measures such as formulating
standards, exercises and training, information sharing, and the promotion of
other voluntary activities, and other necessary measures regarding
cybersecurity in critical social infrastructure providers and other related

entities..

(RFFEE K OB R %O B FE R 72 B o2 iE)
(Facilitation of Voluntary Activities of Private Enterprises, Educational,
Research, and Other Organizations)
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Article 15 (1) The national government is to provide necessary measures,
including increasing awareness and understanding about the critical value of
cybersecurity, offering consultation on cybersecurity, and providing necessary
information and advice, in order to promote the voluntary activities for
cybersecurity of private enterprises such as small and medium-sized
enterprises, or of educational and research organizations such as universities,
considering that information related to their intellectual property is critical for
the enhancement of Japan's international competitiveness.
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(2) Considering that it is important for each member of the public to make an
effort to voluntarily strive to ensure cybersecurity, the national government is
to provide necessary measures, including offering consultation on cybersecurity
and providing necessary information and advice on actions such as,
appropriate choices about products and services in the daily use of computers
or the internet and other advanced information and telecommunications
networks.

(ZhE72 IR D EHEEE)
(Coordination with Multiple Stakeholders)
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Article 16 The national government is to aim at the enhancement of coordination
among relevant ministries and is to take necessary measures to enable
multiple stakeholders, such as the national government, local governments,
critical social infrastructure providers, and cyberspace-related business

entities, to work on cybersecurity policies in mutual coordination.

(A NRN—EXxa VT 1 HiES)
(Cybersecurity Council)
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Article 17 (1) The Chief of the Cybersecurity Strategic Headquarters prescribed
in Article 28, paragraph (1) and the commissioned Minister of State (referred
to as "Chief, etc." in the following paragraph) is to establish the Cybersecurity
Council (hereinafter referred to as the "Council" in this Article) to hold the
necessary consultations on the advancement of cybersecurity policies.

2 AREEHEIL LELEDL LT, WE#EL T, BEslZ, RICBIT2FEELERE L
LTz bZ &N TED,

(2) If the Chief, etc. finds it necessary to do so, upon going through deliberations,
the Chief, etc. may have the following persons join the Council as a member
thereof:

— EOBMRITEMEOR (KHBEEZR, )
(i) heads of national administrative organs (excluding the Chief, etc.);

= MO AR ST = MRS D [ A
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(i1) local public entities or associations that they form;

= HEMHSHBEER I OMET D HIE

(iii) critical social infrastructure providers or associations that they form;

W A =B R ST OG5 HE

(iv) cyberspace-related business entities or associations that they form;

T REAZE OO ZE WFIERERE X3 Ok 5 HIR

(v) universities and other educational and research organizations, or
associations that they form; and

N ZTOMATEFENLELRDLE

(vi) other persons considered to be necessary by the Chief, etc.
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(3) The Council may request its members concerned for submission of materials,
expression of opinions, explanations, or any other cooperation regarding the
advancement of cybersecurity policies when the Council finds it necessary for
consultations referred to in paragraph (1). In this case, the members of the
Council must respond to the request, unless there is a justifiable reason for not
doing so.

4 WESOFBIHRET LHHE UNIEFE L TV T IE, ELRBHEN R, YEFBEIC
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(4) Any person who performs or previously performed the duties of the Council
must not divulge or misappropriate any secrets learned in connection with
those details without justifiable grounds.

5 WiExOEKIL, NEERICBWTARL, a2 CNEEERERMAEIES
Al

(5) The general affairs of the Council are performed by the Cabinet Secretariat
and managed by an Assistant Chief Cabinet Secretary who is ordered to do so.

6 RIFHEIZED D HDODIEZH, Whiks O/ K O 12B LB e FHEIL, Hman
ED D,

(6) Beyond what is prescribed in the preceding paragraphs, necessary matters
concerning the organization and operation of the Council are prescribed by the

Council.

(BUIRD B 0 M O E DILR DB k)
(Cybercrime Control and Prevention of Damage)
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Article 18 The national government is to take necessary measures to control
cybersecurity-related crimes and prevent the spread of damage caused by them.

11



(BNEDOLRCERREEL RETTBENDH 5 FG~D3IE)
(Response to Incidents Which May Critically Impact the Country's Safety)
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Article 19 The national government is to take necessary measures to improve
and strengthen systems at the relevant bodies and to strengthen mutual
coordination and clarify the division of roles among the relevant bodies for
responding to cybersecurity-related incidents that might critically affect the
country's safety..

(PEZE D IR K ONE B35 4+ 1 0 384 b)
(Enhancement of Industrial Development and International Competitiveness)
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Article 20 The national government is to take necessary measures related to
cybersecurity, including the promotion of advanced research and development,
technological advancements, the development and recruitment of human
resources, the strengthening of the market environment and the development
of new businesses through the improvement of competitive conditions, and the
internationalization of technological safety and reliability standards and the
participation in such frameworks for mutual recognition of standards, in order
to create new business opportunities, develop sound businesses, and enhance
international competitiveness, so that the cybersecurity sector can become a
"growth industry" which creates employment opportunities, in consideration of
the fact that it is critical for Japan to have self-reliant capabilities to ensure
cybersecurity.

(F 72 BA % D HEHESE)
(Promotion of Research and Development)
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952 EOEBEMICES, A N—t X2 U T 2B 2 HFFERE I M O HAT4E D 5=
REOHEEI NN Z DR E R Z# K D12, A N \—x=2UT 2B L, e
DFEA, FAT D2 M K OME R B3 2 FREEIT 90 S ONEEAR Y 10T O AFF 2 B 38 D HEIE |

12



WEFEE R O E OB, EORBRIIFERERE. K5, RMFOEHE 0@, HHFERR%E
D7 OEFR 72 Z OMOLERREZHET DD LT 5,

Article 21 The national government is to take necessary measures related to
cybersecurity for the improvement of the cybersecurity research environment;
the promotion of basic research on technological safety and reliability as well
as the promotion of research and development for core technologies; the
development of skilled researchers and engineers; the strengthening of
coordination among national research institutes, universities, the private
sector, and other relevant parties; and international coordination for research
and development, in order to promote research and development for
cybersecurity and its technological and other relevant demonstrations, and to
have the relevant cybersecurity results widespread, in consideration of the fact
that it is critical for Japan to maintain self-reliant technological cybersecurity
capabilities.

(AN DREIR )
(Development of Human Resources)

BT B, R EEREMER. e, REIFEET & RE il 14
B2 s, AN —kFx 2T 4R FFITHERT DB O M OS5 B8 2
DEIEMEICSSDLWEAH D b D LD XD Mi%E OB B OMERIC LB
MRZHET DD LT D,

Article 22 (1) In close coordination and cooperation with universities, colleges of
technology, specialized training colleges, private enterprises, and other
relevant entities, the national government is to take necessary measures to
ensure appropriate employment conditions and treatment of the workforce in
the field of cybersecurity, thereby enabling their duties and work environments
to become attractive enough to meet their professional values.

2 [EiE, K%, @FHMPE. e, REFEESE LREREER I ZX0 20
5, PAN—tF 2T 41RO AMOMEMR, BRMOEEOM LD, Bl E
OIEH, HFEEWE OZBRZE OMOMLEREREZ#HT 20T 5,

(2) In close coordination and cooperation with universities, college of technology,
specialized training colleges, private enterprises, and other relevant entities,
for the purposes of recruitment, development, and quality improvement of
cybersecurity-related human resources, the national government is to take
necessary measures, including the utilization of a qualification scheme and
training of young technical experts.

(HE KR OFE OREL, & L& 55%E)
(Promotion of Education and Learning, and Public Awareness Raising)
B o= EHix, BRPIALSIAN—X2 T 4 IZHETIELEBEEEZEDD LD,
A N—t X2 VT 2 ICT HHEKROTFE ORI, FEF K OHR D & Z Ofh o Vs
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ERMRZET DD ET 5,

Article 23 (1) For the purpose of raising public awareness and deepening their
understanding about cybersecurity among the people on a broad scale, the
national government is to take necessary measures including the promotion of
education and learning, public awareness activities, and the dissemination of
knowledge in the field of cybersecurity.

2 EiZ. fTEOHKROHEIZET DL, AN N—tx= U T (I L L0
Ak D N a2 T2 D DATHFH D FE R, BRI ORI A N—kF 2 U T 11Tk
LEGEZHELE ST D720 OWIM DI EZ OMOMERERZHET 2D LT 5,

(2) In order to contribute to the promotion of the measures prescribed under the
preceding paragraph, the national government is to take necessary measures,
including the implementation of events for public awareness and the
dissemination of information on cybersecurity and the designation of the period
to promote cybersecurity activities in a focused and effective manner.

(1= B W ) D HEHESE)

(Promotion of International Cooperation)

/oL HiX, ARt X 2T ICETASFICEWT, BEOEEELSI
BT 5 &EN BRI L & bIC, EREARICBIT2HPEOFIIE 2 HET 57
D, PAN—tF 2T 4 IZBL, BB ORE~DO RS0, EEERHIZ
B L EHEBEROMENOMEROILG OHERE, BI® b OS A S—t XU 7 ¢
(2RI 2 IS RE ) DRGSR D FEMRAY 72 3 88 % DA D [EHERRY 22 Bl i 1) . JLIRDELKE © %
DM DEEEH 12 HEET 2 & &bz, MPEOY A NN—tF 2 U T 11T Deb/MNE
DIFEZIRD DT DICHERREFHET HHDET 5,

Article 24 In order for Japan to play an active role in the international

community in the field of cybersecurity and increase Japan's international
interests, the national government is to advance international cooperation
relating to cybersecurity, including through independent participation in the
formulation of international rules, by building relationships of trust and
promoting information-sharing on an international level, by providing active
support for capacity building in developing regions' cybersecurity response and
other such international technological cooperation, and through crime control;
and is also to take the necessary measures for deepening other countries'
understanding of cybersecurity in Japan.

FBWUE HANN—FFxal T 1 BIEARR
Chapter IV Cybersecurity Strategic Headquarters

(FRiE)
(Establishment)
Bt HSE VANt X2 VT 4 ICETIHRE R AP ONRICHEET D729,
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WRIZ, A=t F 2 U T o BRIEAE (LT TARE) &), ) <,
Article 25 For the purpose of effectively and comprehensively advancing
cybersecurity policies, the Cybersecurity Strategic Headquarters (hereinafter
referred to as the "Headquarters") are established under the Cabinet.

(AT HH %)

(Functions under Jurisdiction of the Headquarters)

RNk ORI, RICBIT2FEBEZONE LD,

Article 26 (1) The Headquarters will carry out the following functions:

— YAN=FX2 VT A EIEDORDOIERR L IR OHEE I+ 2 Z L,

(i) preparing a draft of the cybersecurity strategy and promoting its
implementation;

= EHOITBEERE. MNATEIEAKRORREENCB T 2 A NN—tFX 2 U T 2 IZFHT
DREROBEHEDIER S O E RIS KR Ol (BEE 23T, ) Oy
RZHEMEIC D TR 0 FEh OHEEICRE T 5 2 &,

(ii) establishing the standards of cybersecurity measures for national
administrative organs, incorporated administrative agencies and designated
corporations, and promoting the implementation of the evaluation (including
audit) of measures based on the standards and other measures taken based
on the standards;

= EOITEEERE . WSATEOEASUIREEANTRAE LA N—kF =2 U T 4 I2H
TLERRFRIIKT HMROFM RRTEHO O OFEZZTe, ) ICET5Z
&

(iii) evaluating the countermeasures against critical cybersecurity-related
incidents involving national administrative organs, incorporated
administrative agencies or designated corporations (including investigation
into finding the cause or causes of the incident);

W YA NRN—tFx2 7 4 IZElT2ERPEAELLGEICBT 5ENIDORRE & D
HEREEICET 52 &

(iv) facilitating communication and coordination with domestic and foreign
parties concerned when a cybersecurity-related incident occurs; and

I ORIEFICET2b0DIEN, A NR—tF 2T ICHTAMETCEERLDOD
WENZ BT 2 AR, AR 25T, PRITBOEBE OfRE O JRFEY O Tigt &
OVt 3R D FE i |2 B3~ 2 F5 1 D YRR ONT Hit 3R D FFATh 2 0D il oD 24 3% 3R oD S i o> HE
WO ETREICET 52 &,

(v) beyond the functions listed in the preceding items, engaging in research
and deliberation on proposals for major cybersecurity policies; establishing
cross-governmental plans, making guidelines for estimates of relevant
administrative organs' expenditures and establishing the basic principles for
implementing their policies; promoting the implementation of those policies,
such as evaluating them; and carrying out overall coordination.
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2 AKEIE, VANRN—EF2 VT A EBORELIERL LD LT HLEIT 600D,
E A HORE R v U — 7 AR HEE R A K OE R 2 R PE S O B R 2 B2
U ECA SR AN

(2) In preparing the draft of the cybersecurity strategy, the Headquarters must
hear the opinions of the Strategic Headquarters for the Promotion of an
Advanced Information and Telecommunications Network Society, and the
National Security Council in advance.

3 KL, VANRN—tF 2T 4 ICHATLIHEREFHIIOWT, GEFRBERY MV
— 7 AL HEERRIE ORI L ORE EEE XD b D LT D,

(3) The Headquarters is to work in close coordination with the Strategic
Headquarters for the Promotion of an Advanced Information and
Telecommunications Network Society with regard to critical issues concerning
cybersecurity.

4 KEIL, BREOZRREIRL YA N—tX a2 T IZET H2EEFHIZOWT,
EHRZeRESE S ORELREELNDI D LT D,

(4) The Headquarters is to work in close coordination with the National Security
Council with regard to critical issues concerning cybersecurity in the context of

national security.

(REL)
(Organization)
Wbk A VA Sk a )T EARRR, YA e a ) 7 o R
AHER O AN—F 2T A BIEARBEZ b > THEET 5,
Article 27 The Headquarters consists of the Chief of the Cybersecurity Strategic
Headquarters, the Deputy Chief of the Cybersecurity Strategic Headquarters,
and the members of the Cybersecurity Strategic Headquarters.

(A S—e X2 U T 1 R AHE)
(The Chief of the Cybersecurity Strategic Headquarters)

o FNE RORIEZ, YA —tF 2V 7 s EEARE (LI TREE] v
7., ) &L, NBRIEEEEZbL-oTRETS,

Article 28 (1) The person in charge of the headquarters is called as the Chief of
the Cybersecurity Strategic Headquarters (hereinafter referred to as the
"Chief"), and the Chief Cabinet Secretary serves in that capacity.

2 AKERIZ. AHOFEBEZRIEL, T OME 2 HBEEET 5,

(2) The Chief engages in the overall management of the Headquarters' duties and
the oversight of personnel at the Headquarters.

3 AKESRIE. B TARRE HEE 5. B MOE L SIIHUE T DRI U3 =1
CHRAELIFE =Ko LRt En B R, FWFEICE ST, LERDHD
EROD LT, BRITERBEORIZH L, BIE T2 LN TE S,

(3) The Chief may make recommendations to the heads of relevant
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administrative organs when necessary, based on the evaluations prescribed
under Article 26, paragraph (1), item (ii), (iii), and (v), or the documents,
information or other materials provided pursuant to the provisions under
Articles 32 or 33.

4 AERIZ. ATHOBEIC X BERITBHIEE ORISR LENE Uiz & &3, S%BRIT
BB ORI L, ZOBEICESNT L o B IC OV THEELRD DL Z LN TE
Do

(4) After making the recommendations as prescribed under the preceding
paragraph, the Chief may request a report from the heads of the relevant
administrative organs regarding the measures taken based on the
recommendations.

5 AKHEIEZ, FHOBEIZZVENE LEFHICE LN ERNSH L LR D & I,
WREFRBRRE T L, MZFHICOWTHEE (B -+ S ERFE L S) HARED
BEICLOHENEOND LI BRAEBEHT LN TE D,

(5) In relation to the recommendations made in accordance with paragraph (3) of
this Article, if the Chief finds it particularly necessary to do so, the Chief may
present opinions to the Prime Minister to take action in regards to the relevant
matter, as prescribed under Article 6 of the Cabinet Law (Act No. 5 of 1947).

(A A% 2 ) 7 RGBT
(The Deputy Chief of the Cybersecurity Strategic Headquarters)

B RIS, A=t F 2 U T BIKEIARR (LT TRIAREE] &
9. ) HEEZ, EBEKELZH > THRTD,

Article 29 (1) The Deputy Chief of the Cybersecurity Strategic Headquarters
(hereinafter referred to as the "Deputy Chief") is assigned to the Headquarters,
and a Minister of State serves in that capacity.

2 RIRERIL, KEEOG 2T 5,

(2) The Deputy Chief assists the Chief's duties.

(A N—EF=2 VT ¢ BRIEAER)
(Members of the Cybersecurity Strategic Headquarters)

Btk AKEIC, PANN—EF 2 )T A EBIEATHE REICENT TREHBE] v
. ) EEL,

Article 30 (1) The members of the Cybersecurity Strategic Headquarters are
assigned to the Headquarters (referred to as "members" in the following
paragraph).

2 AREEIZ, RICHITH2EHE E—500E LS ETITHITLIHICH-> TL, BIRBE
IR THNTZbDERLS, ) ZH>THRTH,

(2) Those listed below are designated as members (except in a case in which

someone listed in items (i) through (v) is designated as the Deputy Chief):
— ERAKEZEETEE
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(i) the Chairperson of the National Public Safety Commission;

— RBKE

(i1) the Minister for Internal Affairs and Communications;

= SBRE

(iii) the Minister for Foreign Affairs;

VU R PEZE R

(iv) the Minister of Economy, Trade and Industry;

E YT TN ED

(v) the Minister of Defense;

NIRRT 28 DIE, KEEKORIAERLUSNDEREKRED 5 Binb . AE
DT EFEE L FTT DO EN DD LRBOLE & L THERERE S E
TLHLHE

(vi) the person whom the Prime Minister designates from among any Ministers
of State other than the Chief and Deputy Chief, as those considered
indispensable in carrying out the functions under the jurisdiction of the
Headquarters, beyond the persons set forth in the preceding items; and

t P ANRN—EF2 VT ICHLENCHREZETL2EHDO S HE . NERBEEREN
(R AAE

(vil) among experts with exceptional knowledge and experiences on
cybersecurity, those designated by the Prime Minister.

(FHDZERL)

(Entrustment of Duties)

Bt —% KL, ROKFITHIT 5FBEOXSITSE T, YEFBEO %2 Y%t
FICEDDEICEFLTH LN TED,

Article 31 (1) The Headquarters, according to the category of duties listed in the
following items, may entrust a part of its duties to the persons specified in
each of the items:

— B _PARERE-HE _SICBITFEE MNATEBHEAKR O EENCB T 50 A
N=tX 2T IZHTLIAROEREIIESCEERIMHRD BDIZRS, ) EFHE
BT 5 ES RNATBUEA IR EEANTHRAE LA X=X 2 U T 4
(ZBT 2 HERRFELROFRKIEHDO D DOFEISRD b DIZRD, ) WATEIEAN
1 WAL PR HEERE S = DY A N—F X 2 U T 1 IZBF DRI OV TH4r 22 H iy
RE N R ORI ZRHERER 2 AT 2 L & HIT, UEFFELMEICEmMT 5 LMNT
EHHDE L THATTEDDIEN

(1) duties listed in Article 26, paragraph (1), item (ii) (limited to one relating to
audit based on the standards of cybersecurity measures for incorporated
administrative agencies and designated corporations) or duties listed in item
(ii1) of that paragraph (limited to one relating to investigation into finding
the cause of critical cybersecurity-related incidents involving incorporated
administrative agencies or designated corporations): the Information-
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technology Promotion Agency, Incorporated Administrative Agency or a
corporation specified by Cabinet Order as one that has sufficient technical
competence and expert knowledge and experience concerning the
cybersecurity measures and that is capable of carrying out duties reliably;
and

=B AREBE-HBEMNGIIHT 2FE VANt X 2T T2 ERNHE
A LTESGEICRT D ENSORERE & ORI OW T B RE ) L OV
B2 e AT 0 & L I, UEFBLMEICERT L LN TELHDL
LTHETEDDIEAN

(i1) duties listed in Article 26, paragraph (1), item (iv): a corporation specified
by Cabinet Order as having sufficient technical competence and specialized
knowledge and experience in communication and coordination with domestic
and foreign parties in the event of a cybersecurity-related incident, and being
capable of reliably carrying out their relevant duties.

2 FIEOBEIC LY FFEOLRELZ I TIEAORESR LIFBAEXIIZN L6 DORKIZH
ST, ENRBRN R YEEFRIROIFHBICEHL THY BI-ELZRO L,
FEH LTI AR 67220,

(2) An officer or personnel of a corporation that has been entrusted with duties
pursuant to the preceding paragraph or a person who had been in such a
position must not divulge or misappropriate any confidential information
learned in connection with those duties under that entrustment, without
justifiable grounds.

3 HHOBEICEI Y FEFOEEELZITIEADEKE UIE Th > TYHEFEITR
LEBFICHEET D b OIE, JE (BN HEEREN+T) 2O & R owE i
ONTIE, JEFICL Y AFIHEFT DA & BT,

(3) An officer or personnel of a corporation entrusted with duties pursuant to
paragraph (1) who are in charge of the duties under the entrustment, are
deemed to be an official engaged in public services pursuant to laws and
regulations, for the purpose of applying the Penal Code (Act No. 45 of 1907) or
other penal provisions.

(& BHE L)
(Submission of Materials)

Bt % BMRITBUERBEORIX, KOED L EZAICLY REIZH L, 13—
X2V T AT 2ER UIE WM TH > T, KRBOFEFEFOZATIZET DD %,
WAL L e T iudZe 5720,

Article 32 (1) The heads of relevant administrative organs must provide the
Headquarters with materials or information related to cybersecurity that is
beneficial to the performance of the functions under its jurisdiction in a timely
manner, as set by Headquarters.

2 HIHIZED D bODIEN, BRITEEBEORIT, AEFEDORDIZIE LT, AEITKS
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L. KEBOFTEFBEOZATICHE R A N—tX 2 U7 ¢ [ZBT 2 &R UL RO
it} OB & OB 22 1 ) 2 AT D 72T U722 B 720,

(2) Beyond what is provided for in the preceding paragraph, as requested by the
Chief, the heads of the relevant administrative organs must cooperate with the
Headquarters, such as by providing materials or information related to
cybersecurity that is necessary for the performance of the functions under its

jurisdiction, or by explaining those materials or information.

(EBtORHZ DO T))
(Submission of Materials and Other Cooperation)

Btk REIX, TOMEFEREBLZZFITTLROMLERNHL LEBOL LT, A
AR OMSIATEBHE N O R EZRFEN (ELRFENE CERRCFTLEER R E
+25) BOAE-HICHET DENRFIEANT VD, ) OFRIHFR, K7t
FEFABERSE N (FSRE ZHICHRET 2 RFEFEFAEEEAZ WS, ) OEEE,
AARNES R 72— (REERRE CERCEAEERBEHNS) FH=RICH
ETDARFNEXEE 2 —% 9, ) OHFER, FEIEAKRORMIEANTH > TK
HBEET D2 LOORBEWL NI A N—X2 VT 1 IZHETLIELEBRE LTSS
(2B 2 ERNNOBRE & OEETE 21T O BREEORERE T LT, A 3—%
Fa2 VT I T 2EBIC L DWEDILREBIE L, KOS E B OE 7218 17
DT DICEEEEE L TIT O BEZOMO A N—t X2 U T (2B T DR ICH
LLERER ORI, BR OB, SHEOMom 12RO 2R TED, 208
BB NT, YZROZZIF X, EYREERH L5686 E2RE, TORDIZST
RFT 7R B0,

Article 33 (1) If the Headquarters considers it necessary to do so for the
fulfillment of the functions under its jurisdiction, the Headquarters may
request the necessary materials to be submitted, the necessary opinions to be
presented, the necessary explanation to be given, or any other cooperation to
be provided, in relation to the measures which the Headquarters takes in
coordination with the national government, or other cybersecurity measures for
preventing the spread of damage caused by threats against cybersecurity and
promoting a quick recovery from such damage, by the heads of local
governments or incorporated administrative agencies; the deans or the
president of national university corporations (referring to national university
corporations prescribed under Article 2, paragraph (1) of the National
University Corporation Act (Act No.112 of 2003)); the heads of inter-university
research institute corporations (referring to inter-university research institute
corporations prescribed under Article 2, paragraph (3) of the Act); the
President of the Japan Legal Support Center (referring to the Japan Legal
Support Center prescribed under Article 13 of the Comprehensive Legal
Support Act (Act No. 74 of 2004)); the representatives of special corporations or
authorized corporations designated by the Headquarters; and the
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representative of the relevant entity facilitating cybersecurity-related
communication and coordination with domestic and foreign parties concerned.
In this case, the relevant person must respond to the request, unless there is a
justifiable reason for not doing so.

2 KEIX, ZOREFEFZEFTTLHEORFICLEND D L5 & &3, AiEICHEE
TLEUNOEICH LT, REOBIAZKET 52 LN TE D,

(2) On finding that it is particularly necessary to do so in order for the fulfillment
of the functions under jurisdiction of the Headquarters, it may request the
cooperation under the same paragraph from a party other than the parties
prescribed in the preceding paragraph

(M 57 2 F AR~ D15 /1)

(Cooperation for Local Governments)

H =S HUOGAIERRI, BRARICHIE T DMK O R E T FEM D 72 DI BN B
HEBDD L XX, AR L, HROBHEZOMDWHG 2RO D Z LN TE S,

Article 34 (1) If a local government finds it necessary to do so in order to
formulate or implement the policy prescribed in Article 5, it may request the
Headquarters to provide information and other cooperation.

2 AKX, AEOHEIC L DM EROENT-EEIE, ZORDIIEL DL HIED D
HD LT D,

(2) If cooperation is requested pursuant to the preceding paragraph, the
Headquarters is to make an effort to meet the request.

(%)
(Duties)
Fothdk REICHETLIES T, NEERBICBWTAHE L, ez THEERERK
EHMNERT 5,
Article 35 The duties of the Headquarters are performed by the Cabinet
Secretariat and managed by an Assistant Chief Cabinet Secretary who is

ordered to do so.

(FEEDKE)
(The Chief Minister)

Rk REICRDZFEHITOWTX, NENEICW D FEOREIX, NEREERE L
T 5,

Article 36 For matters related to the Headquarters, the Prime Minister serves as

the chief minister prescribed in the Cabinet Act.

(B ~DFEAT)
(Delegation to Cabinet Orders)
Btk ZOBERICEDDLHODIEN, AFICHE LLERFIHT, BT TED D,
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Article 37 Beyond what is provided for in this Act, necessary matters relating to

the Headquarters are prescribed by Cabinet Order.

BHE A

Chapter V Penal Provisions

F=tN\& BHEREMNEXIHE =+ —&FE _HOBEIEX LA X, —FLU T
B SUT LA MU T O &IT0+ %,

Article 38 A person who violates the provisions of Article 17, paragraph (4) or
Article 31, paragraph (2) is subject to punishment by imprisonment for not

more than one year or a fine of not more than 500,000 yen.

kAl

Supplementary Provisions

(AT 51 7 )

(Effective Date)

2k ZOERIT. AMOBNLHTT 5, 72U, B R KON EOFE N N
BRIZEII SR OBEIX, DO A NHEE L T—FE 282 2 WHEHENIZE W TES TF
D5 HPLHITT b,

Article 1 This Act comes into effect on the date of promulgation; provided,
however, that the provisions of Chapters II and IV as well as Article 4 of the
Supplementary Provisions come into effect on the day specified by Cabinet

Order within a period not exceeding one year from the date of promulgation.

(k&)
(Examination)

Bk BURIE. ROOBCBRFRE N OYE LR RRIZ 1T 2 Fe 3 B o0 & Nl T
& OEROLZEDOMERICET 21EF CERHIFEERBE L) B+ —&FE—
HICHET 2BAHEEBICHY T2 A NN—t X2 T 4 ICHT 2ELZFOMOERE
EAXy MU — 27 ITEBAFLEEAZ 18 U BRI 2 RIERTEEING |
FRATE R ORFTEBI O Th > T, TOREMMEIE L, MK T LESE I EHRAE
TG X IIRFTEENCZ KRR B2 METBENRET D O%ELHET 2810 8D
it 2 M 5 72D DR RIZ OV T, MEAWVBLRNORFTT 26D LT 5,

Article 2 For cybersecurity incidents classed as emergencies specified in Article
21, paragraph (1) of the Act on Securing the Peace and Independence of Japan
and the Security of the Nation and its People in an Armed Attack, and a
Survival-Threatening Situation (Act No.79 of 2003), and other malicious
activities against electronic computers through information and
communications networks or electronic or magnetic storage medium, the
national government is to examine, from a broad point of view, measures aimed
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at further strengthening the capability of the defense of infrastructure which is
the foundation of the peoples' living conditions and economic activities, and the
functional failure or deterioration of which would risk enormous impacts to
them.

B Al (PRZtHLEELA+—BEREASTAE) )
Supplementary Provisions [Act No.66 of September 11, 2015] [Extract]

(MEA739 1)
(Effective Date)
F—k  ZOERE, FR A NEUA — B BTT 5,
Article 1 This Act comes into effect on April 1, 2016.

B Al (ERZHEEMA=+RERBSEHAE] ()
Supplementary Provisions [Act No.76 of September 30, 2015] [Extract]

(M4 T3 5 )
(Effective Date)
T ZOEAEE. AMOBPLERLTRAZBEIZVEANICE W TES TED
HHPOHEITT 5,
Article 1 This Act comes into effect on the date specified by Cabinet Order

within a period not exceeding six months from the date of promulgation.

Mt Bl (CERZHNENA +HEEE=+—F) )
Supplementary Provisions [Act No.31 of April 22, 2016] [Extract]

(BaAT3 H)
(Effective Date)

B ZOEEE. AMOANLER L TAHEZBAZ2VFEHENICE O TES TED
LHNBRATT D, 72720, IRRWOITHIAIE =2k, BHILRMOEARKORET, &
WD HNLIEITT D,

Article 1 This Act comes into effect on the date specified by Cabinet Order
within a period not exceeding six months from the date of promulgation;
provided, however, that the provisions of the following Article and Article 3,
Article 5 and Article 6 of Supplementary Provisions come into effect on the

date of promulgation.

(Brm ~DZEAE)

(Delegation to Cabinet Orders)
BN MRV LM DRIGETICED D b ODIEN, ZOIEHOREITICE L CXLER
FmfaE EIHNCBET 2 R\mEEZ G, ) 13, B TED D,

=
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Article 6 Beyond what is provided for in Article 2 through the preceding Article
of the Supplementary Provisions, necessary transitional measures for the
enforcement of this Act (including transitional measures for penal provisions)

are specified by Cabinet Order.

B Al (PRE=+E+ZH+ZREgEL—F) )
Supplementary Provisions [Act No. 91 of December 12, 2018] [Extract]

(W17 51 H)
(Effective Date)
1 oI, AMMOAPLERE L T HF2@2 R WEHNICE W TES TED S A
MOHRITT %,
(1) This Act comes into effect on the day specified by Cabinet Order within a

period not exceeding one year from the date of promulgation.

M Rl (SFEEEAZ+NBEREL—F) ()
Supplementary Provisions [Act No. 11 of May 24, 2019] [Extract]

(W17 H)
(Effective Date)

2k ZOWERE, B TFEUA B 0T 5, e L, B SREN KT
ENEMANC =42 N2 5 QOERE ., 5 MU S TMNIATBOE N R PSR - ARG
FEMEIE T — S DUERUE K ONRIE S 1 /N 555 — TH O SUEHLE I ONZ IR ZIE OV BRI 5
PSR = H L OB IHIE, FHLRk, B+ —RUERITH+ KOFEIX. A0 NS
173 %,

Article 1 This Act comes into effect on April 1, 2020; provided, however, that the
amending provisions in Article 2 that add one Article to the Supplementary
Provisions of the National University Corporation Act; in Article 4, the
provisions amending Article 3 of the National Institution for Academic Degrees
and Quality Enhancement of Higher Education Act, and amending Article 16,
paragraph (1) of the same Act; and the provisions of the following Article, and
the provisions of Article 4, paragraph (3) and paragraph (4), Article 9, Article
11 and Article 12 of the Supplementary Provisions come into effect on the date

of promulgation.
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