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The Act on Communications Interception for Criminal Investigation is hereby
promulgated.
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Act on Communications Interception for Criminal
Investigation
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Chapter I General Provisions

(B #Y)
(Purpose)
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Article 1 In light of the fact that organized crimes are extremely harmful to a
peaceful and sound social life, and taking into account the circumstances where
in an increasing number of serious criminal cases, such as organized homicides
committed in conspiracy by multiple persons and offenses relating to illegal
trading of drugs and firearms, it is extremely difficult to clarify the factual
background of the case unless telephone calls or other telecommunications
used for mutual contact among criminals are intercepted, the purpose of this
Act is to specify requirements, procedures and other necessary matters
concerning compulsory measures for the interception of telecommunications
prescribed in the Code of Criminal Procedure (Act No. 131 of 1948) necessary
for duly tackling the circumstances, with the aim of contributing to correct
clarification of the factual background of respective cases without unduly

violating the secrecy of communications.

(E#)
(Definitions)
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Article 2 (1) The term "communications" as used in this Act means telephone
calls or other telecommunications whose transmission line is in whole or in
part wired (excluding wire attached to electrical facilities for the purpose of
sending or receiving radio waves or other electromagnetic waves by a system
other than a wired system) or whose transmission line is equipped with
switching facilities.
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(2) The term "interception" as used in this Act means to receive communications
being transmitted between third parties in order to know the content thereof
without obtaining consent from any of the parties using those communications.
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(3) The term "carrier, etc." as used in this Act means a person who engages in a
business to intermediate third parties' communications by using facilities for
telecommunications (hereinafter referred to as "telecommunications facilities")
or otherwise provide telecommunications facilities for third parties'

communications, and any other person who has installed telecommunications



facilities that can intermediate communications among many or unspecified
persons for the purpose of their own business.
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(4) The term "encryption" as used in this Act means to conduct conversion of
signals transmitting the content of the communications, signals transmitting
information on the dates and times of transmissions, or other signals that are
provided for use in information processing by computers (hereinafter referred
to as the "original signals") by the use of computer and conversion codes
(meaning codes for converting signals; the same applies hereinafter), thereby
making it impossible to restore the original signals to their original state
without the use of conversion codes corresponding to the conversion codes used
for that conversion process (hereinafter referred to as "corresponding
conversion codes"), and the term "decryption" as used in this Act means to
restore signals made through encryption (hereinafter referred to as "encrypted
signals") to the state of the original signals through conversion process using a
computer and corresponding conversion codes.
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(5) The term "temporary storage" as used in this Act means to temporarily record
and store encrypted signals in a recording medium only for the period until the
decryption thereof is conducted.
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(6) The term "reproduction" as used in this Act means to process communications
restored through decryption of encrypted signals (limited to those pertaining to
signals transmitting the content of the communications) that were temporarily
stored using a computer, into a state perceptible through the human sense of
hearing or sense of sight by a method of play of sound, display of characters, or
other method.

BE BEFEZOEHROERKDFH

Chapter II Requirements and Procedures for Communications Interception



(P52 k)

(Warrants for Interception)
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Article 3 (1) In cases falling under any of the following items, when there is a
circumstance sufficient to suspect the possibility that communications
concerning plotting, instructions, or other mutual contact in relation to the
commission of, preparation for or subsequent measures such as suppression of
evidence pertaining to any of the crimes prescribed in the following items (for
items (ii) and (iii), a series of the crimes), or other matters in relation to
commission of the relevant crime (hereinafter referred to as "crime-related
communications" in this paragraph) may take place and when it is extremely
difficult to identify criminals or clarify the status or content of the offense by
other means, a public prosecutor or judicial police officer may, with a warrant
for interception issued by a judge, intercept crime-related communications
conducted by the use of a means of communication identified with telephone
numbers or other numbers or codes for distinguishing senders or addressees
(hereinafter referred to as "telephone numbers, etc.") (hereinafter a means of
communication thus identified is referred to as a "means of communication")
that the suspect uses under a contract with a carrier, etc. (excluding a means
of communication that is found to be unlikely to be used by criminals for crime-
related communications) or a means of communication that is sufficiently
suspected to be used by criminals for crime-related communications:
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(1) the case where there are sufficient grounds to suspect that any of the crimes
set forth in Appended Table 1 or Appended Table 2 has been committed and



when there is a circumstance sufficient to suspect that it has been conspired
by multiple persons (for crimes set forth in Appended Table 2, limited to the
crime where acts consisting the crime are committed by a group of persons
who act in accordance with the division of roles assigned in advance; the
same applies in the following item and item (iii));
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(i1) the case where there are sufficient grounds to suspect that any of the
crimes set forth in Appended Table 1 or Appended Table 2 has been
committed and any of the following crimes will be subsequently committed
and when there is a circumstance sufficient to suspect that it has been
conspired by multiple persons regarding these crimes:
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(a) any of the crimes set forth in Appended Table 1 or Appended Table 2 of
the same or similar type as the relevant crime that will be committed in
the same or similar manners as the relevant crime;
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(b) any of the crimes set forth in Appended Table 1 or Appended Table 2 that
will be committed based on a plan of a series of offenses including the
commission of the relevant crime; or
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(iii) the case where there are sufficient grounds to suspect that a crime
punishable with death penalty, life imprisonment, imprisonment or
imprisonment without work for a long term of not less than two years has
been committed inseparably with any of the crimes set forth in Appended
Table 1 or Appended Table 2 for the preparation necessary for the
commission of the latter crime and that the relevant crime set forth in
Appended Table 1 or Appended Table 2 will be subsequently committed, and
when there are sufficient reasons to suspect that it has been conspired by
multiple persons.
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(2) With regard to crimes set forth in Appended Table 1 for which acts of transfer,



acceptance, lending, borrowing or delivery are to be punished, the existence of
a circumstance sufficient to suspect a conspiracy by multiple persons is not
required, notwithstanding the provisions of the preceding paragraph.
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(3) Interception under the provisions of the preceding two paragraphs cannot be
conducted at a person's dwelling or in a residence, building, or vessel that a
person watches over, except for the case where it is conducted at a place that a
carrier, etc. watches over; provided, however, that this does not apply when
consent is obtained from the owner of the dwelling, the person who watches
over the relevant place or the deputy thereof.

(B IRFE R D FHi)
(Procedures for Request for a Warrant)
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Article 4 (1) A request for a warrant for interception must be filed by a public
prosecutor (limited to a prosecutor designated by the Prosecutor General;
hereinafter the same applies in this Article and Article 7) or a judicial police
officer (limited to a police officer in the rank of superintendent or higher
designated by the National Public Safety Commission or a Prefectural Public
Safety Commission, a ministry narcotics agent designated by the Minister of
Health, Labour and Welfare, or a coast guard officer designated by the
Commandant of the Japan Coast Guard; hereinafter the same applies in this
Article and Article 7) with a judge of a district court.
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(2) When filing a request referred to in the preceding paragraph, if any request
for a warrant targeting the same means of communication has previously been
filed or the warrant has previously been issued with regard to the alleged facts
that are the same in whole or in part as the alleged facts for which the relevant
request is to be filed, a public prosecutor or judicial police officer must inform a
judge of that fact.
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(3) A request for permission referred to in Article 20, paragraph (1) or permission
referred to in Article 23, paragraph (1) must be filed by a public prosecutor or
judicial police officer when filing a request referred to in paragraph (1).

(BFz R DFAT)
(Issuance of a Warrant for Interception)
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Article 5 (1) When a judge who has received a request referred to in paragraph
(1) of the preceding Article finds that there are grounds for the request, the
judge is to specify a period not exceeding ten days as a period during which
interception is authorized and issue a warrant for interception.
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(2) When issuing a warrant for interception, a judge may set conditions that the
judge finds appropriate with regard to the implementation of interception
(meaning to intercept communications and to monitor the status of
communications in a manner that enables immediate interception regarding a
means of communication; the same applies hereinafter).
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(3) When a request referred to in paragraph (3) of the preceding Article has been
filed and when a judge finds it appropriate, the judge is to grant permission for
the request.
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(4) When a judge grants the permission referred to in Article 20, paragraph (1)
under the provisions of the preceding paragraph, the judge must specify a place
managed by a communication manager, etc. (meaning a person who manages
the part of a means of communication with which the implementation of
interception is conducted (for a company or other corporation or an association,
its officer or employee) or the deputy thereof; the same applies hereinafter) as
the place of the implementation of interception. In this case, when a person
who filed a request referred to in paragraph (3) of the preceding Article has



filed an application, and a judge finds it appropriate in consideration of the
situation of the place of the implementation on interception pertaining to the
application and other circumstances, the judge is to specify the place of the
implementation of interception during the designated period (meaning the
designated period prescribed in Article 20, paragraph (1); hereinafter the same
applies in this paragraph) and the place of implementation of interception
during a period other than the designated period, respectively.

(BF32 43 R O FLdiF5H)
(Matters to Be Stated in a Warrant for Interception)
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Article 6 (1) A warrant for interception must contain the name of the suspect, a
summary of the alleged facts, the name of the offense, the applicable penal
statute, communications to be intercepted, the means of communication subject
to the implementation of interception, the method and place of the
implementation of interception, the period during which interception is
authorized, conditions concerning the implementation of interception, the
validity period and the fact that dispositions of interception may not be
commenced after the lapse of that validity period and the warrant for
interception must be returned, the date of the issuance, and other matters
specified by Rules of the Supreme Court, and a judge must affix their signature
and seal thereon; provided, however, that if the suspect's name is not known, it
suffices to state to that effect in lieu of the name.
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(2) When a judge grants the permission referred to in Article 20, paragraph (1) or
the permission referred to in Article 23, paragraph (1) under the provisions of
paragraph (3) of the preceding Article, the judge is to state to that effect in a
warrant for interception.

(PFz N T& H MM OUER)
(Extension of the Period during Which Interception is Authorized)
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Article 7 (1) When a judge of a district court finds it necessary, the judge may
extend the period during which interception is authorized by specifying a
period not exceeding ten days upon a request by a public prosecutor or judicial
police officer; provided, however, that the period during which interception is
authorized must not exceed 30 days in total.

2 AHAOIERZ, FSRIER T 2L OB 25 LA L Coinge L
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(2) The extension of the period referred to in the preceding paragraph must be
made by stating the period to be extended and the grounds therefor in a
warrant for interception, to which the relevant judge affixes their signature
and seal.

([F—=FEICBEAT D52 TR OFEA)
(Issuance of a Warrant for Interception Concerning the Same Facts)
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Article 8 In the case where a request for a warrant for interception has been
filed and when the alleged facts pertaining to the request contain the same
alleged facts for another warrant for interception issued in the past, a judge
may issue a warrant for interception of the same means of communication only
when the judge finds that there are special circumstances that require further

interception thereof.

(ZEHARF 5 Mo ORISR AR 75 DA EE)
(Creation of Conversion Codes and Corresponding Conversion Codes)
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Article 9 In cases set forth in the following items, court clerks and other court
officials are to take measure specified respectively therein, as ordered by a
judge:
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(1) when a warrant for interception contains the statement to the effect that the

CHRECHOF A AT LEOREN DD EE FEOBEICLD
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permission referred to in Article 20, paragraph (1) is granted: create
conversion codes to be used for encryption under the provisions of that
paragraph and their corresponding conversion codes, and provide them to the

communication manager, etc.;
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(ii) when a warrant for interception contains the statement to the effect that
the permission referred to in Article 23, paragraph (1) is granted: measures
set forth in (a) through (c) below:

14 B =RE—HOBEIZ LD SICHW DB 52 Fk L. Zhzis(E
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(a) create conversion codes to be used for encryption under the provisions of
Article 23, paragraph (1), and provide them to the communication manager,
etc.;
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(b) create corresponding conversion codes for the conversion codes referred to
in (a) and conversion codes to be used for encryption under the provisions
of Article 26, paragraph (1), and take technical measures to make them
unavailable except for the specified computer (meaning the specified
computer prescribed in Article 23, paragraph (2)) designated to be used by
the public prosecutor or judicial police officer for the implementation of
interception, and provide those codes to the public prosecutor or judicial
police officer; or

N B OREE T FNEER B IR SN BT 5 ORISERT 52 Flk L. =
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(c) create corresponding conversion codes for the conversion codes provided to
the public prosecutor or judicial police officer referred to in (b) above, and
keep them.

(BT IRDOIRR)
(Presentation of a Warrant for Interception)
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Article 10 (1) A warrant for interception must be presented to a communication
manager, etc.; provided, however, that this does not apply to a summary of the
alleged facts.

2 BN TELHMPERSNTZEE S, BIEEFRE T2,

(2) The provisions of the preceding paragraph also apply when the period during
which interception is authorized has been extended.

(BRI AS55)
(Necessary Measures)
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Article 11 (1) With regard to the implementation of interception, it is permitted
to connect equipment for interception to telecommunication facilities or to take
any measures necessary for the implementation of interception.

2 MEEIFNEERAIT, MEFREE UIFHEEREICHHOL 2 SEDH 2 &
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(2) A public prosecutor or judicial police officer may have public prosecutor's
assistant officers or judicial police officials take the measures referred to in the
preceding paragraph.

(B FHEEFEDOW 1)
(Duty of Cooperation of Carriers)
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Article 12 A public prosecutor or judicial police officer may ask a carrier etc. for
necessary cooperation for the implementation of interception, such as the
connection of equipment for interception. In this case, the carrier, etc. must not
refuse it without justifiable grounds.

(SE2=\N)
(Attendance)
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Article 13 (1) When conducting the implementation of interception, attendance
of a communication manager, etc. is required. When a communication manager,
etc. cannot attend, a public prosecutor or judicial police officer must have an
employee of a local government attend the implementation of interception.

2 NMEANT, BREE UIENEERBIH L, YEZOEMICEHALERZER~RD Z &
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(2) An observer may present their opinions concerning the implementation of
interception to a public prosecutor or judicial police officer.

(RZ Y MW D 7= 8O DL )
(Interception for the Purpose of Judging the Relevance)
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Article 14 (1) With regard to communications that took place during the
implementation of interception but for which it is not clear whether they fall
under the communications to be intercepted as stated in a warrant for
interception (hereinafter simply referred to as the "communications to be
intercepted"), a public prosecutor or judicial police officer may intercept those
communications only to the minimum extent necessary for judging whether
they fall under the communications to be intercepted.
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(2) With regard to communications in a foreign language or communications
using ciphers or other method that makes it impossible to instantly restore the
content thereof, for which it is impossible to make a judgment as to whether
they fall under the communications to be intercepted as it is difficult to know
the content thereof at the time of interception, a public prosecutor or judicial
police officer may intercept those communications in full. In this case, a
judgment as to whether they fall under the communications to be intercepted

must be made promptly thereafter.

(fth DILIEDFEATHNE & 5 18(E DFE)
(Interception of Communications Concerning the Commission of Another
Crime)
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Article 15 While conducting the implementation of interception, if there are
communications whose content is evidently found to be the fact that any crime
other than the crime stated as the alleged facts in a warrant for interception,
which is set forth in Appended Table 1 or Appended Table 2 or which is
punishable by the death penalty, life imprisonment, imprisonment or
imprisonment without work for a minimum period not less than one year, has
been committed, is being committed, or is to be committed, a public prosecutor

or judicial police officer may intercept those communications.

(RS DEFITES 215 D5 DX L)
(Prohibition of Interception of Communications Related to Services of
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Physicians)

FONk ERN, REHERD, BhPERT, FHiEAT, gL OLEEESAE LS, ) .
FE L, RFEAXIIRZBEOIZH 2E (FFmRICHEE & L TRiflc T HEE
fr<. ) LDMOBEIZHOWTIE, MADKEZZIT TITO ZDEBICET LD L
BODLILD & XL, XA L TIIRL R0,

Article 16 With regard to communications with a physician, dentist, midwife,
nurse, attorney (including a registered foreign lawyer), patent attorney, notary
public or a person engaged in a religious occupation (excluding a person stated
as the suspect in a warrant for interception), when they are found to be related
to those persons' services provided upon a request of a third party, they must
not be intercepted.

(FEF 7 D dE 5E 2 755 O BRA)
(Search of Telephone Numbers of the Other Parties)

FHtgk BEEXIFHEEREEIL. BFxoFlse L TWHRICIThhIZ@EIzSW» T,
INEZ T REBEEAE LIIE T LRORAEICLIVEZ 2T 52 0N TE2EEIC
ZETLHLDThLEE, IHEFNUEOHEICLAEZ T XREBEEICHEYTLINE
IMOHIWNIET D LD D L EE, FHZOEMMOBGITIZH N T, Yik@EOMFH
DEFETHFORMZTHIENTE D, ZOHEITENTIE, liZmRESLEL L
AN

Article 17 (1) With regard to communications that took place during the
implementation of interception, when the communications fall under
communications to be intercepted or communications for which interception is
authorized under the provisions of Article 15, or when it is found that it will
contribute to making a judgment as to whether they fall under the
communications to be intercepted under the provisions of Article 14, a public
prosecutor or judicial police officer may search the telephone numbers, etc. of
the other parties to the communications at the place of the implementation of
interception. In this case, it is not necessary to obtain a warrant separately.

2 MEEXIIENEEZER, BEFEEF I LT, fEOLSICE L, LB
ERDDLZENTE D, ZOHAICBW L, BEFEESIL. EYREAR VO
2. TREEATITRBR,

(2) A public prosecutor or judicial police officer may ask a carrier, etc. for
necessary cooperation in relation to the dispositions referred to in the
preceding paragraph. In this case, the carrier, etc. must not refuse it without
justifiable grounds.

3 REVE XIXFNEESREIE. B2 0RO OLGFNI B TE —HOBRM D 7=
DOHEZ LB E T HHEITIE, YEEEZHL Z LN T L BEFEEFITHL,
FEOBEIZLVITOEMTHLIEEZEML T, YBHEELZRL L2 EHTH L
NTED, ZOHBEITBW T, ATEEBROHTEEZERT 5,

(3) When it is necessary to take measures for the search referred to in paragraph
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(1) at a place other than the place of the implementation of interception, a
public prosecutor or judicial police officer may request a carrier, etc. that can
take those measures to take them after informing the carrier, etc. of the fact
that it is a search to be conducted under the provisions of that paragraph. In
this case, the provisions of the second sentence of the preceding paragraph
apply mutatis mutandis.

(P55 D Sl 2 W L XU T TR EREO )
(Measures When the Implementation of Interception is to Be Suspended or
Terminated)

FHN\E FZHTROTLET D & T AITHENEESZ O F i A TR L SUIE T R ERFIZEL
(CHEEMTOR TS & & X, TOBEFEOMM (LT T@ah Lo, ) BT
THETHEZOEMZMGET D ENTE D,

Article 18 When communications are taking place at the time when the
implementation of interception is to be suspended or terminated as stated in a
warrant for interception, it is permitted to continue the implementation of
interception until the use of the relevant means of communication (hereinafter
referred to as "conversations") is terminated.

(B2 DFERDOKET)
(Termination of the Implementation of Interception)
FHILE RO FEMIZ, BRI INEN R ol b i3, BRI S
NTBEZNTELHBANTH->TH, ZNEKT LRITNIE R 5720,
Article 19 When the grounds or necessity for interception have ceased to exist,
the implementation of interception must be terminated even during the period
during which interception is authorized as stated in a warrant for interception.

(— eI PRAF Z fin U CAT 9 815 055 D FE i O Fe)

(Procedures for Communications Interception by Ordering Temporary Storage)

PSR MEESUIRNEERAIT, BHEOHF 2T T, BEEHES ML T,
B AROFEHET 2 & ZAIEWFEZOERE T 52 LN TE 28M HiZO#EIC
F VO FEREET LeBOHIMEZER<, ) NIZBWTHREE XITFNEELEE
ET o ME (A OKINCBWTEHNFOREIZ XV EZOEmEMET 5 2
EMTEDL XL, Z2OMT 22 N TE oMz ST, LAF THEEHM) &0
Vo ) IATONDZETOBMEBEIZONT, FIEE - FOHEIC LV RIS ZH])5F
FEHWERIES BEONELIRET LIRS, ) OFbad S8, KUY
B BIZ X 0B SN D B BALE B c oW C— R 2 S D HEIC kv | %%
THILRTED, ZOHBICEBTHHZOEMIONTIE, B _RoBEIX, #E
ML 72,

Article 20 (1) A public prosecutor or judicial police officer may, upon the
permission of a judge, intercept all communications that take place during the
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period designated by a public prosecutor or judicial police officer within the
period during which interception is authorized as stated in a warrant for
interception (excluding the period after the termination of the implementation
of interception under the provisions of the preceding Article) (when, at the end
of the period thus designated, the implementation of interception may be
continued under the provisions of Article 18, including the relevant period
during which interception may be continued; hereinafter the period thus
designated is referred to as the "designated period") by means of ordering a
communication manager, etc. to encrypt the original signals (limited to signals
transmitting the content of the communications) by using conversion codes
provided under the provisions of Article 9, item (i) and to temporarily store the
encrypted signals made through the encryption. With regard to the
implementation of interception in this case, the provisions of Article 13 do not
apply.

2 RMEEIENEZLZEIX, fEOBEIC LB ET 5 L X%, MEEFHEECHM
T, fEMMNICR T 285 OBREA O T OFEA ARFICET 21EHMEImET 25
EHICOWT, FHEICHET 2ERG S L AW 5bad S8, ROV ER S X
DERR SN DR BALIE B D W TR FEZ2 S50 L 45,

(2) When conducting interception under the provisions of the preceding
paragraph, a public prosecutor or judicial police officer is to order a
communication manager, etc. to encrypt the original signals transmitting the
information on the dates and times of commencement and termination of
conversations during the designated period by using conversion codes
prescribed in that paragraph and to temporarily store the encrypted signals
made through the encryption.

3 MEEXIIFNEEEEIX. FHOBECICL2BZE2 T2 LT, REFLEHEOF
D HNCHET D72, BEEHEFICK L, FEOFHL/ET 5 F TORFE —HD
REICL D% A2 T 2BEOMFHOEFEZFOBERERGFT LI LE2RDL L
MTED, TOHEICENTT, FHHERE _HERORELZHENT 5,

(3) When conducting interception under the provisions of paragraph (1), a public
prosecutor or judicial police officer may ask a communication manager, etc. to
store information of telephone numbers, etc. of the other parties to the
communications subject to interception under the provisions of paragraph (1)
until the procedures referred to in paragraph (7) of the following Article are
completed for the purpose of using them for the procedures referred to in that
paragraph. In this case, the provisions of the second sentence of Article 17,
paragraph (2) apply mutatis mutandis.

4 BEEHEENITHEOEFEE TEOBFRERGFT LI ENTERNE X, BEE
NIFFNEZERAIT, CNERETDHIENTEIMEFETSICH L, REFELHED
FRHOMIMET 2720 DEFETHLELEML T, REOFHEL/E T TLETOMZ
NEREFETDZLEZEFETLHILENTED, ZOGLHRICBWTIL, HHE4RE =HH#
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BoOHEXERNT D,

(4) When a communication manager, etc. cannot store information of the
telephone numbers, etc. referred to in the preceding paragraph, a public
prosecutor or judicial police officer may request a carrier, etc. that can store
the information to store the information until the procedures referred to in
paragraph (7) of the following Article are completed after informing the carrier,
etc. of the fact that the request is made for the purpose of using the
information for the procedures referred to in that paragraph. In this case, the
provisions of the second sentence of Article 17, paragraph (3) apply mutatis
mutandis.

5 MEEMORNEEZEX. FBEMMNIL, BXOFEMOGITIINLH A TI R b7
VY,

(5) A public prosecutor and judicial police officer must not enter the place of
implementation of interception during the designated period.

6 MEEKOENEELZEIL, BEMENICEWNTIE, FHICHET 2 HEICLD1Z
M EZDOFERE T DI ENTERN,

(6) A public prosecutor and judicial police officer may not conduct the
implementation of interception except by the method prescribed in paragraph
(1) during the designated period.

7T HEHOBEICL DGR LTCBEOEFICESE TR, REF—HOBEICLD
BEERE, TNETDHTENRTER,

(7) The restoration of the communications intercepted under the provisions of
paragraph (1) through decryption must not be conducted except for cases
prescribed in paragraph (1) of the following Article.

Bt 4% BMEEXIFNEEZAIT., MiEFE - HOBEIC L2 E Lk &iE, #
ZDOFEIEOEGET (FREYM LA OMIIZ BT 2B OFEOGFTNED LTS &
L, TOHFT) BV, BEEHEEE MU T, FEOBEIC L —RiREL
SN SR ZIZHOWT, FRARE T OREIC XV RIS N RGBT 5 % H
WS a2 3E5 28Ik, FEOBREICL 2% % Licl@EaE eI, [FFFIC,
BIRHEINTZEEICHONT, FEHPOEREETIZEDDL EZIAIZLY, BEEZTD
ZENTED, ZOGEICBITAHEDF (WEOHELZT H I LI ONT— KRR
FEDOTDIZHN DN REEARICOWTELICHAEL T H 2 LN TE DIREB TR
RFEORDLDHER L OESALE FOE S ZT5 2209, UTFRL, ) IOV TIE,
Bt —FhbHE+ £ ETCOHELHEMNT S,

Article 21 (1) When having conducted interception under the provisions of
paragraph (1) of the preceding Article, a public prosecutor or judicial police
officer may order a communication manager, etc. to decrypt encrypted signals
that are temporarily stored under the provisions of that paragraph by using
corresponding conversion codes provided under the provisions of Article 9, item
(1), and thereby restore the communications intercepted under the provisions of
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that paragraph, and simultaneously reproduce the restored communications as
prescribed in paragraphs (3) through (6) at the place of the implementation of
interception (when the place of the implementation of interception during a
period other than the designated period has been specified, at that place). With
regard to the implementation of reproduction (meaning to reproduce
communications, to confirm the status of temporal storage in a manner to
enable instant reproduction with regard to the recording medium used for the
temporal storage, and to decrypt encrypted signals; the same applies
hereinafter) in this case, the provisions of Articles 11 through 13 apply mutatis
mutandis.

2 MZEE ITFNEEZEIX, AEOBREICLIFADEEZTH & X3, BEEHE
A UC, ORISR HOMEIZ LV —RRT &2 SR BLE Bl oW T, RilE
ICHET DRISEFFE AW E T2 S5 2810k, FSEEHE _HOBEIZLY
Wbz SN2 EEE ORI L O T OFH BRFICET oM anEZzT 2 RE 5418
SHELILDET D,

(2) When conducting the implementation of reproduction under the provisions of
the preceding paragraph, a public prosecutor or judicial police officer is to
order a communication manager, etc. to decrypt encrypted signals that are
temporarily stored under the provisions of paragraph (2) of the preceding
Article by using corresponding conversion codes prescribed in the preceding
paragraph, and thereby to restore the original signals transmitting the
information on the dates and times of commencement and termination of
conversations encrypted under the provisions of paragraph (2) of the preceding
Article.

3 MEEXIIFNEEZEIT. B HOBEICL2EFICIVETESNTZHBED S B,
T _REBEICHYT2EEORELT LI LN TE DI, BT XEEBEICH
YT HNnEIDPHALNTRNEDIZONTIL, T XREBEICELYTINE I nE
g o720, ZHICKHERR/NREOFRMICRY . Y@ 0REETLHI LN T
x5,

(3) Out of the restored communications through decryption under the provisions
of paragraph (1), a public prosecutor or judicial police officer may reproduce
communications falling under communications to be intercepted and may also
reproduce communications for which it is not clear whether they fall under the
communications to be intercepted only to the minimum extent necessary for
judging whether they fall under the communications to be intercepted.

4 MEEXIIFEELEBIT, F—HOBEICL2EFICLVETINEED I B,
SMEFEIC K 2 8(E XL S5 2 ohE ONFZEIRFICE T 5 2 LN TE W hHiEEZ M
WZBE Th o T, MEDOKRIZZEONEZMD Z LENNEERTZD, X% T XEBEEIC
U THMEIMEHRTHZENTERNEDIZOWVWTEL, ZOERHOFEELT S
ZENTED, ZOHARITBNTL, #ONIC, FZ T XREWBEICZATL20EH»
DA AT O RITIT R B 72,

17



(4) Out of the communications restored through decryption under the provisions

of paragraph (1), a public prosecutor or judicial police officer may reproduce all

of the communications for which it is impossible to make a judgment as to
whether they fall under the communications to be intercepted as it is difficult
to know the content thereof at the time of reproduction, because they are in a
foreign language or use ciphers or other methods that make it impossible to
instantly restore the content thereof. In this case, a judgment as to whether
they fall under the communications to be intercepted must be made promptly
thereafter.

5 MEESUIRNEEZRBIT. B HOREILI2EFICLVELShIZEEDPIT,

FBHHERICHET2BELIHH L XX, YZBEOHEEZTH LN TXS,
(5) When the restored communications through decryption under the provisions
of paragraph (1) contain the communications prescribed in Article 15, a public
prosecutor or judicial police officer may reproduce those communications.

6 FHFAFOHTIE., FHOHATCICLAEFICIVECESNZBEOHELT LY

ZOWTHERT D,
(6) The provisions of Article 16 apply mutatis mutandis to the case where the
restored communications through decryption under the provisions of paragrap
(1) are reproduced.

h

7T OBRSEEIFNEELAIL, AIRE HOBEIC L 2R E LIEEEIZSVNT, Zh
PEZT_REBER LITFERLHEOBEIC LIV BELZTH LN TE LBEIZHET
LD ThHDHEE, FHFHE =T L ITHENUHOBEIZ L 258% T XE@EICYT
LE I DOHEIIET D LD D & 1T, FERFE =ZHOBEIZ &L 5RO ITFRSEH

WIHDHES & 2 EFEIAR D EREFR 5H D ) LUZEREOMFEST O D DRRE %
LILENTED, ZOHLAEICENTL, FHERE HEROBREZEMNT 5,

ir

(7) With regard to communications intercepted under the provisions of paragraph

(1) of the preceding Article, when they fall under communications to be

intercepted or communications that may be reproduced under the provisions of

paragraph (5), or when it is found that it will contribute to making a judgment

as to whether they fall under the communications to be intercepted under the

provisions of paragraph (3) or (4), a public prosecutor or judicial police officer

may receive disclosure of the telephone numbers, etc. of the other parties to the

relevant communications out of the telephone numbers, etc. whose storage has

been asked for under the provisions of paragraph (3) of that Article or has been

requested under the provisions of paragraph (4) of that Article. In this case,

the provisions of the second sentence of Article 17, paragraph (1) apply mutatis

mutandis.

8 FHB—HOBEICLDHAEDEMIL, FFZIRITFEHHEH S NI F5Z T E 2RI
TLZerolz &, FaRiCiEficn BN T MO TH TE ARV H
R, THERK T LRTIUXR B0,

(8) When the implementation of reproduction under the provisions of paragraph
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(1) has not been terminated within the period during which interception is
authorized as stated in a warrant for interception, it must be terminated as
promptly as possible after the end of the period during which interception is
authorized as stated in the warrant for interception.

9 BHOBUEIZ K DEAEOIMIL, FZOMBIILEN R Rolo & ET, FHx
FRICER SN BEZNTEL2HHEANTH - TH. ZOBMAANCH > UL % Bith
LTIERb6T, ZORBRICH TTUIINEK T LTI R bR, 2720, #Hx
®£EEEX IR ERR LR DITED £ TOMIC—FRTFZ SN FHEZIZTONT

. B xmE Lu*éﬁ‘éﬁhz’)‘ TONDEEEDITED DR 72 IpolzZ &
t.’cﬁ?x TARICREE S NI EZ D IR O R LT & @E FERA e 2 ElE %%%‘
HLEDOMOEKNZEASWTHEH L TWD D TIE RS 2o Z A LITILAI
BT _REBEICEYT2BEICHVONDL LD IZEY 5D TIiERL fcﬁof:: &
ZEME L THEZOBBXIILER R RoTGEICRY . BEDOEMEZT 5 Z Ln
TE %,

(9) When the grounds or necessity for interception have ceased to exist, even
during the period during which interception is authorized as stated in a
warrant for interception, the implementation of reproduction under the
provisions of paragraph (1) must not be commenced if it has yet to be
commenced and must be terminated if it has been commenced; provided,
however, that the implementation of reproduction may be conducted with
regard to the encrypted signals that have temporarily been stored by the time
when the grounds or necessity for interception cease to exist, only in the case
where the grounds or necessity for interception have ceased to exist due to the
facts that a circumstance sufficient to suspect that communications falling
under communications to be intercepted will take place has ceased to exist,
that the means of communication subject to the implementation of interception
as stated in the warrant for interception has ceased to be the one used by the
suspect under a contract with a carrier, etc., or the one sufficiently suspected
to be used for communications by criminals falling under communications to be

intercepted.

B K WMEEHEEAFR. MEE HOHEICIIESHK T L&, BEHIT,
T REHOBEID J: D —BpRAF 2 L2 S G o2 2 THE L 2T NIER S
R, AR _HOBEIZ LI 2B BT LEGAICBIT 28 _+58 _HOHEIC
IO —FRGFE L SR FI2 oW ThH | [AkkE 15,

Article 22 (1) When decryption under the provisions of paragraph (1) of the
preceding Article is completed, a communication manager, etc. must
immediately delete all of the encrypted signals temporarily stored under the
provisions of Article 20, paragraph (1). The same applies to the encrypted
signals temporarily stored under the provisions of Article 20, paragraph (2) in
the case where decryption under the provisions of paragraph (2) of the

19



preceding Article is completed.

2 REEXIIFNEZEREIR, MEHE - HOMTEICL I FEOEBEK T 5 & &
FZEEILHEHOFEIZ LD BAOEMARIG L TIebnwl oo b XIlT, B
FRFE-HROHE _HOBEIL LY —FFiRfFZ SN SbE 5 Th - THISRFE —
HEOE THOBREICLAEFEZINTWRWVWLONRH S &, BEHIZ, BEEH
FHEIIMLUT, Tz THESERITE R b2,

(2) When the implementation of reproduction under the provisions of paragraph
(1) of the preceding Article is terminated or the commencement of the
implementation of reproduction has come to be prohibited under the provisions
of paragraph (9) of that Article, if there are any encrypted signals temporarily
stored under the provisions of Article 20, paragraphs (1) and (2) that have yet
to be decrypted under the provisions of paragraphs (1) and (2) of the preceding
Article, a public prosecutor or judicial police officer must immediately order a
communication manager, etc. to delete all those encrypted signals.

(FFETE T3 A ) 51815 55  FE i 0 Fe)
(Procedures for Communications Interception Using Specified Computers)

B =4 MEEXIIRNEERAET, AHEOFNEZI T, MEEHEHEIIM LT,
FHZDOFEMZ L TWDREIZITHhI D 2 TOBEFEICONT, FBILEKHE 51 OBEL
VIS NTEBMGF S EHWERGES (BEONFLIET L HDICRD, ) OF
bz S8, RO 5 X VIER S 2 BUIE 5 & 555 D FEhE OS5 I3
NI EB AR ESEREZ LT, ROWTNNOEZETHILENTE D,
DEGEITBIT D2 OFERIZ OV TIL, B+ =50 EITETET. £ 508 E!
RHHEZIZONTE, B HRECHEEOENEOBELER T 5,

Article 23 (1) A public prosecutor or judicial police officer may, upon the

B

o

]
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permission of a judge, order a communication manager, etc. to encrypt the

original signals (limited to signals transmitting the content of the

communications) by using conversion codes provided under the provisions of

Article 9, item (i1), (a) with regard to all communications that take place

during the implementation of interception, and to transmit the encrypted

signals made through the encryption to a specified computer installed at the
place of the implementation of interception, and thereby intercept those
communications in any of the following manners. With regard to the
implementation of interception in this case, the provisions of Article 13 do not
apply, and with regard to interception under the provisions of item (ii), the
provisions of Article 20, paragraphs (3) and (4) apply mutatis mutandis:

— BEESERET L0 LERIC, FILRE 5 OFEIC LV RS iods
TG 52N THESZ L, HuushmdFiconT, FoRfEOEHUENGH
TAREEFTICEDDHEZAIZLY, FExT 52 L,

(i) decrypt encrypted signals, simultaneously upon receiving them, by using
corresponding conversion codes provided under the provisions of Article 9,
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item (ii), (b), and intercept the restored communications as prescribed in
Articles 3 and 14 through 16; or

= O BEEEEZET OO LRI RRFEEZ T D HIEICEY . HEESUES
IR DIREFICE DV ZORNBELInEINLIBEOHFESET L L,

(ii) intercept the communications whose content is transmitted by the use of
the original signals for the encrypted signals by temporarily storing
encrypted signals, simultaneously upon receiving them.

2 AIEICHET S FREEFHEME L3, RICET 2802 TERE T 5E FitHAE
a9,

(2) The specified computer prescribed in the preceding paragraph means a
computer that has all of the following functions:

— RSN BAUE B IO\ T — BRI AE D AL 21T 5 FERE

(i) a function to temporarily store encrypted signals that have been
transmitted;

T BESNTERBLEEICOWTE S OB 21T D HEHE

(ii) a function to decrypt encrypted signals that have been transmitted;

= HHEE-FOBEICLDHEZE LTBEICH > TUIZOFEZ & FRIFIC, FUEO
HEICLDHAEZ LEEBEICH TEZFOFAE LR, £T, BEIZ, K1k
DIHE 7 U CREBKIER I RLak 3 2 B AE

(iii) a function to automatically encrypt and record in a recording medium all of
the communications intercepted under the provisions of item (i) of the
preceding paragraph upon interception thereof, or all of the communications
reproduced under the provisions of paragraph (4) upon reproduction thereof;

I EzoEfiz LWL BICEIT 2 @50 MM O T OF A AR, AiEE— 50
BB L 5% % LI2iBfE OB R O TOFEH AR, FNEOBEIZ L 2H4E%
L7215 OB L O T OFH AR Z OB TED 2 FHIZHT 2 FREImET
LIFEEFEEER L, UREFIZONWT, HEIIZ, K5 (LD %2 L THIS DR
PRI FOER T 2 FRE

(iv) a function to create the original signals that transmit information on the
dates and times of commencement and termination of conversations that took
place during the implementation of interception, the dates and times of
commencement and termination of communications intercepted under the
provisions of item (i) of the preceding paragraph, the dates and times of
commencement and termination of communications reproduced under the
provisions of paragraph (4), and other matters specified by Cabinet Order,
and to automatically encrypt and record those original signals in a recording
medium referred to in the preceding item;

T =S ORISR FRER S D A5 OE(E K ORI D JRAE ZI2 oW T, fJii 5
817 HRERBIC L 0 YR E RIS T 2 0 LFIRFIC, BB LD AT 5 Z &7
< At D FLFRIEARI G T D B

(v) a function to record the communications referred to in item (iii) and the
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original signals referred to in the preceding item that are recorded in a
recording medium referred to in item (iii) in another recording medium
without encrypting them, simultaneously upon recording them in the
recording medium referred to in item (iii) through the functions referred to
in the preceding two items;

NN SHNIHISERTF S (FLRE _SrOFEIC L VRS 7z b DI
% ) DEFITHET 2EFUNDLIIZHNOND Z & 2§ HHE6E

(vi) a function to prevent the corresponding conversion codes that have been
inputted (limited to corresponding conversion codes provided under the
provisions of Article 9, item (ii), (b)) from being used for processing other
than decryption prescribed in item (i1);

t ADNESNTEWRFGE (BAEREEFrOREIC L VRS Z DI, ) 7
B = R OENGFIZHRET 2RSS DL Wb 5 2 & 2B 17 5 iae

(vii) a function to prevent the conversion codes that have been inputted
(limited to conversion codes provided under the provisions of Article 9, item
(i1), (b)) from being used for processing other than encryption prescribed in
items (iii) and (iv); and

N B—FBITHET 2 —RFRGFE SN SEZFIZONT, B FICHET 518
T LIRS, 2T, HEMIZHET e

(viii) a function to automatically delete all of the encrypted signals temporarily
stored as prescribed in item (i) at the time of decrypting them as prescribed
in item (ii).

3 MEELORNEELREIT, B2 RICE-HOF 2T 5 5O H 556 I121E.
FIEICHET 2 HEIZ L D1E0, HFZOEMETH I LR TERY,

(3) When a warrant for interception contains the statement to the effect that the
permission referred to in paragraph (1) is granted, a public prosecutor and
judicial police officer cannot conduct the implementation of interception except
by the method prescribed in that paragraph.

4 MEEXIIFNEELZRIE. F—HE _SOREICLHZ AL L L &iT, DR
FEDGFTIZEB T, RZOREIC LY —FRifrfFz Ll 5bE 52 oW T, FrEE
TRHER GF HICHUET 2R EE FRIFERZ VO, FAREEOE - AEE—HIZ
BWTHL, ) 2ZHWT, BILEHE 5 rOBEIC LY it Sz IS % A
WS ETHILICLY, B OB AR L-@mEEE L, [F
R, Hon SN elEIzoVnT, B+ —RBEHNLEANEHLI TOREDOHNZLY |
BAEZTLHZLNRTE D, ZORBCBT2HEDOERIOVTIE, HH—5%, B+
CERROE A —FELENOFENLEE CORELEMN T D,

(4) When having conducted interception under the provisions of paragraph (1),
item (i1), a public prosecutor or judicial police officer may restore
communications intercepted under the provisions of paragraph (1), item (ii) by
decrypting encrypted signals temporarily stored under the provisions of that
item by using a specified computer (meaning the specified computer prescribed
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in paragraph (2); the same applies in paragraph (6) and Article 26, paragraph
(1)) and by using corresponding conversion codes provided under the provisions
of Article 9, item (i1), (b), and may simultaneously reproduce the restored
communications in accordance with the provisions of Article 21, paragraphs (3)
through (6), at the place of the implementation of interception. With regard to
the implementation of reproduction in this case, the provisions of Articles 11
and 12 and Article 21, paragraphs (7) through (9) apply mutatis mutandis.

5 HHE _FOREICLLGEZE LIBEOEFICLDETIE., AIEOHEICL D
LEERE, INE T2 ENTER,

(5) The restoration of communications intercepted under the provisions of
paragraph (1), item (ii) through decryption must not be conducted except for
the case under the provisions of the preceding paragraph.

6 MEEXIIFNEZEEIR, H-HE _SOHEICI KR FEEZ LR 5biE =
[ZOWTIR, FrEE FRHEEOEEICL Y BEIMICHEIN D bOLS O LD TH -
Th, FWHOBEIZ L DBHADOEMAK T T2 L UIFRHEIZB W THERT L5
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(6) With regard to encrypted signals temporarily stored under the provisions of
paragraph (1), item (i), if there are any encrypted signals, other than those
automatically deleted with a function of a specified computer, that have not
been decrypted under the provisions of paragraph (4) at the time when the
implementation of reproduction under the provisions of that paragraph is
terminated or when the commencement of the implementation of reproduction
has come to be prohibited under the provisions of Article 21, paragraph (9) as
applied mutatis mutandis pursuant to paragraph (4), a public prosecutor or

judicial police officer must immediately delete all of those encrypted signals.

BT BEHXOEERE

Chapter III Recording of Communications Interception

(B3 % Lizi@(5 OFtsk)
(Recording of Intercepted Communications)
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Article 24 (1) Intercepted communications (in the case of the interception under
the provisions of Article 20, paragraph (1), communications reproduced under
the provisions of Article 21, paragraph (1)) must all be recorded in a recording
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medium using an audio recording or any other appropriate method in
accordance with the nature of communications. In this case, it is permitted to
simultaneously record them in another recording medium by the same method
for the purpose of using them for the procedures referred to in Article 29,
paragraph (3) or (4).
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(2) When the implementation of interception (in the case of the implementation
of interception under the provisions of Article 20, paragraph (1), the
implementation of reproduction under the provisions of Article 21, paragraph
(1)) is suspended or terminated, recording in the recording medium being used

at that time must be terminated.

(FLERBEAR D EFN %)
(Seal of a Recording Medium)
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Article 25 (1) When the implementation of interception has been suspended or
terminated, an observer must be asked to promptly seal the recording medium
(excluding the recording medium prescribed in the following paragraph) in
which recording has been made under the provisions of the first sentence of
paragraph (1) of the preceding Article. The same applies when a recording
medium is replaced during the implementation of interception or otherwise
recording in a recording medium has been terminated.
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(2) With regard to a recording medium in which communications reproduced
under the provisions of Article 21, paragraph (1) have been recorded under the
provisions of the first sentence of paragraph (1) of the preceding Article, an
observer must be asked to promptly seal it when the implementation of
reproduction has been suspended or terminated. The same applies when a
recording medium is replaced during the implementation of reproduction or
otherwise recording in a recording medium has been terminated.
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(3) With regard to the recording media referred to in the preceding two
paragraphs, their copies may be made for the purpose of using them for the
procedures referred to in Article 29, paragraph (3) or (4) before asking an
observer to seal them, except for a case where there are any recording media in
which recording has been made under the provisions of the second sentence of
paragraph (1) of the preceding Article.
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(4) A recording medium sealed by an observer must be submitted to a judge of a
court to which the judge who issued the relevant warrant for interception
belongs, without delay.

(R EE 17 EEE H V2 B(E 52 Ofik%)
(Recording of Communications Interception Using a Specified Computer)
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Article 26 (1) Notwithstanding the provisions of the preceding two Articles,
when having conducted interception under the provisions of Article 23,
paragraph (1), all of the intercepted communications (in the case of the
interception under the provisions of item (ii) of that paragraph,
communications reproduced under the provisions of Article 23, paragraph (4);
hereinafter the same applies in this paragraph and the following paragraph)
must be encrypted and recorded in a recording medium, and also the dates and
times of commencement and termination of conversations that took place
during the implementation of interception, the dates and times of
commencement and termination of intercepted communications, and other
particulars specified by Cabinet Order must be encrypted and recorded in the
relevant recording medium, by using a specified computer and conversion codes
provided under the provisions of Article 9, item (1), (b).
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(2) In the case referred to in the preceding paragraph, the intercepted
communications and the particulars prescribed in the preceding paragraph are
to be all recorded in another recording medium simultaneously for the purpose
of using them for the procedures referred to in Article 29, paragraph (3) or (4).
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(3) When the implementation of interception under the provisions of Article 23,
paragraph (1) (in the case of the implementation of interception under the
provisions of item (ii) of that paragraph, the implementation of reproduction
under the provisions of paragraph (4) of that Article) is suspended or
terminated, recording in the recording medium being used at that time must be
terminated.
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(4) A recording medium in which recording has been made under the provisions
of paragraph (1) must be submitted to the judge prescribed in paragraph (4) of
the preceding Article without delay after the termination of the
implementation of interception (when there are any encrypted signals
temporarily stored under the provisions of Article 23, paragraph (1), item (ii)
that have not been decrypted under the provisions of paragraph (4) of that
Article at the time of terminating the implementation of interception, after the

termination of the implementation of reproduction).

(F332 D Fzhitw O MR % Gl U 7o 351 2 O 1 %)
(Submission of a Document Stating the Status of the Implementation of
Interception)
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Article 27 (1) A public prosecutor or judicial police officer must submit a
document stating the following particulars to the judge prescribed in Article 25,
paragraph (4) without delay after the termination of the implementation of
interception. The same applies when a public prosecutor or judicial police
officer files a request for the extension of the period during which interception
1s authorized under the provisions of Article 7:

— ExOFEROBLME, TR AL O T OFEH B

(1) the date and time of commencement, any suspension, and termination of the
implementation of interception;

=B E=4REHOBTBICL DB NDRA K ORRE

(ii) the name and occupation of an observer under the provisions of Article 13,
paragraph (1);
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(iii) opinions presented by the observer under the provisions of Article 13,
paragraph (2);
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(iv) the date and time of commencement and termination of conversations that
took place during the implementation of interception;
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(v) with regard to intercepted communications, provisions that served as the
basis for the interception, the date and time of commencement and
termination of the intercepted communication, and the names and other
particulars that contribute to identification of the parties to the
communications;
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(vi) with regard to the communications prescribed in Article 15, the name of
the offense relating to the communications and the applicable penal statute,
as well as the reason for finding that the communications fall under the
communications prescribed in that Article;
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(vii) the date and time of any replacement of the recording medium during the
implementation of interception;
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(viii) the date and time when the recording medium was sealed under the
provisions of Article 25, paragraph (1) and the name of the observer who
sealed the recording medium; and
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(ix) other particulars specified by Rules of the Supreme Court with regard to
the circumstances of the implementation of interception.
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(2) Notwithstanding the provisions of the preceding paragraph, when a public
prosecutor or judicial police officer has conducted the implementation of
interception under the provisions of Article 23, paragraph (1), item (i), the
public prosecutor or judicial police officer must submit a document stating the
following matters to the judge prescribed in Article 25, paragraph (4) without
delay after the termination of the implementation of interception. The same
applies when a public prosecutor or judicial police officer files a request for the
extension of the period during which interception is authorized under the
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provisions of Article 7 after conducting the implementation of interception

under the provisions of that item:
— B EREEHE - SOBEIC R AEZOEROBG, PRI O T OEA R
53
(1) the date and time of commencement, any suspension, and termination of the
implementation of interception under the provisions of Article 23, paragraph
(1), item ();
=R EAEHE - SOREIC L DR OFERAE L TV SIS 2 @D B
WE KON T O A A I
(ii) the date and time of commencement and termination of conversations that
took place during the implementation of interception under the provisions of
Article 23, paragraph (1), item (1);
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(iii) with regard to communications intercepted under the provisions of Article
23, paragraph (1), item (i), provisions that served as the basis for the
interception, the date and time of commencement and termination of the
intercepted communication, and the names and other particulars that
contribute to identification of the parties to the communications;
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(iv) with regard to the communications prescribed in Article 15, the name of
the offense relating to the communications and the applicable penal statute,
as well as the reason for finding that the communications fall under the
communications prescribed in that Article;
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(v) the date and time of any replacement of the recording medium during the
implementation of interception; and
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(vi) beyond what is set forth in the preceding items, the particulars specified by
Rules of the Supreme Court with regard to the circumstances of the
implementation of interception under the provisions of Article 23, paragraph
(1), item ().
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(3) A judge Who has received a document submitted as prescribed in the

preceding two paragraphs is to examine whether the communications referred
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to in paragraph (1), item (vi) or item (iv) of the preceding paragraph fall under
the communications prescribed in Article 15, and when the judge finds that
they do not fall under the communications prescribed in Article 15, the judge is
to revoke the dispositions of interception of the relevant communications. In
this case, the provisions of Article 33, paragraphs (3), (5) and (6) apply mutatis

mutandis.
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Article 28 (1) Notwithstanding the provisions of paragraph (1) of the preceding
Article, if the period of conducting the implementation of interception contains
a period during which the implementation of interception under the provisions
of Article 20, paragraph (1) was conducted, a public prosecutor or judicial
police officer must submit to the judge prescribed in Article 25, paragraph (4) a
document stating the particulars set forth in the items of paragraph (1) of the
preceding Article for a period other than the relevant period and the following
particulars for the period during which the implementation of interception
under the provisions of Article 20, paragraph (1) was conducted, respectively,
without delay after the termination of the implementation of interception
(when there are any encrypted signals temporarily stored under the provisions
of Article 20, paragraph (1) that have not been decrypted under the provisions
of Article 21, paragraph (1) at the time of terminating the implementation of
interception, after the termination of the implementation of reproduction). The
same applies when a public prosecutor or judicial police officer files a request
for the extension of the period during which interception is authorized under
the provisions of Article 7 after conducting interception under the provisions of
Article 20, paragraph (1):

—  FREHIR OB KO T OFEH HIRF

(1) the date and time of commencement and termination of the designated
period;

=B HSREHOMEIZE A HEZOEOM, PR R O T O H HEE

(ii) the date and time of commencement, any suspension, and termination of
the implementation of interception under the provisions of Article 20,
paragraph (1);
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(iii) the date and time of commencement and termination of conversations that
took place during the implementation of interception under the provisions of
Article 20, paragraph (1);
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(iv) the date and time of commencement, any suspension, and termination of
the implementation of reproduction under the provisions of Article 21,
paragraph (1);
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(v) the name and occupation of the observer under the provisions of Article 13,
paragraph (1) as applied mutatis mutandis pursuant to Article 21, paragraph
(1);
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(vi) opinions presented by the observer under the provisions of Article 13,
paragraph (2) as applied mutatis mutandis pursuant to Article 21, paragraph
Q)
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(vii) particulars sufficient to identify the parts of the conversations prescribed
in item (iii) that respectively correspond to encrypted signals that have been
decrypted under the provisions of Article 21, paragraph (1), encrypted
signals which were deleted before the decryption under the provisions of that
paragraph, and any other encrypted signals;
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(viil) with regard to communications reproduced under the provisions of Article
21, paragraph (1), the provisions that served as the basis for the
reproduction, the date and time of commencement and termination of the
reproduced communication, and the names and other particulars that
contribute to identification of the parties to the communications;
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(ix) with regard to the communications prescribed in Article 15, the name of
the offense relating to the communications and the applicable penal statute,
as well as the reason for finding that the communications fall under the
communications prescribed in that Article;
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(x) the date and time of any replacement of the recording medium during the
implementation of reproduction;
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(xi) the date and time when the recording medium was sealed under the
provisions of Article 25, paragraph (2) and the name of the observer who
sealed the recording medium; and
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(xii) beyond what is set forth in the preceding items, the particulars specified
by the Rules of the Supreme Court with regard to the circumstances of the
implementation of interception under the provisions of Article 20, paragraph
(1) or the implementation of reproduction under the provisions of Article 21,
paragraph (1).
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(2) Notwithstanding the provisions of paragraph (2) of the preceding Article, if
the period of conducting the implementation of interception contains a period
during which the implementation of interception under the provisions of
Article 23, paragraph (1), item (ii) was conducted, a public prosecutor or
judicial police officer must submit to the judge prescribed in Article 25,
paragraph (4) a document stating the particulars set forth in the items of
paragraph (2) of the preceding Article for a period other than the relevant
period and the following particulars for the period during which the
implementation of interception under the provisions of Article 23, paragraph
(1), item (i) was conducted, respectively, without delay after the termination of
the implementation of interception (when there are any encrypted signals
temporarily stored under the provisions of that item that have not been
decrypted under the provisions of Article 23, paragraph (4) at the time of
terminating the implementation of interception, after the termination of the
implementation of reproduction). The same applies when a public prosecutor or
judicial police officer files a request for the extension of the period during
which interception is authorized under the provisions of Article 7 after
conducting interception under the provisions of that item:
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(1) the date and time of commencement, any suspension, and termination of the
implementation of interception under the provisions of Article 23, paragraph
(1), item (i);
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(ii) the date and time of commencement and termination of conversations that
took place during the implementation of interception under the provisions of
Article 23, paragraph (1), item (ii);
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(ii1) the date and time of commencement, any suspension, and termination of
the implementation of reproduction under the provisions of Article 23,
paragraph (4);
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(1V) partlculars sufficient to identify the parts of the conversations prescribed
in item (ii) that respectively correspond to encrypted signals that have been
decrypted under the provisions of Article 23, paragraph (4), encrypted
signals which were deleted before the decryption under the provisions of that
paragraph, and any other encrypted signals;

f. FH A EEFENUHEOHEIC L 5HELZ LIZBEICHOWTIE, BEORILE o7
R, OGO T OFH BEFIENCHEE DY FHE DR ZOMEDOFEICE
T HHEE

(v) with regard to communications reproduced under the provisions of Article
23, paragraph (4), the provisions that served as the basis for the
reproduction, the date and time of commencement and termination of the
reproduced communication, and the names and other particulars that
contribute to identification of the parties to the communications;
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(vi) with regard to the communications prescribed in Article 15, the name of
the offense relating to the communications and the applicable penal statute,
as well as the reason for finding that the communications fall under the
communications prescribed in that Article;
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(vii) the date and time of any replacement of the recording medium during the
implementation of reproduction; and
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(viii) beyond what is set forth in the preceding items, the particulars specified
by the Rules of the Supreme Court with regard to the circumstances of the
implementation of interception under the provisions of Article 23, paragraph
(1), item (ii) or implementation of reproduction under the provisions of
paragraph (4) of that Article.
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(3) A judge who has received a document submitted as prescribed in the
preceding two paragraphs is to examine whether the communications referred
to in paragraph (1), item (vi) or paragraph (2), item (iv) of the preceding Article,
or paragraph (1), item (ix), or item (vi) of the preceding paragraph fall under
the communications prescribed in Article 15, and when the judge finds that
they do not fall under the communications prescribed in Article 15, the judge is
to revoke the dispositions for interception or reproduction for the relevant
communications. In this case, the provisions of Article 33, paragraphs (3), (5)
and (6) apply mutatis mutandis.

(FFZFesk DAERR)
(Preparation of an Interception Record)
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Article 29 (1) Each time a public prosecutor or judicial police officer has
suspended or terminated the implementation of interception (excluding the
implementation of interception under the provisions of Article 20, paragraph
(1) or Article 23, paragraph (1), item (i1); hereinafter the same applies in this
paragraph), the public prosecutor or judicial police officer must promptly
prepare a copy of record for the purpose of using the content of the intercepted
communications in criminal procedures. The same applies when a recording
medium is replaced during the implementation of interception or otherwise
recording in a recording medium has been terminated.
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(2) Each time a public prosecutor or judicial police officer has suspended or
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terminated the implementation of reproduction, the public prosecutor or
judicial police officer must promptly prepare a copy of record for the purpose of
using the content of the reproduced communications in criminal procedures.
The same applies when a recording medium is replaced during the
implementation of reproduction or otherwise recording in a recording medium
has been terminated.
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(3) The record prescribed in paragraph (1) is to be prepared by deleting records of
communications other than the following communications from the recording
medium in which recording has been made under the provisions of the second
sentence of Article 24, paragraph (1) or Article 26, paragraph (2) or a copy of
the recording medium set forth in Article 25, paragraph (1) that has been made
under the provisions of paragraph (3) of that Article:
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(i) communications falling under communications to be intercepted;
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(i1) communications intercepted under the provisions of Article 14, paragraph
(2) that still require measures for restoring the content thereof;
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(iii) communications intercepted under the provisions of Article 15 and
communications intercepted under the provisions of Article 14, paragraph (2)
that have come to be found to fall under the communications prescribed in
Article 15; and

MU B =5 2H8T 2 81E & [ — D@aE O ITIT b /c@(E

(iv) communications that took place on the same occasion of conversations as
the communications set forth in the preceding three items.

4 B HIIHET eI, B FIUSRE AR L IEHE ZHRERE _HOBE
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(4) The record prescribed in paragraph (2) is to be prepared by deleting records of
communications other than the following communications from the recording
medium in which recording has been made under the provisions of the second
sentence of Article 24, paragraph (1) or Article 26, paragraph (2) or a copy of
the recording medium set forth in Article 25, paragraph (2) that has been made
under the provisions of paragraph (3) of that Article:
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(i) communications falling under communications to be intercepted;

TR &RENE G EAENEICBNWTEORIZ L DG A R BT, RFIC
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(i1) communications reproduced under the provisions of Article 21, paragraph
(4) (including the case in accordance with those provisions in Article 23,
paragraph (4); the same applies in the following item) that still require
measures for restoring the content thereof;
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(iil) communications reproduced under the provisions of Article 21, paragraph
(5) (including the case in accordance with those provisions in Article 23,
paragraph (4)) and communications reproduced under the provisions of
Article 21, paragraph (4) that have come to be found to fall under the
communications prescribed in Article 15; and

W R =52 5815 & Fl—oEEOES I ThbnidE

(iv) communications that took place on the same occasion of conversations as
the communications set forth in the preceding three items.

o SR TS XATRTHEE S 2T 215 OFEERIC DWW TIE, HikidE 0 gﬁ?‘“\“
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(5) When the communications set forth in paragraph (3), item (ii) or item (i) of
the preceding paragraph are found not to fall under communications to be
intercepted and the communications prescribed in Article 15, a record of those
communications and a record of the communications set forth in paragraph (3),
item (iv) or item (iv) of the preceding paragraph that pertains to those
communications must be deleted from the record prescribed in paragraph (1) or
the record prescribed in paragraph (2) (hereinafter, collectively referred to as
an "interception record"); provided, however, that this does not apply when any
of the communications set forth in paragraph (3), items (i) through (iii) or
items (i) through (iii) of the preceding paragraph took place on the same
occasion of conversations as those communications.

6 MREEIFNEEZAIL, FREEREER LIS EICRB VT, MIcH IR
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(6) When a public prosecutor or judicial police officer has prepared an
interception record, and when there are any recording media in which
intercepted communications (including communications reproduced under the
provisions of Article 21, paragraph (1) or Article 23, paragraph (4) and
communications restored through decryption under these provisions; the same
applies in the following paragraph) are recorded or a copy, etc. (meaning a copy
or other article and document recording the whole or part of the content of the
record as it is; the same applies hereinafter) thereof, other than the recording
medium that the public prosecutor or judicial police officer had submitted to a
judge under the provisions of Article 25, paragraph (4) or Article 26, paragraph
(4) (hereinafter referred to as the "original record of interception"), all those
records must be deleted. The same applies when any records have been deleted
from an interception record under the provisions of the preceding paragraph
and there still are other copies, etc. of those records.

7T BREEXIIFNEEZEEIX. Bt LTLBETho T, FRiskiciisks b ol
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(7) With regard to intercepted communications other than those recorded in an
interception record, a public prosecutor or judicial police officer must not
disclose the content thereof to third parties or use the content thereof. The
same applies even after a public prosecutor or judicial police officer has left

their position.

(A5 DY FHF T3 DB A)
(Notice to Parties to Communications)
Btk BREEIENEERAIL. BRIl I TV DlEDO L FE T3 L.,
B ilsk A ER LT B R OWKICHE T 2 F I 2 FH il Cila L2 iUz 6720,
Article 30 (1) A public prosecutor or judicial police officer must give a written
notice stating the fact that an interception record has been prepared and the
following matters to the parties to the communications recorded in the
interception record:
—  UEEEORBE O T OFEH HERENZHEF A OKA CHIIL TW A 5EICR
%, )
(1) the dates and times of commencement and termination of the
communications and the names of the other parties (limited to the case
where the names of the other parties are known);
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(ii) the date of issuance of the warrant for interception;
= B OEmOBLM KO T OFH B
(iii) the dates of commencement and termination of the implementation of

interception;
MU sz OFEMmORISR & LT iE(E FE

(iv) the means of communication subject to the implementation of interception;
o F RIS S T gRA ROV SR
(v) the name of the offense and the applicable penal statute stated in the

warrant for interception;
NOHTERICHET 2EEICOVWTE, TOFWL OIS YL@ E IR D ILFROTRA K
[ONIES

(vi) with regard to the communications prescribed in Article 15, to that effect
and the name of the offense relating to the communications and the
applicable penal statute; and
t REOHEIZ L D= e OIS (A L B SUIEROER Z v 9,
UTFZOFICENTHL, ) KOHE =+ KB -HOBEIZ X D055 O DR
HUSE OFF A DFFE RN =+ =& F — T UIHE “HOBREIC LD NIRFZ TE T
HZENTEDHE

(vii) the fact that the party may do hearing, etc. (meaning hearing, inspection
or copying; hereinafter the same applies in this item) of the interception
record under the provisions of the following Article and a request for
permission for hearing, etc. of the original record of interception under the
provisions of Article 32, paragraph (1), and an appeal under the provisions of
Article 33, paragraph (1) or (2) may be filed.

2 HEEOEHIL, WEOHFENRFE TERWGE XIZDOFERH LN TRVWGE
rRE, BZOEMPKET LB =THURICZAEZRE LRI RSV, 2721,
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(2) A notice referred to in the preceding paragraph must be given within 30 days
after the termination of the implementation of interception except for the case
where the parties to the communications cannot be identified or their
whereabouts are not known; provided, however, that when a judge of a district
court finds that there is a risk that the investigation will be hindered, the
judge may extend the period during which a notice must be given under the
provisions of this paragraph by specifying a period not exceeding 60 days upon
a request by a public prosecutor or judicial police officer.

3 MEE IIFNEZZEI, ATEACHET 2 M RE L%, BEOYES
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(3) In the case where the parties to the communications have been identified or
their whereabouts have come to be known after the lapse of the period
prescribed in the main clause of the preceding paragraph, a public prosecutor
or judicial police officer must promptly give a notice referred to in paragraph
(1) to the parties to the communications. In this case, the provisions of the

proviso to the preceding paragraph apply mutatis mutandis.

(F5 52 Fe ek D REIE K OV %)
(Hearing and Inspection of an Interception Record)
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Article 31 The parties to the communications who have received a notice
referred to in paragraph (1) of the preceding Article may hear, inspect or copy
the part of the interception record that pertains to the relevant
communications.

(1552 0 5 AL ik D T i K OV B2 %)
(Hearing and Inspection of the Original Record of Interception)
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Article 32 (1) In the case where a party to the communications recorded in an
interception record has heard, inspected or copied the part of the interception
record that pertains to the relevant communications as prescribed in the
preceding Article, and when a judge who keeps the original record of
interception (hereinafter referred to as a "judge keeping the original record")
finds it necessary for confirming the accuracy of the interception record or
otherwise finds that there are justifiable grounds, the judge must permit
hearing, inspection or copying of the part of the original record of interception
that corresponds to the relevant communications upon a request by the party
to the communications.

2 FREREEHEIL. e shmE B F&RE - EAIB =40 —HE
OB R DFEZOREICH o TR, B RE - EUIE =B UED
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(2) When a judge keeping the original record finds it necessary for confirming the
content of the intercepted communications (in the case of interception under
the provisions of Article 20, paragraph (1) or Article 23, paragraph (1), item (ii),
communications reproduced under the provisions of Article 21, paragraph (1)
or Article 23, paragraph (4)) or otherwise finds that there are justifiable
grounds, the judge must permit hearing, inspection or copying of the part of
the original record of interception that pertains to the relevant
communications upon a request by a party to the communications other than
the communications recorded in an interception record.

3 JERLERIREECHIE X, R MMTOA T FHHCEA L, JLRFEEOFS OFER ULHEZ
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(3) When a judge keeping the original record finds it necessary for proving or
disproving of the facts of the crime or confirming the accuracy of an
interception record or otherwise finds that there are justifiable grounds with
regard to the case for which interception has been conducted, the judge may
permit hearing, inspection or copying of the part of the original record of
interception that the judge finds necessary upon a request by a public
prosecutor or judicial police officer; provided, however, that copying is limited
to the part pertaining to the following communications (excluding
communications recorded in an interception record):

— FZTREWBEICZYT EE

(i) communications falling under communications to be intercepted;

= MRSREFEOEL OFEINC ML IR FEL & 72 D E (BT F ST 2815 2 BRr<, )

(i) communications that serve as evidence necessary to prove or disprove the
facts of the crime (excluding the communications set forth in the preceding
item); or

= HIBICBT 58(E & R olEE O ITITh Il

(iil)) communications that took place on the same occasion of conversations as
the communications set forth in the preceding two items.
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(4) Notwithstanding the provisions of the preceding paragraph, in the case where
there is a judicial decision that ordered deletion of a record pursuant to the
provisions of paragraph (3) of the following Article (including the case as
applied mutatis mutandis pursuant to Article 27, paragraph (3) and Article 28,
paragraph (3); hereinafter the same applies in this paragraph), a request for
permission for copying under the provisions of the preceding paragraph may be
filed only if those communications pertaining to the record whose deletion was
ordered are newly found to fall under the communications set forth in item (i)
or (ii) of the preceding paragraph for which there is no other appropriate
method of proof to be used in lieu thereof, with regard only to the part of the
original record of interception that pertains to the relevant communications
and communications that took place on the same occasion of conversations as
those communications; provided, however, that this request may not be filed if
the judicial decision ordered deletion of the record of these communications on
the grounds that the case falls under paragraph (3), item (ii) of the following
Article.

5 RiEREEHIEIL. MEEICLVEZREUITOEMED B~ OFHE K1 & -
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(5) With regard to a case under public prosecution for which a request for
examination of an interception record or a copy, etc. thereof has been filed by a
public prosecutor, when a judge keeping the original record finds it necessary
for the defense of the accused or for confirming the accuracy of the interception
record, or otherwise finds that there are justifiable grounds, the judge may
permit hearing, inspection or copying of the part of the original record of
interception that the judge finds necessary upon a request by the accused or
their defense counsel; provided, however, that copying of the part pertaining to
the communications to which the accused is not the party is permitted only in
the case where there is a consent of one of the parties to the relevant
communications.

6 MEE IFHEERENE —HOBEIZ XV ER Lo ERIT, Fidsk s 2707,
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(6) A copy made by a public prosecutor or judicial police officer under the
provisions of paragraph (3) is deemed to be an interception record. In this case,
with regard to the application of the provisions of Article 30, the term "and the
following matters" in paragraph (1) of that Article is replaced with ", the
following particulars, the fact that copying under the provisions of Article 32,
paragraph (3) has been permitted, and the date of the permission" and the
term "after the termination of the implementation of interception" in
paragraph (2) of that Article is replaced with "after making a copy".
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(7) Hearing, inspection or copying must not be permitted for the original record
of interception except for cases under the provisions of paragraphs (1) through
(5); provided, however, that this does not apply in the case where a court or
judge, as prescribed in the Code of Criminal Procedure, finds it necessary for
proceedings or a judicial decision concerning a case under public prosecution
for which a request for examination of an interception record or a copy, etc.
thereof has been filed by a public prosecutor or a criminal case relating to
interception, and examines the part of the original record of interception that
the court or judge finds necessary.

(AR HAZT)
(Appeal)
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Article 33 (1) A person who is dissatisfied with a judicial decision rendered by a
judge in relation to communications interception may file a request for
revocation or modification of the judicial decision with the court to which the
judge concerned belongs.

2 MR UIMEFEEE N LIBEOFEZ IHFAEICET D0 IR RN H 2F X%
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(2) A person who is dissatisfied with dispositions taken by a public prosecutor or
public prosecutor's assistant officer in relation to interception or reproduction
of communications may file a request for revocation or modification of the
dispositions (including the termination of the implementation of interception or
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the implementation of reproduction; hereinafter the same applies in this
paragraph) with the district court having jurisdiction over the location of the
public prosecutors office to which the public prosecutor or public prosecutor's
assistant officer belongs, and a person who is dissatisfied with dispositions
taken by a judicial police official in relation to interception or reproduction of
communications may file a request for revocation or modification of the
dispositions with the district court having jurisdiction over the place where the
official executes their duties.
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(3) When a court finds that the case falls under any of the following items upon
revoking measures of interception or reproduction based on a request referred
to in the preceding paragraph, the court must order a public prosecutor or
judicial police officer to delete: out of the interception record (excluding a
record deemed to be an interception record under the provisions of paragraph
(6) of the preceding Article; hereinafter the same applies in this paragraph)
and a copy, etc. thereof that the public prosecutor or judicial police officer
keeps, the record of communications pertaining to the relevant dispositions of
interception or reproduction and the record of communications that took place
on the same occasion of conversations as those communications, and encrypted
signals temporarily stored in relation to the relevant dispositions of
interception; provided, however, that this does not apply when a court finds
that the case falls under item (iii) and finds it inappropriate to order the
deletion of the record:

— U IE/EIRDEED ., B ILARE S BT ES ST D
WEOVWTICHLEbRNE &,

(1) when the communications pertaining to the relevant interception or
reproduction do not fall under any of the communications set forth in the
items of paragraph (3) or the items of paragraph (4) of Article 29;

SR SUIHEAICE VT, BEOYEE O RET D720 O FHEICE KRR
HEIEN DD L&,

(i1) when there is a serious illegality in procedures for protecting interests of
the parties to the communications in conducting interception or
reproduction; or
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(iii) when there is illegality in procedures for the interception or reproduction
except for cases falling under the preceding two items.

4 FIREHOBHAERT D2 LOF ANV IEESNT & &id, MEE XTFNEE
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(4) When permission for copying referred to in paragraph (3) of the preceding
Article has been revoked, a public prosecutor or judicial police officer must
delete: out of the record deemed to be an interception record under the
provisions of paragraph (6) of that Article (including a copy, etc. thereof) that
the public prosecutor or judicial police officer keeps, the part pertaining to the
revoked permission.
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(5) A judicial decision to order the deletion of a record under the provisions of
paragraph (3) or a judicial decision to revoke permission for copying under the
provisions of the preceding paragraph does not preclude an interception record
or a copy, etc. thereof from being used as evidence in the procedures relating to
a case under public prosecution when the examination of evidence has already
been conducted for the relevant interception record or a copy, etc. thereof in
that case under public prosecution, as long as a decision to exclude from
evidence has not been rendered.
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(6) When a judicial decision prescribed in the provisions of the preceding
paragraph has been rendered for an interception record for which the
examination of evidence has already been conducted in a case under public
prosecution, the relevant interception record is deemed to have been deleted
based on a juridical decision referred to in paragraph (3) or under the
provisions of paragraph (4) in applying Article 29, paragraph (7) in cases other
than the case where the content of the interception record is to be made known
to third parties or is to be used in the procedures relating to that case under
public prosecution.
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(7) Beyond what is provided for in this Act, procedures for appeal under the
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provisions of paragraphs (1) and (2) are to be governed by the procedures for
requests referred to in Article 429, paragraph (1) and Article 430, paragraph
(1) of the Code of Criminal Procedure.

(£33 D JRFLEk D LR WD)
(Period to Keep the Original Record of Interception)
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Article 34 (1) The original record of interception is to be kept until the day on
which five years elapse from the day of the submission under the provisions of
Article 25, paragraph (4) or Article 26, paragraph (4) or a day on which six
months elapse from the day of the conclusion of a case under public prosecution
in which an interception record or a copy, etc. thereof was examined as
evidence, or the conclusion of a criminal case relating to interception,
whichever comes the latest.

2 FGLEMREEHEIL, RERD DL RO DL E XL, AHOREOWM A IEE ST 5 Z
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(2) When a judge keeping the original record finds it necessary, the judge may
extend the period to keep the original record of interception referred to in the
preceding paragraph.

BUE BEOMEOHES

Chapter IV Respect of Secrecy of Communications

(BARREIZ & 215 DR DB ESE)
(Respect of Secrecy of Communications by Persons Concerned)
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Article 35 A public prosecutor, public prosecutor's assistant officer, judicial
police official, defense counsel, or other person who became involved in
interception or reproduction of communications or who has learned the
circumstances of interception or reproduction of communications or the content
of the intercepted communications (including reproduced communications) in
the course of duties must pay attention not to unduly harm the secrecy of

communications and not to hinder investigations.
(H&E~DOHEE)
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(Report to the Diet)
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Article 36 Every year, the national government is to make a report to the Diet
on the number of requests for and issuance of warrants for interception, names
of offenses pertaining to those requests for and issuance of warrants for
interception, types of means of communication subject to interception, period of
conducting the implementation of interception, the number of occasions of
conversations during the implementation of interception, the number of
occasions during which the communications set forth in paragraph (3), item (i)
or (iii) or paragraph (4), item (i) or (ii1) of Article 29 took place out of those
occasions, in cases where the implementation of interception under the
provisions of Article 20, paragraph (1) or Article 23, paragraph (1), item (i) or
(i1) was conducted, to that effect, as well as the number of persons who were
arrested in relation to cases for which interception was conducted, and also
publicize these particulars; provided, however, that when reporting and
publication of names of offenses may cause hindrance to investigations, the

reporting and publication are to be made after the hindrance ceases to exist.

(EfE DR 22917 % DILET &)
(Punishment for Acts Violating the Secrecy of Communications)

FotEE HENIHEOHEREZ AT L2080, ZOME ITHEOHEICRE L,
BRIEEFEE (ML UVEEREN AT FEE LR - EXIARESE
Bl (B FEERFELHRS) BHUEFE -HOFELZIL L L&, =4FLT
DEEATE T H LT OF @I 5,

Article 37 (1) A public employee who has the authority to conduct an
Investigation or examination to who has committed a crime referred to in
Article 179, paragraph (1) of the Telecommunications Business Act (Act No. 86
of 1984) or Article 14, paragraph (1) of the Cable Telecommunications Act (Act
No. 96 of 1953) in relation to the duties for the investigation or examination is
to be punished by imprisonment for not more than three years or a fine of not
more than one million yen.

2 HIEOIEORZRIL, E1T D,

(2) An attempt of the crime referred to in the preceding paragraph is to be
punished.
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3 AT _HOFEIZOWTEFRXILEREZ LI-E X, REEOAGFEZRE LR WASIZR
RA3 5 & X1, FFEFRES AR+ _&HE -HOHKRET L2 LN TED,

(3) A person who has filed a complaint or an accusation for any of the crimes
referred to in the preceding two paragraphs may file a request referred to in
Article 262, paragraph (1) of the Code of Criminal Procedure, if dissatisfied
with a disposition by a public prosecutor not to prosecute the relevant crime.

BRE MHH

Chapter V Auxiliary Provisions

OH=EFREATE & DEALR)
(Relationship with the Code of Criminal Procedure)
T WA S SEF@{%ﬁ BT 2 FHICHONWTIEL, ZOERIZHIOED R HD S DD
(E7>, JHFERAAIEIC
Article 38 Beyond what 1s specially provided for in this Act, procedures
concerning communications interception are to be governed by the Code of

Criminal Procedure.

(i i #HI T AL

(Rules of the Supreme Court)

=+ ZOERIZEDDHODIEN, FHZTIROFEA, BN TE WM OMER,
RUER AR DO EIFI R O . 752 DR FLER DIRE Z O DB 155752 D Fhii D4R &

LA L7cFm O, BHREFITHET 2BEISHEETLI0E I hoFE, BEDY

FHIIKT 2@ ZIE L2 LR bR W OER . BT RE T 2 5% 508k D

HEI K OV Bl ONZ 2 OB D VERGTE NSRRI S TIZBI 5 FREIC DWW T E S

HiT, m#FHFTHRAITED %,

Article 39 Beyond what is provided for in this Act, necessary particulars
concerning the issuance of a warrant for interception, the extension of the
period during which interception is authorized, sealing and submission of a
recording medium, storage and other handling of the original record of
interception, submission of a document stating the status of the
implementation of interception, examination as to whether communications
fall under the communications prescribed in Article 15, the extension of the
period during which a notice must be given to the parties to the
communications, hearing, inspection and copying of an interception record kept
by a court, and procedures for filing an appeal are to be provided by Rules of

the Supreme Court.

BRI

Supplementary Provisions
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(BATH H)
(Effective Date)
1 ZOE#E. AMOANLER L T—HE2 B RWVEFANICESWTES TED S H
MO HETT T 5,
(1) This Act comes into effect as of the day specified by Cabinet Order within a
period not exceeding one year from the date of promulgation.
PP — ZHFEEABE =IO FI2 L0 Fpk— = - N« — 30 B HET)
[Effective as of August 15, 2000, under Cabinet Order No. 390 of July 2000]

(KU E 5 O —HBE)

(Partial Amendment of the Cable Telecommunications Act)

2 AMERBEEO—HZRO LD IZHIET 5,

(2) The Cable Telecommunications Act is partially amended as follows:
(RD X 5 )

[The details of the amendment are omitted.]

(S F2EE O —HBE)

(Partial Amendment of the Telecommunications Business Act)

3 BRBEFEEO—HZKRDO LD IZHIET D,

(3) The Telecommunications Business Act is partially amended as follows:
(kD X 9]

[The details of the amendment are omitted.]

M R (ER+—8F+ A+ ZEEREE A5 (¥
Supplementary Provisions [Act No. 160 of December 22, 1999] [Extract]

(BL5y. HEEEICET DRt &)
(Transitional Measures Concerning Dispositions and Applications)

BT 0% PREATEUWERBARELOCZOER (LT THERBRRIESE) LRI
%o ) OFEATRNIES OBEIC L 0 ERTOE OB L7, §Fr. 3R, KGR,
FaE € O OIS ATIEENIZ DM DOIT 2L, ETITHBEDOED R H D b DDIED, K&
FRARIEFEORATHR I, SCOERBRIEZEORITH OES DY HEIZESWNT, YD
[EOBEREN L7 fedF. #Fn, A, KGR, $5E L DM OLS SUTIEEE O D172 &
HIRT,

Article 1301 (1) A license, permission, authorization, approval, designation, or
other disposition, or a notice or other act that the former organ of the national
government has granted or conducted under the provisions of laws and
regulations prior to the enforcement of the Acts Related to the Central
Government Reform and this Act (hereinafter collectively referred to as the
"Reform-related Acts, etc.") is deemed, after the enforcement of the Reform-
related Acts, to be a license, permission, authorization, approval, designation,
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or other disposition, or a notice or other act that the relevant organ of the
national government has granted or conducted based on the relevant provisions
of laws and regulations after the enforcement of the Reform-related Acts, etc.,
unless otherwise provided for in laws and regulations.

2 YOEBMRIEE OREAT O FRBUIES OBEIC L Y ERTOE O L TEhTnD
HEE. \HZOMOITRIE, IERTICHEOEDNH D b ODIEN, SCEEBMRIES O
1TH2I%. BCERRIEFEORATHR DES O Y HFEIZIE SN T, Y OE ORI L
TENTZHFE, JmHEDOfMOITR & BT,

(2) An application, notification or other act that has been filed or conducted with
the former organ of the national government under the provisions of laws and
regulations as of the time of the enforcement of the Reform-related Acts, etc. is
deemed, after the enforcement of the Reform-related Acts, to be an application,
notification or other act that has been filed or conducted with the relevant
organ of the national government based on the relevant provisions of laws and
regulations after the enforcement of the Reform-related Acts, etc., unless
otherwise provided for in laws and regulations.

3 WHEBIMRIEHEOMATRIIES OBLEIZ L U e O E OBk Lild, M, $2H
ZOMDFHiz LT T b e SN TWHHE T, dgBARIESF ORilT O H Al
(CEDFRN SN TRV EDIZONTIL, EFICHIBEDED N LD HDDIEN, &K
FRMRIEFEORATRIZ, Za, WERAREZEORITEROEST OMYBEIC LD Y
DOEOHEEIIZKR L THE., Jmit, HEZoMOFE Litnidebrne shics
HIZOWTEDF/RN SN TNRNE D LB LT, ERERIEFEOMITHDESTD
REZEMT 5,

(3) With regard to the particulars for which reporting, notification, submission or
other procedures must be conducted for the former organ of the national
government under the provisions of laws and regulations prior to the
enforcement of the Reform-related Acts, etc., and for which such procedures
have not been conducted prior to the effective date of the Reform-related Acts,
etc., the provisions of laws and regulations after the enforcement of the
Reform-related Acts, etc. apply after the enforcement of the Reform-related
Acts, etc. by deeming those particulars as the particulars for which reporting,
notification, submission or other procedures must be conducted for the relevant
organ of the national government under the relevant provisions of laws and
regulations after the enforcement of the Reform-related Acts, etc. and for
which such procedures have not been conducted, unless otherwise provided for

in laws and regulations.

(TERTDBNT K 2453 F BT 2 Rl i)
(Transitional Measures Concerning Dispositions Governed by Prior Laws)
BT -H 5 BBUMOBICLDZE LT DETOREICLY . HERTOEOHEEN
REAGFE A, WAL KGR, fEEE OM O L < IR@ZE DM OIT E SUXUER]T
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DEOKEBNKR L TTNEHEE, HHZOMOITRHIT OV TIL, ERIZHERDOED N
5D bDDIEN, WERAREFEORAITRIT, SCEREEMRIES ORITHE OIES OHIEIZH
S EDEBROTEEFORFITILL., TNEh, HYOEOKENT & b0 L
L. XIIHEEOEOEEICH L TTIR&EbD e T 5,

Article 1302 With regard to a license, permission, authorization, approval,
designation, or other disposition, or a notice or other act that the former organ
of the national government is to grant or conduct, or an application,
notification or other act that is to be filed or conducted with the former organ
of the national government under the laws and regulations providing that prior
laws continue to govern, after the enforcement of the Reform-related Acts, etc.,
the relevant organ of the national government is to grant or conduct such
license, permission, authorization, approval, designation, or other disposition,
or a notice or other act, and such application, notification or other act is to be
filed with the relevant organ of the national government, in accordance with
the categories of duties and affairs under jurisdiction of respective organs
based on the provisions of laws and regulations after the enforcement of the
Reform-related Acts, etc., unless otherwise provided for in laws and regulations.

(FTHNCRE 9 D Rt 4 )
(Transitional Measures Concerning Penal Provisions)
BT =H =5 WEBREFORMATHNC LTI T 28O W T, 2B
WERTOBNZ K 5,
Article 1303 Prior laws continue to govern the application of penal provisions to

acts committed before the enforcement of the Reform-related Acts, etc.

(Bt ~DZEAT)
(Delegation to Cabinet Order)

FTF=ml+NE FLt+—F0oBELtAEETCKOETF " -FNLHIGE TEY
[ RETTFSCEERARIEICED D2 b ODIED, EBRIEFEORATIZE L4 Z e #E
HiE ERNCET RREE L G, ) 3. BT TED D,

Article 1344 Beyond what is provided for in Articles 71 through 76 and Article
1301 through the preceding Article, and in the Reform-related Acts, etc.,
Cabinet Order prescribes the necessary transitional measures (including
transitional measures concerning penal provisions) concerning the enforcement
of the Reform-related Acts, etc.

W Rl (ER+—E+_A_+BEEEEATE) ()
Supplementary Provisions [Act No. 160 of December 22, 1999] [Extract]

(FEfT8 H)
(Effective Date)
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F—k ZOER (B KK OE=5%20R< ) 1 EREF=ZF—HAXRNANLHITT 2,
722 L, ROBFIZIT H2BET. YA FITED D AN LHMITT 5,

Article 1 This Act (excluding Articles 2 and 3) comes into effect as of January 6,
2001; provided, however, that the provisions set forth in the following items
come into effect as of the date respectively specified therein:

—  [(FiM%) HET=EmN+UFORE AfOH

(1) [Omitted] the provisions of Article 1344: the date of promulgation;
NS

(ii) [Omitted].

B Al (PRT=F+ZA+ZHERESELRLT=5] (]
Supplementary Provisions [Act No. 153 of December 12, 2001] [Extract]

(M4 T3 B )
(Effective Date)
F— ZOEEL, AHOBPLERLTANAZBE I 2WERANICEWTES TED
HHPOHEITT 5,
Article 1 (1) This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding six months from the date of promulgation.
CER—UFE—AES =5k, SER— - = - —22 B HfT)
[Effective as of March 1, 2002, under Cabinet Order No. 3 of January 2002]

B Al (ER+EEEAZ+HNBERESE 05 ()
Supplementary Provisions [Act No. 125 of July 24, 2003] [Extract]

(HEA739 H )
(Effective Date)

B4k ZOWEHEIE, AMOANHERE L TIH A2 WEHENICIS W TES TED
LRAMMBRATT D, 722 L. ROFZZITH/ITHREIR. TNENLHES FITED D H
MORATT %,

Article 1 (1) This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding nine months from the date of promulgation;
provided, however, that the provisions set forth in the following items come
into effect as of the date respectively specified therein:

— = ()

@) , (i1) [Omitted];

= [Aeg) BHAE =R SAIE N+ —5E T (TR OBE SMMiOANL
BE LT ELBEARWEFNICEWTES TED S H

(ii1) [Omitted] the provisions of Article 34 of the Supplementary Provisions to
Article 41 of the Supplementary Provisions [Omitted]: the day specified by
Cabinet Order within a period not exceeding one year from the date of
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promulgation.
CER—ANFEZABDTHNFITEY | Fpe—oN - U - — B HfT)
[Effective as of April 1, 2004, under Cabinet Order No. 58 of March 2004]

M Rl (ERTIUWVE+—A=+REBEEEE=+5]) ()
Supplementary Provisions [Act No. 120 of November 30, 2007] [Extract]

R
History

B Al (PR EEAA S HEBEEREETEE] ()
Supplementary Provisions [Act No. 74 of June 24, 2011] [Extract]

(fefTHI B )
(Effective Date)
Bk ZOEHI. AMOBNGEBELT O TFAEZRALZANSEIT TS, (#

I )

Article 1 This Act comes into effect as of the day on which twenty days elapse
from the date of promulgation. [Omitted]

B Rl (PR NEARNA=ZREEERETIE] )
Supplementary Provisions [Act No. 54 of June 3, 2016] [Extract]

(W17 551 H)
(Effective Date)
B ZOWEMEII. AMOBNLER L T EF 2B WEANICE W TES TED
LHMBHAITT %, 72720, ROKFITEIT 28 EIT. YA FITED D H O HMAT
T 5,
Article 1 (1) This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding three years from the date of promulgation;
provided, however, that the provisions set forth in the following items come
into effect as of the date respectively specified therein:
CER = —F U A B — BN FI2 LD, P =— « K« — B Hif7)

[Effective as of June 1, 2019, under Cabinet Order No. 156 of April 2019]

— MHAEILEE "HOBE AfMOH

(1) the provisions of Article 9, paragraph (3) of the Supplementary Provisions:
the date of promulgation;

= (k&)
(i1) [Omitted]; and

= B 5% EIFICETFIHEEREEZRLS, ) KOEAFOME (FK)  AfoOH
MOEFE L TCRAZBEZWEHBANICBWTES TED S H
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(iii) the provisions of Article 1 (excluding the amending provisions set forth in
the preceding item) and Article 6 [Omitted]: the day specified by Cabinet
Order within a period not exceeding six months from the date of
promulgation;

CERCCIEILA BT =—R5I2 80 Bk =\ - — 2« — ) B JiidT)
[Effective as of December 1, 2016, under Cabinet Order No. 316 of September
2016]
i )
(iv) [Omitted].

(K )
(Review)

FIL BURIE. BEHANOEE - BRlE (BEH~ICR1T 2 #EeE O fitd L V2 o Rl &
PR K ORIE] D IR K0 RS RICRRER L, N Z ARk HICHET 5 2 & %
WO, UFZORICEBWTRHL, ) 28, #EEH OMR OER ML OO FIHIZ SN T
DN FEZHSRT 2 HDOTHhH D L bz, B0 EREMICET 5 2 & 2
F R ZOERORITER =F 2 LG E 280 T, B OgkE - dkiml% o £
WA R L. B~ O « SRl > THA LOEZLOMORENEL 25
BNRHHLEFICHE LSO, RO - SBE (T 5HEOHED FIZHONT
MEtaNz, LEPRHLERBODHEEIE, ZORMRICESWTHHEOHELHT DL
DET D,

Article 9 (1) In light of the fact that the sound and video recording of
interrogations (meaning recording of the accused's statements and the
circumstances during the interrogations in a recording medium by a method of
sound and video recording and providing it for establishing proof; hereinafter
the same applies in this Article) secures appropriate proof for the
voluntariness of the suspect's statements and other matters and also
contributes to proper implementation of interrogations, the national
government is to review the system of sound and video recording of
interrogations, upon the lapse of three years after the enforcement of this Act,
in consideration of the actual status of sound and video recording of
interrogations and the possibility that sound and video recording of
interrogations may cause hindrance or any other harmful effects to
investigations, and when finding it necessary, take appropriate measures
based on the results of the review.

2 HHEICED D HOOIEN, BUFIL, I OEHEORITER =448 L2812 T,
Z DIERIC X 2 BIER OBUE DOREATORBUC OV THRF 2 A, LERH D LRDD
EEF. TORRICESWTHEDOHELZHT 50D LT D,

(2) Beyond what is provided for in the preceding paragraph, upon the lapse of
three years after the enforcement of this Act, the national government is to
review the status of the enforcement of the provisions after amendment by this
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Act, and when finding it necessary, take appropriate measures based on the
results of the review.

3 BUMNIE., ZOEROAME, LEIDELT, ERNIT, B REICRIT DO B
. EFRRFEICBT 2 EEREORA OREITHRD Féf%\ AEANFEOHEFHINCI T D
RE IR OIEBEEIZOVTHRHAZITI DD LT 5,

(3) After the promulgation of this Act, the national government is to review the
disclosure of evidence in trials seeking retrial, measures concerning
concealment of the names of the victims in charging instruments, and
measures concerning the protection of witnesses, etc. out of criminal
proceedings, etc. promptly as needed.

M Rl (ST _ANAEEEANTZE) ()
Supplementary Provisions [Act No. 63 of December 4, 2019] [Extract]

(HEA739 1)
(Effective Date)

F—k ZOEEI, AHOBPLERL T 2B WEANICEB W TES TED
LAPOHATT 5, 7272 L, ROFFZITHIT DHEIL. Y%A FITED D H BT
T 5,

Article 1 (1) This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding one year from the date of promulgation; provided,
however, that the provisions set forth in the following items come into effect as
of the date respectively specified therein'

(B =B &k AT e W e —h B AT
[Effective as of Aprll 1, 2020, under Cablnet Order No. 39 of March 2020]
— RIS+ R RO NGO BE AfioH
(i) the provisions of Article 12 and Article 39 of the Supplementary Provisions:
the date of promulgation;
—e = ()
(i1) , (i) [Omitted]

(ETHNZ B3 o R A )

(Transitional Measures Concerning Penal Provisions)
=FN\E ZOEEORATANC L2 T2 K O OEFROBIEIZ L0 ZRBIErioflic &
HZEEShAGAI 7‘ D Z DIEEDORATRIC L7AT2I12x 4 2 E R0 iz >0
TiE, RBUERTOHNI

Article 38 Prior laws continue to govern the application of penal provisions to
acts committed before the enforcement of this Act and to acts committed after
the enforcement of this Act if prior laws continue to govern pursuant to other
provisions of this Act.
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(Brm ~DZEME)
(Delegation to Cabinet Order)
Botek ZoOMANCHET 2 b001E0, 2 OEROEITICE LLE R R E R E
ETHNCRET s REHEE L BT, ) 1T, BT TED D,
Article 39 Beyond what is provided for in these Supplement Provisions, Cabinet
Order prescribes the necessary transitional measures (including transitional
measures concerning penal provisions) concerning the enforcement of this Act.

MERB— (F=K FHHILRER)
Appended Table 1 (Related to Articles 3 and 15)

—  KBRERE (R 4+ =B e —H0s) 8 -+ CRER. @miA%) U3
UG (PR, GEE L) O3

(i) the crime referred to in Article 24 (Cultivation, Import) or Article 24-2
(Possession, Transfer) of the Cannabis Control Act (Act No. 124 of 1948);

= REEAIRGEE (WA HANEEERE S T 5) B4 (AS%) FHLL<
N+ —ko = (P, BEELE) O, MEEU+—Fo=8—HFE =72 (B
FEAIFE B O AE) & L <IXHNE (REAREEORE) ofELIZInsodk
(AR D RISE (BRI H O RERAFE OMAT) OFFELIIIINDDIROR
FIE XAXFNEFH U+ — SO NUE —HE =5 (REAFEOFTF) & L IXHU5

(REEAIEEOFENE LE) OFRELIZINODORITHR DRSS —H (BRI EMD

WEEAIFEIOFTFRE, BIELE) OFAELIIIINGDOFEOREIE

(i1) the crime referred to in Article 41 (Import) or Article 41-2 (Possession,
Transfer) of the Stimulants Control Act (Act No. 252 of 1951), the crime
referred to in Article 41-3, paragraph (1), item (iii) (Import of Stimulants'
Raw Materials) or item (iv) (Manufacture of Stimulants' Raw Materials) of
the same Act or the crime set forth in paragraph (2) of that Article (Import of
Stimulants' Raw Materials for Profit) in relation to these crimes or an
attempt of these crimes, the crime referred to in Article 41-4, paragraph (1),
item (ii1) (Possession of Stimulants' Raw Materials) or item (iv) (Transfer of
Stimulants' Raw Materials) of the same Act or the crime set forth in
paragraph (2) of that Article (Possession, Transfer of Stimulants' Raw
Materials for Profit) in relation to these crimes or an attempt of these
crimes;

= HWAEEREOERZEEE B +HRERSH G s Btk (B
EME A NEAESE2174%) | BHE+HNEo S (ERIENEOmE) UIFH L
TN (FEHEHAE OINZSE) DR

(iii) the crime referred to in Article 74 (Act of Causing a Group of Stowaways to
Illegally Enter Japan), Article 74-2 (Transportation of a Group of
Stowaways), or Article 74-4 (Receipt of a Group of Stowaways) of the
Immigration Control and Refugee Recognition Act (Cabinet Order No. 319 of
1951);
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DU BRIE N DN RS AR SRR VL (B3R —+ R EE S+ 105) BN+ lUE (7 'F v
F L REOEALE) | EAFNEO T (UTEFIENLE REOBEE L, TR
%) L BATES (T BEFAENE RELDSNOMIEOwRAE) | EARHANEK (Y
TR FNENE RFELUSORIEOGEIE L. FrEFE) | BATAEZO= (AkEHED
WA ITHASTIREON (MR OERE LE) O

(iv) the crime referred to in Article 64 (Import of Diacetylmorphine, etc.),
Article 64-2 (Transfer, Possession of Diacetylmorphine, etc.), Article 65
(Import of Narcotics Other than Diacetylmorphine, etc.), Article 66 (Transfer,
Possession of Narcotics Other than Diacetylmorphine), Article 66-3 (Import
of Psychotropics), or Article 66-4 (Transfer of Psychotropics) of the Narcotics
and Psychotropics Control Act (Act No. 14 of 1953);

o R EREE (B UEEEEEN+ ) B=+—5% Gtfao sy
W) | &R0 (B o B RE) EE =Ko =% —5 (Hiiuk
et DA O R 2y 0 HEFF i) oIk

(v) the crime referred to in Article 31 (Unauthorized Manufacture of Firearms),
Article 31-2 (Unauthorized Manufacture of Ammunition), or Article 31-3,
item (i) (Unauthorized Manufacture of Arms Other than Firearms or
Ammunition) of the Ordnance Manufacturing Act (Act No. 145 of 1953);

N A (I HIVEEREREEH—5) BE+—5% (T LOER., A0l
ANEZE) B+ 5% (b~AFOEE L, TR%E) O3

(vi) the crime referred to in Article 51 (Cultivation of Poppy, Import of Opium)
or Article 52 (Transfer, Possession of Opium) of the Opium Control Act (Act
No. 71 of 1954);

+ SRR JRPEPTRFE RS (R = SRR R S) B
DOWMET (FAFHREORES, WA, P, EELYE) | $=
—kDILET (FARFELOm A, FrfF, BELYE) | F=
—F (FAsEEOmA) &L <IXE HE CRESR) EE =+ —Fo+RE—H
%5 (P AsEamopTR) L IEB =7 (FABHmD
—IE (GRxgR) Ok

(vii) the crime referred to in Articles 31 to 31-4 (Firing, Import, Possession,
Transfer of Pistols), Articles 31-7 through 31-9 (Import, Possession, Transfer
of Pistol Cartridges), Articles 31-11, paragraph (1), item (ii) Import of Pistol
Parts) or paragraph (2) (Attempts), Article 31-16, paragraph (1), item (ii)
(Possession of Pistol Parts) or item (iii) (Transfer of Pistol Parts) or
paragraph (2) (Attempts) of the Act for Controlling the Possession of
Firearms or Swords and Other Weapons (Act No. 6 of 1958);

I\ EHEER 2 O FICHEI IR D AN EIT 22 R T 217850 12 X5 -
D JFRHE R O A RS FEERITE S5 O R I B D15 CRPRC=F BB I S) 5
ik (L LTT O NiEmAS) DR

(viii) the crime referred to in Article 5 (Illegal Import in the Course of Trade) of
the Act Concerning Special Provisions for the Narcotics and Psychotropics
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Control Act and Other Matters for the Prevention of Activities Encouraging
Illicit Conduct and Other Activities Involving Controlled Substances through
International Cooperation (Act No. 94 of 1991);

L KRR 72 A0 TR DAL ET K DL IR S D BEHI 2 B9~ D IEF (A —F BB A =
+RT) FHERE B LSBT 2 RICRDFS R N) DIREXITZ D
ESCE

(ix) the crime referred to in Article 3 (Organized Homicide) of the Act on the
Punishment of Organized Crime and the Control of Criminal Proceeds (Act
No. 136 of 1999) in relation to the crime set forth in paragraph (1), item (vii)

of that Article or an attempt of the former crime.

MIFER T (B =2k, BB TRBAMR)
Appended Table 2 (Related to Articles 3 and 15)
— JEREGEER (B EERBEMER =1+ "7") H—5% (BRYWOMLEN) X
I35 % (ERHOKRE) O
(1) the crime referred to in Article 1 (Use of Explosives) or Article 2 (Attempted
Use) of the Criminal Regulations to Control Explosives (Cabinet Ordinance
No. 32 of 1884);
ZA JHE (RN HEERE N TS) BE NS BUERERERK) ORXIT
Z DAREIR
(i1) (a) the crime referred to in Article 108 (Arson of Inhabited Buildings) of
the Penal Code (Act No. 45 of 1907) or an attempt thereof;
7 JIEFEE LIS (BN) DI D RZTRE
(b) the crime referred to in Article 199 (Homicide) of the Penal Code or an
attempt thereof;
ANCOJEFR —EHNSE (BE) XTHE e ik (BEEE) O
(c) the crime referred to in Article 204 (Injury) or Article 205 (Injury Causing
Death) of the Penal Code;
= JHES ZE 5 (ERMAUES) XIHE e -+ —5% (BMESUEE) oJF
(d) the crime referred to in Article 220 (Unlawful Capture and Confinement)
or Article 221 (Unlawful Capture or Confinement Causing Death or Injury)
of the Penal Code;
B OREE —EH A UENLE H NG ET (REEERIUL OFS. =5 H
HIERS I R O 3. & OfRe B RIRIRGE, FTEESE X B IS IR OFFHi. A&
TEH . PRISIE FEITEESN S R, ISR O LS, KRR Ok
(e) the crime referred to in Articles 224 through 228 (Kidnapping of Minors,

il

\

Kidnapping for Profit, Kidnapping for Ransom, Kidnapping for
Transportation out of a Country, Human Trafficking, Transporting
Kidnapped Persons out of a Country, Delivery of Kidnapped Persons,
Attempts) of the Penal Code;

~ EFE _EH=tH% (R  FoE=FAREE-H BE) ALUIE_E
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W+ (GRIEECEE) OIRXITIN S DI ROREIE
(f) the crime referred to in Article 235 (Theft), Article 236, paragraph (1)
(Robbery), or Article 240 (Robbery Causing Death or Injury) of the Penal
Code or an attempt of these crimes;
bORRESR ZE M ARE - GEIR) . B E N AEo D (B AR EE
o LB ARSI (E) OFEXIL I L DIEFOREIE
(g) the crime referred to in Article 246, paragraph (1) (Fraud), Article 246-2
(Computer Fraud), or Article 249, paragraph (1) (Extortion) of the Penal
Code or an attempt of these crimes;
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(iii) the crime referred to in Article 7, paragraph (6) (Provision of Child
Pornography to Many or Unspecified Persons) or paragraph (7) (Production
of Child Pornography for the Provision to Many or Unspecified Persons) of
the Act on Punishment of Activities Relating to Child Prostitution and Child
Pornography, and the Protection of Children (Act No. 52 of 1999).
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