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Act on Anonymized Medical Data and
Pseudonymized Medical Data That Are Meant to
Contribute to Research and Development in the
Medical Field
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(H#Y)
(Purpose)
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RHMAZEZVI, ) OBRICET LI L2 HMNE T 5,

Article 1 The purpose of this Act is to promote advanced research and
development and creation of new industries in health and medicine (meaning
advanced research and development and creation of new industries in health
and medicine prescribed in Article 1 of the Act on Promotion of Health and
Medical Strategy (Act No. 48 of 2014); the same applies in Article 3), thus
contributing to the formation of a healthy and long-lived society (meaning a
healthy and long-lived society prescribed in Article 1 of that Act), by providing
for the responsibilities of the State, the establishment of a basic policy, the
certification of persons engaged in the business of preparing anonymized
medical data and persons engaged in the business of preparing pseudonymized
medical data, and regulations on handling medical information, anonymized
medical data, and pseudonymized medical and other data regarding
anonymized medical data and pseudonymized medical data that are meant to

contribute to research and development in the medical field.

(€ #%
(Definitions)

B4 ZOWEEICREWT TEREE® &3, FEOEANOREEZ O 45%40 A D0
FOWRREICETHHERTH - T, YL ORELZHH &35 Y3 M A TE D1
(ZKFT D RE 2720, R R E DO ARFIZE DA U7 K5I OB RFIC R E %
T 560 L LTEBA TEDLHLRE (OCE, Kl L < IXEMAGEE (BT
(BrmFA, RO GFXEDOMADHRIZL > TEBET L2 N TE VI %E
W, ) THELNDREEE VS, LLTRILC, ) ICiidish, & LIS, X
B, BEE oMo FiEEZHW TR I —UOoFEE ([F AT S (EAE#ROR
FEICBE T A GRS T+ h) 5 48 HICHE T 2 M A GRBIT 5
ZWo, UTHEL, ) k<, ) Z2\W9o, UTREIL, ) THLHDOREENLEAI
BT 2RO 5, ROBHZONTINIHELET LD,

Article 2 (1) The term "medical information" as used in this Act means
information which include the medical history of a specific individual or any
other information on the mental or physical condition of that individual; which



constitute information concerning an individual that includes an identifier or

its equivalent (meaning all items (excluding individual identification codes

(meaning an individual identification code prescribed in Article 2, paragraph 2

of the Act on the Protection of Personal Information (Act No. 57 of 2003); the

same applies below)) made by writing, recording, sound or motion, or other

means, in a document, drawing, or electronic or magnetic record (meaning a

record created in electronic or magnetic form (meaning electronic form,

magnetic form, or any other form that cannot be perceived with the human
senses); the same applies below); the same applies below) specified by Cabinet

Order as those of requiring special care so as not to cause unjust

discrimination, prejudice, or any other disadvantages to that person or the

descendants of that person based on that mental or physical condition; and
which fall under any of the following items:

— UEERCEENLIRA. AFEA A ZOMOFIREIC L FE O A Z kB3 5
ZEBRTELLD (MOFHREFEZHICWET L2 LB TE, TITK Y FFEDEA
AT HIENTEAHI LD EET, )

(i) information containing a name, date of birth, or any other identifier or the
equivalent that can be used to identify a specific individual (including any
information that can be easily collated with other information and then used
to identify a specific individual); or

= EARBFF RN EEND B D

(i1) information containing an individual identification code.

2 ZOERIZBWTERERICONT TRAL Lid, EFRERIC K > TR S D%
EDENZ NI,

(2) The term "identifiable person" as used in relation to medical information in
this Act means a specific individual identifiable by medical information.

3 ZOERIZBWT TEAMLEREHR] LiE, ROZZITHEIT 2 ERERO XTI
JEUTHEE FIZED D ELZH L CREDBEAZINT L2 N TERVWE I ICE
RIERZMLT L THEONLMMACETLERTH- T, BUEREREE LT DL
DTERNEIICLEEBDEN D,

(3) The term "anonymized medical data" as used in this Act means data relating
to an individual which can be obtained in a way that makes it not possible to
identify a specific individual by taking any of the measures specified in each
following item in accordance with the divisions of medical information stated in
those items, and which are prepared in such a way that the medical
information cannot be restored:

— BoHE SIS T OERER UMERIERICE DR E O 2 IR
THZE (B MORBELETTHLOTELIHAMEEZA LRV HFIEICLY
DR FICEEIMZ L L 2T, ) o

(i) medical information falling under paragraph (1), item (i): deleting a part of
the identifier or its equivalent contained in that medical information



(including replacing the part of the identifiers or their equivalent with other
identifiers or their equivalent without following patterns that enable its
restoration; or

OB I T OERE R HZEREWRICE N0 WA O 4
ZHIBRT 22 & (HZEABNNFTE2ETT 22O TEHAMEZA LWk
ICE VDGR FICEEHRZI D 25T, )

(i1) medical information falling under paragraph (1), item (ii): deleting all
individual identification codes contained in that medical
information(including replacing the individual identification codes with other
identifiers or their equivalent without following patterns that enable
restoration of the individual identification codes).

4 ZOERIZBWT MRAMTERE®R] &3, ROKSI2HBIT S EREHRO KT
JE U THEAFITED D E 2 6# U ChoF#R & BE L2RWIR Y FrE O A 27k
L2 ENTERVWEICERERZMT L THELNLEACET 2HEHRE D,

(4) The term "pseudonymized medical data" as used in this Act means
information relating to an individual which can be prepared in a way that
makes it not possible to identify a specific individual unless collated with other
information by taking any of the measures prescribed in each following item in
accordance with the divisions of medical information stated in those items.

— BB SICHRU T OERIEHR UEERERICE £ 0N EO—E & BBk
THZE (M —HMORBRFEEZE LT LI EOTEXLHAMEEZA LW ITIEIZLD
fDOFRFICEE WX 5 L2ET, ) .

(1) medical information falling under paragraph (1), item (i): deleting a part of
the identifiers or their equivalent contained in that medical information
(including replacing the part of the identifiers or their equivalent with other
1identifiers or their equivalent without following patterns that enable its
restoration); or

BT SIS T O EREE W HEREBICE 05 M8 AGRBIREo4E
ZHIBRT 2 2 & (BN E2EITT 22O TELHAMELZ A LWk
XV MOFRFEICEZR D2 2B, ) o

(i1) medical information falling under paragraph (1), item (ii): deleting all
individual identification codes contained in that medical information
(including replacing the individual identification codes with other identifiers
or their equivalent without following patterns that enable restoration of the
individual identification codes).

5 ZOERIZEBWT IERFRIBERE] L. BERERZGDHEROELEMWTH
ST, FFEDERIEMEBFHEKEHA WV THRET L2 ENTE D L) ITRRHICHE
i L7e b DF O E DEFRFERE B ITHRFET D Z LN TE D & ITHRRAYITHERK
L7TebDE LTEATEDD LD (BFEARATNFIZBWT ERGFHRT —F N— 2%
EWVH, ) EEEOMHELTVDLIEE VD,

(5) The term "enterprise handling medical information" as used in this Act means



a person that provides for use in its services a collection of information
containing medical information which has been systematically organized so as
to enable a person to search for specific medical information using a computer
or which is otherwise specified by Cabinet Order as being systematically
organized so as to enable a person to easily search for specific medical
information (referred to as "database or similar collection of medical
information" in Article 68).

6 ZOERICBWNT MEAMTERGERIERSE] L3, BERIBONFRIEICE S
D89, EREREZBEIEL, KOINLL CEANLERE®R (BN LERESRT —
B R— 2% (BEAMLEREHREZ S OIEROEEY Th > T, FrEDERL N LERNE
WMEBFIREEEHNTRET D22 LN TED LI ITERITHER L 72 b D F OFE
EOELMLERERERFITREBET LI ENTED LI ITERMITHERL LD L
LTEATEDLbDZN ), HTRFE-HICBWTHEL, ) 2T 5 DI
Do UTFRIC, ) Z2MERT 2FEE2 09,

(6) The term "business of preparing anonymized medical data" as used in this Act
means the business of organizing and processing medical information to
produce anonymized medical data (limited to information constituting a
database or similar collection of anonymized medical data (meaning a
collection of information containing anonymized medical data that has been
systematically organized so as to enable a person to search for specific
anonymized medical data using a computer or which is otherwise specified by
Cabinet Order as being systematically organized so as to enable a person to
easily search for specific anonymized medical data; the same applies in Article
30, paragraph (1)); the same applies below), in order to contribute to research
and development in the medical field.

7 ZOERIZEBWT MRAMTEREERIER SR LT BERSBONERIREICE T
D89, EREMEAEIEL, KOINL L TRA N LEFRER (4N LEREHRT —
AR — 2% (RAEMLIERE®RE ZOEMOEEM TH > T, FFEORA I LIERE
WA EFAHREEEZHVTRET 52 LN TED LD ITERRBIITHER LT b D Z DO fLEE
EDORAL N LIEFRIGRERGICRBETHZENTEDLLIITERFITHER L-bD L
LTEHATEDDHDEWD, ) ZHET2bDICRD, UFRIL, ) 21ERT 5%
ExW D,

(7) The term "business of preparing pseudonymized medical data" as used in this
Act means the business of organizing and processing medical information to
prepare pseudonymized medical data (limited to information constituting a
database or similar collection of pseudonymized medical data (meaning a
collection of information containing pseudonymized medical data that has been
systematically organized so as to enable a person to search for specific
pseudonymized medical data by using computer or that is otherwise specified
by Cabinet Order as being systematically organized so as to enable a person to
easily search for specific pseudonymized medical data); the same applies below),



in order to contribute to research and development in the medical field.

(HDEH)
(Responsibility of the State)

=gk ENE. R - BEIRICEET 2 Jehmaoai 78 BRI M OB PEZE R IZ RS9 2 sk D — R
E LT, ERDEOHFZERREIZE T 2 72D O FEA N TR E 8 & O A N T 7R 1%
TP L BRSO BB AT 5,

Article 3 The State is responsible for taking the necessary measures for
anonymized medical data and pseudonymized medical data that are meant to
contribute to research and development in the medical field, as part of
measures for advanced research and development and creation of new
industries in health and medicine.

(RGO FH D EB)
(Responsibility of Enterprises Handling Medical Information)

FHUSE ERERDR SRS BRE - HICBUE T 2 8 A I T ERE AR S
FEH T =R —HICHUE T 2 E R4 I TEEE RAEREER (T LERE
WA 2 2 EFICLY . EREMT D ERSBEONERRIZE T 5 72 DEA N
TEFEEBRE M N TERERICEAT OMRICHNITLEI>FDb0 LT 2,

Article 4 An enterprise handling medical information is to endeavor to cooperate
with measures implemented by the State in connection with anonymized
medical data and pseudonymized medical data that are meant to contribute to
research and development in the medical field, by providing medical
information to a certified Producer of anonymized medical data prescribed in
Article 10, paragraph (1) or to a certified Producer of pseudonymized medical
data prescribed in Article 34, paragraph (1).

FE ERIFOWMAEBICETIOOELMTEREHRE MRAMLTE
RERICET MR
Chapter II Measures Related to Anonymized Medical Data and
Pseudonymized Medical Data That are Meant to Contribute to Research
and Development in the Medical Field
F—H EBERIBOMERRBICETZEOOELANMTERBEREORA ML
ERFEBICE T D EAT ¢
Section 1 Basic Policy on Anonymized Medical Data and Pseudonymized
Medical Data That are Meant to Contribute to Research and
Development in the Medical Field

HIE BUMIE. ERE ONFIERRSEICE T 5 7o o0 DA I TR & UM 4 I T E
FAGE MBI T DR OB O (KRR HEEZ X D 72 [EHR B O TR T I &
5 7o DA N TR e O 4 I TR G I B4 2 FATT B (LLF AT



1 Evo, ) BEDRITNITR G220,

Article 5 (1) To comprehensively and integrally promote measures for
anonymized medical data and pseudonymized medical data that are meant to
contribute to research and development in the medical field, the government
must establish a basic policy for anonymized medical data and pseudonymized
medical data that are meant to contribute to research and development in the
medical field (referred to below as "basic policy").

2 EARTGEHNI. RITBIT L2FHIZOWTEDL LD LT 5,

(2) The basic policy is to provide for the following matters:

—  BEIRSE OBIERTEICE T D 72 DA I TR & U4 I TR # 0 B
5 M SR OHEREIZ BT 2 HARRY 72 05 ]

(i) a basic direction for the promotion of measures related to anonymized
medical data and pseudonymized medical data that are meant to contribute
to research and development in the medical field;

= EDGET REERSE ORI ICE T D T2 6D O FEAL N T E R R M OMB 4L T
ERRIEHRICEA T D E ISR 2 FIH

(i1) matters related to the measures that the State is to take in connection with
anonymized medical data and pseudonymized medical data that are meant to
contribute to research and development in the medical field;

= EAINTERRE # OO TR I T EFRE S ORI I 2 ERRE IR 2 RN DR
JBEZ D DOARND L F OIREEZ B & § 2 RANXITZ OF-F2ZE O OE NI+ %
RY7e7ER], R Z OO RFZED A Ul W\ O EICE T 5 FIH

(i) matters related to measures to prevent the occurrence of undue
discrimination, prejudice, or any other disadvantage to a identifiable person,
that person's descendants, or any other individual on the grounds of that
person's medical history or any other mental or physical condition in
connection with medical information used to prepare anonymized medical
data or pseudonymized medical data;

M EEE—H, Bt =5 BT R EOBEN+IEOREICET 5 EAN
HiH

(iv) basic matters concerning the certification prescribed in Article 9,
paragraph (1), Article 33, Article 41, and Article 45;

T FOMEFRSEOMEFHBITE T 5 72O OEL I TIEERE ® & QM4 N TEREE
HWIZBIT DR OHEMEIZBE T 2 HEHIH

(v) other important matters concerning the promotion of measures related to
anonymized medical data and pseudonymized medical data that are meant to
contribute to research and development in the medical field.

3 ARERBELREIL, EATHOREZMER L, BEOREZROR2TNITR LR,

(3) The Prime Minister must prepare a draft of the basic policy and call for a
cabinet decision.

4 WERCEIREIZ, AIEOREI LDBREOWREN H T & &3, Biia . £KT



FEAR LTI RS20,

(4) Once a cabinet decision under the provisions of the preceding paragraph has
been made, the Prime Minister must make the basic policy public without
delay.

5 AiHOBEIL EARATHOELIZOWTHERT S,

(5) The provisions of the preceding two paragraphs apply mutatis mutandis to
the alteration of the basic policy.

F_E EoMK
Section 2 Measures Taken by the State

(|E R o> Bifig oD 8 1)
(Promoting Public Understanding)

HONG ENE. JAHIEE), EORIERENE OMOTEE 2 U T, ERSBOMEREICE T
2 72 DPEA N T EFRE & O INTEFRIGHRICET 2 EROBME L RO 5 X 5 W
HWiEZHE T LD LT 5,

Article 6 The State is to take the necessary measures to enhance public
understanding regarding anonymized medical data and pseudonymized
medical data that are meant to contribute to research and development in the
medical field through public relations activities, awareness-raising activities,

and other activities.

(HiHg D EAL)
(Developing Adequate Standards)

e EIX, EESBFOMERIICE T 5 7290 O EA I TG & O 4 0 T = %
HMOERRICTE T D72, ERER. BN TERE# & ORI TEREHRIZS
W, BIEZR B ORAH, O KL OIEROREZ OMOLERIEELHT 560
LT 5,

Article 7 (1) To contribute to the preparation of anonymized medical data and
pseudonymized medical data that are meant to contribute to research and
development in the medical field, the State is to develop adequate standards
for medical information, anonymized medical data, and pseudonymized medical
data, promote their dissemination and use, and take other necessary measures.

2 RIEOBREIZ LD HEOBMEIL, BT 2 ERREE . ERSE OBFSER % D
ERFEIISCTITI DD ET 5,

(2) The standards under the provisions of the preceding paragraph are to be
developed based on international trends in this field, the progress of research
and development in the medical field, and other factors.

(EH Y AT L DOEA)
(Development of Information Systems)



FNEK EIX. BERDEOUIERIIE T 5 720 OEA NI TERE & OMR 4 I T ER
HMOIERZ XD T2, 1EHRS AT 2O, £ DWW K&Kk ONEH OREZ Ol 22
REEEHETDEIOIBDL LD ET D,

Article 8 The State is to endeavor to develop information systems, to promote
their dissemination and use, and to take other necessary measures in order to
prepare anonymized medical data and pseudonymized medical data that are
meant to contribute to research and development in the medical field.

FoE BEELANIERFEBRIERFEERVCELAMTERFRRBRERE
Chapter III Certified Producers of Anonymized Medical Data and
Enterprises Handling Anonymized Medical Data
B WEEANTERBEBRIEREEE
Section 1 Certified Producers of Anonymized Medical Data

(FRE)
(Certification)

FiLgk BEAMLERBEBRIERFEELITOH EANCRD, ) X, BHFEICLD ., EL
TEERERIERFELHENOHERIITI LN TELLDOLRDODOLNDFOEHK
EORELZITHZELENTED,

Article 9 (1) A person engaged in the business of preparing anonymized medical
data (limited to a corporation) may apply to obtain certification from the
competent ministers as being capable of carrying out the business of producing
anonymized medical data in a proper and reliable manner.

2 HIHAOREZZIT LI ETHHIL, EBFEEDTTEDDL LA CRICHBT L FE
TH 7 Gl L2 HEEEIS. RS 5 (2410 2 3808 D HE 1| ﬁAbfwé_k%ﬁﬁéé
HEZOMEFETTEDLFEREZBAT, T2 EBREICRE LRTAIER LR,

(2) Pursuant to the provisions of order of the competent ministry, a person
seeking the certification referred to in the preceding paragraph must submit to
the competent minister a written application stating the following matters,
accompanied by documents confirming that the certification standards stated
in the items of the following paragraph have been met and other documents
specified by order of the competent ministry:

— AWK OMERT

(i) its name and address;

= BEREROFER DL

(ii) its method of organizing medical information;

= BEEEROMLON

(iii) its method of processing medical information;

W ERER, EANLTEREROERICHWTZERE®RND ﬁ B U 72 Gk 45 S OME
N BIFF 5. B ILGHE - HXIE N+ LEERE - HOBEIC L VITo M T HE
K%?é%ﬁ%@KE%MI@%%ﬁ(HTFEZMIE%%ﬁ £ Lo, ) D
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(iv) medical information, identifiers and their equivalent deleted from medical
information used to prepare anonymized medical data, individual
identification codes, information concerning the method of processing
performed pursuant to the provisions of Article 19, paragraph (1) or Article

47, paragraph (1), and the method of managing anonymized medical data

(referred to below as "anonymized medical and other data");

T TOMEFES TED L FH
(v) other matters specified by order of the competent ministry.

3 EBKREIX B HOREOHBERRICHIT HEEICHEET L L0 LT, [
HOREZ LR T TR b0,

(3) If the competent minister finds that an application for certification as
referred to in paragraph (1) meets the following standards, the minister must
grant the certification referred to in that paragraph:

— HEEPROWVTAICOHZY LRI &,
(i) the applicant does not fall under any of the following items:

A ZOERZ DM A ROBEIEZ2BRWICET 2 ERTBEA TED 2 b D XiT
TG DEHFIZESS B OB EICER L, SIS&ORIZAE b, £ OEITE
PO, FTEZIT 2 2N RoTo ARG ZEZRIE LR NWE

(a) a person sentenced to a fine for violating a provision of this Act, any other
Act on the proper handling of personal information that is specified by
Cabinet Order, or an order based on those Acts, and if two years have not
yet passed since the day the person finished serving the sentence or ceased
to be subject to its enforcement;

2 EEARE-HEIEHEERE-H (IO OBEEFHN %, FHUA-USEK
OELT—RIIBWTHEMNT 562G, ) OREICIVRBELZR BN,
ZOEIE L O H S ZAFEZ R L)

(b) a person whose certification has been revoked pursuant to the provisions
of Article 16, paragraph (1) or Article 17, paragraph (1) (including as
applied mutatis mutandis pursuant to Article 40, Article 44, or Article 51),
and if two years have not yet passed since the date of the revocation;

N EAINLERIERIEREFEZTORBUIEFE T TED LEMAD I BIZR
DNFTUPITELTLER LD B D

(c) a person with an officer engaging in the business of preparing anonymized
medical data or with an employee as specified by order of the competent
ministry who falls under any of the following items:

(1) LEOWEIZE Y EANTERGERERFELEECT) &N TER
WELLTEFETTEDLHD
1. a person specified by order of the competent ministry as a person that is
unable to properly engage in the business of preparing anonymized
medical data due to a mental or physical disorder;

11



(2)  RPEFRBIMG DRE &2 TEMZF2 WA U EOES £ ZIcH

E AL

2. a person subject to an order commencing bankruptcy proceeding that has
not been released from bankruptcy restrictions, or an equivalent
person under foreign laws and regulations;

(3)  ZoOEAEZOMMENEROWEIEZLBHRIZET 2 TES TED D
DTN HDOERICE S mHOBEITER L, 814l EOFIZLE b,
ZOPITE KDY | ITPITEZT D 2 iR Rolc B D ZFZRKE L
mNE

3. a person sentenced to a fine or heavier punishment for violating a
provision of this Act, any other Act on the proper handling of personal
information that is specified by Cabinet Order, or an order based on
those Acts, and if two years have not yet passed since the day the
person finished serving the sentence or ceased to be subject to its
enforcement; or

(4) H—H Bt =5% FUF—FZXIENTLEOBEZZ T IZENE
FAREE -HEHIEHELEE H (INLoREEZEN 5, HNUHUEK
O+ —FRIZBWTHERTLIHELET, ) OBREICIVRBELZIRDHS
NS EIZBNT, TGO EH > 7 Hill =+ H LAWY 3R EIT R 5 F2E
AT OBBEXIEBEATTCEDLHEMATHT1H T, DU DEH TR
D AR AR LRV D

4. if a person who has obtained certification under paragraph (1), Article
33, Article 41, or Article 45 has had the certification revoked pursuant
to the provisions of Article 16, paragraph (1) or Article 17, paragraph
(1) including when these provisions are applied mutatis mutandis
pursuant to Article 40, Article 44, and Article 51), that person's former
officer or employee specified by order of the competent ministry who
engaged in the business related to the certification within 30 days
before the date of the disposition and for whom two years have not
passed from the date of the disposition;

Z HEEDN, EROBFOMERBICE TS L0, BEERLBUG L, WWONTEA L,
KOIMNL L CEAMLERE®RZE@EICIER L, KORET 2128 280267
H5HDE L TEBENTTEDLRBEICHE L TNDHI &,

(ii) the applicant meets the standards specified by order of the competent
ministry as having sufficient capability to acquire medical information and to
organize and process it so as to properly prepare and provide anonymized
medical data in order to contribute to research and development in the
medical field;

= BEAINTEEREREOR 2, BT BAR OB 1L 2 i o0 24 340 4 N LR
WMEOZREHOIOICHLENSHEHE R DL L TEBE T TCEDDLHENHEL D
nNTnsHZ b,
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(iii) any measures that order of the competent ministry prescribes as being
necessary and appropriate for preventing leaks of, loss of, or damage to
anonymized medical and other data and for otherwise implementing the
secure management of those anonymized medical and other data have been
taken;

VU HEEE DS, BiE (CHUE T 2 A I T ERRG R O L E PO T 0 OHE 2 il
FEhid HIZRY DENEATDHZ L,

(iv) the applicant has sufficient ability to properly implement measures for the
secure management of anonymized medical and other data prescribed in the
preceding item.

4 FEREZ, FHORBEZ LI ET2LET, Ho0U0, BEAFERRELZER
KTk L 2T 57220,

(4) Before granting the certification referred to in paragraph (1), the competent
minister must first consult with the Personal Information Protection
Commission.

5 FHEKREIL, FHOREZ LELGAICBW L, B2, TOFEHEEICHE
T HEEbIT, TOFZAR LTI LR,

(5) After granting the certification referred to in paragraph (1), the competent
minster must notify the applicant of that fact and issue a public notice stating
that fact without delay.

(EEDOFRES)
(Certification of Changes)

FHa RIRB-HOREEZZTE (UT RREEAMTERGERIERERE] &0
I, ) 1F, AEE _HE _SPOHEAFETICHIT2FHZER L LS 35 & X1,
FHEENTTEDDLEZAIZEY FFEREOREZZITRITNILR G2V, 7272 L,
FHEEADTTEDDBMETIZOWNTIE, ZORD TR,

Article 10 (1) If a person that has obtained the certification referred to in
paragraph (1) of the preceding Article (referred to below as "certified producer
of anonymized medical data") seeks to change any of the matters stated in
paragraph (2), items (ii) through (v) of that Article, the person must obtain
certification of the competent minister pursuant to the provisions of order of
the competent ministry; provided, however, that this does not apply to a minor
change specified by order of the competent ministry.

2 EBKEIX AEOEEOREE L& XX, Bk, TOEEYZREELM
TERNE BAERCE R B L 22T T2 57220,

(2) After granting the certification of a change as referred to in the preceding
paragraph, the competent minister must notify the certified producer of
anonymized medical data of their certification without delay.

3 WEREAMTIERERIERFEERIL. AIEE _HE - SICBT 2 FHIIEE RS -
L EXFFE—HELLEOEBE T TED DBMAER 2 Lz & &3, Bk,
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ZOEEZEBREIZETHZRT TR 50,

(3) If any of the matters stated in paragraph (2), item (i) of the preceding Article
changes or if a certified producer of anonymized medical data makes a minor
change specified by order of the competent ministry as referred to in the
proviso to paragraph (1), it must notify the competent minister of that change
without delay.

4 EBRREIZ, AEOMEIC LD mE (AR “HE -5 ICHT 2 HFHOLTITHKD
HDIZRD, ) Bholol &L, Bk, TOREZARLRTNILZ LR,

(4) After receiving a notification under the provisions of the preceding paragraph
(limited to one involving a change to any of the matters stated in paragraph (2),
item (i) of the preceding Article), the competent minister must issue a public
notice stating that fact without delay.

5 HIFZHE = (F—FxkR<, ) ROHENHEOHEIL, HHOEEDOREIZOWNT
TS5,

(5) The provisions of paragraph (3) (excluding item (i)) and paragraph (4) of the
preceding Article apply mutatis mutandis to the certification of the changes

stated in paragraph (1).

(FHlE)
(Succession)

Ft—% REEAMLERGRIEREREE TH HIEADMUOFRE BRI T ERERE
RFEE ThHDIENIEINEE —HOBEIRDEA M LERERIERFZE (LLT
FREEA M TERERIERFZE] LW, ) OREORELITo/- & Zid, EZA
X, RBEAND ZOEROHIEIC X DR EREL N TIERGRIER SRS & L ToOMAME
L

Article 11 (1) If a corporation that is a certified producer of anonymized medical
data transfers the whole of its business of preparing anonymized medical data
subject to the certification referred to in Article 9, paragraph (1) (referred to
below as "certified business of preparing anonymized medical data") to another
corporation that is a certified producer of anonymized medical data, the
transferee succeeds to the status that the transferor held as a certified
producer of anonymized medical data under the provisions of this Act.

2 FREELMLERERIERFESE TH DIEND M ORIEFEA N L E RIS F
HEThHDHIENEGHZ LIcL T, 0BT T 2IEASUIEHHIT L VR S Lzik
NiE. BOHC L DR L72IEA O Z OEFROMEIC X 5 8 4 N TR RS SRR
EH L L TCOMNZAMT D,

(2) If a corporation that is a certified producer of anonymized medical data
merges with another corporation that is a certified producer of anonymized
medical data, the corporation surviving the merger or the corporation
incorporated in the merger succeeds to the status of the corporation or
corporations disappearing in the merger as a certified producer of anonymized
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medical data under the provisions of this Act.

3 HTZHOBUEIC LV RBEEL N TERGRIEMSEES & L TOMA 2 &[E L 72BN
X, EEERTEDDL L ZAICLY, Bk, TOFEZEHEREILRITHZRTUX
IRBTRN,

(3) A corporation that has succeeded to another corporation's status as a certified
producer of anonymized medical data pursuant to the provisions of the
preceding two paragraphs must notify the competent minister of that fact
without delay pursuant to the provisions of order of the competent ministry.

4 FREEAMNTERIGRIERFEEE CTh DIEANDRERE SN LEFRERIERFHEE T
IRUMENICRREEA I TERE RIERFEO BT OEEZIT > LA IlB WV T, EEA
LOGEZ AR H P UDBFEEL VEZ TICOVWTEFEST TEDDL EZAIZLY
FHEREORTEZIT - & &3, B2 NL BEAND ZOEROHIEIZ L 2R EREAS
I TEEE AR FES & L COMM 2 &MT 5,

(4) If a corporation that is a certified producer of anonymized medical data
transfers the whole of its certified business of preparing anonymized medical
data to a corporation that is not a certified producer of anonymized medical
data, and the transferor and the transferee have obtained the authorization of
the competent ministers for the transfer and acquisition in advance pursuant
to the provisions of Order of the competent ministries, the transferee succeeds
to the status of the transferor as a certified producer of anonymized medical
data under the provisions of this Act.

5 WREEAMLERERIFELFES THOIEAPREELIN LERIGRIERFES T
RUVENEDOEIHCE VT 2 2L ERD2GHICBNT, HoLOYUFEAIHTD
WTEBENTTEDD L ALY TEREOR W EZ T2 L &1X, G0MEFERT D
EANTEPHC LV B SNTIENT, IS LV IHIK L 72iE A D Z OIEROBIEIS
L OREELA M TIERIERIERFEE L L TOMAZAK{ET 5,

(5) If a corporation that is a certified producer of anonymized medical data
disappears in a merger with a corporation that is not a certified producer of
anonymized medical data and authorization of the competent minister has
been obtained for the merger in advance pursuant to the provisions of order of
the competent ministry, the corporation surviving the merger or the
corporation incorporated in the merger succeeds to the status of the
corporation disappearing in the merger as a certified producer of anonymized
medical data under the provisions of this Act.

6 EEAMNLERERIERFEE TH DEANBSENT 0 BIEEA I L ERERIE
REFEDOEMEZAMIELGEITBNT, &N EOYEFESEN OV TEFETTE
DHEZAICEY EBEREORAEZ L X213, 2FENC L0 REELS I TEFEEH
TERFE OB 274k LT2iENIT, 8% LICIEAND ZOEFOBIEIC X 5B EES
INTERERIER S & L TOMAZ &S D,

(6) If a corporation that is a certified producer of anonymized medical data has
another person succeed to the whole of its certified business of preparing
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anonymized medical data in a company split, and authorization of the
competent minister has been obtained for the company split in advance
pursuant to the provisions of order of the competent ministry, the corporation
succeeding to the whole of its certified business of preparing anonymized
medical data in the company split succeeds to the status of the split
corporation as a certified producer of anonymized medical data under the
provisions of this Act.

FILREZHNOFLEE TOREIT, AT =HORB IO OWTHENT S,

(7) The provisions of Article 9, paragraphs (3) through (5) apply mutatis
mutandis to the authorization referred to in the preceding three paragraphs.

WEEAMTERERIERFEERE THIHENT, REELMLERIERIERFES
TRWHICREEL N TERERIERFEO ST OFEE LTV, REEL I TEEE
WIERFER TRWVIEAEEGDFZ L, XIT0ENC L 0 BEES I T ERERIERFE
DRI Z A S EL5EITB N T, FNENLEANHE TORMITOHFFHL Lgne &
X, EBEERTEDD L ZAICLY, ZOREEL N LERGERIERLFEXEO DT OE
. XTI NEORETIZ, TOELZ EHREIZEITHER2TUIR B0,

(8) If a corporation that is a certified producer of anonymized medical data
transfers the whole of its certified business of preparing anonymized medical
data to a person that is not a certified producer of anonymized medical data,
merges with a corporation that is not a certified producer of anonymized
medical data, or has another person succeed to the whole of its certified
business of preparing anonymized medical data through a company split, but
does not apply for the authorization referred to in paragraphs (4) through (6),
1t must notify the competent minister of that fact by the date of the transfer,
merger, or company split of the whole of its certified business of preparing
anonymized medical data, pursuant to the provisions of order of the competent
ministry.

P FEAL N LR G MAER T L Th DIEANDPREES I LERERIERFEEE T
RNEICREEA I LIERERIERFEOREOERE 21TV, FE EA I L ERIEH
TEREEEERE TRWIEANEOGOHC LK VERT 22 & 2720 . IHENC LV REREA
I LEREREREEO R Z AN S ED5GITHB VT, HUENLHENHEE TOR
A LBRWEDOWUG R o7& (ZROLOBAIOHFENRWIGEICH > TiX, %
FOE AL N TR RRIE RIERF R D IO, S XTI nEnbo7- LX) 13, B
FEHORBEZ, TOHNhERI bOL L, TOEZAN, B0MEEHRT DIEAEL
CIEABHC E VB SN EAIISENC L BEEL N T ERERIEREE DL
AR LT ENR, B < UEREREA N LERERIFERFEICEH LEHRT DE
AN TIEFRERELZHEE LRI 720,

(9) If a corporation that is a certified producer of anonymized medical data
transfers the whole of its certified business of preparing anonymized medical
data to a person that is not a certified producer of anonymized medical data,
disappears in a merger with a corporation that is not a certified producer of
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anonymized medical data, or has another person succeed to the whole of its
certified business of preparing anonymized medical data through a company
split, and a disposition not to grant the authorization referred to in paragraphs
(4) through (6) is reached (or if no application for that authorization is filed,
and the whole of the certified business of preparing anonymized medical data
is transferred, merged, or split), the certification referred to in Article 9,
paragraph (1) ceases to be valid, and the transferee, the corporation surviving
the merger, the corporation incorporated in the merger, or the corporation
succeeding to the whole of the certified business of preparing anonymized
medical data through the company split must delete the anonymized medical
and other data it manages in connection with its certified business of preparing
anonymized medical data without delay.

10 FBEXREIZ, FEHALIEHENEHOBREICL D BHRH -7z & & TFH NIE )
LEAREETORAZ LALEWEDU A2 LIz L X%, B, ZOFZARLRT
L7 B 7220,

(10) After receiving a notification under the provisions of paragraph (3) or
paragraph (8) or reaching a disposition not to grant the authorization referred
to in paragraphs (4) through (6), the competent minster must issue a public
notice stating that fact without delay.

(BE 1L Jii H %)
(Notification of Discontinuation)

F Sk REEAMTERIGERIERFEE L REEA N TERGRIEMR S 2 B 1L
LEDETHLEXIL, FBEADTTEDDLLEIAIZLY, oML, ZOEEZEEK
EAZIT 220078 B0,

Article 12 (1) If a certified producer of anonymized medical data seeks to
discontinue its certified business of preparing anonymized medical data, it
must notify the competent minister of that intention in advance pursuant to
the provisions of order of the competent ministry.

2 HIEOREICLDEHPRH o7z L T1d, FRRE-HORBEIZ, TONHEkH b
DL L, REEALMLERERIERFEER TChoTiENT, Bl <, SR EREA
I CEFRERERFEEICE LERT 2EAMLERERELZHE L RITIE RS20,

(2) If a notification under the provisions of preceding paragraph has been filed,
the certification referred to in Article 9, paragraph (1) ceases to be effective,
and the corporation that was a certified producer of anonymized medical data
must delete the anonymized medical and other data that it manages in
connection with its certified business of preparing anonymized medical data
without delay.

3 EBERKEIX, H-HOHEICLImHERboTo L XX, B2, TOEEARL
IRT LR B IR,

(3) If a notification under the provisions of paragraph (1) has been filed, the
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competent minister must issue a public notice stating that fact without delay.

(L D J H %)
(Notification of Dissolution)

Fr=5% REELNMLEREBRIERFERE THOIEADGHIHLSOFHIZ IV B L
el Zid, TOFHENE L ITBPEE M A SUIEOES L2 SIS T 5813,
THEETTEDDLLIAICLY, B, TOEZEBREIIETHARTERL
AN

Article 13 (1) If a corporation that is a certified producer of anonymized medical
data is dissolved for reasons other than a merger, its liquidator, bankruptcy
trustee, or an equivalent person under foreign laws and regulations must
notify the competent minister of that fact without delay pursuant to the
provisions of order of the competent ministry.

2 REEAMLERERIFELFEE THLIEAPEFUANOFERICI VMR & &
X, BILRE-HORBEIL, TODNhEERI bOL L, ZOFEETH L ITFHINER
R OVENE L < IFHEPE FRe b AR OIE N SUISNE DOES 2 BT 3 515 AT,
B2 <L UG EEA I TERE RERFEICE LEH T 5 BRI TERE#E 2
HELRTNE R 6720,

(2) If a corporation that is a certified producer of anonymized medical data is
dissolved for reasons other than a merger, the certification referred to in
Article 9, paragraph (1) ceases to be valid, and the corporation in liquidation or
special liquidation, the corporation against which bankruptcy proceedings have
been commenced, or an equivalent corporation under foreign laws and
regulations must delete the anonymized medical and other data that it
manages in connection with the certified business of preparing anonymized
medical data without delay.

3 EBEKREIX, H-HOHEICLImHERHoTm L XX, B2, TOEEZARL
RFTR B0,

(3) If a notification under the provisions of paragraph (1) has been filed, the

competent minister must issue a public notice stating that fact without delay.

(1 &)
(Books)

Bk REEAMTERGERIEKRFEEIL. EHATTEDD L IAIZLY, KE
(Z DERRITR 2 TEBAIFLEDIERR SN TV LG GBI 2 Y EM T L &
o, UFRIL, ) &z, TOEXEBICHEHLIEBEEASTTEDIFEALTH L., a2k
fE L7 uE7e 720,

Article 14 Pursuant to the provisions of order of the competent ministry, a
certified producer of anonymized medical data must keep books (or electronic
or magnetic records if electronic or magnetic records are prepared in lieu of
books; the same applies below), enter the matters specified by order of the
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competent ministry concerning its operations in those books, and preserve
them.

(4 PROAE A I FR)
(Restriction on the Use of Names)
FHHEK REEAMLERGERIERFER CRVEIL, REEAL I LERERERF
EEL VWO AHRIINEH DB D LWARRE AN TR B 220,
Article 15 It is prohibited for a person that is not a certified producer of
anonymized medical data to use a name that refers to it as a certified producer
of anonymized medical data or a name that is misleadingly similar to this.

(FRE D Hu il L)

(Revocation of Certification)

BN EHREIZ. REEANMTERGRERFES (ERNICELL2FFETzfAL
RUENTH > T, SAEICBWTEAMLERERELCRO T S>E (LIT THAERER
Fl WO, ) RS, WHEIZBWTHL, ) BROBFZDONTNNIHEET DL E
X, BARFE -HOREZWMOVET LN TE D,

Article 16 (1) If a certified producer of anonymized medical data (other than a
corporation that does not have its principal office in Japan and that handles
anonymized medical and other data in a foreign state (referred to below as
"foreign operator"); the same applies in the following paragraph) falls under
any of the following items, the competent minister may revoke the certification
referred to in Article 9, paragraph (1):

— AV ZOMAEDFERICEIVBIEFE T L AIHE FRE -HOREIFHE+
—RFENENPOERNEAE TORAEZZIT & X,

(i) if the certified producer has obtained the certification referred to in Article 9,
paragraph (1), or Article 10, paragraph (1), or authorization referred to in
Article 11, paragraphs (4) through (6) by deception or other wrongful means;

Z BARECHES BOWT AT 5 EEICEE L Rolt & &,

(i1) if the certified producer no longer meets any of the standards stated in the
items of Article 9, paragraph (3);

= FBHEE-HOBEICIVRBELZ T RITNITROLRWEIRZFHEORE Z 2T
IRNWTEELEE L E,

(iii) if the certified producer has changed any of the matters for which it must
obtain certification pursuant to the provisions of Article 10, paragraph (1),
without obtaining the certification referred to in that paragraph;

W E_+A\RE-HOBEITER L TERERERIE L & &,

(iv) if the certified producer provides medical information in violation of the
provisions of Article 28, paragraph (1)'

B OBARATSRE-HOBEICL2mBICER LI &,

(v) if the certified producer has violated an order under the provisions of
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Article 61, paragraph (1).

2 WEEAMTERGHRIEKFEEPAITHOBREIC LY FIEFE -HOBELZIRYH
Shiz e xid, B, Yl EEA M LERERIERFEICE UEHET HEL N
TEREREZHELRTIEZRL20,

(2) If a certified producer of anonymized medical data has its certification
referred to in Article 9, paragraph (1) revoked pursuant to the provisions of the
preceding paragraph, it must delete the anonymized medical and other data
that it manages in connection with its certified business of preparing
anonymized medical data without delay.

3 FBREIX FHHOBEIZIVENRE -—HOBELTRVIHEE S &35 & &3,
HoM U, FABREEZESITH®E L RITIER B2,

(3) Before revoking a certification referred to in Article 9, paragraph (1) pursuant
to the provisions of paragraph (1), the competent minister must first consult
with the Personal Information Protection Commission.

4 FHREFZ, HE-HOBECIVELFE - HORELMOHE LI L 1T, B2
<, ZOFEARLRTNIT RS20,

(4) If the competent minister revokes the certification referred to in Article 9,
paragraph (1) pursuant to the provisions of paragraph (1), the minister must
issue a public notice stating that fact without delay.

Hrbsk BHEREI, RBEEANTERERERFESE OMERIREICRS, H=
FOFHEZHIZBWTRL, ) BDROFZONTNNMIHEETDH L SIE, BILEE—
DREEWMVHT ZENTE D,

Article 17 (1) If a certified producer of anonymized medical data (limited to a

%
H

foreign operator; the same applies in item (iii) and paragraph (3)) falls under

any of the following items, the competent minister may revoke the certification

referred to in Article 9, paragraph (1):

= HIRE R DR ETOWNTRNIRET 5 L &,

(1) if the certified producer falls under any of the items (i) through (iv) of
paragraph (1) of the preceding Article;

=R REREHEIIBWCERAR A CTHENT 2 RIEHE —HOBIEIZ X DF5RITIS
Cpinolz b &,

(i1) if the certified producer has failed to respond to the request made under the
provisions of Article 61, paragraph (1) as applied mutatis mutandis pursuant
to paragraph (5) of that Article following the deemed replacement of terms;

= FBRERN., ZOERORATICHNEZRREIZIBW T, @EEA I LEFRE R
FEFRICX LM ERREEZRD, IZOEBIZ, TOEOEEITE OMOEHERT
IZNEBAY . ZOFEOIRE, EEZOMOYIFERE S, B L AXBRE ITE M
SHLIELEGARICEBNT, ZoHRERINT, BHLIFTRBOWMEN S, X
FEORENEEN, T o, BHLITRBES, HLAXEDOERMIIR L TE
FREINT, HLIUATERBOZ RPN INT & &,
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(iii) if the competent minister, to the extent necessary for the enforcement of
this Act, has required the certified producer of anonymized medical data to
report the necessary information or attempted to have the relevant officials
enter that producer's office or another place of business of that producer and
inspect that producer's books, documents, or other items, or to have those
officials ask the relevant persons questions, but the producer fails to make a
report or files a false report, refuses, obstructs, or evades the inspection, or
fails to answer or provides a false answer to the questions; or

W H_HOBREILLL2EHOAHEEL LnE x,

(iv) if the producer fails to bear the costs under the provisions of paragraph (3).

2 HISREE N OHUEE TOREIL, AFEOBEIC X 23 EDBIH LIZHOWTHEH]
T2,

(2) The provisions of paragraphs (2) through (4) of the preceding Article apply
mutatis mutandis to the revocation of a certification under the provisions of
the preceding paragraph.

3 HHE_SORECLOIBEICESTLIEN (A TEDLHDIIRD, ) 1. 4
AL Z T HREEL M LERERIERFEETOABL T 5,

(3) The costs required to perform an inspection under the provisions of paragraph
(1), item (iii) (limited to the cost specified by Cabinet Order) are to be borne by
the certified producer of anonymized medical data subject to the inspection.

B EAMIEREHREORBICE T 2 HH
Section 2 Regulations on the Handling of Anonymized Medical and Other
Data

CFILH B #9312 & 2 il BE)
(Restrictions Based on Purpose of Use)

FH\SR REELAMTERIGERIERFEEIL. F T ERE-HEIE L R —
HOBEIZ X ERIGHROBUE 2 Z T 2 HE 1. SREERIT R ER 5 B O b 72 7
WZET LI EINTE DO THLEVI MBI THZEDRNWE S, RBEEA
I TERAG RAERRFZE D B O ERIS L E R #2882 THRERFRZ IR H-> T
72 670,

Article 18 (1) If a certified producer of anonymized medical data has been
provided with medical information pursuant to the provisions of Article 27,
paragraph (1) or Article 52, paragraph (1), the producer must not handle that
medical information beyond the scope necessary for achieving the purpose of
the certified business of preparing anonymized medical data, so as not to
contravene the purpose of the medical information being provided to contribute
to research and development in the medical field.

2 HIEOBEIX, RIZHIT HHEIC O 0T, @A LR,

(2) The provisions of the preceding paragraph do not apply to the following cases:
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— ERIZESLIGE
@) When the relevant laws and regulations apply;

- fmORE, KEORIEZ DOMIEE DEE~DN DT OB2DONLENDH LS

(ii) in an emergency in order to save a person's life, provide disaster relief, or

otherwise respond to an emergency.

(4L N TR RGO AER )
(Preparation of Anonymized Medical Data)

FHS REEALMTEREREREER T, BELANMTEREREZERT L L ST
FEOMENEZHIT 5 Z & KOZDIERICHW D ERIERAEICT D2 LN TE iﬁb\
EOCTH7DITnBERE DL LTEHBET TED DI, HiLERERZ N
Ibﬁﬁnﬁﬁ%ﬁwo

Article 19 (1) When a certified producer of anonymized medical data prepares
anonymized medical data, the producer must process the medical information
in accordance with the standards specified by order of the competent ministry
as being necessary to make it impossible to identify a specific individual or to

restore the medical information used to produce the anonymized medical

information.

2 WEBEAMTERERIERFESR L, ELINMTERERZER L TH L S#%ER N
TEEEREZIROE O ICE o T, HEAMTERIEBROERICHN S T ER
THRICERDARNE@INT D700, BEAMNMTERIGERZMOFRE BE L TER
SRR

(2) When preparing anonymized medical data and handling that anonymized
medical data on its own, a certified producer of anonymized medical data must
not collate the anonymized medical data with other data to identify the
1dentifiable person whose medical information has been used to prepare the
anonymized medical data.

3 EANFHMOREICET DERFBN+ =K0HET, REEL M LERIEMIERFE
BNFH-HOBUEIS &0 EAINTERERZER T 2581220 TiE, @A L,

(3) The provisions of Article 43 of the Act on the Protection of Personal
Information do not apply if a certified producer of anonymized medical data

prepares anonymized medical data pursuant to the provisions of paragraph (1).

(YHE)

(Deletion)
& REEANTERGERER S XS 1T, REEAMTERIGERIEARFEICEL
BT D EA N LR ERE %ﬂﬁ#éz%#&<&ot&%i 7R < HRLEE
AN TERIEREZHEE LRI 5720,

Article 20 If a certified producer of anonymized medical data no longer needs to
use anonymized medical and other data that it manages in connection with its
certified business of preparing anonymized medical data, the producer must
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delete that anonymized medical and other data without delay.

(22 448 PRAL )
( Measures for Secure Data Management)

b REREAMTERERMEMRSEE T, RERS N TERE SRS
LB B 2 EA NI TERE RE O R SUTBAB OB 1L 2 O o> M 7% A N T
ERIGHREDOLREHDOTOICLE PO DL LTEHBEAT TEDDIHEZH
CRFNIER B0,

Article 21 A certified producer of anonymized medical data must take the
necessary and appropriate measures specified by order of the competent
ministry to prevent leaks of, loss of, or damage to the anonymized medical and
other data that it manages in connection with its certified business of
preparing anonymized medical data, and to otherwise securely manage the
anonymized medical and other data.

(TEFH D)
(Supervision of Workers)

A REREAN TIERGRIER A 1T, £ O (T8 B I T ER G #
TERRFZEICBE LEH T 2 EA M TERIGEHREZR D BT DI - TE, YikES
MTERIEREOREEHENKOND LD, EHEEFTTEDD L IAICED ., Skt
BB T D RMEN O REE 2 TORIT IR B 70,

Article 22 If a certified producer of anonymized medical data has its employees
handle anonymized medical and other data that it manages in connection with
its certified business of preparing anonymized medical data, the producer must
supervise those employees as necessary and appropriate, pursuant to the
provisions of order of the competent ministry, so as to ensure that the

anonymized medical and other data are securely managed.

(TEEHEFEDEE)
(Obligations of Employees)

o= REEAMTERERIERFEE OKBER LIIEEEXITI NS TH -
L. REELNMNTIERERERFEICE L THYE-EL N TERERSEDHNE
ZHEVITHACE B, IIARE R BIICHM L TEZR 520,

Article 23 It is prohibited for a current or former officer or employee of a
certified producer of anonymized medical data to disclose anonymized medical
and other data acquired in connection with its certified business of preparing
anonymized medical data to another person without due cause or to use that
information for an unjust purpose.

(%&F7t)

(Entrustment)
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NS RREEAMTERERMEMRFEEE L. BUTARE -HIRET 2REE
BIFMEIRZEFEE QLT ZORCENWT [REERGREIMZFES) &
WH, ) IR LTT25EICRY, RERAN TERERIERFEICE LUEHT 5
LM LERERFEORP OB XTI L2 EETDH LN TE D,

Article 24 (1) A certified producer of anonymized medical data may entrust all or
part of the handling of anonymized medical and other data that it manages in
connection with its certified business of preparing anonymized medical data
only to an enterprise certified for entrustment with handling medical and other
data prescribed in Article 46, paragraph (1) (referred to below as "enterprise
certified for entrustment with handling medical and other data" in this Article).
2 HAIEOBEIC LV EANTEREREDOTF O T —HMOEE = T8 E
ERRAE WG R e ER L, SHEA N LEREREOIRB N DOEFEE LI ERE
LN TERIERIEREEE OFH LR mE Tho T, 1o, BEERIEHREFRERZ
FEFELTICHLTT D EXIIRY, 2O IT—HOBEREET DHIENTE S,

(2) An enterprise certified for entrustment with handling medical and other data
that has been entrusted with all or part of the handling of anonymized medical
and other data pursuant to the provisions of the preceding paragraph may
further entrust all or part of that handling only if it obtains authorization of
the certified producer of anonymized medical data that has entrusted it with
handling of the anonymized medical and other data, and only if it further
entrusts that handling to an enterprise certified for entrustment with handling
medical and other data.

3 AIEOHEIZ XV EA M LEREREOBR D OLH L —HOHEILEZ TR
T EIRAE RSB e A I, Y HEA I LS S O TR O A2 ST —H o
Lt TR EEREREINZFEFEL A2 LT, REOHELHMT 5,

(3) An enterprise certified for entrustment with handling medical and other data
that has been further entrusted with all or part of the handling of anonymized
medical and other data pursuant to the provisions of the preceding paragraph
1s deemed to be an enterprise certified for entrustment with handling medical
and other data that has been entrusted with all or part of the handling of that
anonymized medical and other data, and the provisions of that paragraph
apply.

(ZFEE D)
(Supervision of Entrusted Persons)
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Article 25 If a certified producer of anonymized medical data entrusts another
person with all or part of the handling of anonymized medical and other data
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that it manages in connection with its certified business of preparing
anonymized medical data, the producer must supervise the entrusted person as
necessary and appropriate pursuant to the provisions of order of the competent
ministry so as to ensure that the anonymized medical and other data the
handling of which it has entrusted are securely managed.

(I 2 N5 D)

(Reporting Leaks)
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Article 26 If a leak of, loss of, or damage to anonymized medical and other data

that a certified producer of anonymized medical data manages in connection
with its certified business of preparing anonymized medical data or any other
situation that involves ensuring the safety of anonymized medical and other
data and is specified by order of the competent ministry as being highly likely
to harm the rights and interests of individuals occurs, the certified producer of
anonymized medical data must report this to the competent minister pursuant

to the provisions of order of the competent ministry.

(fl D FRAE FE A N TR A /B R F 28 1S/ 2 BERR A D)

(Provision of Medical Information to Other Certified Producers of Anonymized
Medical Data)
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Article 27 (1) At the request of another certified producer of anonymized medical

2

data and pursuant to the provisions of order of the competent ministry, a
certified producer of anonymized medical data that has been provided with
medical information pursuant to the provisions of Article 52, paragraph (1)
may provide the medical information that has been provided to it pursuant to
the provisions of that paragraph to that other certified producer of anonymized
medical data to the extent necessary for preparing anonymized medical data,
pursuant to the provisions of order of the competent ministry.

ATEOHIEIC L0 ERIGHR O Z 21 7 3E A I TERE R R EE 1T, F
KRB -HOHEIZ LV ERIEWMORME 2 500 72 3 E A N LIEFR G WmAER
FLHR LT, AIEOHELHEHT 2,
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(2) A certified producer of anonymized medical data that has been provided with
medical information pursuant to the provisions of the preceding paragraph is
deemed to be a certified producer of anonymized medical data that has been
provided with medical information pursuant to the provisions of Article 52,
paragraph (1), and the provisions of the preceding paragraph apply.

(5 =F 1k O il FR)
(Restrictions on Provision of Information to Third Parties)
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BREIC KV RUET 556 L ORIZHE T 256 2R < I, AISRB—HEUIH L+ 5%
F—HOBEIC L VRSN ERERE S =F TR L TEIR 520,

Article 28 (1) It is prohibited for a certified producer of anonymized medical data
to provide a third party with medical information provided pursuant to the
provisions of paragraph (1) of the preceding Article or Article 52, paragraph (1),
except if that producer provides that information pursuant to the provisions of
paragraph (1) of the preceding Article or Article 31, paragraph (2) and except
in any of the cases stated in the following items.

— ESICESEES

(i) when the relevant laws and regulations apply;

= Ao, KEORIEZE OMIER OFE~DOXIED I ORBDONEN G HGE

(i1) in an emergency in order to save a person's life, provide disaster relief, or
otherwise respond to an emergency.
2 WICHEIT 58IV T, SREREROEMZZ T 2813, ATEOBE DI
ONTIE, HAFTEKLELRVWbD LT D,
(2) In the following cases, the recipient of the medical information is not to be
considered a third party in applying the provisions of the preceding paragraph:
— B —FFEHE, FEXIIFENENSFREE TOMEICL 2 FEEET OM
DHEHIC L DFEOEMI > TERIGRI I NI GE

(i) if medical information is provided as a result of the succession of business
due to a business transfer under the provisions of Article 11, paragraph (1),
paragraph (2), or paragraphs (4) through (6) or for any other reason;

= REREAMTERERERFIEE 2 E USRS - HOREIZ LY ERE RO
WNDOEF NI =2 LFET 5 2 LI o THRERGERVPRZIEIN D GE

(i) if medical information is provided as a result of a certified producer of
anonymized medical data entrusting a person with all or part of the handling
of that medical information pursuant to the provisions of Article 24,
paragraph (1).

(7 1 D L ER)

(Processing Complaints)

BT S BEEAMTERERERFEST T, THFETTEDLLIAICLY, #
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Article 29 (1) Pursuant to the provisions of order of the competent ministry, a
certified producer of anonymized medical data must properly and promptly
process any complaints about the handling of anonymized medical and other
data that it manages in connection with its certified business of preparing
anonymized medical data.

2 WEBEAMLERERIERFEEIL. EBEEDTEDDLELEZAICLY, BIEOBR
TR D T OB IR 2 B L 722 T i e 7w,

(2) Pursuant to the provisions of order of the competent ministry, a certified
producer of anonymized medical data must set in place the necessary system to

achieve the purpose referred to in the preceding paragraph.

B EANMLEREHRDBFEE
Section 3 Enterprises Handling Anonymized Medical Data
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Article 30 (1) When handling anonymized medical data prepared pursuant to the
provisions of Article 19, paragraph (1) or Article 47, paragraph (1) (excluding
anonymized medical data that an enterprise handling anonymized medical
data (meaning a person that has a database or similar collection of anonymized
medical data available for use in its business; the same applies below)
personally prepares by processing medical information), an enterprise handling
anonymized medical data must not acquire information about an identifier or
its equivalent or an individual identification code that has been deleted from
the medical information or information about the method of processing that
has been performed pursuant to the provisions of Article 19, paragraph (1) or
Article 47, paragraph (1), nor must it collate the anonymized medical data with
other information, in order to identify the identifiable person whose medical
information was used to prepare the anonymized medical data.

2 EANFEHROREICET 2EREBEHUENSHENHAEE TOREIT, BEAMNMLE
I R FEFEPRTHRICHE T 2EA N TERER A #2581 o0 T, i
L7220,

(2) The provisions of Articles 44 through 46 of the Act on the Protection of
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Personal Information do not apply if an enterprise handling anonymized
medical data handles the anonymized medical data prescribed in the preceding
paragraph.

B EAERAREEEEFRS L OEE

Section 4 Linkage with Anonymized Data Related to Medical Insurance

(LS AT REFE 44 N LR R O f2fit)
(Provision of Linkable Anonymized Medical Data)
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Article 31 (1) A certified producer of anonymized medical data may provide
anonymized medical data it has prepared pursuant to the provisions of Article
19, paragraph (1) or Article 47, paragraph (1) in a form that makes it possible
to link that data to anonymized data related to medical insurance and any
other information specified by Cabinet Order, but only to a person that is
permitted to be provided with anonymized data related to medical insurance
pursuant to the provisions of Article 16-2, paragraph (1) of the Act on
Assurance of Medical Care for Elderly People (Act No. 80 of 1982) (meaning
anonymized data related to medical insurance prescribed in that paragraph;
the same applies below in this paragraph) or to any other person specified by
Cabinet Order.

2 WEBEAMTERERIEKRFER L ELMNTERERZ /IS ET S REICT
L, THATTEDD & ALY BEAGBRE L OMES TED S KE (L
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(2) To put anonymized medical data into the form prescribed in the preceding
paragraph, a certified producer of anonymized medical data may, pursuant to
the provisions of order of the competent ministry, provide the Minister of
Health, Labour and Welfare or other ministers specified by Cabinet Order
(referred to below as "Minister of Health, Labour and Welfare or a relevant
authority" in this Article) with the anonymized medical and other data, and
request them to provide the information specified by order of the competent
ministry as the information necessary to put the anonymized medical data into
that form.
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(3) After receiving a request under the provisions of the preceding paragraph, the
Minister of Health, Labour and Welfare or a relevant authority may provide a
certified producer of anonymized medical data with the information specified
by order of the competent ministry which is referred to in that paragraph.

4 JEAEITTBREFIL ATEHOBEIC X HEROREIHR L FHEORMUT 24
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(4) The Minister of Health, Labour and Welfare or a relevant authority may
entrust all or part of the affairs related to the provision of information under
the provisions of the preceding paragraph to Health Insurance Claims Review
and Reimbursement Services under the Health Insurance Claims Review and
Reimbursement Services Act (Act No. 129 of 1948), a Federation of National
Health Insurance Association prescribed in Article 45, paragraph (5) of the
National Health Insurance Act (Act No. 192 of 1958), or other persons specified
by order of the competent ministry (referred to below as "reimbursement
service or another organization" in this Article).

5 HZHOBEIZLDIEFRORMZZ T 2REEL N T ERERIEREERIT, EE
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(5) A certified producer of anonymized medical data that is provided with
information under the provisions of paragraph (3) must pay a fee to the State
(or to the reimbursement service or another organization if the reimbursement
service or another organization handles all of the affairs connected with the
provision of information under paragraph (3) as entrusted by the Minister of
Health, Labour and Welfare or a relevant authority pursuant to the provisions
of the preceding paragraph) in an amount specified by Cabinet Order based on
the actual costs.

6 RIEOHEIC L SHAERGFITHD b FEEHE, XRESEDONA LT S,

(6) The fees paid to the reimbursement service or another organization pursuant
to the provisions of the preceding paragraph are the income of the
reimbursement service or another organization.

7 REEAMTERERIERFEERIL. B -HOBUEIC X D EL N TIEREFHROERM
. BIUHEOBEICL AR EZ T X ESEEZB U TITI ZENTE D,

(7) A certified producer of anonymized medical data may provide anonymized
medical data under the provisions of paragraph (1) through the reimbursement
service or another organization which has been entrusted under the provisions

29



of paragraph (4).

(Lt AT RE P 42 )0 T P 1 e o0 Bl M2 B9 2 R
(Regulations on the Handling of Linkable Anonymized Medical Data)
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Article 32 (1) When handling linkable anonymized medical data (meaning
anonymized medical data provided pursuant to the provisions of paragraph (1)
of the preceding Article; the same applies below), a person that is provided
with and uses that anonymized medical data pursuant to the provisions of
paragraph (1) of the preceding Article (referred to below as "user of linkable
anonymized medical data") must not acquire information about an identifier or
its equivalent or an individual identification code that has been deleted from
the medical information, information about the processing method used to
prepare the linkable anonymized medical data pursuant to the provisions of
Article 19, paragraph (1) or Article 47, paragraph (1), or information about any
other processing method used to prepare the linkable anonymized medical data,
or must not collate the linkable anonymized medical data with other
information, in order to identify the identifiable person whose medical data
was used to prepare the linkable anonymized medical data.

2 B HRVOHE =K E TOREIL, EA rTREEA I T ERERANEIC L D
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(2) The provisions of Articles 20 through 23 apply mutatis mutandis to the
handling of linkable anonymized medical data by a user of linkable
anonymized medical data. In that case, the phrase "it manages in connection
with its certified business of preparing anonymized medical data" in Articles
20 through 22 is deemed to be replaced with "the user of linkable anonymized
medical data manages"; the phrase "officer or employee of a certified producer
of anonymized medical data" in Article 23 is deemed to be replaced with " a
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certified producer of anonymized medical data or its employee (or, if a certified
producer of anonymized medical data is a corporation (or an organization
without legal personality for which a representative or administrator has been
designated), its officer, representative, or administrator)"; and the phrase " its
certified business of preparing anonymized medical data" in that Article is
deemed to be replaced with "the use of linkable anonymized medical data".

FHE BERLMLEREBEBRERFREEXROCRERL M TERERFIHESR
*E
Chapter IV Certified Producers of Pseudonymized Medical Data and
Certified Users of Pseudonymized Medical Data
F—H BERLMLERBEBRIERFEE K OMRA N TERFREOBRH
(2B 5 Hil
Section 1 Regulations Concerning Certified Producers of Pseudonymized
Medical Data and Handling of Pseudonymized Medical Data

(FE)
(Certification)
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Article 33 A person engaged in the business of preparing pseudonymized medical
data (limited to a corporation) may apply to obtain certification from the
competent minister as being capable of carrying out the business of preparing

pseudonymized medical data in a proper and reliable manner.

(FIIH B #9IZ & 2 il BR)
(Restrictions Based on Purpose of Use)
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Article 34 (1) If a person that has obtained certification as referred to in the
preceding Article (referred to below as "certified producer of pseudonymized
medical data") is provided with medical information pursuant to the provisions
of Article 38, paragraph (1) or Article 57, paragraph (1), it must not handle
that medical information beyond the scope necessary for achieving the purpose
of the business of preparing pseudonymized medical data to which the
certification referred to in the preceding Article is related (referred to below as
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"business certified for preparing pseudonymized medical data"), so as not to
contravene the purpose of the medical information being provided to contribute
to research and development in the medical field.

2 HIEOBEIT, RIZHTHHEIC O 0 TIE, @A LRV,

(2) The provisions of the preceding paragraph do not apply to the following cases:
— ESICESCES
(i) when the relevant laws and regulations apply;
= Ao, KFORIERZ OMIET OEEA~OHIED IO BB DONER B D56
(i1) in an emergency in order to save a person's life, provide disaster relief, or

otherwise respond to an emergency.

(540 I TR R G S D AR )

(Preparation of Pseudonymized Medical Data)
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Article 35 (1) When a certified producer of pseudonymized medical data prepares
pseudonymized medical data, it must process the medical information in
accordance with the standards specified by order of the competent ministry as
being necessary for ensuring that it is not possible to identify a specific
individual unless it is collated with other information.

2 WERALINLERGHRIEKRFEES L. ATEOBEIC X0 AN TERIE#Z ER L
el ZiE BIROBEIZ IO T IEFICESIGEERAIN, BERB M LE
TG AR D B B O RIS LB 2R i P 2 88 2 T 4 R4 I TR R A B o
TR B 720,

(2) Notwithstanding the provisions of the preceding Article, if a certified
producer of pseudonymized medical data has prepared pseudonymized medical
data pursuant to the provisions of the preceding paragraph, it must not handle
that pseudonymized medical data beyond the scope necessary for achieving the
purpose of the business certified for preparing pseudonymized medical data,
except as otherwise provided by laws and regulations.
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(3) When preparing pseudonymized medical data and handling it on its own, a
certified producer of pseudonymized medical data must not collate the
pseudonymized medical data with other information in order to identify the
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identifiable person whose medical information was used to prepare the
pseudonymized medical data; provided, however, that this does not apply if
that certified producer needs to do so in order to cooperate in an investigation

it has undergone under Article 14, paragraph (6) of the Act on Securing Quality,
Efficacy and Safety of Products Including Pharmaceuticals and Medical

Devices (Act No. 145 of 1960) or under the provisions of any other law specified
by order of the competent ministry (including an equivalent investigation

under foreign laws and regulations).
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(4) When handling pseudonymized medical data that a certified producer of
pseudonymized medical data manages in connection with its business certified
for preparing pseudonymized medical data, the certified producer must not use
the contact information or any other information contained in that
pseudonymized medical data to make telephone calls, send letters by mail or by
correspondence delivery prescribed in Article 2, paragraph (2) of the Act on
Correspondence Delivery by Private Business Operators (Act No. 99 of 2002)
made by a general correspondence delivery service operator prescribed in
paragraph (6) of that Article or by a specified correspondence delivery service
operator prescribed in paragraph (9) of that Article (referred to as
"correspondence delivery" in Article 42, paragraph (3) and Article 48,
paragraph (4)), deliver telegrams, transmit information by using a facsimile
machine or by electronic or magnetic means (meaning using an electronic data
processing system or any other means that involves using information and
communications technology as specified by order of the competent ministry; the
same applies in Article 42, paragraph (3) and Article 48, paragraph (4)), or
visit residences.
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(5) The provisions of Article 41, paragraph (1) of the Act on the Protection of
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Personal Information do not apply if a certified producer of pseudonymized
medical data prepares pseudonymized medical data pursuant to the provisions
of paragraph (1), and the provisions of Article 26; Articles 32 through 39;
Article 41, paragraphs (2) through (9); and Article 42 of that Act do not apply if
a certified producer of pseudonymized medical data handles pseudonymized
medical data that it manages in connection with its business certified for
preparing pseudonymized medical data.

(540 I TR R A D 12 1)

(Provision of Pseudonymized Medical Data)
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Article 36 (1) Pursuant to the provisions of order of the competent ministry, a
certified producer of pseudonymized medical data may provide pseudonymized
medical data prepared pursuant to the provisions of paragraph (1) of the
preceding Article or Article 48, paragraph (1) only to a certified user of
pseudonymized medical data prescribed in Article 42, paragraph (1).

2 WERAMLTERERIERFEERIL. BT NUERE-HOBEIIH D LT, FiH
DOHEIZ LV RUET 256 K OESICE S IGHE R T, FBEIRA N T
TERC IR LB BT DA N CERG W2 5 =2 TR L T b0,

(2) Notwithstanding the provisions of Article 39, paragraph (1), a certified
producer of pseudonymized medical data must not provide third parties with
the pseudonymized medical data that it manages in connection with its
business certified for preparing pseudonymized medical data, except when it
provides the information pursuant to the provisions of the preceding paragraph
or when the relevant laws and regulations apply.
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(3) In the following cases, the recipient of the pseudonymized medical data is not
to be considered a third party in applying the provisions of the preceding
paragraph:
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(i) if pseudonymized medical data is provided as a result of the succession of
business due to a business transfer under the provisions of Article 11,
paragraph (1), paragraph (2), or paragraphs (4) through (6), as applied
mutatis mutandis pursuant to Article 40, or for any other reason;

T RERA N TESRRAFHRAIER A DR HOBUEIS L0 AN TR # o
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(ii) if the pseudonymized medical data is provided as a result of a certified
producer of pseudonymized medical data entrusting all or part of the
handling of the pseudonymized medical data pursuant to the provisions of
paragraph (1) of the following Article;

(Z5E)
(Entrustment)
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Article 37 (1) A certified producer of pseudonymized medical data may entrust
all or part of the handling of medical information that it manages in connection
with its business certified for preparing pseudonymized medical data; of
identifiers and their equivalent deleted from medical information used to
prepare pseudonymized medical data; of individual identification codes; of
information on the processing methods used pursuant to the provisions of
Article 35, paragraph (1) or Article 48, paragraph (1); and of pseudonymized
medical data (referred to below as "pseudonymized medical and other data"),
but only if it does so to an enterprise certified for entrustment with handling
medical and other data prescribed in Article 46, paragraph (1) (referred to
below as "enterprise certified for entrustment with handling medical and other
data" in this Article).
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(2) An enterprise certified for entrustment with handling medical and other data
that has been entrusted with all or part of the handling of pseudonymized
medical and other data pursuant to the provisions of the preceding paragraph
may further entrust all or part of that handling only if it obtains authorization
of the certified producer of pseudonymized medical data that has entrusted it
with the handling of that pseudonymized medical and other data, only if it
further entrusts that handling to an enterprise certified for entrustment with

handling medical and other data.
3 HIEOBLEIC LV IRA N TEEEHRE DT OO X MO FELE = TR
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(3) An enterprise certified for entrustment with handling medical and other data
that has been further entrusted with all or part of the handling of
pseudonymized medical and other data pursuant to the provisions of the
preceding paragraph is deemed to be an enterprise certified for entrustment
with handling medical and other data that has been entrusted with all or part
of the handling of that pseudonymized medical and other data, and the
provisions of that paragraph apply.

(it D FEE AN T ERRAG WA RS (SR 5 ERIE WO RML)
(Provision of Medical Information to Other Certified Producers of
Pseudonymized Medical Data)

FotHN\E FHLTHERFE-HOBREIZ L EREHMORM L 21T 75 E R4 I L ER
THRERFEEE T, THEEADTEDDL L ALY, OFRERL I TEFEE RIERK
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A OFREW AN TEFF R FES I L, REOKEIC LV RIS ERIE
WwmERtT o2 nTE D,

Article 38 (1) Pursuant to the provisions of order of the competent ministry, in
response to a request from another certified producer of pseudonymized
medical data, a certified producer of pseudonymized medical data that has
been provided with medical information pursuant to the provisions of Article
57, paragraph (1) may provide another certified producer of pseudonymized
medical data with the medical information that has been provided to it
pursuant to the provisions of that paragraph, to the extent necessary for
preparing pseudonymized medical data.

2 ATEOBEIC LD EEERORUEZ ST 7238 BRI TR RAERE T L, H
HHERE-HOREIL X0 ERE RO 2 2T 7238 E 54 I TR G MAER 2
FLHR LT, AIEOHELZHEHT 5,

(2) A certified producer of pseudonymized medical data that has been provided
with medical information pursuant to the provisions of the preceding
paragraph is deemed to be a certified producer of pseudonymized medical data
that has been provided with medical information pursuant to the provisions of
Article 57, paragraph (1), and the provisions of the preceding paragraph apply.

(RGO F = F it H|R)
(Restrictions on the Provision of Medical Information to Third Parties)
Bt RERA I LIERERERFEER T, ATERE - HOBEIZ LRI 25
BN ORIHG T 556 2 R<1E0, FBEIFE L +ESRFE - HOBEIC L 2t
TR A 5 =R LTI B2,
Article 39 (1) A certified producer of pseudonymized medical data must not
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provide a third party with medical information provided pursuant to the

provisions of paragraph (1) of the preceding Article or Article 57, paragraph (1),

except when it provides that information pursuant to the provisions of that

paragraph or in the following cases:

— ETICESLGE

(1) when the relevant laws and regulations apply;

= Ao, KFORERZ OMIET OEEA~OHIED IO BB DONER B D556

(i1) in an emergency in order to save a person's life, provide disaster relief, or
otherwise respond to an emergency.
2 WICHT H2HEITBNT, YERERORMEZZ T 5813, RIEOBLE O IZ
DONTIE, B=EAFITHEE LRV D ET D,
(2) In the following cases, the recipient of the medical information is not to be
considered a third party in applying the provisions of the preceding paragraph:
— RERCBWTHERTLHE KB H, B HIENENSHANEE TOHRE
IZ L D HEEEEZ OMOFRIC LD FHEDOKMPIC > TEEHFRDBRIEI DG

(1) if medical information is provided as a result of the succession of business
due to a business transfer under the provisions of Article 11, paragraph (1),
paragraph (2), or paragraphs (4) through (6) as applied mutatis mutandis
pursuant to the following Article or for any other reason;

= O REMA M TERERERFEREDE =+ EEE-HOBEIC XL EFRE RO
WNDEF NI = ELFET D Z Lo THRERIFRDPEZ LI NI GE

(i1) when medical information is provided as a result of a certified producer of
pseudonymized medical data entrusting all or part of its handling of medical

information pursuant to the provisions of Article 37, paragraph (1).

(#EM)
(Application Mutatis Mutandis)

FU+HK BARE _HIPOGHELHEET, BHEPOFEHFELRET, FE_+E00HE -
+=4KFE T FHoFESE FELPAFLAUE LG ORER. B+ =5F0RE.
PRE AL TN TR AE AR R A K O E IR A N LERIG MAER 2 I DWW THER
Do ZOHBITBWT, IROEXD LMRIHGT 5 BE T RIZO TS 27T, £
NENRZRDO FHIZHEIT 52 FANCHARZ D D L& T 51E0, LEREINIHIE 21X,
K5 TED D,

Article 40 The provisions of Article 9, paragraphs (2) through (5); Articles 10
through 17; Articles 20 through 23; Article 25; Article 26; and Article 29 apply
mutatis mutandis to the certification referred to in Article 33, the certified
producer of pseudonymized medical data, and the business certified for
preparing pseudonymized medical data. In that case, the words listed in the
right-hand column of the following table are deemed to replace the words listed
in the middle column of that table in the provisions listed in the left-hand
column of that table, and, additionally, Cabinet Order provides for the
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necessary technical replacement of terms.

LR I
Article 9, paragraph (2),
item (iv)

ERIER, AN LER
15 D AR VW T2 R
2> H HI bR U 72 Foak 45
Ko OME N GRBIAF =, 3+
NWGH—HIHE N+t
FE—HOBEICL VAT
ST T.OHIEICET S
17 I ONT 45 N T 9
fEek (UUT TEAMNMITE
WIERE) Lo, )
Medical information,
identifiers or their
equivalent deleted from
medical information
used to prepare
anonymized medical
data, individual
identification codes,
information concerning
the method of
processing performed
pursuant to the
provisions of Article 19,
paragraph (1) or Article
47, paragraph (1), and
anonymized medical
data (referred to below
as "anonymized
medical and other
data")

A M TERE®RE (F=
FE&FE -HIZHET DK
LN TEREREZ D,
LFRIC, )
seudonymized medical
and other data (meaning
the pseudonymized
medical and other data
prescribed in Article 37,
paragraph (1); the same
applies below);

FILRE =T o
Article 9, paragraph (3),
item (1), (c)

P 4 0 T = % 15 R VR R
i

Business of Preparing
Anonymized Medical
Data

A N TSR AR 2
Business of Producing
Pseudonymized Medical
Data

BILGRH —HE
Article 9, paragraph (3),
item (i1)

P& 4% N I =R 15
Anonymized Medical
Data

R4 N T 5 9 1
Pseudonymized Medical
Data
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Article 9, paragraph (3),
items (iii) and (Gv),
Article 11, paragraph
(9), Article 12,
paragraph (2), Article
13, paragraph (2),
Article 16, paragraphs
(1) and (2), Articles 20
through 23, Article 25,
Article 26, and Article
29, paragraph (1)

P40 N TR PR A 5
Anonymized Medical
and Other Data

AR A TN L = P 1 i
Pseudonymized Medical
and Other Data

A NRE S
Article 16, paragraph
(1), item (iv)

B NGE
provides medical data
in violation of the
provisions of Article 28,
paragraph (1)

B RNRE HOREIS
ER U TR A N T =R
et L, T =+Iusk
H—IH

provides pseudonymized
medical data in violation
of the provisions of
Article 36, paragraph (2),
or provides medical data
in violation of the
provisions of Article 39,
paragraph (1)

CERRVAS S eV U ey
Article 16, paragraph
(1), item (v)

[ 7N e S |
Article 61, paragraph
(1)

AR A
Article 61, paragraph (2)

HAEREEHE 5
Article 17, paragraph
(1), item (1)

RS
Article 61, paragraph
(1)

[FIZR 55 A
Article 61, paragraph (2)

L
VI B D A

B EAR A N TERE R T EE R ORI TERE RO RE

Section 2 Regulations Concerning Certified Users of Pseudonymized
Medical Data and Handling of Provided Pseudonymized Medical Data

(GRE)
(Certification)
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Article 41 A person (limited to a corporation) that receives pseudonymized
medical data prepared pursuant to the provisions of Article 35, paragraph (1)
or Article 48, paragraph (1) from a certified producer of pseudonymized
medical data and seeks to engage in the business of conducting research and
development in the medical field using that pseudonymized medical data may
apply to obtain certification from the competent minister as being capable of

carrying out that business in a proper and reliable manner.

(R A N TERRE ORI B A9IZ X 5 #ilR%)
(Restrictions on the Purpose of Use of Provided Pseudonymized Medical Data)

FEUH 5 AIRORBELZITE CUT BEERA M TERERIASEESE] &v
o ) 1. ERICESSGAEEZRIED, ERDPBOMERRBICLERG@MH A 2 T
F=TARRE-HOBEIZL D . ITREKE “HORE DM 252 1) TRt S 72k
AINTERIEHR (LUT HRERAIMTERE®R] &0, ) 2RO HF->TTR B0,

Article 42 (1) Except when the relevant laws and regulations apply, a person
that has obtained the certification referred to in the preceding Article (referred
to below as "certified user of pseudonymized medical data") must not handle
pseudonymized medical data provided pursuant to the provisions of Article 36,
paragraph (1) or based on the application of the provisions of paragraph (2) of
the following Article (referred to below as "provided pseudonymized medical
data") beyond the scope necessary for research and development in the medical
field.

2 WERLMLERGHRAANEER L, REEAINTEREREZ RO E I I2872-T
E, MR MR A I T EREROMERICH W DL ERIGERICR D RN LT 57
DIT, GRZERGHRD DHIBR S 7o ill 8 U <TG 547 L I =1k
BT L <UEENUHNEE -HOBEIC L VITONTIN TOFIEICET 5 %2 B
L. XTERRMIM A I TERERZMOFHR S RE LTI 2R0,

(2) When handling provided pseudonymized medical data, it is prohibited for a
certified user of pseudonymized medical data to acquire information about an
1identifier or its equivalent or an individual identification code that has been
deleted from the medical information or information about the method of
processing that has been performed pursuant to the provisions of Article 35,
paragraph (1) or Article 48, paragraph (1), or to collate the provided
pseudonymized medical data with other information, in order to identify the
1dentifiable person whose medical information was used to prepare that
provided pseudonymized medical data.
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(3) When handling provided pseudonymized medical data, a certified user of
pseudonymized medical data must not use the contact information or any other
information contained in the provided pseudonymized medical data in order to
make telephone calls, send letters by mail or correspondence delivery, deliver
telegrams, transmit information by using a facsimile machine or by electronic
or magnetic means, or visit a residence.

4 EANTEHROREICET DERE FASL. BT 2B =1TLE&ET, HU+
—RE P DENLHETROEN A+ ZROBEIL., FRE R I TR G HAH 52
F R A N T ERE R 2 B0 H 9 Haic >0 Tid, A L,

(4) The provisions of Article 26; Articles 32 through 39; Article 41, paragraphs (2)
through (9); and Article 42 of the Act on the Protection of Personal Information
do not apply if a certified user of pseudonymized medical data handles

provided pseudonymized medical data.

(PRt 40 I TS 1 i D 55 =B 1tk D il )
(Restrictions on Provision of Provided Pseudonymized Medical Data to Third
Parties)

FEUH =5 RERAMTERGERAASFEEIL. RICBT 556 2k <AE0, 24tk
AN TERIE WA H =AM LT b,

Article 43 (1) A certified user of pseudonymized medical data must not provide
any third party with the provided pseudonymized medical data except in the
following cases.

— ERICESES

(i) when the relevant laws and regulations apply;

= EES, EREREONE., ALK L EMEOMIRFICET D EFRE USRS
—HOHEIZ KL DRI E T 5 E IS ORERTE DO KR Z OO FHEE T TED
DGy (SMEDOES LTS T 2T 8z ale, ) 2% 5 DIZRAET B RE
Z DD YFHIIT AR D FEEITOE L L TEBE D TED DE IR T E
WM AT 2 NERH D55

(ii) if it is necessary to provide the Minister of Health, Labour and Welfare or
any other person specified by order of the competent ministry as a person
engaged in the affairs related to the relevant disposition with provided
pseudonymized medical data, in order to obtain marketing approval for the
pharmaceuticals prescribed in Article 14, paragraph (1) of the Act on
Securing Quality, Efficacy and Safety of Products Including Pharmaceuticals
and Medical Devices under the provisions of Article 14, paragraph (1) of that
Act or to be subject to any other disposition specified by order of the
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competent ministry (including equivalent acts under foreign laws and
regulations).
WIZIBIT D25 BB N T, YL N TG R OB 2T 2F 13, AiEO

BEOHAIZOWTIE, FEFITHEL LRV LT 5,

(2) In the following cases, the recipient of the pseudonymized medical data is not

to be considered a third party in applying the provisions of the preceding

paragraph:

— RRCBOTHERTLHE KB H, B _HIHEMEN S HAEHE TORE
IZ X D FHEEEZ OMOEBRIZ KD FEOEMILE > TIRAME L I TEETE R 7
eI 256

(1) if provided pseudonymized medical data are provided as a result of the
succession of business due to a transfer of business under the provisions of
Article 11, paragraph (1), paragraph (2), or paragraphs (4) through (6) as
applied mutatis mutandis pursuant to the following Article or for any other
reason;

= ORBERA I LEREERFHFEEE & O CTHEE L THH S o R E R4 T
BEHRAE TR DS 2 %M DR E B A I TEFRE WA FES ISR S D56

(i1) if the provided pseudonymized medical data that is used jointly with
another certified user of pseudonymized medical data is provided to that
other certified user of pseudonymized medical data;

(MEH)
(Application Mutatis Mutandis)
FUUTUS BILRE I B=0%kkR<, ) ROEZHNLELHEET, FHHR0H
BrHERET, BEFELOLE_F=Z5FE T, B FAFEOICHE -+ NFEOBEL,
F A — R ORE KO ERAL M T ERERAHFEEE COWTHENT L, 2056
IZHBWT, ROEXD LT 2 8UE FREEROFHICE T 257401k, £ZnFRED
THICHE T 2 FIICHARZ DD ET H1E0, LERENHEEZIX., BT TED
Do
Article 44 The provisions of Article 9, paragraph (2) (excluding item (iii)) and
paragraphs (3) through (5), Articles 10 through 17, Articles 20 through 23,
Article 26, and Article 29 apply mutatis mutandis to the certification referred
to in Article 41 and to the certified user of pseudonymized medical data
referred to in that Article. In that case, the words listed in the right-hand
column of the following table are deemed to replace the words listed in the
middle column of that table in the provisions listed in the left-hand column of
that table, and, additionally, Cabinet Order provides for the necessary
technical replacement of terms.
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Article 9, information INTIEFRGEHREZ VD, LUTE

paragraph (2), L., ) OFIH

item (ii) using provided
pseudonymized medical data
(meaning the provided
pseudonymized medical data
prescribed in Article 42,
paragraph (1); the same
applies below)
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medical information,

identifiers or their

equivalent deleted from
medical information used
to produce anonymized
medical data, individual

identification code

information concerning the
method of processing
performed pursuant to the
provisions of Article 19,
paragraph (1) or Article 47,
paragraph (1), and the

S,

method of managing

anonymized medical data

(referred to below

"anonymized medical and

other data")

as

FIRE =
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Article 9,
paragraph (3),
item (i), (c)
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business of preparing
anonymized medical data
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relevant business
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Article 9,
paragraph (3),
item (ii)
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W92

acquire medical
information and to
organize and process it so
as to properly prepare and
provide anonymized
medical data

e B AR A N T2 B 1 it 2 T e |
FIMT2

properly use the provided
pseudonymized medical data
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R S
Article 9,
paragraph (3),
items (iii) and
(iv), Article 16,
paragraph (1),
and Article 23

P& 44 0 I = 9 15 i
anonymized medical and
other data

TR A I TR
provided pseudonymized
medical data
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Article 10,
paragraph (1)
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£T

paragraph (2), items (ii)
through (v) of that Article
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HIL

paragraph (2), items (ii), (iv),
or (v) of the preceding Article
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Article 11,
paragraph (1)
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business of preparing
anonymized medical data
subject to the certification
referred to in Article 9,
paragraph (1) (referred to
below as "certified business
of preparing anonymized
medical data")
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business prescribed in
Article 41 subject to the
certification referred to in
that Article (referred to
below as "certified business
using pseudonymized
medical data" in this Article,
paragraph (1) of the
following Article, and Article
%)
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Article 11,
paragraphs (4),

(6), (8), and (9)

mu I:Zl jJDI [:f’? rﬁ %&VEEX%
E0p)

of its certified business of
preparing anonymized
medical data
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of its certified business of
preparing pseudonymized
medical data
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Article 11,
paragraph (9),
Article 12,
paragraph (2),
Article 13,
paragraph (2),
and Article 16,
paragraph (2)
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anonymized medical and
other data it manages in
connection with its
certified business of
preparing anonymized
medical data

TR A 0 TR
provided pseudonymized
medical data
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Article 12,
paragraph (1)
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certified business of
preparing anonymized
medical data
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certified business using
pseudonymized medical data
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Article 17,
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Articles 20
through 22,
Article 26, and
Article 29,
paragraph (1)
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anonymized medical and
other data that it manages
in connection with its
certified business of
preparing anonymized
medical data

medical data
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through 22
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Article 23 E b e
its certified business of its certified business using
preparing anonymized anonymized medical data
medical data
S LAY S D P& A4 TN L[5 1 5 DFE PR A N T 5 1
Article 26 anonymized medical and the provided pseydonymized
other data medical data

FhE REERFREDBRZIEEES
Chapter V Enterprise Certified for Entrustment with Handling Medical

and Other Data

(FE)
(Certification)
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Article 45 A person (limited to a corporation) that has been entrusted by a
certified producer of anonymized medical data or a certified producer of
pseudonymized medical data (including multi-tier entrustment) and seeks to
engage in the business of handling medical information, an identifier or its
equivalent deleted from medical data used to prepare anonymized medical data
or pseudonymized medical data, an individual identification code, information
concerning the method of processing performed pursuant to the provisions of
Article 19, paragraph (1), Article 35, paragraph (1), Article 47, paragraph (1),
or Article 48, paragraph (1), anonymized medical data, or pseudonymized
medical data (referred to below as "medical and other data") may apply to
obtain certification from the competent ministers as being capable of carrying

out the business in a proper and reliable manner.

(R H 8912 L B HIFR)
(Restrictions Based on Purpose of Use)
FIURE RIKROBELZT2EH LA TREERIGERERRZEFEESL] &0
Vo ) I, B FUEE EHELLIEFE BHNIFE =+EELE -EELIEE HD
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Article 46 (1) If a person that has obtained the certification referred to in the
preceding Article (referred to below as "enterprise certified for entrustment
with handling medical and other data") is entrusted or further entrusted with
all or part of the handling of medical information pursuant to the provisions of
Article 24, paragraph (1) or paragraph (2) or Article 37, paragraph (1) or
paragraph (2), that person must not handle the medical information beyond the
scope necessary for achieving the purpose of the business subject to the
certification referred to in the preceding Article (referred to below as "business
certified for entrustment with handling medical and other data"), so as not to
contravene the purpose of the medical information being provided to contribute
to research and development in the medical field.

2 HIEOBEZ., RIEIT 25850 TE, @H LRV,

(2) The provisions of the preceding paragraph do not apply to the following cases:
— EBICESLGE
(1) when the relevant laws and regulations apply;
= AR, KEBORIEZ OMIEF OFE~OIIEDT-DBBADOMEND HIGHE
(i1) in an emergency in order to save a person's life, provide disaster relief, or

otherwise respond to an emergency.

(&4 I TEHR WO VERL )
(Preparation of Anonymized Medical Data)
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Article 47 (1) If an enterprise certified for entrustment with handling medical
and other data prepares anonymized medical data, it must process the medical
information in accordance with the standards specified by order of the
competent ministry as referred to in Article 19, paragraph (1).

2 WEERBERFDRZFCFESR L. BELMLERIEHRZER L TH S S%EL LT
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720N,

(2) If an enterprise certified for entrustment with handling medical and other
data prepares anonymized medical data and handles the anonymized medical
data on its own, it must not collate the anonymized medical data against other
information in order to identify the identifiable person whose medical
information was used to prepare the anonymized medical data.

3 EAFHMOREICET 2ERBN+ =R EIT, BEEREREFRPZCEES
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(3) The provisions of Article 43 of the Act on the Protection of Personal
Information do not apply if an enterprise certified for entrustment with
handling medical and other data prepares anonymized medical data pursuant
to the provisions of paragraph (1).

(540 I TR R G S D AR )
(Preparation of Pseudonymized Medical Data)
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VY,

Article 48 (1) If an enterprise certified for entrustment with handling medical
and other data prepares pseudonymized medical data, it must process the
medical information in accordance with the standards specified by order of the
competent ministry as referred to in Article 35, paragraph (1).
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(2) Notwithstanding the provisions of Article 46, if an enterprise certified for
entrustment with handling medical and other data prepares pseudonymized
medical data pursuant to the provisions of the preceding paragraph, it must
not handle that pseudonymized medical data beyond the scope necessary for
achieving the purpose of the business certified for entrustment with handling
medical and other data, unless the relevant laws and regulations apply.
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(3) When an enterprise certified for entrustment with handling medical and
other data prepares pseudonymized medical data and handles it on its own, it
must not collate that pseudonymized medical data with other information in
order to identify the identifiable person whose medical information was used to
prepare that pseudonymized medical data.
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(4) When an enterprise certified for entrustment with handling medical and
other data handles pseudonymized medical data that it manages in connection
with its business certified for entrustment with handling medical and other
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data, it must not use the contact information or any other information
contained in that pseudonymized medical data to make telephone calls, send
letters by mail or correspondence delivery, deliver telegrams, transmit
information by using a facsimile machine or electronic or by magnetic means,
or visit a residence.

5 EANEROREIZE S DIERE N+ — KB —HOBUE X5 E E R #E Bz itF
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(5) The provisions of Article 41, paragraph (1) of the Act on the Protection of
Personal Information do not apply if an enterprise certified for entrustment
with handling medical and other data prepares pseudonymized medical data
pursuant to the provisions of paragraph (1), and the provisions of Article 26;
Articles 32 through 39; Article 41, paragraphs (2) through (9); and Article 42 of
that Act do not apply if an enterprise certified for entrustment with handling
medical and other data handles pseudonymized medical data that it manages
In connection with its business certified for entrustment with handling medical
and other data.

(4 0 TG i D 5 —F 1Rk O I [R)

(Restrictions on Provision of Pseudonymized Medical Data to Third Parties)
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Article 49 (1) Notwithstanding the provisions of paragraph (1) of the following
Article, an enterprise certified for entrustment with handling medical and
other data must not provide a third party with pseudonymized medical data
that it manages in connection with its business certified for entrustment with
handling medical and other data, except in the following cases.

— EFIZESLIGE

(i) when the relevant laws and regulations apply;

BT EREHOBEIZ L DR A LRI N LER IS AR T
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(ii) if that enterprise provides a certified producer of pseudonymized medical
data that it has entrusted under the provisions of Article 37, paragraph (1)
or an enterprise certified for entrustment with handling medical and other
data that it has further entrusted under the provisions of paragraph (2) of
that Article with the pseudonymized medical data subject to that
entrustment or further entrustment.
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(2) In the following cases, the recipient of the pseudonymized medical data is not
to be considered a third party with regard to the application of the provisions
of the preceding paragraph:

— FALT—RICBWTERTZIE++—FE—H, F _HIEMNENGHEANHEET
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(i) if pseudonymized medical data is provided as a result of the succession of
business due to a transfer of business under the provisions of Article 11,
paragraph (1), paragraph (2), or paragraphs (4) through (6), as applied
mutatis mutandis pursuant to Article 51, or for any other reason;
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(ii) if the pseudonymized medical data is provided as a result of an enterprise
certified for entrustment with handling medical and other data further
entrusting the whole or a part of its handling of pseudonymized medical data
pursuant to the provisions of Article 37, paragraph (2).

(GO H = FRAEDOHIR)
(Restrictions on the Provision of Medical Information to Third Parties)
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Article 50 (1) Except in the following cases, an enterprise certified for
entrustment with handling medical and other data must not provide a third
party with medical information which it has been entrusted or further
entrusted to handle in whole or in part pursuant to the provisions of Article 24,
paragraph (1) or paragraph (2) or Article 37, paragraph (1) or paragraph (2).

— EFIZESLIGE

(i) when the relevant laws and regulations apply;
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(ii) in an emergency in order to save a person's life, provide disaster relief, or
otherwise respond to an emergency.
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(iii) if that enterprise provides a certified producer of anonymized medical data
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that has undertaken an entrustment under the provisions of Article 24,
paragraph (1), a certified producer of pseudonymized medical data that has
undertaken an entrustment under the provisions of Article 37, paragraph (1),
or an enterprise certified for entrustment with handling medical and other
data that has undertaken a further entrustment under the provisions of
Article 24, paragraph (2) or Article 37, paragraph (2) with medical
information provided in connection with that entrustment or further
entrustment;
2 WIZHITHHEITBNT, YZEREERORBUEEZZ T 58 1%. AEEOBLE O IC
SONTIE, BEAFITHEE LRV D ET D,
(2) In the following cases, the recipient of the medical information is not to be
considered a third party in applying the provisions of the preceding paragraph:
— RERCBWTHERTLHE KB H, B HIENENSHAEHE TOHRE
IR D FHEEWE L OMOERIC LD FEOKMKI > TERERPRIEIN D56

(1) if medical information is provided as a result of the succession of business
due to a business transfer under the provisions of Article 11, paragraph (1),
paragraph (2), or paragraphs (4) through (6) as applied mutatis mutandis
pursuant to the following Article or for any other reason;

= REERGERERIZFEFEE DS USRS CEXIE =B HORE
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(i1) when medical information is provided as a result of an enterprise certified
for entrustment with handling medical and other data further entrusting all
or a part of its handling of medical information to another person pursuant
to the provisions of Article 24, paragraph (2) or Article 37, paragraph (2);

(HEH)
(Application Mutatis Mutandis)
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Article 51 The provisions of Article 9, paragraph (2) (excluding items (ii) and
(ii1)); paragraph (3) (excluding item (ii)); paragraphs (4) and (5); Articles 10
through 17; Articles 20 through 23; Article 25; Article 26; and Article 29 apply
mutatis mutandis to the certification referred to in Article 45, the enterprise
certified for entrustment with handling medical and other data, and the
business certified for entrustment with handling medical and other data. In
that case, the words listed in the right-hand column of the following table are
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deemed to replace the words listed in the middle column of that table in the

provisions listed in the left-hand column of that table, and, additionally,

Cabinet Order provides for the necessary technical replacement of terms.

BILARE I
Article 9, paragraph
(2)

RIAAS &
the items of the following
paragraph

WRIEF—5, B 5Kk
(O k=2

items (1), (iii), and (v)
of the following
paragraph

LA I
Article 9, paragraph
(2), item (iv)
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IR PIIE - Rl B Qg IR p ol S
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INTERE® (LT TEA T
ERERE] Lo, )
medical information,
identifiers or their
equivalent deleted from
medical information used to
prepare anonymized medical
data, individual
identification codes,
information concerning the
method of processing
performed pursuant to the
provisions of Article 19,
paragraph (1) or Article 47,
paragraph (1), and
anonymized medical data
(referred to below as
"anonymized medical and
other data");

ERRE RS (L4 1
FRITHET 5 EHRIG#®
FEx\o, UUTH

C. )

Medical and other
data (meaning
medical and other
data prescribed in
Article 45; the same
applies below);

IR — 5
Article 9, paragraph
(3), item (), (c)

P 40 00 T [ R A R i o 2
the business of preparing
anonymized medical data

SRS S

the relevant business
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Article 9, paragraph
(3), items (iii) and
(iv), Article 11,
paragraph (9), Article
12, paragraph (2),
Article 13, paragraph
(2), Article 16,
paragraphs (1) and
(2), Articles 20
through 23, Article
25, Article 26, and

Article 29, paragraph
(1)

P& 4 0 I = 9 1
anonymized medical and
other data

2= 9% 1 5
medical and other
data

R —
Article 10, paragraph
(1)

[EES Fa
<
aragraph (2), items (ii)
through (v) of that Article

W b H I E

ATSRSE I Y 5 X%
CIEIRE

paragraph (2), item
(iv) or (v) of the
preceding Article

F AR I
Article 10, paragraph
(5)

B
item (1)

BT kO A
items (i) and (ii)

H—RELHE
Article 11, paragraph
(7)

BILGE S DB HIEE T
Article 9, paragraphs (3)
through (5)

%RK%LQ(M*m
whR<, ) o FBIHEK
OV FIH

Article 9, paragraph
(3) (excluding item
(i1)), paragraph (4),
and paragraph (5)

fofs —

FEORRE - S
Article 16, paragraph
(1), item (i)

FILERE —HA
the items of Article 9,
paragraph (3)

IR A —

B =5 S I 5
Article 9, paragraph
(3), item (1), (iii), or
(iv)
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B RNERE BN
Article 16, paragraph
(1), item Gv)

Ll IS |
Article 28, paragraph (1)
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if the certified
business provides
pseudonymized
medical data in
violation of the
provisions of Article
49, paragraph (1), or
if the certified
business provides
medical information
in violation of the
provisions of Article
50, paragraph (1);

FHNRB - EHE LS
Article 16, paragraph
(1), item (v)

[ 2N i S5 S|
Article 61, paragraph (1)

FN— R NUIA
Article 61, paragraph
(4)

HHERE-HE S
Article 17, paragraph
(1), item (i)

A SR 55— |
Article 61, paragraph (1)

EESEAURE]
Article 61, paragraph
(4)
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Article 26

ANRANA
ministry.
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ministry. Provided,
however, that this
does not apply if the
enterprise certified
for entrustment with
handling medical and
other data has been
entrusted with all or
part of the handling
of medical and other
data by a certified
business preparing
anonymized medical
data, a certified
business preparing
pseudonymized
medical data
(meaning a certified
business preparing
pseudonymized
medical data
prescribed in Article
34, paragraph (1); the
same applies below in
this Article), or
another enterprise
certified for
entrustment with
handling medical and
other data, and the
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Chapter VI Provision of Medical Information to a Certified Producer of
Anonymized Medical Data or a Certified Producer of Pseudonymized
Medical Data by an Enterprise Handling Medical Information
F—H BEELANTEREBRIERFEERICHT 5 BERERORL
Section 1 Provision of Medical Information to Certified Producers of

Anonymized Medical Data

(PRI R 1 L 2 R SO AL)

(Provision of Medical Information by Enterprises Handling Medical
Information)

B A4 ERIGHREEREEE L. REES I TERERER SRS RIS D=
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Article 52 (1) If an enterprise handling medical information agrees to cease to
provide a certified producer of anonymized medical data with medical
information that identifies an identifiable person (excluding medical
information acquired by deception or other wrongful means; the same applies
below in this paragraph and Article 57, paragraph (1)) at the request of the
identifiable person or a surviving family member of that person (meaning a
child, grandchild, or any other person specified by Cabinet Order of an
identifiable person who is deceased; the same applies below) pursuant to the
provisions of order of the competent ministry, and the enterprise handling
medical information has notified the identifiable person and the competent
minister of the following matters in advance, pursuant to the provisions of
order of the competent ministry, the enterprise handling medical information
may provide the certified producer of anonymized medical data with that
medical information:

—  UZERERIREER O KA ATA R MEFTIE NIEANICH - TE, £ofR
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(i) the name and address of the enterprise handling medical information and,
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for a corporation, the name of its representative (or, if it is an organization
without legal personality for which a representative or administrator has
been designated, the representative or administrator; the same applies in
Article 55, paragraph (1), item (i) and Article 57, paragraph (1), item ());

Z ERSBONEREICE T DO OEL M TERGHROEROMIZHET 60 L
LT, ®EELA N TIERERERFEEE RS2 2 L,

(i1) the fact that the enterprise handling medical information is providing that
information to a certified producer of anonymized medical data to prepare
anonymized medical data that are meant to contribute to research and
development in the medical field;

= REBEAMLTERERIEKRFEE RIS D ERFROER

(iii) the items included in the medical information provided to the certified
producer of anonymized medical data;

U FRE A N T ERRAG EAE RS 2 (TR S L 2 R IR AT D BUfS o0 J7 vk

(iv) the method of acquiring medical information to be provided to a certified
producer of anonymized medical data;

T REBEA I TEREBIERFEE ~ DR D Tk

(v) the method of providing medical information to a certified producer of
anonymized medical data;

N ARANXIZZDOBBEDG ORDITIE U TYEARNDTRN S5 ERIGROBEESA
N TR RIERFEET ~ORMEEIF T2 2 &,

(vi) the fact that the enterprise handling medical information will cease to
provide medical information that can be used to identify the identifiable
person to a certified producer of anonymized medical data at the request of
the identifiable person or a surviving family member of that person;

£ RAXIIZOBEDID ORDZZTHT D5k

(vii) the method of accepting requests from the identifiable person or their
surviving family members;

N ZOMAE N OMHERIF S 2 RET D720 E R DL LTEBES TED HHIE

(viii) other matters specified by order of the competent ministry as being
necessary for protecting the rights and interests of individuals.
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(2) Pursuant to the provisions of order of the competent ministry, if there has
been a change in a matter stated in item (i) of the preceding paragraph or if an
enterprise handling medical information has ceased to provide medical
information under the provisions of that paragraph, the enterprise must notify
the person concerned and the competent minister of that fact without delay,
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and if the enterprise seeks to change a matter stated in items (iii) through (v),
(vii), or (viii) of that paragraph, it must notify the identifiable person and the
competent minister of that intention in advance.

3 EBREIZ., F—HOHEILLIA2mERboTo L XX, EBEEASTEDDL EZAIZ
LV, YEEHIRLIFEHZAR LR TR G2V, AIEOBEICE MR H -
&b, FfkE T2,

(3) When a notification under the provisions of paragraph (1) has been filed, the
competent minister must issue a public announcement of the matters to which
the notification is related pursuant to the provisions of order of the competent
ministry. The same applies when a notification under the provisions of the
preceding paragraph has been filed.

(FmD5ft)
(Delivery of Documents)
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Article 53 (1) If an identifiable person or a surviving family member of the
1dentifiable person who has received a notice under the provisions of paragraph
(1) of the preceding Article requests an enterprise handling medical
information to cease to provide certified producers of anonymized medical data
with medical information that identifies the identifiable person, the enterprise
handling medical information must, without delay, deliver a document to the
person making the request stating the fact that the request has been made and
other matters specified by order of the competent ministry, pursuant to the
provisions of order of the competent ministry.
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(2) In lieu of delivering a document under the provisions of the preceding
paragraph, an enterprise handling medical information may provide an
electronic or magnetic record stating the matters that are required to be stated
in that document after having first obtained the consent of the person that has
made the request prescribed in that paragraph. In that case, the enterprise
handling medical information is deemed to have delivered the document under
the provisions of that paragraph.
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(3) An enterprise handling medical information that has delivered a document
pursuant to the provisions of paragraph (1) or that has provided an electronic
or magnetic record pursuant to the provisions of the preceding paragraph must
preserve a copy of the document or the electronic or magnetic record pursuant

to the provisions of order of the competent ministry.

(R 1E B OTRME IR 2 R0k D VERLE)
(Preparing Records of Provision of Medical Information)
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Article 54 (1) After providing medical information to a certified producer of
anonymized medical data pursuant to the provisions of Article 52, paragraph
(1), an enterprise handling medical information must prepare a record of the
date on which it provided the medical data, the name and address of the
certified producer of anonymized medical data, and other information specified
by order of the competent ministry, pursuant to the provisions of order of the
competent ministry.

2 BERERIRFEER L, AEOGEE ., YK A ER LB EFEE R TED
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(2) An enterprise handling medical information must preserve the record referred
to in the preceding paragraph for the period specified by order of the competent

ministry after the date on which the enterprise prepared that record.

(ERIE RO Z 32T 5 EROMER)
(Confirmations to Be Made When Medical Information Is Provided)

LIS REEAMTERGERERFES L. BLTH_RE - HOREIZXL Y ER
THERIRFEHEE DD ERIEFROBUEZZ T HICEL T, EBETTED DL L ZAIC
KV RIHT 2 FHOWRZAT DRI IR0,

Article 55 (1) When a certified producer of anonymized medical data receives
medical information from an enterprise handling medical information pursuant
to the provisions of Article 52, paragraph (1), the producer must confirm the
following matters, pursuant to the provisions of order of the competent
ministry:

—  UZERERIREER O KA ATA R MEFTIE NIEANICH - TE, £ofR
KEDKA
(1) the name and address of the enterprise handling medical information and,

for a corporation, the name of its representative;
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(i1) the circumstances under which the medical information was acquired by
the enterprise handling medical information.

2 HIEOEFRE SRR EEE 1T, REEA N TERE B EEE D RIEOHEIC X
DR ZAT O LG AT W T, ML EEA N TERE RIERFEE 0 LT, Sk
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(2) When a certified producer of anonymized medical data confirms the matters
under the provisions of the preceding paragraph, the enterprise handling
medical information referred to in that paragraph must not provide false
information to that certified producer of anonymized medical data regarding
any of the matters subject to that confirmation.
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(3) After confirming the matters under the provisions of paragraph (1), a certified
producer of anonymized medical data must prepare a record of the date on
which it was provided with the medical information, the matters subject to that
confirmation, and other matters specified by order of the competent ministry,
pursuant to the provisions of order of the competent ministry.
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(4) A certified producer of anonymized medical data must preserve the record
referred to in the preceding paragraph for the period specified by order of the
competent ministry after the date on which that certified producer prepared
the record.

(EFREWMEBERFEE DO EBRFRORMZZ T TR 620V 5H)
(Cases Where Medical Information Must Not Be Provided by an Enterprise
Handling Medical Information)
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Article 56 Except when the relevant laws and regulations apply, a certified
producer of anonymized medical data must not be provided with the following
medical information by an enterprise handling medical information:

— FRAEE TS HOBEIC L D E TR T O TR W ERE
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(1) medical information for which no notice or notification under the provisions
of Article 52, paragraph (1) or (2) has been made;
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(ii) medical information requested pursuant to the provisions of Article 53,
paragraph (1).
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Section 2 Provision of Medical Information to Certified Producers of
Pseudonymized Medical Data

(ERRAE TR G212 L 2 ERIEHORML)

(Provision of Medical Information by Enterprises Handling Medical
Information)
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Article 57 (1) If an enterprise handling medical information agrees to cease to
provide a certified producer of pseudonymized medical data with medical
information that identifies an identifiable person at the request of the
1identifiable person or a surviving family member of that person, pursuant to
the provisions of order of the competent ministry, and the enterprise handling
medical information has notified the identifiable person and the competent
minister of the following matters in advance, pursuant to the provisions of
order of the competent ministry, the enterprise handling medical information
may provide the certified producer of pseudonymized medical data with that
medical data.
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(i) the name and address of the enterprise handling medical information and,
for a corporation, the name of its representative;
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(ii) the fact that the enterprise handling medical information is providing that
information to a certified producer of pseudonymized medical data as data to
be used by certified users of pseudonymized medical data to prepare
pseudonymized medical data used for research and development in the
medical field;
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(iii) the items included in the medical information provided to the certified
producer of pseudonymized medical data;

W SRERA I TERERIERF R TR SN D ERIG RO IS0 5 ik

(iv) the method of acquiring medical information to be provided to a certified
producer of pseudonymized medical data;
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(v) the method of providing medical information to a certified producer of
pseudonymized medical data;
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(vi) the fact that the enterprise handling medical information will cease to
provide medical information that can be used to identify the identifiable
person to a certified producer of pseudonymized medical data at the request
of the identifiable person or a surviving family member of that person.

t ARAIZOEBRND ORDEZZ AT 5 ik

(vii) the method of accepting requests from the identifiable person or their
surviving family members;

N ZOMENDOHEFFIEZR#ET H7-OICHERLDOE L TEEEST TED S HIE

(viiil) other matters specified by order of the competent ministry as being
necessary for protecting the rights and interests of individuals.
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(2) Pursuant to the provisions of order of the competent ministry, if there has
been a change in a matter stated in item (i) of the preceding paragraph or if an
enterprise handling medical information has ceased to provide medical
information under the provisions of that paragraph, the enterprise must notify
the person concerned and the competent minister of that fact without delay,
and if the enterprise seeks to change a matter stated in items (iii) through (v),
(vid), or (viii) of that paragraph, it must notify the identifiable person and the
competent minister of that intention in advance.

3 EBRKEIX, FHOHEICLDEHRb T LT, EBFEETTEDDL LA
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(3) When a notification under the provisions of paragraph (1) has been filed, the
competent ministers must issue a public announcement of the matters to which
the notification is related pursuant to the provisions of order of the competent
ministry. The same applies when a notification under the provisions of the

preceding paragraph has been filed.

(#EM)
(Application Mutatis Mutandis)
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Article 58 The provisions of Articles 53 through 56 apply mutatis mutandis to
the provision of medical information by an enterprise handling medical
information to a certified producer of pseudonymized medical data. In that case,
the phrase "paragraph (1) of the preceding Article" in Article 53, paragraph (1)
is deemed to be replaced with "Article 57, paragraph (1)" and the phrase
"Article 52, paragraph (1)" in Article 54, paragraph (1); Article 55, paragraph
(1); and Article 56, item (i) is deemed to be replaced with "Article 57,
paragraph (1)".

BtE EE
Chapter VII Supervision

(AR A %)
(On-site Inspections)
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Article 59 (1) To the extent necessary for enforcing this Act, the competent
minister may require a certified producer of anonymized medical data, certified
producer of pseudonymized medical data, certified user of pseudonymized
medical data, or enterprise certified for entrustment with handling medical
and other data (excluding foreign operators), an enterprise handling
anonymized medical data, a user of linkable anonymized medical data
(excluding any other administrative organ of the State; the same applies in
Article 61, paragraph (7)), or an enterprise handling medical information to
submit the necessary reports; and may have the relevant officials enter the
offices or other places of business of these persons, inspect their books,
documents, or other items, or question the relevant persons.

2 HAHHOBREICEDVEAMEL T HMEIR., 20H 2 rnT it EL#ER L, BRE
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(2) An official who performs an on-site inspection under the provisions of the
preceding paragraph must carry identification and present it if requested by a
person concerned.
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(3) The authority for an on-site inspection under the provisions of the paragraph
(1) must not be construed as being granted for criminal investigation purposes.
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(4) Before requiring to submit a report or conducting an on-site inspection under
paragraph (1), the competent minister must first consult with the Personal

Information Protection Commaission.

(FEELOBE)
(Guidance and Advice)

FNHR EFREIL. BEELMLTERGMIEMRFES, BEMRS N LERIEHIERL
FEEL . WERL N T ERIE A EES IR EERIERE R FEST T L,
FILERHE I, F o1 =%, B —FZXUIHE N+ FEOREITIR D FHEOHEME R FE
Ml B RARE R OB E 21T bD &7 5,

Article 60 The competent minister is to provide a certified producer of
anonymized medical data, a certified producer of pseudonymized medical data,
a certified user of pseudonymized medical data, or an enterprise certified for
entrustment with handling medical and other data with the necessary
guidance and advice to properly implement the business to which the
certification referred to in Article 9, paragraph (1), Article 33, Article 41, or
Article 45 is related.

(R 1EAfr )
(Order for Rectification)
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Article 61 (1) If the competent minister finds that a certified producer of
anonymized medical data (excluding foreign operators) is in violation of the
provisions of Article 18, paragraph (1); Article 19, paragraph (1) or (2); Articles
20 through 22; Article 24, paragraph (1); Article 25; Article 26; Article 27,
paragraph (1); Article 28, paragraph (1); Article 29; Article 31, paragraph (1);
Article 55 (excluding paragraph (2)); or Article 56, the minister may order the
person to take the necessary measures to rectify the violation.

2 EHREIR RERAMLTERGRERFEE OHEBERE ZR<, ) BE=TN
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(2) If the competent minister finds that a certified producer of pseudonymized
medical data (excluding foreign operators) is in violation of the provisions of
Article 34, paragraph (1); Article 35 (excluding paragraph (5)); Article 36,
paragraph (2); Article 37, paragraph (1); Article 38, paragraph (1); or Article 39,
paragraph (1); the provisions of Articles 20 through 22 as applied mutatis
mutandis pursuant to Article 40; Article 25; Article 26; or Article 29; or the
provisions of Article 55 (excluding paragraph (2)) or Article 56 as applied
mutatis mutandis pursuant to Article 58, the minister may order the person to
take the necessary measures to rectify the violation.

3 FEBKREIX, BERL N LERERMAEES OEBERE LR, ) HAEN+
& GBMEAZBRS, ) B L <IEEN+=4E —HOBE ITH U+ URICIHB VDT
TOHE_FENPOFE A RKET, B HAFELIIE A NEOBEITEK LT
WHERBDDH XL, ZOHFITK L, YEREZRET HICOMNERFEL & HE
ZlEMmT A ENTED,

(3) If the competent minister finds that a certified user of pseudonymized
medical data (excluding foreign operators) is in violation of the provisions of
Article 42 (excluding paragraph (4)) or Article 43, paragraph (1), or the
provisions of Articles 20 through 22, Article 26, or Article 29 as applied
mutatis mutandis pursuant to Article 44, the minister may order the person to
take the necessary measures to rectify the violation.
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(4) If the competent minister finds that an enterprise certified for entrustment
with handling medical and other data (excluding foreign operators) is in
violation of the provisions of Article 24, paragraph (2); Article 37, paragraph
(2); Article 46, paragraph (1); Article 47 (excluding paragraph (3)); Article 48
(excluding paragraph (5)); Article 49, paragraph (1); or Article 50, paragraph
(1), or the provisions of Articles 20 through 22, Article 25, Article 26, or Article
29 as applied mutatis mutandis pursuant to Article 51, the minister may order
the person to take the necessary measures to rectify the violation.

5 RIFHOBUET, BEEAMTERGEREMRFES . RERD I TIERE RIS
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(5) The provisions of each of the preceding paragraphs apply mutatis mutandis to
certified producers of anonymized medical data, certified producers of
pseudonymized medical data, certified users of pseudonymized medical data,
and enterprises certified for entrustment with handling medical and other data
(limited to foreign operators). In that case, the term "order" in those provisions
1s deemed to be replaced with "request".
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(6) If the competent minister finds that an enterprise handling anonymized
medical data is in violation of the provisions of Article 30, paragraph (1), the
minister may order the person to take the necessary measures to rectify the
violation.
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(7) If the competent minister finds that a user of linkable anonymized medical
data is in violation of the provisions of Article 32, paragraph (1) or the
provisions of Articles 20 through 22 as applied mutatis mutandis pursuant to
Article 32, paragraph (2), the minister may order the user to take the
necessary measures to rectify the violation.
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(8) If the competent minister finds that an enterprise handling medical
information is in violation of the provisions of Article 52, paragraph (1) or (2);
Article 53, paragraph (1) or (3); or Article 54 (including as applied mutatis
mutandis pursuant to Article 58); or Article 57, paragraph (1) or (2), the
minister may order the person to take the necessary measures to rectify the
violation.
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(9) Before issuing an order under the provisions of paragraphs (1) through (4) or
the preceding three paragraphs, or making a request under the provisions of
paragraphs (1) through (4) as applied mutatis mutandis pursuant to paragraph
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(5) following the deemed replacement of terms, the competent minister must
first consult with the Personal Information Protection Commission.

BINE R

Chapter VIII Miscellaneous Provisions

(HE#E K OMp D)
(Communication and Cooperation)
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Article 62 When enforcing this Act, the competent minister and the Personal
Information Protection Commission must maintain a close liaison and
cooperate with each other regarding matters related to proper handling of

medical and other data.

(EBKRES)
(Competent Ministers)
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Article 63 (1) The competent ministers in this Act are the Prime Minister, the
Minister of Education, Culture, Sports, Science and Technology, the Minister of
Health, Labour and Welfare, and the Minister of Economy, Trade and Industry.

2 ZOEMRIIBT L EBANTIE. EBEREORTLIMN LT D,

(2) Order of the competent ministry as referred to in this Act means the order
issued by the competent minister.
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(3) Before establishing or altering an order of the competent ministry, the
competent ministers must first consult with the Personal Information

Protection Commaission.

(b7 2 LR AR AN L EE 9~ 5 S5 )
(Affairs to Be Handled by Local Governments)
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Article 64 The affairs under the authority of the competent minister prescribed
in Article 59, paragraph (1) (limited to those related to enterprises handling
medical information) may be handled by the head of a local government
pursuant to the provisions of Cabinet Order.
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(HERR D ZAT:)
(Delegation of Authority)
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Article 65 Part of the authority of the competent minister prescribed in this Act
may be delegated to the head of a local branch office, pursuant to the
provisions of Cabinet Order.

(EBE T ~DZEE)
(Delegation to Orders of Competent Ministries)
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Article 66 Beyond what is provided for in this Act, procedures for the
enforcement of this Act and other matters necessary for the enforcement of this

Act are specified by order of the competent ministry.

(R T 1)
(Transitional Measures)
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Article 67 When enacting, amending, or repealing an order pursuant to the
provisions of this Act, necessary transitional measures (including transitional
measures concerning penal provisions) may be specified by that order to the
extent considered reasonably necessary for that enactment, amendment, or

repeal.

FhE FH
Chapter IX Penal Provisions
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Article 68 If a current or former officer or employee of a certified producer of
anonymized medical data, a certified producer of pseudonymized medical data,
or an enterprise certified for entrustment with handling medical and other
data, provides another person with a database or similar collection of medical
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information (or a database or similar collection of medical information whose
content has been reproduced or processed in whole or in part) containing an
individual's confidential information managed in the course of the operations
handled by that officer or employee, without legitimate grounds for doing so,
that officer or employee is subject to imprisonment for not more than two years,

a fine of not more than one million yen, or both.
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Article 69 (1) If a current or former officer or employee of a certified producer of
anonymized medical data provides another person with or misappropriates
anonymized medical and other data acquired in the course of the operations
they handled, and if that officer or employee does so to secure unlawful gain for
themselves or a third party, that officer or employee is subject to imprisonment
for not more than one year, a fine of not more than one million yen, or both.
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(2) If a current or former officer or employee of a certified producer of
pseudonymized medical data provides another person with or misappropriates
pseudonymized medical and other data acquired in the course of the operations
they handled, and if that officer or employee does so to secure unlawful gain for
themselves or a third party, that officer or employee is subject to imprisonment
for not more than one year, a fine of not more than one million yen, or both.
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(3) If a current or former officer or employee of a certified user of pseudonymized
medical data provides another person with or misappropriates the provided
pseudonymized medical data acquired in the course of the operations they
handled, and if that officer or employee does so to secure unlawful gain for
themselves or a third party, that officer or employee is subject to imprisonment
for not more than one year, a fine of not more than one million yen, or both.
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(4) If a current or former officer or employee of an enterprise certified for
entrustment with handling medical and other data provides another person
with or misappropriates medical and other data acquired in the course of the
operations they handled, and if that officer or employee does so to secure
unlawful gain for themselves or a third party, that officer or employee is
subject to imprisonment for not more than one year, a fine of not more than
one million yen, or both.
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Article 70 If a person falls under any of the following items, the person
committing the relevant violation is subject to imprisonment for not more than
one year, a fine of not more than one million yen, or both:
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(1) a person has obtained certification prescribed in Article 9, paragraph (1),
Article 10, paragraph (1) (including when it is applied mutatis mutandis
pursuant to Article 40, Article 44, and Article 51), Article 33, Article 41, or
Article 45, or authorization under Article 11, paragraphs (4) through (6)
(including when these provisions are applied mutatis mutandis pursuant to
Article 40, Article 44, and Article 51) by deception or other wrongful means;

OB HOBEIOERK U THEILESE HE 5 b IS E TICEIT 5
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(i1) a person has changed any of the matters stated in Article 9, paragraph (2),
items (ii) through (v) in violation of the provisions of Article 10, paragraph
(1);
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(iii) a person has changed any of the matters stated in Article 9, paragraph (2),
items (ii) through (v) as applied mutatis mutandis pursuant to Article 40 in
violation of the provisions of Article 10, paragraph (1) as applied mutatis
mutandis pursuant to Article 40;
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(iv) a person has changed any of the matters stated in Article 9, paragraph (2),
item (i1), (iv), or (v) as applied mutatis mutandis pursuant to Article 44 in
violation of the provisions of Article 10, paragraph (1) as applied mutatis
mutandis pursuant to Article 44;
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(v) a person has changed any of the matters stated in Article 9, paragraph (2),
item (iv) or (v) as applied mutatis mutandis pursuant to Article 51 in
violation of the provisions of Article 10, paragraph (1) as applied mutatis
mutandis pursuant to Article 51;
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(vi) a person has violated an order under the provisions of Article 61,
paragraphs (1) through (4) or paragraphs (6) through (8).
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Article 71 If a person falls under any of the following items, the person
committing the relevant violation is subject to imprisonment for not more than
one year, a fine of not more than 500,000 yen, or both:
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(i) a person discloses the content of anonymized medical and other data that
the person has acquired in connection with the certified business of
preparing anonymized medical data to another person without due cause or
uses it for an unjust purpose, in violation of the provisions of Article 23;
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(i1) a person discloses the content of linkable anonymized medical data that the
person has acquired while using that information to another person without
due cause or uses it for an unjust purpose, in violation of the provisions of
Article 23 as applied mutatis mutandis pursuant to Article 32, paragraph (2);
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(iii) a person discloses the content of pseudonymized medical and other data
that the person has acquired in connection with the business certified for
preparing pseudonymized medical data to another person without due cause
or uses it for an unjust purpose, in violation of the provisions of Article 23 as
applied mutatis mutandis pursuant to Article 40;
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(iv) a person discloses the content of provided pseudonymized medical data
that the person has acquired in connection with the certified business using
pseudonymized medical data prescribed in Article 11, paragraph (1) as
applied mutatis mutandis pursuant to Article 44 to another person without
due cause or uses it for an unjust purpose, in violation of the provisions of
Article 23 as applied mutatis mutandis pursuant to Article 44;
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(v) a person discloses the content of medical and other data acquired in
connection with the business certified for entrustment with handling medical
and other data to another person without due cause or uses it for an unjust
purpose, in violation of the provisions of Article 23 as applied mutatis
mutandis pursuant to Article 51.
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Article 72 If a person falls under any of the following items, the person
committing the relevant violation is subject to a fine of not more than 500,000
yen:

— FBHEEH, FH-&HE _EHELEENEXTIE+ SLFE -H (ThH ol
ExXFEMN+FR, FEUHNELROEL—RICBWTHERT L5625, ) OBE
kDAY, IEBORHE Lz %,

(i) a person fails to make a notification under the provisions of Article 10,
paragraph (3), Article 11, paragraph (3) or (8), or Article 12, paragraph (1)
(including as applied mutatis mutandis pursuant to Article 40, Article 44,
and Article 51), or makes a false notification;
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(i1) a person fails to delete anonymized medical and other data in violation of
the provisions of Article 11, paragraph (9); Article 12, paragraph (2); Article
13, paragraph (2); or Article 16, paragraph (2) (including as applied mutatis
mutandis pursuant to Article 17, paragraph (2));
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(ii1) a person fails to delete pseudonymized medical and other data in violation
of the provisions of Article 11, paragraph (9), Article 12, paragraph (2),
Article 13, paragraph (2), or Article 16, paragraph (2) (including as applied
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mutatis mutandis pursuant to Article 17, paragraph (2)) as applied mutatis
mutandis pursuant to Article 40;
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(iv) a person fails to delete the provided pseudonymized medical data in
violation of the provisions of Article 11, paragraph (9), Article 12, paragraph
(2), Article 13, paragraph (2), or Article 16, paragraph (2) (including as
applied mutatis mutandis pursuant to Article 17, paragraph (2)) as applied
mutatis mutandis pursuant to Article 44;

B O BEF—RICBWTHENTLIHE+—REIVHE, H+ 48 H, B8R0 8
MIFHEHAREFE H (BHEREHIIBWTHERT2HE2 5T, ) OBEID
KLUTEEERELZHELRPoTo L&,

(v) a person fails to delete medical and other data in violation of the provisions

b

N
f

of Article 11, paragraph (9); Article 12, paragraph (2); Article 13, paragraph
(2); or Article 16, paragraph (2) as applied mutatis mutandis pursuant to
Article 51 (including as applied mutatis mutandis pursuant to Article 17,
paragraph (2));

NOHHME GRS, BUHUEROEL+—RICBWTHERNT 25645
tr, ) OBREIER LT, IREZMAT, REICEHET. HLIIRGBOLE L
L., XITIRELIRFE L Dol & &,

(vi) a person fails to keep books, fails to make entries in the books, makes false
entries in the books, or fails to preserve the books in violation of the
provisions of Article 14 (including as applied mutatis mutandis pursuant to
Article 40, Article 44, and Article 51);

t FEANUEE-HOBEICL2HELET, HLITEBOHREL L, XITFEE
DHEICLDMEEEAR, T, HLIT=REL, B L IIFRBEOHEIC L HEM
It LTERET. HLIIRBOERZ LI L &,

(vii) a person fails to make a report under the provisions of Article 59,
paragraph (1) or makes a false report, or refuses, obstructs, or evades an
inspection under the provisions of that paragraph, or fails to answer or gives
a false answer to questions under the provisions of that paragraph.

FEr=5 BATNEK BATE BFEHE BAST B+ —&E—H (Bt
fgk (F_HERLS, ) MO FARICHRLIEO 2R, ) o B _H GBLHI\%
ICBWTHERTHE L +HSE BB HERS, ) KOEEHANRITHRDLE S 2R
<o ) =, BMNMEAKOHEEHEIMRDLEIBITIIRD, ) (ARDEBIICRD, ) . &
L+ =K EORIR GBS bHEEEE TITRDIETICRS, ) ORI, HARESNC
BOWTINOLDORDIFEELLLIZEFITLEMT D,

Article 73 The offenses referred to in Article 68, Article 69, Article 70 (limited to
the part related to item (vi) (limited to the part related to Article 61,
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paragraph (1) (excluding the part related to Article 55 (excluding paragraph
(2)) and Article 56), paragraph (2) (limited to the part related to Article 55
(excluding paragraph (2)) and Article 56 as applied mutatis mutandis pursuant
to Article 58), paragraph (3), paragraph (4) and paragraph (7)), Article 71 and
the preceding Article (limited to the part related to items (ii) through (v)) also
apply to persons who have committed the offenses stated in these Articles
outside of Japan.

FEHNUSE BEA BEATROVHETREEXNIEBRANDOED DD D b DE G, LT
ZOHIZBWTH L, ) OREEXITIEAF L IZADOREEAN, AN O/MOREE
BN, TOENIIADEFICEL T, ROGFITHIT HBEDERITAZ LIz L &
X, ATAEEZEIT H1E0, TOENCH L THEEFICED DEIeMEZ., &0 Nk
L THEASKO SN 2R 5,

Article 74 (1) If the representative of a corporation (including an organization
without legal personality for which a representative or administrator has been
designated; the same applies below in this paragraph) or the agent, employee,
or another worker of a corporation or individual violates the provisions stated
in one of the following items in connection with the business of the corporation
or individual, in addition to the offender being subject to punishment, the
corporation is subject to the fine prescribed in the relevant item and the
individual is subject to the fine prescribed in the relevant Article:

— BATNEPLELEFTEFET —EHIT OSSN

(i) Articles 68 to 70: a fine of not more than 100 million yen;

= BB &XEEE T R BARKOESI

(ii) Article 71 or 72: the fine prescribed in the respective Articles.

2 EANTROERICOWTHIEOHE DA N H 5 56121E, £ OREF UTEBHRAN
D, ZOFRBAITHICOZENTROWHEZRET 21T 0, IEAZHEE N IIHEEE &
T 550 ONFEFDICHAT 2ERORELENT 5,

(2) If the provisions of the preceding paragraph apply to an organization without
legal personality, its representative or administrator represents the
organization without legal personality as regards its procedural act, and the
provisions of laws on criminal proceedings in which a corporation is the
accused or a suspect apply mutatis mutandis.

FLtt+HE ROZFZONTINCEYT 2F L. +HHUFOEEHILT 5,
Article 75 A person who falls under any of the following items is subject to a
civil fine of not more than 100,000 yen:
— B =4HE - GEU+E, BEUNHNEROCEL+—RICBWTHERT 55
i, ) OHEICI A EET, IRHBOREEZ LIEE
(1) a person failing to file a notification under the provisions of Article 13,
paragraph (1) (including as applied mutatis mutandis pursuant to Article 40,
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Article 44, or Article 51) or filing a false notification;

=Bt RS BN+ FNFUEAOCE L+ —RICBWTHERT 562 E
o, ) MIFHEHFFEEH (BFELTNFICBWTHEHRTLIHGEZ2ET, ) OBE
ER LTeE

(ii) a person that violates the provisions of Article 15 (including as applied
mutatis mutandis pursuant to Article 40, Article 44, or Article 51) or Article
55, paragraph (2) (including as applied mutatis mutandis pursuant to Article
58).

Mt Al ()

Supplementary Provisions [Extract]

(W17 H)
(Effective Date)
B—d ZOEEE. MMOANLER LT EEZB IR OFEANICB O TES TED
LRAMMNBRATT D, 72720 WEKLOCWMAIENZROBE T, DO A6 /IT 2,
Article 1 This Act comes into effect as of the day specified by Cabinet Order
within a period not exceeding one year from the date of promulgation; provided,
however, that the provisions of the following Article and Article 4 of the
Supplementary Provisions come into effect as of the date of promulgation.

(FEATTEHZ BT 2 E i &)
(Transitional Measures Concerning the Basic Policy)

Bk BN, ZOEBEORITANCE W TE, BUEOBEOHICL Y, EAKH#HA
EODHZENTE D, ZOHEITENT, WEBRHEKREIZ, ZOEFROKITRNICEN,
TH, AROHEDOHNZLY, ZHEART LI ENTE D,

Article 2 (1) Even before the enforcement of this Act, the government may
establish the basic policy pursuant to the provisions of Article 4. In this case,
even before the enforcement of this Act, the Prime Minister may make the
basic policies public pursuant to the provisions of that Article.

2 HHHOHBEIC IV ED N EAFEHI, ZOEFEOKEITO HIZIHWTEHMSFEDOH

IRV EDLNIZHDE BT,

(2) The basic policy established pursuant to the provisions of the preceding
paragraph is deemed to have been established pursuant to the provisions of
Article 4 on the date of enforcement of this Act.

(G PR I BRI BE 4 % FaE FE &)

(Transitional Measures Concerning the Restrictions on the Use of Names)
=k ZOEROIEITOBRBICREES N TEEE RIEMREES A L < IT5REEREE
MEMBZFEFEE L VOIAHRUIINL EHMODLWVWEAREHEH L TV LHFIZHON
T, BHHUE B ARICBWTHERT 250451, ) OHEIX. ZOE#ED
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MEATHE S A RIX. A L,

Article 3 For six months after this Act comes into effect, the provisions of Article
14 (including as applied mutatis mutandis pursuant to Article 29) do not apply
to a person using a name that refers to the person as a certified producer of
anonymized medical data, a certified enterprise certified for entrustment with
handling medical and other data, or a name that is misleadingly similar to
either of these at the time this Act comes into effect.

(Bt ~DZEAT)
(Delegation to Cabinet Order)
B AT RICEDDBODIEN, ZOEROTATICHE LLERFIEREIL, BHT
ED D,
Article 4 Beyond what is provided for in the preceding two Articles, the
transitional measures necessary for the enforcement of this Act are specified by

Cabinet Order.

(FR )
(Review)

B BUIR, ZOEEORITHR ILFELZRE L72H Ik T, ZOEROKITOIR
DIZOWTHRFZ A, REPRH D ERBOD L EIT, ZORBRICESHTHEOHE
T oboET 5,

Article 5 When five years have elapsed since the enforcement of this Act, the
government is to review the status of enforcement of this Act and, if it finds it

necessary, take the necessary measures based on the results of the review.
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