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Chapter I General Provisions

(BrY)
(Purpose)
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Article 1 In consideration of the fact that ensuring cybersecurity while securing
the free flow of information is an urgent issue, due to the increasing severity of
threats to cybersecurity and other changes in internal and external
circumstances that are arising on a global scale, as the internet and other
advanced information and telecommunications networks develop, and the use
of information and communications technologies (referred to below as
"information and communications technologies") prescribed in Article 2 of the
Basic Act on Forming a Digital Society (Act No. 35 of 2021) expands, the
purpose of this Act is to set basic principles for Japan's cybersecurity policies,
clarify the responsibilities and other aspects of the national government and
local governments, and provide for the formulation of a cybersecurity strategy
and other matters that will become the foundation of cybersecurity policies,
and also in conjunction with the same Act, comprehensively and effectively
advance cybersecurity policies in ways such as establishing a Cybersecurity
Strategic Headquarters, and by doing so, enhance economic and social vitality
and achieve sustainable development and bring about a society which enables
its people to live safely and free of anxiety, and also contribute to ensuring
peace and safety in the international community and contribute to Japan's
national security.
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(Definitions)
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Article 2 The term "cybersecurity" as used in this Act means that the necessary
measures have been taken to prevent the leakage, loss, or damage of
information that is recorded, sent, transmitted, or received in electronic form,
magnetic form, or any other form that cannot be perceived by the human
senses (referred to below as "electronic or magnetic form" in this Article) and to
securely manage that information in other ways, and that the necessary
measures have been taken to ensure the security and reliability of information
systems and of information and communications networks (including the
necessary measures to prevent damage from unauthorized activities directed at
a computer through an information and communications network or through a



storage medium associated with a record that has been created in electronic or
magnetic form (referred to below as "electronic or magnetic recording medium"),
and that these systems and networks are being properly maintained and
managed.

(FEAFR)
(Basic Principles)

F=k VAN—txF2U T IZHETLMROHEEIT, 12—y NEOMOEERE
HWIBER Y b U — 7 O K OME Hol 3 B OTE I X 2 F o B #7220 O ferr 3
INZEBLERIOABBHOER, 4/ X— 3 ORIH, RFE~LDOIET DM %I
LoTHETHD ZLICER, VA \—X 2T I3 2FBICx LT, [H, #
TAIHE, BEASEREES (ERAELORFEHOELBE TH-> T, O
PMFEIE L. UMK T L7e S A I B RAETE ATRFIEENC 2 KB e KF T B2 nn
AEFLLDICETLFEELITOIEZV I, UUTRIL, ) FOZKRRTEEOEREIZLY |
BB HET 52 2B E LT, {Thil2 TR ozun,

Article 3 (1) In view of the importance of ensuring the free flow of information
through the development of the internet and other advanced information and
telecommunications networks and through the use of information and
communications technologies for activities including the enjoyment of freedom
of expression, the creation of innovations, and the enhancement of economic
and social vitality through the use of these networks and technologies,
cybersecurity policy must be advanced based on the principle of proactively
responding to cybersecurity threats, through coordination among a variety of
entities, such as the national government and local governments and critical
social infrastructure providers (meaning those engaged in business that
provides infrastructure which is the foundation of the lives of the people and
economic activities, and whose functional failure or deterioration would cause
an enormous impact to them; the same applies below).
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(2) The cybersecurity policy must be advanced based on the principle of raising
the awareness of each individual member of the public regarding cybersecurity
and encouraging each individual member of the public to take voluntary
actions, and positively promoting actions to establish resilient systems which
can prevent any damage caused by threats against cybersecurity and quickly
recover from damage or failure.
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(3) The cybersecurity policy must be advanced based on the principle of
developing the internet and other advanced information and
telecommunications networks, and positively promoting actions to establish a
vital economy and society through the utilization of information and
communications technologies.
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(4) The cybersecurity policy must be advanced through international cooperation
based on the principle of Japan assuming a leading role in formulating and
developing an international cybersecurity framework, in consideration of the
fact that responding to cybersecurity threats is a common issue throughout the
international community, and that Japan's economy and society operate within
the context of internationally close and interdependent relationships.
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(5) The cybersecurity policy must be advanced taking into consideration the basic
principles of the Basic Act on Forming a Digital Society.
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(6) The cybersecurity policy must be advanced with due consideration to not

unjustly infringing on the rights of the people.

(EHDE)
(Responsibilities of the National Government)
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Article 4 The national government is responsible for formulating and
implementing comprehensive cybersecurity policies in line with the basic
principles prescribed in the preceding Article (referred to below as "basic

principles").
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(Responsibilities of Local Governments)
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Article 5 Local governments are responsible for formulating and implementing
independent cybersecurity policies in line with the basic principles, taking into



consideration of the appropriate division of roles with the national government.
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(Responsibilities of Critical Social Infrastructure Providers)
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Article 6 In line with the basic principles, a critical social infrastructure
provider is to deepen their interest in and understanding of the importance of
cybersecurity and to endeavor independently and actively to ensure
cybersecurity, while also endeavoring to cooperate in the implementation of the
cybersecurity policy that the national government or local governments
implements, to provide their services in a stable and appropriate manner.

(A N—BEFEEE Z DM O FEE DOEE)
(Responsibilities of Business Entities Related to Cyberspace and Other
Business Entities)
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Article 7 (1) In line with the basic principles, business entities related to
cyberspace (meaning those engaged in business regarding the maintenance of
the internet and other advanced information and telecommunications networks,
the utilization of information and communications technologies, or business
relating to cybersecurity; the same applies below) and other business entities
are to endeavor independently and actively to ensure cybersecurity, while also
endeavoring to cooperate with the cybersecurity policy that the national
government or local governments implement, in the course of their business
activities.
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(2) Suppliers of the information systems, or computers or programs that
constitute a part of those systems, information and communications networks,



or electronic or magnetic recording medium (referred to below as "information
systems, etc." in this paragraph) are to endeavor, in order to prevent damage to
the information systems, etc. that they have supplied due to threats to
cybersecurity, to support the measures taken by the users of information
systems, etc. to ensure cybersecurity, including designing and developing
information systems, etc. that take into consideration the measures taken by
the users to ensure their security and reliability, and continuously providing
the necessary information for their proper maintenance and management.

(BB R D EH)
(Responsibilities of Educational and Research Organizations)
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Article 8 In line with the basic principles, universities and other educational and
research organizations are to independently and actively endeavor to ensure
cybersecurity, foster human resources related to cybersecurity, carry out
research on cybersecurity, and disseminate the results, while endeavoring to
cooperate with the cybersecurity policy that the national government or local
governments implement.
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(Efforts of the People)
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Article 9 In line with the basic principles, the people are to endeavor to deepen
their interest in and understanding of the importance of cybersecurity and pay
necessary attention to ensuring cybersecurity.
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(Legislative Measures)
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Article 10 The national government must take legislative, financial, or tax
measures or any other measures that are necessary to implement the

cybersecurity policy.
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(Development of Administrative Organizations)
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Article 11 In implementing the cybersecurity policy, the national government is
to endeavor to develop administrative organizations and to improve
administrative management.

BE A NN—EFX2U T 1 K
Chapter II Cybersecurity Strategy
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Article 12 (1) The national government must establish a basic plan for
cybersecurity (referred to below as the "cybersecurity strategy") to
comprehensively and effectively promote the cybersecurity policy.
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(2) The cybersecurity strategy is to provide for the following matters:
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(1) basic guidelines for the cybersecurity policy;
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(i1) information concerning the ensuring of cybersecurity within national
administrative organs and other related organs;
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(ii1) information concerning the promotion of ensuring cybersecurity in critical
social infrastructure providers, the associations that they form, and local
governments (referred to below as "critical social infrastructure providers
and other related entities"); and
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(iv) beyond what is stated in the preceding three items, matters necessary to
comprehensively and effectively promote cybersecurity policies.
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(3) The Prime Minister must request a cabinet decision on the proposed
cybersecurity strategy.
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(4) When the cybersecurity strategy is established, the national government must
report it to the Diet without delay and make it public through the use of the
internet and other appropriate means.
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(5) The provisions of the preceding two paragraphs apply mutatis mutandis in
the case of amendments to the cybersecurity strategy.
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(6) The national government must endeavor to take necessary measures for
implementing the cybersecurity strategy smoothly, such as appropriating the
necessary funding in the budget each fiscal year, to the extent that national
finances allow, to ensure necessary funding for the costs needed to implement
the cybersecurity strategy.

BT EARRMER
Chapter IIT Basic Policies

(EOITBHERAEIC BT DA N—kF =2 U T 1 OHflx)
(Ensuring Cybersecurity at National Administrative Organs and Related
Organs)
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Article 13 Regarding cybersecurity at national administrative organs,
incorporated administrative agencies (meaning incorporated administrative
agencies prescribed in Article 2, paragraph (1) of the Act on General Rules for
Incorporated Administrative Agencies (Act No. 103 of 1999); the same applies



below), special corporations (meaning a corporation directly incorporated by
law or incorporated by a special law through a special incorporation procedure
which is subject to Article 4, paragraph (1), item (viii) of the Act for
Establishment of the Ministry of Internal Affairs and Communications (Act No.
91 of 1999); the same applies below), etc., the national government is to
provide necessary measures including: formulating common standards
regarding cybersecurity measures for national administrative organs,
incorporated administrative agencies and designated corporations (special
corporations and authorized corporations (meaning a corporation incorporated
by a special law which needs the approval of a governmental entity for their
incorporation and associated matters; the same applies in Article 33,
paragraph (1)) which are designated by the Cybersecurity Strategic
Headquarters as ones for which the national government needs to further
enhance measures which it is providing to ensure cybersecurity, in
consideration of the impact on the people's living conditions and economic
activities accrued in the case in which cybersecurity in the corporations is not
ensured; the same applies below); the collaborative use of information systems
among national administrative organs; monitoring and analysis of malicious
activities against information systems of national administrative organs,
incorporated administrative agencies or designated corporations through
information and communications networks or electronic or magnetic recording
media; cybersecurity exercises and training at national administrative organs,
incorporated administrative agencies and designated corporations; responses to
cybersecurity threats in cooperation, communication and coordination with
relevant domestic and foreign parties; the sharing of information regarding
cybersecurity among national administrative organs, incorporated

administrative agencies, special corporations, etc.

(EEHSERFEEEF BT LIV A=t X2 U T 1 DRER)
(Ensuring Cybersecurity at Critical Social Infrastructure Providers and Other
Related Entities)
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Article 14 Regarding cybersecurity at critical social infrastructure providers and
other related entities, the national government is to organize and analyze
information to prevent damage to computers associated with their important
facilities, and is to take necessary measures including the formulation of
standards, exercises and training, the promotion of information sharing and
other voluntary efforts.



(RFFEE K OB e % O B JE 1 72 BU o /g dE)
(Facilitation of Voluntary Activities of Private Enterprises, Educational and
Research Organizations, and Other Organizations)
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Article 15 (1) In view of the fact that the information related to the intellectual
property of private enterprises such as small and medium-sized enterprises or
of educational and research organizations such as universities is critical for
enhancing Japan's international competitiveness, the national government is
to provide necessary measures, including promoting their voluntary activities
for cybersecurity by increasing interest in and understanding of the importance
of cybersecurity, offering consultation on cybersecurity, and providing
necessary information and advice.
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(2) Considering that it is important for each member of the public to voluntarily
endeavor to ensure cybersecurity, the national government is to provide
necessary measures, including offering consultation on cybersecurity and
providing necessary information and advice on actions such as appropriate
choices concerning products and services in the daily use of computers, the
internet or other advanced information and telecommunications networks.

(ZhE72 FR D EHEEDE)
(Coordination with Diverse Entities)
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Article 16 The national government is to enhance coordination among relevant
administrative organs, and is to take necessary measures to enable diverse
entities, such as the national government, local governments, critical social
infrastructure providers, and business entities related to cyberspace, to work

on cybersecurity policies in mutual coordination.
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(Cybercrime Control and Prevention of Spread of Damage)
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Article 17 The national government is to take necessary measures to control
crimes related to cybersecurity and prevent the spread of damage caused by
these crimes.

(BPEOLRICTHEHRREEL RETBENDH HFHLE~DRIR)
(Response to Incidents Which May Critically Impact Japan's Safety)

FHNAE B A=t F2 VT 41T 2FRO D bERPEOLRRIZEKRREE
ZRIEFTEENNDH D b DO~ORINZHOWT, BRI I T 2 K H o Fe s b O
(Z BAGRBEBE AR A @ Rk Kk O EI D H O ML 2 X D T DI E R R 2% T 5 b
DET D,

Article 18 The national government is to take necessary measures to improve
and strengthen systems at the relevant bodies, and to strengthen mutual
coordination and clarify the division of roles among the relevant bodies for
responding to incidents related to cybersecurity that might critically affect
Japan's safety.

(PEZE DR BN OE BR g /) D 5Ak)
(Enhancement of Industrial Development and International Competitiveness)
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Article 19 In consideration of the fact that it is critical for Japan to have self-
reliant capabilities to ensure cybersecurity, the national government is to take
necessary measures related to cybersecurity, including the promotion of
advanced research and development, technological advancements, the
development and recruitment of human resources, the strengthening of the
market environment and the development of new businesses through the
improvement of competitive conditions, the internationalization of
technological safety and reliability standards and the participation in
frameworks for mutual recognition of those standards, to create new business
opportunities, develop sound businesses, and enhance international
competitiveness, so that the cybersecurity sector can become a "growth

11



industry" which creates employment opportunities.

(HFF ST H & D HEHE )
(Promotion of Research and Development)
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Article 20 In consideration of the fact that it is critical for Japan to maintain
self-reliant technological cybersecurity capabilities, the national government is
to take necessary measures related to cybersecurity, including the
improvement of the cybersecurity research environment, the promotion of basic
research on technological safety and reliability, the promotion of research and
development for core technologies, the development of skilled researchers and
engineers, the strengthening of coordination among national research
institutes, universities, the private sector, and other relevant parties, and
international coordination for research and development, to promote research
and development for cybersecurity and its technological and other relevant
demonstrations, and to have the relevant cybersecurity results publicized.

(N DR E)
(Development of Human Resources)
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Article 21 (1) In close coordination and cooperation with universities, colleges of
technology, specialized training colleges, private enterprises, and other
relevant entities, the national government is to take necessary measures to
ensure appropriate employment conditions and treatment of the workforce in
the field of cybersecurity, and by doing so, enabling their duties and work
environments to become attractive enough to match their importance.
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(2) In close coordination and cooperation with universities, colleges of technology,
specialized training colleges, private enterprises, and other relevant entities,
for the purposes of recruitment, development, and quality improvement of
cybersecurity-related human resources, the national government is to take

12



necessary measures, including the utilization of a qualification scheme and

training of young technical experts.

(BB R OFHE O, W KIEHREE)
(Promotion of Education and Learning, Public Awareness Raising)

B+ 5% EiX, ERBIAS ANt X2 VT 4 ICET L EHEEEZEDD L,
PTAN—EFX2 VT AT LHEF RO E ORI, 3 K OF D& M % Ot
ERMRZET 0D ET 5,

Article 22 (1) The national government is to take necessary measures, including
the promotion of education and learning, public awareness activities, and the
dissemination of knowledge in the field of cybersecurity, to deepen interest and
understanding regarding cybersecurity among the people on a broad scale.

2 [Hix, AHEOKOHEICET DXL, A —tF 2 U T ¢ ITHT H7EF KL OH
ik D K e X D T 0 DATFH O, BTAN ORI A N—Fx 2 U T 11Tk T
5 B2 HEE T 2 72D O O FEE E OO LB iR ZHT 5 b D LT 5,

(2) The national government is to take necessary measures, including the
implementation of events for public awareness and the dissemination of
information on cybersecurity, and the designation of the period to promote
cybersecurity activities in a focused and effective manner, to contribute to the

promotion of the measures referred to in the preceding paragraph.

(1= B W ) D HEHESE)
(Promotion of International Cooperation)

Bt =% EHIX, YA X2 U T IZET ATV T, TAEOEEEGSIC
BT OEE 2B R-T & L bz, EEERICRB T 2P EORRE 2 HIET 572
D, YA NRN—tF2UT 4IZFEL, EEREMRBEORE~DO IR 20, [EERFIC
BT HEHEROMER OIFHROILA OHELE, BRI OY A N—tF 2V T o
(2B % %FIiRE ) DAEEE D REMRIY 70 3L € DA 0 [EIBREY 22 £l bin /1. JLIR OB » %
O OEEEH 2 HEES 2 L & bic, WMBPEOY A N—tFX=2 U T 1134 2505 E
DIFEZIRD DT DICHERREFHFET HHDET 5,

Article 23 In order for Japan to play an active role in the international
community in the field of cybersecurity and promote Japan's international
interests, the national government is to advance international cooperation
relating to cybersecurity, including through independent participation in the
formulation of international rules, by building relationships of trust and
promoting information-sharing on an international level, by providing active
support for capacity building in developing regions' cybersecurity response and
other such international technological cooperation, and through crime control;
and is also to take the necessary measures for deepening other countries'
understanding of cybersecurity in Japan.
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FHUE YA NN—F2 )T 1 BIEAE
Chapter IV Cybersecurity Strategic Headquarters

(BRI
(Establishment)
BoAHE Y ANN—t X2 T 0 I DR RGN O RANIHEE S D720,
WIS, AR —tF 2 U T o BIBEAES (LUF TAE Lo, ) ZES,
Article 24 The Cybersecurity Strategic Headquarters (referred to below as the
"Headquarters") is established under the Cabinet to effectively and

comprehensively advance cybersecurity policies.

(AT = HH %)

(Affairs under Jurisdiction of the Headquarters)

B RS REIL. WICET2EBEEz - hs L5,

Article 25 (1) The Headquarters is responsible for the following affairs:
— PAN—EFX2 VT A BEOROIERK OEROHEEICRETH 2 L,
(i) preparing a draft of the cybersecurity strategy and promoting its

implementation;

= EHOITBHER . MNATEIE AR R EENCBIT 20 A =t X2 U7 ¢ 12T
L5t RO IEDVER K N A S TR oFHl (BE&EZ 5T, ) £ Doy
EHAEIZEE S TSR O FE i OHEMEITBI 5 2 &,

(ii) establishing the standards of cybersecurity measures for national
administrative organs, incorporated administrative agencies and designated
corporations, and promoting the implementation of the evaluation (including
audit) of measures based on the standards and other measures taken

= HEMASBEFEEFFICBITLIVANN—tX 2T ¢ OfERICE L TEOIT B
B TN 3 D MR D HEHEDIERL CHREEMEDIERL O 72 O D HE A S R R F (T
BIFLZVANRN—tFX2 T ¢ OMRORNOFELZ ELr, ) ROYFEEREIZHESL
it SR D FEAM & DAt 0> 24 3% EEEIZ FL D < il 3R 0 s OHEMEIZ BT 5 Z &,

(iii) establishing the standards for policies implemented by national
administrative organs to ensure cybersecurity at critical social infrastructure
providers and other related entities (including surveys on the state of
cybersecurity assurance at critical social infrastructure providers and other
related entities for establishing the standards), evaluating policies based on
the standards, and promoting the implementation of other policies based on
the standards;

W EOITEHEES., HMSZATBUEAKR IR EIEANCBIT 2 A N—kF 2 U T 1 OElr
DOIRVLOFHAM (FFHW Y AT DT HRERIEE Th - THEHRBERY PV —7 X
WX ERR TR 20 U TiThivd b O DR KL OV N A RN—t X2 U T
BT 2 HERRFLITH T 2RO (RREHO-OOfMEEZET, ) =8
te, ) BT DL,
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(iv) evaluating the state of cybersecurity assurance at national administrative
organs, incorporated administrative agencies, and designated corporations
(including monitoring and analyzing unauthorized activities against
information systems that are conducted through an information and
telecommunications network or electronic or magnetic recording medium,
and evaluating measures against critical cybersecurity-related incidents
(including investigations into the causes of those incidents));

B OAIE BTS2 bODIEN, FANRN—tX2 VT 4 ICHT AR TEERLOD
BN DA, A MR 25T, PAGRITBORBI DR E O JAETY O Jidt &
O 5 oD FE i |2 B3~ 2 Fia $H o0 AR sl OV i 3R 00 RFA 2 oDt 0 24 5%t 51 oD i oD HE e
WA TEICET S Z &,

(v) beyond the affairs stated in the preceding items, engaging in research and
deliberation on proposals for major cybersecurity policies; establishing cross-
departmental plans; making guidelines for estimates of relevant
administrative organs' expenditures and establishing the basic principles for
implementing their policies; promoting the implementation of those policies,
through measures such as evaluating them; and carrying out overall
coordination.

2 KEIX, VA NRN—X 2 VT A EIKEOREZIERL LS L THL X1, LD,

EHRZARESFEOE R 2N 2 TR 520,

(2) In preparing a draft of the cybersecurity strategy, the Headquarters must
hear the opinions of the National Security Council in advance.
3 AEIX, WITEBT 55T, HorTD, A N—tF2 U7 o HEHEMESE

DEREFEN T IUE R B2,

(3) In the following cases, the Headquarters must hear the opinions of the

Cybersecurity Promotion Expert Council in advance:

— AN F2 VT A EEOREEHRL LD T2 &,

(i) when it intends to prepare a draft of the cybersecurity strategy;

BT B NIIE = FOEEEAER L LD LT 5L %,

(i1) when it intends to establish the standards referred to in paragraph (1),
item (ii) or (ii1);

=BT BT S B ORHMEICOWT, TOREEORMY FEHETB I ETD

EE,

(iii) when it intends to compile the results of the evaluation referred to in
paragraph (1), item (i1) or (iii).

4 K, PEOLRREIBED I A N—t X2 U T ¢ IZEATHEEFHIZOWNT,

EFRZERERH L OBREREELHN DL LD LT 5,

(4) The Headquarters is to work in close coordination with the National Security

Council on critical issues concerning cybersecurity in the context of national

security.
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(REL)
(Organization)
B ARE REIE, YA NN—tX 2 ) T AR, VA =X U T ¢ BRI A
AHER O AN—F 2 VT A BRIERBE L & > TS 5.
Article 26 The Headquarters consists of the Chief of the Cybersecurity Strategic
Headquarters, the Deputy Chief of the Cybersecurity Strategic Headquarters,

and the members of the Cybersecurity Strategic Headquarters.

(A NRN—FF 2 VT ¢ BRIEARTHER)
(Chief of the Cybersecurity Strategic Headquarters)

FotHEERE RHBORIZ, YA R—tF 2V 7 s EEAHRE (LU TREHE] &
7, ) &L, NEREKREZH > THRTH,

Article 27 (1) The person in charge of the Headquarters is referred to as the
Chief of the Cybersecurity Strategic Headquarters (referred to below as the
"Chief"), and the Prime Minister serves in that capacity.

2 AKERIZ. AHOFEFEZRIEL, T OME 2 HBEEET 5,

(2) The Chief engages in the overall management of the Headquarters' affairs
and directs and supervises personnel at the Headquarters.

3 AERIZ. FoTEEE HE SO HE A S E TICHET 25 ULE =+ 5%
HLLITHE = =F0HEIC LV REINTER, FREFICESE, LEPHDH LR
WHEE T, BARITEBHEORICR L, BT 5Z 0N TE S,

(3) If the Chief finds it necessary based on the evaluation provided for in Article
25, paragraph (1), items (i) through (v), or the materials, data, etc. provided
pursuant to the provisions of Article 32 or 33, the Chief may make
recommendations to the head of the relevant administrative organ.

4 KESERIE. APEOHEIC XD BERITBOEBE O RICK LIS Lo & i3, UikBERAT
BRI DO RIZHI L, ZOEIHIZE SNV T LT HEICOWTHEEZRDODHZ LN TE
Do

(4) After making the recommendations pursuant to the provisions of the
preceding paragraph, the Chief may request a report from the heads of the
relevant administrative organs regarding the measures taken based on the
recommendations.

(A A% 2 ) 7 o BRERI R
(Deputy Chief of the Cybersecurity Strategic Headquarters)

N E KT, YA NN—EF 2 U T 0 EIEREIATE (LU TRIREHE] &
9. ) HEE, EBRELH > THRTD,

Article 28 (1) The Deputy Chief of the Cybersecurity Strategic Headquarters
(referred to below as the "Deputy Chief") is assigned to the Headquarters, and
a Minister of State serves in that capacity.

2 RIAEMEIL, AMEOBG T 5,
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(2) The Deputy Chief assists the Chief's duties.

(AN —EF=2 VT ¢ HRIEAE R)
(Members of the Cybersecurity Strategic Headquarters)

B ARBIC, YA X2 ) T BIRARE (REIZBWT TAE] v
9. ) &EL,

Article 29 (1) The members of the Cybersecurity Strategic Headquarters are
assigned to the Headquarters (referred to as "members" in the following
paragraph).

2 AMEIZ., KBELACRIATEINOETOEBREZ S > THET D,

(2) All Ministers of State other than the Chief and the Deputy Chief serve as

members.

(P AN—tF =2 VT ¢ HEEFMFEZH)

(Cybersecurity Promotion Expert Council)

FotE AREHIZ, YANRN—tEX2 VT o HEEMZESE CITZo%KICBWT THH

Rkl Lo, ) mES,

Article 30 (1) The Cybersecurity Promotion Expert Council (referred to below as
the "Expert Council" in this Article) is established in the Headquarters.

2 HMFREEIT. RIBTL2FELO>NIED,

(2) The Expert Council takes charge of the following affairs:

— BT HEFECHOBHEIC LV ARTRICEREZRRD Z &,

(1) stating its opinions to the Chief pursuant to the provisions of Article 25,
paragraph (3);

= HIEICEBT AL O0EN, AN X2 U T 4 IZBET DR CHEE/LR L DOICD
WCHIEFHEL, RERLDLEROL L EIE, AHRICERZIRRD Z &,

(i1) beyond what is stated in the preceding item, studying and deliberating
important cybersecurity policies, and, when it finds necessary, stating its
opinions to the Chief.

3 HMESHEOLEBIL, YA —tX 2V T4 ICHALENCHRRLEGT2EHD I B

5. NEREEKREMEMT D,

(3) The members of the Expert Council are appointed by the Prime Minister from

among persons with relevant expertise in cybersecurity.

(FHOE)
(Entrustment of Affairs)
Bt —5% KEIL ROKZITHIT 2 FFOXSITE U T, YiEHEHO— % 43445
TICEDDHICEFLT HI LN TE D,
Article 31 (1) The Headquarters may entrust a part of its affairs to the persons
specified in each of the items according to the category of affairs stated in the

following items:
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— H PO B SIBT2EE (RSICRET 2EE MNATBIE ALY

BEENRDL BDIZRD, ) IRDBDIZRD, ) | FHEE =5I2HIT 2 FE
(FZICHET DAL D B DIZIRD, ) XIXFEHEFEN ST 558 (FFIC

BET DE HNATEBUEA KR OFREENR D BDIZRD, ) IR DR
Do ) MSEATBUE NG HALHEHEERSIS C O A N—t F =2 U T ¢ IZBET D 55K
[ZOWTH o e Bl iuRe 71 K OV 72 Jak iR 2 B35 & & blT, Uk HEB 2
FIZEMTHZENTEDLHDE L THATEDDIEN

(i) affairs stated in Article 25, paragraph (1), item (ii) (limited to those relating
to audits prescribed in the same item (limited to those related to
incorporated administrative agencies and designated corporations)), affairs
stated in item (iii) of that paragraph (limited to those related to
investigations prescribed in that item), or affairs stated in item (iv) of that
paragraph (limited to those related to investigations prescribed in that item
(limited to those related to incorporated administrative agencies and
designated corporations)): the Information-Technology Promotion Agency or
other corporations specified by Cabinet Order as having sufficient technical
capability and expert knowledge and experience concerning cybersecurity-
related measures and being capable of reliably implementing the relevant
affairs;

=B EEE -HENSICET S (R I2HET 21E8) OB K V0TI ik
LDHDIZRD, ) ESIHFFERAFETE NG BOBIE AT ZERME . JRSEATBUE NG HALELHE
TEREAE 2 D fth 4 5% TR B O BE AR M OV T I DU T4 A2 AT RO BE 71 K OVERE PR Y 72 J0 5%
RRAATDLLEHIC, UEFHELHMEICEMT L LNTELLDOL LTHSET
EDHIEN

(i1) affairs stated in Article 25, paragraph (1), item (iv) (Ilimited to those related
to the monitoring and analysis of activities prescribed in that item): the
National Institute of Information and Communications Technology, the
Information-Technology Promotion Agency, or other corporations specified by
Cabinet Order as having sufficient technical capability and expert knowledge
and experience concerning the monitoring and analysis of the activities and
being capable of carrying out the affairs reliably.

2 HIEOHEIC LI FHEOLFELEZITIHEADKRESR L IFBE XTI b OICH
ST FIT, EURERN R, UHEEIHRIFEBICEHL T EZHEZRO L,
FEH LTI AR 6720,

(2) An officer or employee of a corporation that has been entrusted with affairs
pursuant to the provisions of the preceding paragraph or a person who had
been in that position, must not divulge or misappropriate any secrets learned
1n connection with those affairs under that entrustment, without justifiable
grounds.

3 FHHOBMEIZLYFHFOLREZ T TIEANADOEE IHRE Th > TH%EFITF
LEBICWEET 2 b 01E, JE (BRMNHEEREFN+IS) £ oo SRl oIz
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ODNTIE, ERICLXBITEFET LA & AT,

(3) An officer or employee of a corporation entrusted with affairs pursuant to the
provisions of paragraph (1) who engages in the affairs under the entrustment,
is deemed to be an official engaged in public services pursuant to laws and
regulations, regarding the application of the Penal Code (Act No. 45 of 1907) or

other penal provisions.

(& BHE )
(Submission of Materials)

Bt 5% BMRITBUHEREORIT, KEOEDD LI ALY | REIZH L, A 3—
X2 )T AT 2ER IR TH - T, KEOEFEFORITICET 5 D%,
HIRFICERAE L e i i e 6700,

Article 32 (1) The heads of relevant administrative organs must provide the
Headquarters with materials or information related to cybersecurity that is
beneficial to the performance of the affairs under its jurisdiction in a timely
manner, as prescribed by Headquarters.

2 FIEICED D HODIEN, FERITBHEE O RIT. AFEOKRDIZIE T T, ARERIZ
L, RO EEEOZFITIINE LY A N—EX o U T 1 IZHT 2ER UTIEROIE
it} OB & OB 22 1 ) 2 AT D 72T iU 72 B 720,

(2) Beyond what is provided for in the preceding paragraph, as requested by the
Chief, the heads of the relevant administrative organs must cooperate with the
Headquarters, by activities such as providing materials or information related
to cybersecurity that is necessary for the performance of the affairs under its

jurisdiction, or by explaining those materials or information.

(& RO Z DD 1))
(Submission of Materials and Other Cooperation)

Bt =% KEIL, TOMEEFLERITTLLOLEND DL DL LT, #HA
A R OMNIATEBOE N DR, ERNZRFEN (BN RFENE CERRCE IAEER R S
+ 25 BEREHICHET DENRFEAEZ VD, ) OFRTHER, KFdL
FEFAERSE N (FISRE ZHICHET 2 RKFEFEFAEEEAZ WS, ) OEEE,
AARFNES R 2 — (EERSRE CERHANEERE LN S) B+ =RICH
ETH2HARTNELXERE L Z—% 9, ) OBEHEE, FHRIEALORAENTH > TR
HPREETH2LDOOREEL NI A N—X 2 VT 4 IZBETDELRPELELZLE
[ZF 1T 2 EWNAORERE & OS2 1T 5 BRSO REHITH L T, /4 13—&
F2 VT 4T DEBUC LD HWEHEDILKRZBIE L, KOS HEHE DO ORH R EIH
D7 OICEH & E#EE LTI HEZ MO A R —F X2 U T ¢ (BT DR ICE
LB RO, BROBB., SHZoMmom12Rk0d 2N TED, Z0Y;
BICBNT, Y RkOEeZ T 72F 1%, E4REANHL2GE55RE, ZORDIZISET
U DR E AN SRR

Article 33 (1) If the Headquarters finds it necessary for carrying out the
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functions under its jurisdiction, in relation to the measures which the
Headquarters takes in coordination with the national government, or other
cybersecurity measures for preventing the spread of damage caused by threats
against cybersecurity and promoting a quick recovery from any damage, it may
request the submission of the necessary materials, presentation of the
necessary opinions, provision of the necessary explanations or any other
cooperation from the following persons: the heads of local governments or
incorporated administrative agencies; the deans or the presidents of national
university corporations (meaning national university corporations prescribed
in Article 2, paragraph (1) of the National University Corporation Act (Act
No.112 of 2003)); the heads of inter-university research institute corporations
(meaning inter-university research institute corporations provided for in
Article 2, paragraph (3) of that Act); the president of the Japan Legal Support
Center (meaning the Japan Legal Support Center provided for in Article 13 of
the Comprehensive Legal Support Act (Act No. 74 of 2004)); the
representatives of special corporations or authorized corporations designated
by the Headquarters; and the representatives of the relevant entity facilitating
cybersecurity-related communication and coordination with related domestic
and foreign parties. In this case, the relevant person must respond to the
request, unless there is a justifiable reason for not doing so.

2 AKX, ZOMEEEZEZXTTHLOLERDD LRODH L 1T, HEEASEERE
EH K OZOMBET HDEEDOARREFITK LT, AIEHOH I EZRD DL LN TED, 2
DFEIZBNT, RO EZTEIL, TORDIISLDEHIFOL D LT 5,

(2) If the Headquarters finds it necessary for carrying out the functions under its
jurisdiction, the Headquarters may ask for the cooperation referred to in the
preceding paragraph from the representatives of the critical social
infrastructure providers and the associations that they have organized. In this
case, the persons that have been requested to do so are to endeavor to meet
that request.

3 AKX, ZOFMEEEBEZZTTHONFICLENS D RO DL L XX, BT HICH
ETDHEUSNOEIG L TH, B HOB KT L Z LR TE D,

(3) If the Headquarters finds it particularly necessary for carrying out the
functions under its jurisdiction, it may request the cooperation referred to in
paragraph (1) from persons other than those prescribed in the preceding two
paragraphs.

(Hb 5 A FEFHAR~D i 77)
(Cooperation for Local Governments)
B US M AFRIE, BHHERICHET DMK O R E XILEED 72 DI LB N &
HERODE XX, REICK L, BFROBUEZOMDEG 1 ERDD Z LN TEX D,

Article 34 (1) If a local government finds it necessary for formulating or
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implementing the policy prescribed in Article 5, it may request the
Headquarters to provide information and other cooperation.

2 AKX, AMEOBEICL2WMNERO NI EEIX, TORDIZILLDLIEFDD
bOLET D,

(2) If the Headquarters is requested to provide cooperation under the preceding

paragraph, it is to endeavor to meet the request.

(F55)
(Administrative Affairs)
Bt AEICETLIES T, NEERICBWTLAHE L, NEAY A S—FREHT
Do
Article 35 Administrative affairs concerning the Headquarters are processed by
the Cabinet Secretariat and administered by the Cabinet Cyber Officer.

(FEDOKE)
(Competent Minister)
F=HRE ARBICRLFHITONTIX, WEE (B -+ 2FERFRLS) L) E
FEOREIZ, NEBEKRE LTS,
Article 36 The competent minister under the Cabinet Act (Act No. 5 of 1947) for
matters related to the Headquarters is the Prime Minister.

(B ~DFEAE)
(Delegation to Cabinet Orders)
FEtEE ZOERICEDDLLODOIEN, RHICEH LK BRI, BB TEDD,
Article 37 Beyond what is provided for in this Act, Cabinet Order prescribes the
necessary matters relating to the Headquarters.

BhE R

Chapter V Penal Provisions

F=tN\& Bt _HOBUEIGER LT, —FEUL T OB ST+ 5 H
LI D& &I 5,

Article 38 A person who has violated the provisions of Article 31, paragraph (2)
1s punished by imprisonment for not more than one year or a fine of not more
than 500,000 yen.

kAl

Supplementary Provisions

(FEfT8 H)
(Effective Date)
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F—k ZOERIL. AMMOBNLHATT 5, 722U, 8 E RO U E O HLE N NS
MHIZE U OMET, AfMOANSRE LT —HFEZ2l 2 72 WEFHNICB W TES TF
D DHHANSIEATT D,

Article 1 This Act comes into effect on the date of promulgation; provided,
however, that the provisions of Chapters II and IV as well as Article 4 of the
Supplementary Provisions come into effect on the day specified by Cabinet

Order within a period not exceeding one year from the date of promulgation.

(F )
(Review)

Bk BURIE. ROBCRFRRSE N O SLfERE R RRIZ 1T 2 Ty B o Fn & Nl QNS
E & OEROZEOMRICET 21E# CERHIFEBERB L LS o+ —5E—
HICHET 2RAFRBIHYT 2 A N—tX 2 VT 1 ICHT 2 FLZOMOIERIE
ERy NU—27 WIXBHMAOGEEUAZE U Bt EHIC T2 RERIEE NS, H
ERATE R ORETEEB OB TH > T, TOEEMFI L, KT LG aICERAE
TG X AIRIBETEENC S KRR B2 RETEBENDNET 26 0OEZET 2880 —f8 D
ik 2 M 5 72 DR RIZ OV T, MEAWVBLRNDRFT 2 b0 LT 5,

Article 2 For cybersecurity incidents classed as emergencies specified in Article
21, paragraph (1) of the Act on the Peace and Independence of Japan and
Maintenance of the Security of the Nation and the People in Armed Attack
Situations, etc., and Survival-Threatening Situations (Act No.79 of 2003), and
other malicious activities against computers through information and
communications networks or electronic or magnetic recording media, the
national government is to review, from a broad point of view, measures aimed
at further strengthening the capability of the defense of infrastructure which is
the foundation of the peoples' living conditions and economic activities, and for
which the functional failure or deterioration of the infrastructure would risk

enormous impacts on the people.

B Rl (CERZ+HEFEIA+—REEESTRE) ()
Supplementary Provisions [Act No. 66 of September 11, 2015] [Extract]

(ME4 731 7))
(Effective Date)
Bk ZOERIE ERZHENA BT 2,
Article 1 This Act comes into effect on April 1, 2016.

M Al (CERZ+HEEARAZ+HBREEEETAE) )
Supplementary Provisions [Act No. 76 of September 30, 2015] [Extract]

(it T4 )
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(Effective Date)

F—k ZOERAE, AMOHENLERELTANHAZBEIRWEIANICE W TES TED
L BB HAT D,

Article 1 This Act comes into effect on the day specified by Cabinet Order within

a period not exceeding six months from the date of promulgation.

MRl (ERZH/\ENA Z+HERE=1+—5] (]
Supplementary Provisions [Act No. 31 of April 22, 2016] [Extract]

(W17 81 F)
(Effective Date)

F— ZOWEHEIE, AMOANLEE L TR EZE AR WEANICB W TS TED
LHEMBHATT D, 7272 L, IREIL USRI =55, BEELOCEARFOBREIT. &
DA PBRITT 5,

Article 1 This Act comes into effect on the day specified by Cabinet Order within
a period not exceeding six months from the date of promulgation; provided,
however, that the provisions of the following Article and Article 3, Article 5
and Article 6 of the Supplementary Provisions come into effect on the date of

promulgation.

(Bt ~DZEAT)
(Delegation to Cabinet Order)
FARE HMAIE R ORISR ETICED D bODIEN, T OEROHEITICE L THLELR
PmiEE (FTNCE T 2 BHE L2 ST, ) 13, BT TED D,
Article 6 Beyond what is provided for in Articles 2 through the preceding Article
of the Supplementary Provisions, Cabinet Order prescribes the necessary
transitional measures for the enforcement of this Act (including transitional

measures for penal provisions).

M Rl (CERE+SE+ZA+ZHREEEL—F) ()
Supplementary Provisions [Act No. 91 of December 12, 2018] [Extract]

(W17 551 H)
(Effective Date)
1 ZO®E#E, MMOANLER L T HE2 B RWEFANICESWTES TED S H
MO HETTT 5,
(1) This Act comes into effect on the day specified by Cabinet Order within a
period not exceeding one year from the date of promulgation.

M Bl (FFcAERA Z+MBEEE+T—F) ()
Supplementary Provisions [Act No. 11 of May 24, 2019] [Extract]
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(W17 51 F)

(Effective Date)
F—k ZOERZ, FRC T SFEUA — BT D,
Article 1 This Act comes into effect on April 1, 2020.

W Al (SMEFEIA+LBERE=+EE] )
Supplementary Provisions [Act No. 35 of May 19, 2021] [Extract]

(W17 81 F)
(Effective Date)
Bk ZOE/RIX, SR EFIUH B ot b,
Article 1 This Act comes into effect on September 1, 2021.

M Bl (FR=FFHA+ILABEEE=1+5] )
Supplementary Provisions [Act No. 36 of May 19, 2021] [Extract]

(HEA7391 7 )
(Effective Date)
F— ZOWERIE, SRMEFIUH B0t 5, 22 L, MRS HROBEIR,
NAO B INSREITT 5,
Article 1 This Act comes into effect on September 1, 2021; provided, however,
that the provisions of Article 60 of the Supplementary Provisions come into

effect on the date of promulgation.

(BL53 2 B9 2 it A &)
(Transitional Measures Concerning Dispositions)

FHLEE ZOERORAITHNC Z OERIZ XD WIERTOZNENOER (2D
<AMBEED, UTFTZOLRKOREICENT THIES] L), ) OBUEIC XY 4T
DE DR LT BIEFE DS DM DIT 2L, IEBICHBEEDED BB D H D DIENH,
ZDOEREORATRIT. ZOBERICILIBEROENENOER (ZICESSmTE
i, LT ZORKORFIZENT BHES] Lo, ) OMYBEICEIVEYDE
DEEBADS LTZRRIE S DALY T DORMDATZ & A 72T,

Article 57 (1) After this Act comes into effect, beyond what is otherwise provided
for in laws and regulations, any dispositions such as authorizations or other
acts which a former national government organ granted or made before this
Act comes into effect pursuant to the provisions of one of the relevant laws
before amendment by this Act (including orders based on them; referred to
below as "former laws and regulations" in this Article and the following
Article) are deemed to be dispositions such as authorizations or other acts
which a corresponding national government organ granted or made pursuant to
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the corresponding provisions of the relevant Act after its amendment by this
Act (including orders based on them; referred to below as "new laws and
regulations" in this Article and the following Article).

2 ZOEREOKATORRBUCIFES OBEIZ X D WERTOE OIS L TIN TV D H
. mEHEOMOITRIE, ERITHEOEDRH DS DODIEN, T DEEDORITHERIE.
FESOMYBREICL VY OEOKEICH LTI HiE, mHTomoirs L &
e B

(2) Beyond what is otherwise provided for in laws and regulations, an application,
notification or any other act that has been filed with or made to the former
national government organs pursuant to the provisions of the former laws and
regulations at the time of the enforcement of this Act is deemed to be an
application, notification or any other act that has been filed with or made to
the corresponding national government organs pursuant to the corresponding
provisions of new laws and regulations after this Act comes into effect.

3 ZOIEFRORATANCIHES OBLEIZ L0 ERTOE OBk L THES, JaiHZ o
DFfid LR TILER R WEEHT, 2 OEROIETT O H AT HERT O E OB L
TEZEDFHP SN TR DIZOWNTIE, IEFICHBEDOEDRH DL ODIEN,
OIERORATHIL, 2z, FESOMYBEIC L VY OEOMEICK L TZEDOF
ARSI TN HD LA LT, HETORELERT 5,

(3) Beyond what is otherwise provided for in laws and regulations, if procedures
such as applications or notifications are required to be made with the former
national government organs pursuant to the provisions of the former laws and
regulations before this Act comes into effect, but those procedures have not
been made with the former national government organs before the effective
date of this Act, the provisions of the new laws and regulations apply after this
Act comes into effect, deeming that the procedures have not been made to the
corresponding national government organs pursuant to the corresponding
provisions of new laws and regulations.

(fn 5 DB TN BE T % i F &)
(Transitional Measures Concerning Effect of Order)

FHAINSE HETOREIZE VBTN NBEIRELES EERE - HoNBFS XX
EZITBHRRIES + RE —HOE DI, ERIHEOEDRNHDHHODIEN, ZD
ERORATRIL, FETOMEHEICE SV THEELNTHYDOELRE —HDOT ¥
ZVFA SOFEFITBHRBERE + RE - HOE T L LTOMNERT5b0D LT 5,

Article 58 After this Act comes into effect, the Cabinet Office Order referred to
in Article 7, paragraph (3) of the Act for Establishment of the Cabinet Office,
or the Ministerial Order stated in Article 12, paragraph (1) of the National
Government Organization Act that has been issued pursuant to the provisions
of the former laws and regulations is to remain in force as the corresponding
Order of the Digital Agency stated in Article 7, paragraph (3), or the
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Ministerial Order stated in Article 12, paragraph (1) of the National
Government Organization Act that has been issued based on the corresponding
provisions of the new laws and regulations, unless otherwise provided for in
laws and regulations.

(BN o0 I B3 % R ED)
(Transitional Measures for Application of Penal Provisions)
FHAILE ZOEFRORITHNC L72ATAIC T 280 RIS\ T, ZRBUERTO
Bz k5,
Article 59 Prior laws and regulations continue to govern the applicability of

penal provisions to conduct that a person engages in before this Act comes into
effect.

(Brm ~DZEE)
(Delegation to Cabinet Orders)

FARTE MAIE+HSE, F+HAK FEF—RLAORI=ZRICEDDLHODIEN, 20D
EAREORATICE L EefmigE EHNCET o REEE L2 5, ) & BB TED
Do

Article 60 Beyond what is provided for in Article 15, Article 16, Article 51 and
the preceding three Articles of the Supplementary Provisions, transitional
measures necessary for the enforcement of this Act (including transitional

measures concerning penal provisions) are to be provided for by Cabinet Order.

M Rl (FFESA+H+EBRBEBEREEATNE] (#)
Supplementary Provisions [Act No. 68 of June 17, 2022] [Extract]

(W17 551 H)
(Effective Date)

1 ZOERX, ESE - HSOEERITH O T 5, 2720, ROKFITHET 28
EIX, A FICED D BN HEITT 5,

(1) This Act comes into effect on the date on which the Act Partially Amending
the Penal Code and Related Acts comes into effect; provided, however, that the
provisions stated in the following items come into effect on the date prescribed
in the items:

— BLENLEOBE AfioH
(1) the provisions of Article 509: the date of promulgation

Bt Rl (SFEEEA+=HEAFN+=5] @)
Supplementary Provisions [Act No. 43 of May 23, 2025] [Extract]

(it T4 )

26



(Effective Date)

B4 ZOERIR. EEE AR T AR ERITAICL 2HEO ILICET 2 E
B (SR HFEESN ) ORITORAPLRITT 2, 72720, ROEFITE T 28
ENL, YA FITED D BN LIITT %,

Article 1 This Act comes into effect on the date on which the Act on Prevention
of Damage Caused by Wrongful Acts against Important Computers (Act No. 42
of 2025) comes into effect; provided, however, that the provisions stated in the
following items come into effect on the dates specified respectively in those
items:

— [fRIENEOBE AfoH

(1) the provisions of Article 4 of the Supplementary Provisions: the date of
promulgation;

=B ROHE. BERPEI O E OG5 BT 5 B R\ 5 OWIER
EROENERNERE —OSERE ( TRONEERE] & [, NEE#RE LXONEY
AN D DEIICRD, ) FRR, FLR FHRLAOEHRIZOMR
TEN QN EAR TN RIS EIE S U SRH — IS — 5 2 IR 5 SUEHUE M ORISR
SHE AL EORORIZ S EMAHDBIESE BEEEFFEEICHT 5 R IER
T2\ X 2HHE ORI BT 2 iR RIS — 58 5 2B 2 8UEORifTo R

(i1) the provisions of Article 1, the provisions in Article 3 to amend Article 1,
item (viii) of the Act on Remuneration of Officials with Special Capacity and
Appended Table 1 of the same Act (limited to the part amending "and the
Director of Cabinet Intelligence" to ", the Director of Cabinet Intelligence,
and the Cabinet Cyber Officer"), the provisions of Article 5, Article 7, Article
12, and Article 15, and the provisions in Article 17 to add one item to Article
4, paragraph (1) of the Act for Establishment of the Cabinet Office and to add
one item after paragraph (3), item (xxvii) - 6 of that Article: the effective date
of the provisions stated in Article 1, item (ii) of the Supplementary
Provisions of the Act on Prevention of Damage Caused by Wrongful Acts
against Important Computers.

(A Nt 2 ) T 4 HAED BEEITEE SRR )

(Transitional Measures Associated with Partial Amendment in The Basic Act
on Cybersecurity)

&k ZOEROITOR (LLFZOHRKTREFIZENT MHfTH) &vw)H, ) #Hilc
FH=ROBREICLDLEROY A N—tX2 )T 0 HAREFEH+LERFE -EHOF AN
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BT 2 FEEOEFREZ T IZIEANOEE ITRE Th > 1o H TR D LRI R L F
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Ltk b, RBIERTOBIC X 2,

Article 2 Even after the effective date of this Act (referred to below as "the
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effective date" in this Article and the following Article), prior laws and
regulations continue to govern the duty not to divulge or misappropriate any
secret learned in connection with the administrative affairs of the
Cybersecurity Council referred to in Article 17, paragraph (1) of The Basic Act
on Cybersecurity before amendment by the provisions of Article 13, related to a
person who was engaged in those administrative affairs before the effective
date, and the duty not to divulge or misappropriate any secret learned in
connection with the entrusted administrative affairs related to a person who
was an officer or employee of a corporation entrusted with the administrative
affairs stated in Article 31, paragraph (1), item (iii) of that Act before the
effective date.

(E1HI D HIZ B3 2 fRa Hi )
(Transitional Measures for Application of Penal Provisions)

B4 MATHRNI L7AT2 L ORIZOREIC L U 2 BERTOFNIZ LD Z & &b
BB T 51T B LIZIZ L72AT A2t 2 810 @E R IZ 2 W T, ZRBIErT I &
Do

Article 3 Prior laws and regulations continue to govern the applicability of penal
provisions to conduct that a person engages in before the effective date, and to
conduct that a person engages in after the effective date but which, pursuant
to the preceding Article, is to continue to be governed by prior laws and

regulations.

(Bt ~DZEAT)
(Delegation to Cabinet Orders)

B B _RICED D HODIFN, T OEROKEATICE LLER R E (F1RICE
TOHOREEELZ ST, ) (T, B TED D,

Article 4 Beyond what is provided for in the preceding two Articles, transitional
measures necessary for the enforcement of this Act (including transitional

measures concerning penal provisions) are specified by Cabinet Order.
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